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PREFACE

This manual describes the theory of operation of the 2860
Selector Channel. It is assumed that the reader has a
knowledge of ALD interpretation and of the basic circuits
used in the 2860.

This manual is divided into six chapters and two
appendices. Chapter 1, “Introduction”, describes the 2860
Selector Channel data control and flow, stressing
conceptual and overall objectives. Chapter 2, “Functional
Units™, describes individual logic units of the 2860. Chapter
3, “Principles of Operation”, presents a detailed analysis of
2860 operations. Chapter 4, “Features”, describes the
existing features of the 2860. Chapter 5, “Power Supplies
and Control”, describes the power distribution and control
within the 2860 and the power control interface with the
other units of the system. Chapter 6, “Console and
Maintenance Features”, describes the 2860 CE control
panel and associated test logic, as well as the logout,
diagnostic, error checking, and status byte maintenance
capabilities of the 2860.

Appendix A, “Unit Characteristics”, gives the
characteristics of the 2860. Appendix B, “Special Circuits”
describes the special circuits of the 2860. Appendix C,

Second Edition (August 1974)

“ALD Contents by Prefix™, lists the 2860 ALD’s by prefix
and the 2860 function(s) contained in the ALD’s.

Following most paragraph heads are bullets (key
statements preceded by e) which summarize significant
points about the subject. The bullets serve two functions:
(1) they provide the customer engineer (CE) with the key
points of the topic, and (2) they provide quick reference
for review and recall for the CE who is familiar with the
machine. The more detailed text following the bullets
provide the nonclassroom student with the material
necessary for self- instruction.

The diagrams supporting the text are divided into two
groups: (1) purely instructional diagrams, and (2)
maintenance-oriented diagrams. Examples of the first group
are high-level block diagrams and diagrams that show
general data flow and timing considerations. These diagrams
are generally not affected by engineering changes, and, if
they include AND/OR logic blocks, the blocks are drawn in
positive logic convention and do not maintain exact ALD
line names. The instruction diagrams, which are contained
in this manual, are numbered consecutively within a
chapter (for example, 1-1 is the first figure in Chapter 1,
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2-7 is the seventh figure of Chapter 2). The diagrams of the
second group are referenced in this manual (e.g., Diagram
3-1, FEMDM) but are placed in the 2860 FE Maintenance
Diagram Manual to allow ready reference during
maintenance and to facilitate updating the diagrams to new
engineering levels. These diagrams are grouped by
categories; each category may contain different types of
diagrams (e.g., Category 4 contains diagrams designated
Diagrams 4-1, 4-2, etc., which pertain to functional units of
the 2860).

The symbols and references on all diagrams are
standardized to provide easy identification of the
diagrammed blocks. Symbols and references that may not
be obvious to the reader are:

Indicates latch or trigger

Upper 1/2
is turn on
input.

Lower 1/2 /_'j__

is turn off
input.

Indicates input to specific
bit stages of
register 0
(bits 0 through 60).

cCl16+——m—

Means that output of

to an indicator.

—f - FL @ g hlock is supplied

Designates ALD on
which block is shown.

Indicates input to

register.
60/ Means that register
contents are supplied

Register Name

— A Register
(+8P)

RA to indicators.

0
AN

N
63
Indicates ALDs
/ 63 . .
on which register

Low= and high-order
bits of register;
indicates number

of register

stages (0 through 63).

The following related manuals may be used in con-
junction with this manual:

FE Maintenance Diagrams Manual, IBM 2860 Selector
Channel, SY27-2221
FE Maintenance Manual, IBM 2860 Selector Channel,
SY22-2893
FE Theory of Operation:
IBM Power Supplies—SLT, SLD, ASLT, MST,
SY22-2799
IBM SLT Technology—Packaging, Tools, Wiring Change
Procedure, SY22-2800
Illustrated Parts Catalog, IBM 2860 Selector Channel,
S123-0426

logic is shown

Indicates outputs from
specific bit stages.

Maintenance Library Installation Manual, IBM System/360
and System{370, 2860 Selector Channel and 2870
Multiplexer Channel, SY22-9510

Reference manuals:

IBM System/360 Principles of Operation, GA22-6821

IBM System/370 Principles of Operation, GA22-7000

IBM System/360 and System/370 I/O Interface Channel
to Control Unit, Original Equipment Manufacturers’
Information, GA22-6974

FETOM, IBM 2860 Storage Channel, SY22-2906

FEDM, IBM 2860 Storage Channel, SY22-6607

FEMM, IBM 2860 Storage Channel, SY22-2907
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This chapter describes the overall function and capabilities
of the 2860 Selector Channel. Included in this chapter is a
general description of the system application of the unit,
general unit capabilities, I/O configurations, and operations
performed by the channel.

PURPOSE

The 2860 Selector Channel (channel) directs the flow of
information between 1/O devices and main storage, thus re-
lieving the processor of the task of communicating directly
with the I/O devices. Channel operation is such that once
an I/O operation is successfully initiated, the processor is
released (in most cases), and may perform data processing

operations concurrent with channel data transfer operations.

1/0 operations and, consequently, channel operations
are injtiated by the processor. When the channel is selected
to control an I/O operation, it performs initial operations
to determine whether both the channel and the addressed
1/0 device are available to perform the operation, If either
the channel or I/O device is unavailable, the channel relays
information to the processor indicating the reason why the
operation cannot be performed. Assuming both the channel
and the I/O device are available, the channel selects the I/O
device and releases the processor. Once the processor is re-
leased, the channel independently obtains commands and
controls the flow of data to and from the selected I/O de-
vice until the operation is complete.

Note: For the initial program load operation and a portion
of the fault location test operations, the channel is not re-
leased until required data has been transferred. When the
operation is complete, the channel notifies the processor
and, when instructed by the processor, stores information
about the condition (status) of both the channel and I/O
device at the end of the operation, and the extent of the
data transfer operation.

Channel operations may be halted by the processor at
any point in an operation previously initiated by the proces-
sor. In addition, the channel or an I/O device serviced by
the channel may be tested by the processor to determine
the operating status or condition of these units at the time
the test is initiated.

CHAPTER 1. INTRODUCTION

DESCRIPTION

The following paragraphs describe the channel in terms of
use with different system configurations, the different
models available, physical characteristics, and interface
lines.

System Configurations

The different system configurations in which the 2860
Selector Channel is used are illustrated in Figure 1-1. When
used in the System/360 Model 65, Model 67-1, and Model
75, the Selector Channel interfaces with the processor and
main storage units and with up to 8 I/O control units (see
Figure 1-1, a). The basic version of the channel (version
000) is used with Models 65 and 67-1, while version 002 of
the channel is used with Model 75. The difference between
the two versions is the active state polarities of the CPU
and BCU interface lines, which are positive on Models 65
and 67 and negative on Model 75.

In System/360 Model 67-2, the channel interfaces with
the 2846 Channel Controller rather than a processor, and
versions 003 or 004 (positive active-state polarities) of the
channel are used (see Figure 1-1, b). In System/360 Model
91, the channel interfaces with the Peripheral Storage Con-
trol Element (PSCE) rather than a processor (see Figure
1-1, ¢). In this case, version 005 of the Selector Channel
isused. Version 005 differs from the basic version in that
some interface lines are added and delted to accommodate
the Model 91 requirements, and the active-state polarities
of the PSCE/channel lines are negative.

Models and Physical Description

Three models of the 2860 Selector Channel are available:

Model 1 — Frame with one channel.

Model 2 — Frame with two channels.

Model 3 — Frame with three channels,

Model 1 contains what is referred to as the basic channel,
and Models 2 and 3 contain this basic channel plus addi-
tional channels as indicated. For a physical representation
of the 2860 Selector Channel, refer to the FEMDM for the
2860.
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Figure 1-1. 2860 Selector Channel System Configurations

The CE panel on each channel allows the CE to simulate
or manually control operations. Switching the channel to
test mode (at the CE panel) forces the channel off-line to

the CPU and places the channel to a simulate CPU condition.

Most operations normally initiated by the CPU can then be
manually initiated at the CE panel. When the channel is in

test mode, the CE panel switches may be set (if desired) to

permit the channel to simulate main storage or to simulate

an I/O device on the I/O interface. For simulate main stor-
age operations, the channel does not have access to main
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channels

storage. For simulate I/O interface operations, the channel
does not have access to attached I/O devices. During test-
mode operations, the simulate storage and simulate I/O in-
terface functions may be used separately, simultaneously,
or not at all.

The power and marginal checking controls are mounted
on the front of the channel frame. Power on/off operations
and marginal checking can be performed on a frame basis
only; i.e., power operations and marginal checking cannot
be performed on an individual channel basis.



Channel Interfaces CPU Operation Lines. The operation lines provide the con-
trol signals required for normal channel instruction opera-

tions. A description of these lines and signals follows:

e CPU, BCU, I/0, and power interfaces defined at channel.

1. Unit Address Bus Out (UABO) — consists of nine
e Interface connects unit electrically. multiplex lines (eight data, one parity) to the CPU
interface and receivers in each channel. The UABO
e Simplex and multiplex lines are used. bits must be valid (active) a minimum of 75 ns before
the channel receives the ‘select channel’ signal and
For the 2860 Selector Channel, four interfaces are defined must stay active until the ‘select channel’ signal is
at the channel: the CPU interface, the BCU interface, the dropped. The UABO bits provide the unit address of
I/O interface, and the power interface. These interfaces the 1/0 device specified by a Start I/O, Halt 1/0, or
electrically connect the channel to other units, to a gate Test I/O instruction, or by an FLT or IPL operation.
within the 2860 frame, or to logic areas within the individ- 2. Unit Address Bus In (UABI) — consists of nine multi-
ual channel. The CPU interface connects the channel to plex lines (eight data, one parity) driven from each
the CPU (Models 65, 67-1, or 75) or an equivalent unit channel CPU interface. The UABI bits are guaranteed
(Channel Control Unit for Model 67-1 or Periferal Storage valid at the CPU interface when the channel sends a
Control Element for Model 91.) The BCU interface connects ‘release’ signal to the CPU interface in reply to an
the channel to the BCU (part of the CPU) and main storage ‘interrupt response’ signal. The UABI bits are valid
for Models 65, 67-1, and 75, or equivalent unit (Channel for the duration of the ‘release’ signal.
Controller Unit for the Model 67-2 or Periferal Storage Con- 3. Select Channel — a simplex signal to the CPU interface
trol Element for the Model 91). The standard I/O interface at each channel. The ‘select channel’ signal is activated
connects the channel to the attached control units. The to initiate an IPL operation or an I/O instruction at a
power interface connects the channels (on a frame basis) to specific channel. The ‘select channel’ signal rises 75
the interlocking system power control logic. ns (minimum) after the UABO bits and IPL or instruc-
tion signals are active. The ‘select channel’ signal must
Note: The 2860 CPU, BCU, and I/O interfaces may inter- stay active until the channel sends a ‘release’ signal to
face with other units than those described; when this is the the CPU interface.
case, refer to Chapter 4, “Features”. 4. Start I/O — one multiplex line received at all channel
CPU interfaces. The ‘start I/O’ signal becomes active
All interface connections are made with pluggable cable at least 75 ns before the ‘select channel’ signal, and
connectors. The wires within the cables are referred to as must stay active until after the ‘release’ signal is gener-
interface lines. ated by the channel. The ‘start I/O’ signal indicates
Two types of interface lines are used at the channel inter- that the channel is to execute a start I/O operation.
faces: simplex and multiplex. (See the example of simplex
and multiplex lines in Figure 1-2.) A simplex line connects
one unit to only one other unit. A multiplex line connects Line 2
one unit to more than one other unit. A multiplex line,
though used by more than one unit, is used by only one Unit A
unit at a given time. The CPU, BCU and I/O interfaces and Line 1 (M) Line 1
the lines associated with each are described in the following Line 2 ()
text. Unit 1| Line 3 (5)
Line 4 (S)
CPU Interface Line 3
Unit B
The CPU interface (defined at the channel) with its associ- Line 1
ated signal lines can be considered in three groups (Figure
1-3): (1) CPU operation lines provide the channel with con-  Note: (M) means a multiplex fine,
trol signals needed for normal program operation; (2) diag- which connects g unit to )
nostic lines are used by the processor to assume diagnostic more than one other unit. Line &
control of the channel; (3) fault locating test (FLT) lines () means a simplex line, Unit C
control the channel when the processor performs fault locat- ‘;’:";’;::’;’;:::’;:“" o Line 1
ing tests. Field engineering aid signals exist at probes near -
the CPU interface connector to aid the customer engineer
Figure 1-2. Multiplex and Simplex Lines

in locating faults in the channel.
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2860

Control
Unit

CPU, CCU, Selector
or PSCE Channe
Unit Address Bus Out (M) 8+P Bus Out (M) 8+P
Unit Address Bus in (M) 8 +P l Bus In (M) 8+P
Select Channel (S
cec onnel (5) > Operational Out (M)
Start 1/O (M) » >
Test 1/0 (M) - Request In (M)
Halt 1/O (M _
alt 1/O (M) —P- Address Out (M) -
Test Channel (M) .
-
Interrupt Request (S) Select Out* -
Interrupt Response (S) - Hold Out (M) ot
CPU 4 Channel Available (5} e 2 < >
OP:."M'C’" _, _ Channel Auto/Manual (S} ., Select In*
fnes : Operational In (S) i
- _, _Operational In (M)
4 Channel Log (S) -¢
-—
4 Release (M) - Address In (M)
iti de Bits (M) 2
_, _ Condition Code Bits (M) Command Out (M) -
initial Program Load (M) -~ -
Master Reset (M) o |lcru Status In (M)
> -+
Clock Out (M) o |Interface .
S Out (M
Metering In (M) o ervice Out (M) >
Metering Out (M) -~ _,  Service In (M)
- —- -¢
J -— Test Light (M) Suppress Out (M) o
- — P
Time Clock Step (M) - Clock Out (M) -
>
M
Address Compare Sync (M) - . Metering In (M)
CPU Reverse Data Parity (M) - -¢
Diagnostic Reverse Byte Counter Parity (M) : Metering Out (M) >
Lines —Pp- —P-
Block Storage Data Check (M) > __ PFCU Data Transfer (M)
Diagnostic Select Channel ($) -
[ ] FLT Mode (M) o
4 TIC Pulse (M)
Dy Gap Pulse (M) 1/0
- Interface
FLT 4 FLT Data Check (M)
Controls . FLT Control Check (M)
" Stop FLT (M) -
Start FLT (M) -
e Notes:
Storage Bus Out (M) 64 +8P (M) indicates a multiplex line which goes
the h .
Storage Bus In (M) 64 +8P to more than one other component
Storage Address Bus (M) 21 + 3P ($) indicates a simplex line which goes to
only one other component.
Amek Bits (M) 8+P *Select out is a single line that goes to
_,  Storage Protection (M) 4 +P each control unit in series and returns to
N the channel as a line called "select in
_,  Storage Request (S) .
i ity (M
- CDA Priority (M) **For System/360, Model 91, the '8CU
BCU Response (5) - advance pulse’ line is simplex (S).
BCU Data Request (S)*** g
Store (M) <4 > ***For System/360, Model 91, the 'BCU
-— ore data request’ line is not connected.
_ Address Valid (M) B
Storage/BCU <t CU *xxxThese | m
Lines Accept (M) o |interface These lines supplied only on selector
Set LCS Priority (M) > channels used with the System/360,
Y . Model 1.
_,  LCS Priority (S)
-
LCS Advance Puise (M) -
BCU Advance Pulse (M}** :
Storage Address Check (M) :
Invalid Storage Address (M) :
—
Storage Data Check (M) -~
Storage Protection Check (M)
o Control Word Request (S) **** i
g Pre CDA (S)****
: Channel End (S)****
Error Sample (S)**** -

Figure 1-3. Selector Channel Signal Interface Lines
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10.

11.

12.

Test I/O — one multiplex line received at all channel
CPU interfaces. The ‘test I/O’ signal becomes active
at least 75 ns before the ‘select channel’ signal, and

must stay active until after the ‘release’ signal is acti-
vated by the channel. The ‘test I/O’ signal indicates
that the channel is to execute a test I/O operation.

Halt I/O — one multiplex line received at all channel
CPU interfaces. The ‘halt I/O’ signal becomes active

at least 75 ns before the ‘select channel” signal, and
must stay up until after the channel activates the
‘release’ signal. The ‘halt I/O’ signal indicates that the
channel is to execute a halt 1/O operation.

Test Channel — one multiplex line received at all chan-
nel CPU interfaces. The ‘test channel’ signal becomes
active at least 75 ns before the ‘select channel’ signal,
and must stay active until after the ‘release’ signal is
activated by the channel. The ‘test channel’ signal
indicates that the channel is to execute a test channel
operation.

Interrupt Request — a simplex line from the channel
to the CPU interface. The ‘interrupt request’ signal is
activated when an ‘interrupt’ condition is recognized
by the channel and stays active until the channel
either receives an ‘interrupt response’ signal at the
CPU interface or until the channel is selected for a
test I/O operation. If the ‘interrupt request’ signal

is caused by a polling interrupt, the channel can be
selected for a halt I/O, start I/O or test I/O operation,
any of which will cause the ‘interrupt request’ signal
to be deactivated. Receipt by the channel of an ‘in-
terrupt response’ signal also deactivates the ‘interrupt
response’ signal.

Interrupt Response — a simplex line to each channel
CPU interface. The ‘interrupt response’ signal is in
reply to an ‘interrupt request’ signal from the channel
and allows the channel to store a channel status word
(CSW) at byte location 64. The ‘interrupt response’
signal stays active until the ‘release’ signal is activated
by the channel.

Channel Available — a simplex line from each channel
to the CPU interface. The ‘channel available’ signal is
active when the channel is on line. The line is inactive
if the channel power is down, if the channel is in test
mode or is meter disabled, or if the channel is not at-
tached to the system.

Channel Auto/Manual — a simplex line from each
channel to the CPU interface that lights an indicator
on the CE console (in those systems requiring this
indication) when the channel is in aufomatic mode.
Operational In - a simplex line from eﬁach channel to
the CPU interface that lights an indicptor on the CE
console (in those systems requiring this indication)
when an I/O device activates the ‘operational in’ signal
on the 1/O interface. |

13.

14.

15.

16.

17.

18.

19.

Channel Log — a simplex line from each channel to the
CPU interface. The ‘channel log’ signal lights an indi-
cator on the CE console (in those systems requiring
the indication) when the channel LOG ON MACH
CHK (log on machine check) switch is in the down
position and the channel is not in test mode.

Release — a multiplex line from each channel to the

CPU interface. The ‘release’ signal terminates the

communication between the CPU (or equivalent unit)

and the channel for the following three conditions:

a. A ‘release’ signal for an instruction operation indi-
cates to the CPU (or equivalent unit) that the con-
dition codes are valid and that the instruction
operation may be terminated.

b. A ‘release’ signal in reply to an ‘interrupt response’
signal from the CPU interface indicates that the
channel has completed storing the CSW into main
storage beginning at location 64 (decimal) and has
cleared the interrupt condition.

¢. A ‘release’ signal for an IPL operation indicates
that the IPL operation has been successfully com-
pleted. After receipt of the ‘release’ signal the
CPU is free to access main storage address 0 to
obtain the initial PSW.

Condition Code Bits — two multiplex lines from each

channel to the CPU interface. The condition code bits

indicate the results of an operation performed by the
channel. The condition code bits are valid at the time
the channel activates the ‘release’ signal.

Initial Program Load (IPL) — one multiplex line re-

ceived at all channel CPU interfaces. The ‘IPL’ signal

causes each channel to do a general reset and the
selected channel to perform the IPL operation from
the 1/0 device specified by the UABO bits. The ‘IPL’
signal is 180 ns (minimum) in duration and must ar-
rive at the channel after the ‘select channel’ signal is
received. The ‘IPL’ signal must overlap the ‘select
channel’ signal for at least 180 ns.

System Reset — a multiplex line to all channel CPU

interfaces. The ‘system reset’ signal is 2.2 £ 1.8 usec

in duration and causes a complete channel, control
unit, and I/O device reset operation. All control
units and I/O devices are reset except those devices
that are performing an operation independent of the
control unit, such as a tape unit in rewind.

Clock Out (not CPU Stopped) — a multiplex line to

all channel CPU interfaces. The ‘clock out’ signal in-

dicates that the CPU is not in a halt or wait state.

The channel may not change the enable or disable

meter conditions while the ‘clock out’ signal is active

at the channel.

Metering In (Intermediate Unit Run CPU Clock) — a

multiplex line from all channels to the CPU interface.

The ‘metering in’ signal forces the CPU clock to run

as long as the signal is present,.
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20. Metering Out {CPU Clock Running) — a multiplex line
to all channel CPU interfaces. The ‘metering out’

signal is active any time the customer meter is running.

21. Test Light (Turn On Test Indicator) — a multiplex
line from all channels to the CPU interface. The
‘test light’ signal is active any time that a channel
‘log on machine check’ (LOG ON MACH CHK) switch
is in the up position or the channel is in test mode.

Diagnostic Lines. The diagnostic lines may be used by the
CPU to determine the validity of the channel checking func-
tions:

Note: The diagnostic lines are not connected for those sys-
tems without diagnostic capabilities.

1. Reverse Data Parity — a multiplex line to the channel
CPU interface that is activated by decoding the mainte-
nance control word (MCW) in the CPU. The ‘reverse
data parity’ signal causes a reversal of the parity bit from
the simulate I/O interface register and blocks the activa-
tion of the ‘bus in parity check’ signal. The ‘reverse data
parity’ signal remains active until the MCW is changed by
a diagnose instruction in the CPU.

2. Reverse Byte Counter Parity — a multiplex line to the
channel CPU interface that causes the byte counter
parity to be wrong after the byte counter is updated in
the selected channel. The signal is under the direct con-
trol of the MCW in the CPU and remains active until the
MCW is changed by a diagnose instruction.

3. Block Storage Data Check — a muitiplex line to the chan-
nel CPU interface that causes the selected channel to
block turn on of the channels ‘channel data check’ or
‘channel control check’ latches. The ‘block storage data
check’ signal allows invalid CCW’s to be brought into
the channel to test sections of the channel checking cir-
cuitry. The ‘block storage data check’ signal is under
the direct control of the MCW in the CPU and remains
active until the MCW is changed by a new diagnose in-
struction.

4. Diagnostic Select Channel — a simplex line to each chan-
nel CPU interface. The ‘diagnostic select channel’ signal
enables the other three diagnostic control signals to be
used, and the specified channel forces a simulate 1/O in-
terface condition within the channel. The ‘diagnostic
select channel’ signal is under direct control of the MCW
in the CPU and remains active until the MCW is changed
by a new diagnose instruction.

Whenever the ‘diagnostic select channel’, “block stor-
age data check’, ‘reverse data parity’, and ‘reverse byte
counter parity’ signals are active simultaneously, the
diagnostic reverse-byte counter parity function is inhib-
ited and channel adder parity checks are blocked.
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5. Time Clock Step — a multiplex line to the channel CPU
interfaces that provides a controlling gate for the auto-
restart maintenance function (initiated at the channel CE
panel in the test mode). The ‘time clock step’ signal is
generated by the interval timer in the processor and is
200 ns (minimum) in duration with a 16.7-ms period
on 60 Hz machines (20-ms period for 50 Hz).

6. Address Compare Sync — a multiplex line from the CPU
interface. The ‘address compare sync’ signal is generated
at the processor and controlled at the system console. A
storage address sent to the BCU (or CCU or PSCE) is
compared with a configuration set in the console address
keys. The ‘address compare sync’ signal is generated and
sent to all attached channels if the addresses match. The
‘address compare sync’ signal is primarily a scoping aid.

FLT Control Lines. The FLT control lines provide the
communication required between the CPU interface and
the channel for the channel to control the storage of FLT’s
under control of the CPU.

1. FLT Mode — a multiplex line to all channel CPU inter-
faces. The ‘FLT mode’ signal is active as long as the FLT
operation is in progress.

2. TIC Pulse — a multiplex line from all channels to the
CPU interface. The ‘TIC pulse’ signal duration is 350 +
30 ns, starting when the first TIC command is executed
after the ‘IPL’ latch is reset. The ‘TIC pulse’ signal indi-
cates that one of the two FLT storage areas (buffers) is
filled with FLT tests.

3. Gap Pulse — a multiplex line from all channels to the
CPU interface. This signal is active for 1 ms (minimum)
whenever an end-of-block condition is recognized by the
1/0 device providing the FLT’s. The ‘gap pulse’ signal is
not generated if an error is detected in a data block of
FLT tests.

4. FLT Data Check — a multiplex line from all channels to
the CPU interface. The ‘FLT data check’ signal indicates
that a data error has been detected. The ‘FLT data
check’ signal is active from the time the error is detected
until the ‘start FLT’ signal is received by the channel.

5. FLT Control Check — a multiplex line from all channels
to the CPU interface. The ‘FLT control check’ signal is
activated when a control error, command reject, or ex-
ceptional condition situation is detected. The ‘FLT con-
trol check’ signal indicates that the channel is unable to
proceed with the FLT operation.

6. Stop FLT ~ a multiplex line to all channel CPU inter-
faces. The 250 1 50-ns ‘stop FLT’ signal commands the
operating channel to stop transmission of FLT tests to
main storage and wait. The I/O device providing the
FLT’s proceeds to the end of the current block and dis-
connects from the I/O interface.

7. Start FLT - a multiplex line to all channel CPU inter-
faces. The 250 £ 50-ns ‘start FLT’ signal commands the




selected channel to restart data transmission to main
storage. The channel fetches the command at storage
location 128 (decimal) and continues loading FLT tests.
The channel always restarts loading FLT tests from the
beginning of the data block being transmitted at the
time the ‘stop FLT’ was received. If the ‘stop FLT’ signal
is received during an error backspace by the I/O device,
the backspace operation is completed. A subsequent
‘start FLT’ signal causes the channel to fetch a read com-
mand CCW that specifies load FLT tests into the first
FLT main storage location.

BCU Interface

The BCU (bus control unit) interface (defined at the chan-
nel) carries the data and control information necessary to
the channel when accessing main storage. Signals entering
and leaving the channel via the BCU interface enable the
channel to receive commands and transfer data double-
words to or from main storage. For System/360 Models
65, 67-1, and 75, the channel shares the same bus control
unit used by the CPU to each storage. In these models,
control of CPU/channel priority is a function of the bus
control unit. For Model 67-2, the Channel Controller Unit
assumes the bus control unit functions, while in Model 91,
the Peripheral Storage Control Unit assumes the bus control
unit functions.

1. Storage Bus Out (SBO) — consists of 72 multiplex
lines (64 data, 8 parity) to each attached channel’s
BCU interface. The SBO signals become active after
the ‘BCU response’ and ‘accept’ signals deactivate
and 200 x 40 ns after the ‘BCU advance pulse’ signal
is activated. The SBO signals are active for a minimum
of 300 ns and can be gated either to control registers
or to the A-register in the channel.

2. Storage Bus In (SBI) — consists of 72 multiplex lines
(64 data, 8 parity) from each attached channel’s
BCU interface. The SBI signals become active when
the channel receives the ‘BCU data request’ signal and
deactivate when ‘BCU data request’ signal is deacti-
vated.

3. Storage Address Bus (SAB) — consists of 24 multiplex
lines (21 data, 3 parity) from each attached channel’s
BCU interface. The SAB signals are active for the
duration of the ‘BCU response’ signal at the channel.
The SAB bits specify the doubleword location in
main storage to be accessed by the channel.

4. Mark Lines — consist of nine multiplex lines (eight
data, one parity) from each attached channel’s BCU
interface. The mark bits indicate which of the eight
bytes of a doubleword are to be stored on a channel
store operation. The mark bits are active as long as
the ‘BCU response’ signal is active at the channel.

o

9.

10.

11.

Storage Pretection Lines — consist of five multiplex
lines (four data, one parity) from eaclr attached
channel’s BCU interface. The ‘storage protection’
lines carry the storage protection key which allows
the channel to access protected areas of storage, both
on store and fetch operations. The storage protection
bits are active as long as the ‘BCU response” signal is
active at the channel.

Storage Request — a simplex line from each attached
channel’s BCU interface. The ‘storage request’ signal
requests priority for a storage cycle. The ‘storage
request’ signal is deactivated when: the channel re-
ceives the ‘BCU data request’ signal.

BCU Response — a simplex line to channel’s BCU
interface. The ‘BCU response’ signal is activated when
storage priority is assigned to a ‘storage request’ signal
from channel and an address is required on the SAB
lines. The ‘BCU response’ signal remains active as long
as an address is required on the SAB. The ‘BCU
response’ signal must stay active for a minimum of
500 ns.

BCU Data Request — a simplex line to the channel’s
BCU interface. The ‘BCU data request’ signal rises
and stays up as long as data is required on the SBI
lines. The ‘BCU data request’ signal rises for both a
store and a fetch operation, even though data is gated
to the SBI lines only during a store operation. The
‘BCU data request’ signal must overlap the ‘accept’
signal for at least 140 ns prior to receipt of the ‘BCU
advance pulse’ signal.

Note: For 2860 Selector Channels used with the
System/360, Model 91, the channel generates the
‘BCU data request’ signal by delaying the ‘BCU
response’ signal approximately 150 ns.

Store — a multiplex line from each attached channel’s
BCU interface. The ‘store’ signal is active as long as
the ‘BCU response’ signal is active at the channel and
indicates that the channel is engaged in a store opera-
tion.

Address Valid — a multiplex line to the channel’s BCU
interface. The ‘address valid’ signal is activated when
the address on the SAB is valid (stable). The ‘address
valid’ signal is delayed from the rise of the ‘BCU
response’ signal long enough to provide a deskew de-
lay for the address on the SAB. The ‘address valid’
signal is deactivated when the ‘BCU response’ signal

is deactivated.

Accept — a multiplex line to the channel’s BCU inter-
face. The ‘accept’ signal is activated at least 140 ns
before the ‘BCU data request’ signal drops. The
‘accept’ signal notifies the channel that originated the
‘storage request’ signal that the storage cycle is started.
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12.

13.

14.

15.

16.

17.

18.

19,

1-8

The next ‘BCU advance pulse’ signal pertains to that
‘storage request’ signal. The ‘accept’ signal duration is
200 + 50 ns with a maximum of 50 ns overlapping the
‘BCU advance pulse’ signal.

Set LCS (Large Capacity Storage) Priority — a multi-
plex line to the channel’s BCU interface. The ‘set
LCS priority’ signal is activated when the LCS address
is on the SAB. The requesting channel turns on the
‘LCS priority’ latch and waits for an ‘LCS advance

pulse’ signal. The ‘BCU advance pulse’ signal is ignored.

The ‘set LCS priority’ signal duration is 500 ns (muxi-
mum) with a minimum of 140 ns overlapped by the
‘BCU data request’ signal. (The ‘BCU data request’
signal is not supplied for the Model 91).

LCS Priority — a simplex line from each attached
channel’s BCU interface. The ‘LCS priority’ signal is
activated when the channel receives a ‘set LCS priority’
signal. The ‘LCS priority’ signal indicates that the
channel is requesting a storage location in an LCS.
The ‘LCS priority’ signal falls when the ‘BCU advance
pulse’ signal is activated.

LCS Advance Pulse — a multiplex line to the channel’s
BCU interface. The 240 + 60-ns ‘LCS advance pulse’
signal arrives at the channel 200 + 40 ns before the
SBO bits become valid and indicates that the channel
can prepare to gate data into the channel from the
LCs.

BCU Advance Pulse — a multiplex line (simplex for
Model 91) to the channel’s BCU interface. The 240 +
60-ns ‘BCU advance pulse’ signal arrives at the channel
200 + 40 ns before the SBO bits become valid and
indicates that the channel can prepare to gate data
from storage into the channel.

Storage Address Check — a multiplex line to the chan-
nel’s BCU interface that indicates a parity error was
detected in the SAB bits, storage protect key bits, or
the mark bits. The ‘storage address check’ signal must
overlap the ‘BCU advance pulse’ signal for 150 ns
Invalid Storage Address — a muliplex line to the chan-
nel’s BCU interface that is activated when the address
on the SAB refers to a non-existent storage location.
The ‘invalid storage address’ signal must overlap the
‘BCU advance pulse’ signal for 150 ns (minimum).
Storage Data Check — a multiplex line to the channel’s
BCU interface. The ‘storage data check’ signal is ac-
tivated when a data parity error is detected in infor-
mation sent to main storage on a store operation, or
in information coming from main storage on a fetch
operation. The 130 ns (minimum) ‘storage data
check’ signal rises between 100 and 200 ns after data
normally appears-on the SBO lines.

Storage Protection Check — a multiplex line to the
channel’s BCU interface. The ‘storage protection
check’ signal indicates that an attempt was made by
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“the channel to access a protected storage area with an
improper storage protect key. The ‘storage protection
check’ signal must overlap the ‘BCU advance pulse’
signal for 150 ns (minimum).

20. Control Word Request (System/360, Model 91, only)
— a simplex line from the 2860 Selector Channel
(BCU interface) to the PSCE which identifies the cur-
rent ‘storage request’ signal as a request for a channel
address word (CAW) or a channel command word.
The ‘control word request’ signal rises after the chan-
nel ‘storage request’ signal and falls when the ‘storage
request’ signal falls,

21. Pre CDA (System/360, Model 91, only) — a simplex
line from the 2860 Selector Channel (BCU interface)
to the PSCE. During a write CDA operation, this
line will rise with the next to last channel ‘storage re-
quest’ signal, and fall when the ‘control word request’
signal is raised.

22. Channel End (System/360, Model 91, only) — a sim-
plex line from the 2860 Selector Channel (BCU inter-
face) to the PSCE. This signal rises when the channel
terminates an operation and raises the ‘interrupt re-
quest’ signal. The ‘channel end’ signal has a duration
of approximately 150 ns.

23.  Error Sample (System/360, Model 91, only) a simplex
line from the PSCE to the 2860 Selector Channel
(BCU interface). This signal is used to sample channel
errors during store operations. The channel ‘interrupt
request’ signal or chain command operation will be
suppressed until the last ‘error sample’ (for data) signal
has been received by the channel. The duration of the
‘error sample’ signal is approximately 150 ns.

I/O Interface

The connection between the channel and the attached con-
trol units is designated the I/O interface (Figure 1-3). The
I/0 interface information format and signal sequences are
common to all control units. The interface consists of a set
of lines that connect a number of control units to a channel.
Up to eight control units can be connected to a single chan-
nel. Except for the select out line, all communications be-
tween the channel and the I/O units occur over multiplex
lines. Only one control unit at any one time can be elec-
trically connected to the channel. A control unit remains
electrically connected on the interface throughout a com-
plete data transfer sequence or until the channel initiates a
disconnect operation.

The I/O interface can accommodate up to 256 directly
addressable I/O devices. The actual number of control units
and devices that can be used is limited only by data rate,
electrical power, and address considerations.

The rise and fall of all signals transmitted over the inter-

face is controlled by interlocked signal responses between



the channel and control unit. This interlocking removes

the dependence of the interface on circuit speed and allows
application to a wide variety of circuits and data rates.
Interlocking also permits the connection of control units
with different circuit speeds to a single channel. Definitions
of the I/O interface lines follow.

Buses. Each of two buses (designated bus in and bus out) is

a set of nine multiplex lines (eight data, one parity) between

all attached control units and the channel. Odd parity must

be maintained on the buses for all transfer operations.

1. Bus-Out Lines - used to transmit address bytes, command
bytes, control order bytes, and data bytes to the control
units. The type of information transmitted over the bus-
out lines is indicated by the active signal to the control
units. The period during which information on the bus-
out lines is valid is controlled by the duration of the ac-
tive signal.

2. Bus-In Lines — used to transmit address bytes, status
bytes, sense information, and data bytes to the channel.
A control unit can place and maintain information on
the bus-in lines only when its ‘operational in’ signal is
active, except in the case of the control unit busy se-
quence. The type of information transmitted over the
bus-in lines is indicated by the active signal from the con-
trol unit. The period during which information on the
bus-in lines is valid is controlled for the duration of the
active signal.

Selection Control Lines. The ‘selection control’ signals are

used to select or reset I/O devices attached to the control

units. A description of the selection control lines follows:

1. Operational Out — a multiplex line from the channel to
all attached control units used for interlocking purposes.
Except for the ‘suppress out’ signal, all signals from the
channel are significant only when the ‘operational out’
signal is active. Whenever the ‘operational out’ signal is
inactive, all lines from the control unit to the channel
drop and any operation currently in process over the
1/0 interface is reset.

2. Select Out — a line from the channel to the highest-
priority control unit and from any control unit to the
next lower control unit in priority. The ‘select out’ sig-
nal, together with the ‘select in’ signal, forms a loop for
polling all attached control units. A control unit can
raise the ‘operational in’ signal only when a ‘select out’
signal is received. A control unit that does not require
selection propagates the ‘select out’ signal to the next
control unit. A control unit that propagates the ‘select
out’ signal cannot raise the ‘operational in’ signal or re-
spond with a control unit busy sequence until the chan-
nel again activates the ‘select out’ signal.

3. Hold Out — a multiplex line from the channel to all at-
tached control units that is used to enable the ‘select out’
signal at the control units. The ‘select out’ signal is con-

4.

5.

sidered active at the control unit only when the ‘hold out
signal is active. The ‘hold out’ signal rises when the
‘select out’ signal rises at the channel. The ‘hold out’ sig-
nal is active at the last attached control unit long before
the ‘select out’ signal is propagated through the interven-
ing control units, When the ‘select out’ and ‘hold out’
signals drop at the channel, the fall of the ‘select out’
signal must bé propagated, but the ‘hold out’ signal drops .
almost simultaneously at all attached control units; thus,
no time is lost waiting for the ‘select out’ signal to drop
at all control units serially.

Select In — a line from the driver in the last attached con-
trol unit to the channel. The ‘select in’ signal is actually
the ‘select out’ signal after propagation of the ‘select out’
signal through the attached control units.

Operational In — a multiplex line from all attached con-
trol units to the channel. An active ‘operational in’ sig-
nal indicates the selection of a control unit by the chan-
nel (except for the ‘control unit busy’ sequence). The
‘operational in’ signal is activated only if the ‘select out’
and ‘hold out’ signals are active at the control unit; the
‘operational in’ signal is raised in response to the rise of
the ‘select out’ signal and blocks the propagation of the
‘select out’ signal to the next control unit. Once raised,
the ‘operational in’ signal stays active until all required
information is transmitted between the channel and the
control unit. The ‘operational in’ signal drops after the
‘select out’ signal falls and after the rise of the signal
from the channel that is associated with the transfer of
the last byte of information.

. Suppress Out — a multiplex line from the channel to all

attached control units. The ‘suppress out’ signal is used
either alone or in conjunction with other signals from
the channel to force data suppression, status suppression,
command chaining, or a selective reset.

Operations whose rate of data transfer can be adjusted
without overrunning are subject to suppression of data
by the ‘suppress out’ signal. Completely buffered I/O
devices and start-stop devices fall in this category. When
the ‘suppress out’ signal is active at the control unit, the
control unit can not raise the ‘service in’ signal.

Whenever the channel is unable to immediately handle
a polling interrupt status condition in a control unit, the
‘suppress out’ signal is raised. The control unit cannot
then attempt to initiate a polling interrupt sequence to
present suppressable-type status information. The
‘suppress out’ signal suppresses only the initiation of the
polling interrupt sequence by the control unit; if the
‘suppress out’ signal rises after an interrupt sequence has
started, the polling interrupt (status) sequence proceeds
normally. A chain command operation is indicated to
the control unit if the ‘suppress out’ signal is active when
‘service out’ signal is raised in response to the ‘statusin’
signal. A chain command operation requires that anoth-
er command be supplied to the I/O device in operation
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immediately following the presentation of the device end
status bytes, provided no unusual conditions are encoun-
tered during execution of the current operation. Rese-
lection of any I/O device attached to the control unit
resets the chain command condition in the control unit.
Status conditions such as unit check, unit exception,
control unit end, or attention terminate a chain command
operation.

A selective reset is indicated whenever the ‘suppress
out’ signal is active and the ‘operational out’ signal drops.
This sequence causes the ‘operational in’ signal to fall and
the working I/O device and its status to be reset. The
operation proceeds to a normal stopping point with no
further data transfer. The 1/O device is busy throughout
the reset. A selective reset is issued as a result of a mal-
function detected at the channel or a selection timeout
condition in the channel.

7. Request In — a multiplex line from all attached control
units to the channel. The ‘request in’ signal is terminated
at the channel and is not recognized or used by the 2860.

Tag Lines. The I/O interface tag lines between the channel
and control units are used for special sequences and for in-
terlocking and controlling the transfer of information on the
‘bus in’ and ‘bus out’ lines. A description of each tag line
follows:

1. Address Out — a multiplex line from the channel to all
attached control units that provides for I/O device selec-
tion and disconnect operations. On an I/O device selec-
tion operation, the ‘address out’ signal causes the control
units to decode the unit address on the ‘bus out’ lines.
The control unit recognizing the address responds by
raising the ‘operational in’ signal when the incoming
‘select out’ signal rises with the ‘address out’ signal active
(except when the control unit is busy). The ‘address
out’ signal normally rises only when the ‘select out’,
‘select in’, and ‘operational in’ signals are inactive at the
channel. Once the ‘address out’ and ‘select out’ signals
are active, the ‘address out’ signal stays active until either
the ‘select in’ or ‘operational in’ signal rises, or until the
‘status in’ signal falls in the case of the control unit busy
sequence. During an I/O device selection operation, the
‘address out’ signal cannot be up concurrently with
another ‘tag line’ signal to the control unit.

On a disconnect operation with ‘select out’ signal or
‘hold out’ signal inactive and the ‘address out’ signal ac-
tive, the operating control unit drops the ‘operational
in’ signal, thereby disconnecting from the I/O interface.
The ‘address out’ signal remains active until the ‘opera-
tional in’ signal drops. Mechanical motion of the I/O
device continues to a normal stopping point. Status in-
formation is then generated and presented to the channel
when available.

2. Address In — a multiplex line from all attached control
units to the channel. The ‘address in’ signal informs the
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channel that the address of the currently selected I/O
device has been placed on the ‘bus in’ lines. A channel
responds to the ‘address in’ signal with the ‘command
out’ signal. The ‘address in’ signal stays up until the
‘command out’ signal rises. The ‘address in’ signal falls
upon the recognition of the ‘command out’ signal by a
control unit. The ‘command out’ signal falls upon the
recognition by the channel of the fall of the ‘address in’
signal. The ‘address in’ signal cannot be active concur-
rently with any other ‘tag line’ signal from the control
unit,

. Command Out — a multiplex line from the channel to

all attached control units. The ‘command out’ signal is
used as a response to the ‘address in’ signal, the ‘status
in’ signal, or the ‘service in’ signal. The rise of the ‘com-
mand out’ signal in response to an active ‘address in’
signal during the initial selection sequence indicates that
the channel has a command byte on the ‘bus out’ lines.
The ‘command out’ signal remains active until the fall of
the associated ‘address in’, ‘status in’, or ‘service in’ sig-
nal. The ‘command out’ signal cannot be active concur-
rently with any other ‘tag line’ signal from the channel
except during an interface disconnect sequence when
the ‘address out’ signal may be active.

During a control-unit-initiated sequence, a ‘command
out’ signal in response to an ‘address in’ signal means pro-
ceed. During a channel-initiated selection sequence, a
‘command out’ signal indicates that a command byte is
available on the ‘bus out’ lines. During the transfer of a
data byte, a ‘command out’ signal response to a ‘service
in’ signal always means stop. During status handling
operations, a ‘command out’ signal in response to a
‘status in’ signal means stack status. When the ‘command
out’ signal rises to indicate proceed, stack status, or stop,
the ‘bus out’ lines must contain all zeros but not neces-
sarily correct parity. Although correct parity is provided,
the ‘bus out’ lines are not checked for parity or decoded
by the control unit under these circumstances.

Status In — a multiplex line from all attached control
units to the channel. The ‘status in’ signal informs the
channel when the selected I/O device places a status byte
on the ‘bus in’ lines. The channel responds with either a
‘service out’ or ‘command out’ signal, depending upon
whether or not the status byte is accepted. The ‘status
in’ signal cannot be active concurrently with any other
‘tag line’ signal to the channel. Once active, the ‘status
in’ signal stays active until the rise of a ‘tag line’ signal
from the channel (or until the ‘select out’ signal falls
during a control unit busy sequence). The ‘status in’
signal must fall to allow the responding ‘tag line’ signal
from the channel to fall.

. Service Out — a multiplex line from the channel to all

attached control units. The ‘service out’ signal is acti-
vated by the channel as a response to a “service in’ or
‘status in’ signal.



On a read-type operation, the ‘service out’ signal rises
to indicate that the channel accepts the data byte of-
fered on the ‘bus in’ lines. On a write-type operation,
the ‘service out’ signal is activated to indicate that the
channel has provided the requested data byte on the
‘bus out* lines. During chain command operations, a
‘service out’ signal in response to a ‘status in’ signal while
the ‘suppress out’ signal is active indicates to the control
unit that the chain command operation is in progress and
that the status byte is accepted by the channel. The
‘service out’ signal stays up until the fall of the associated
‘service in’ or ‘status in’ signal. The ‘service out’ signal
should not be active concurrently with any other ‘tag
line’ signal from the control unit except during an inter-
face disconnect sequence (when the ‘address out’ signal
may be active).

. Service In — a multiplex line from all attached control
units to the channel. The ‘service in’ signal is raised to
the channel when the selected I/O device is ready to
transmit or receive a byte of information. The channel
responds to the ‘service in’ signal with a ‘service out’,
‘command out’, or (during an interface disconnect)
‘address out’ signal. During a read-type operation, the
‘service in’ signal is activated when information is avail-
able on the ‘bus in’ lines. During a write-type operation,
the ‘service in’ signal is activated when information is re-
quired on the ‘bus out’ lines. The ‘service in’ signal can-

switches located in the attached units. A description of each
of the lines follows:

1.

Metering Out — a multiplex line from the channel to all
attached control units. The ‘metering out’ signal condi-
tions all other usage meters in assignable units connected
to the channel via the I/O interface. The ‘metering out’
signal is active whenever the CPU customer meter and
the channel usage meter are recording time.

. Metering In — a multiplex line from all attached control

units to the channel. The ‘metering in’ signal forces the
CPU customer meter to run if the channel is meter-
enabled. The ‘metering in’ signal indicates that one of the
attached control units or associated I/O devices is meter-
enabled and working.

. Clock Out — a multiplex line from the channel to all at-

tached control units. The ‘clock out’ signal provides the
CPU interlock control signal necessary for changing the
enable/disable metering states of the units. The ‘clock
out’ signal (which originates in the CPU) must be inactive
for either a channel or the associated control units to en-
able or disable their respective metering circuits. The
‘clock out’ signal is inactive when the CPU is in the wait,
halted, or check stop state.

Sequence Controls, Sequences of I/O interface signals gen-

erate specific operational conditions. The definitions of
these conditions follow:

not be active concurrently with any other ‘tag line’ signal 1. Proceed — indicated whenever the channel activates
to the channel. The ‘service in’ signal stays active until the ‘command out’ signal in response to an ‘address
the rise of the ‘service out’, ‘command out’, or ‘address in’ signal at any time other than during a channel-
out’ signal. The ‘service in’ signal cannot drop if a ‘tag initiated selection sequence. The proceed operation
line’ signal from the channel is not activated, nor rise if indicates to the I/O device that the normal operating
the ‘service out’ signal is not dropped. sequences across the I/O interface are to continue.

. PFCU Data Transfer — a signal to the channel from a 2. Stop — indicated by a ‘command out’ signal in response
high-speed control unit. The ‘parallel file control unit to a ‘service in’ signal or as a result of an interface dis-
(PFCU) data transfer’ signal is activated by a high-speed connect operation that occurs before the normal
1/0O device a minimum of 8 usec before the first ‘service ‘channel end’ status is generated for the current oper-
in’ signal is activated by the control unit. The ‘PFCU ation. The Stop command indicates to the I/O device
data transfer’ signal remains active until the channel ac- that the channel is ending the current operation. Upon
cepts the ending status byte from the control unit. receipt of the Stop command, the I/O device proceeds
However, the signal may be activated and deactivated to the normal ending point without sending any further
during keying operations, provided that the signal is al- data to the channel. The I/O device remains busy un-
ways raised at least 8 usec before the next ‘service in’ til the ending status byte is available and is presented
signal is received. The ‘PFCU data transfer’ signal is not and accepted by the channel.
activated by the actual PFCU for data operations of less 3. Stack Status — indicated by a ‘command out’ signal in

than 16 bytes; however, other high-speed I/O devices are
not restricted in this manner. In the channel, an active
‘PFCU data transfer’ signal blocks a ‘PCI interrupt’ oper-
ation and is available for use with the high-speed direct
access storage priority feature.

response to a ‘status in’ signal. A stack-status opera-
tion causes the retention of status information at the
control unit until that status byte is accepted by the
channel. When the ‘command out’ signal is activated,
a command byte of all 0’s (with correct parity) is on
the ‘bus out’ lines. On a ‘stack status’ operation, the

Metering Control Lines. The I/O interface metering control
lines condition the elapsed time meters and enable/disable

control unit disconnects from the interface after the
‘select out’ from the channel drops. The ‘command
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out’ signal remains active until the ‘operational in’
signal falls.

Suppress Data — controlled by the ‘suppress out’
signal. I/O devices whose rate of data transfer can be
adjusted without causing an overrun condition are
subject to suppression of data. Completely buffered
1/0 devices and start-stop devices fall in this category.
When the ‘suppress out’ signal is active at the control
unit, the control unit must not raise the ‘service in’
signal. The ‘suppress out’ signal must be active for at
least 250 ns before the ‘service out’ signal falls to in-
sure suppression of subsequent data.

Accept Data — indicates that the information placed
on the ‘bus in’ lines has been accepted by the channel.
The accept data operation consists of the channel
raising the ‘service out’ signal in response to a ‘service
in’ signal during a read-type operation.

Data Ready — indicates that the channel has placed
the requested information on the ‘bus out’ lines. The
data ready operation consists of the channel raising
the ‘service out’ signal in response to the ‘service in’
signal during a write-type operation.

Suppress Status — indicated whenever the channel is
unable to immediately handle interrupt-causing status
conditions and raises the ‘suppress out’ signal. With
‘suppress out’ signal active, the control unit must not
attempt a selection sequence to present suppressable-
type status information. The ‘suppress out’ signal
must be active at least 250 ns before the ‘select out’
signal rises at the control unit for proper suppression
of status. The ‘suppress out’ signal only suppresses the
initiation of the interface selection by the control
unit; if the ‘suppress out’ signal rises after a status se-
quence starts, the status sequence proceeds normally.
Accept Status — indicates that the status byte on the
‘bus in’ lines is accepted by the channel, The accept
status operation consists of the channel activating the
‘service out’ signal in response to the ‘status in’ signal.
Command Chaining — indicates that another com-
mand for the I/O device currently in operation will
immediately follow the presentation of the device end
status byte to the channel. When the chain command
operation is in progress, the channel raises the ‘sup-
press out’ signal before the ‘service out’ signal is
raised in response to the ‘status in’ signal.

When a chain command operation is indicated at
the time the device end status byte is presented, the
indication is valid until the channel reselects the I/O
deviee or until the ‘suppress out’ signal falls. Reselec-
tion of any I/O device attached to the control unit
resets the chain command condition in the control
unit, Status conditions such as unit check or unit ex-
ception terminate chain command operations in the
channel. To insure recognition of a chain command
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operation by the control unit, the ‘suppress out’ signal
must be up at least 250 ns before the ‘service out’ sig-
nal rises in response to the ‘status in’ signal. Con-
versely, if a chain command operation is not to be in-
dicated, the ‘suppress out’ signal must be inactive at
least 250 ns before the rise of the ‘service out’ signal.
Interface Disconnect — directs the control unit to de-
activate all signals on the I/O interface. An interface
disconnect operation is indicated: (1) if the ‘address
out’ signal is active and the ‘select out’ signal is inac-
tive at least 250 ns before the completion of any signal
sequence; or (2) if the ‘address out’ signal is active at
least 250 ns while the ‘select out’ signal is active, and
the ‘select out’ signal drops while the ‘address out’
signal remains active. In this case, the ‘address out’
signal may be active concurrently with another ‘tag
line’ signal from the channel.

When a normal ending point is reached, the control
unit attempts to present any generated status to the
channel. If the interface-disconnect operation is per-
formed before the initial status byte is accepted by
the channel or after the device end status byte for an
operation is accepted by the channel, the control unit
does not attempt to present the channel with a status
byte as a result of the interface disconnect operation,
If disconnected while performing an operation, the
1/0 device remains busy until the device-end status
byte is accepted by the channel. If the interface dis-
connect operation is performed when the I/O device
is not busy, no status is generated nor is the I/O device
made busy.

Selective Reset — indicated whenever the ‘suppress
out’ signal is active and the ‘operational out’ signals
drops. A selective reset operation causes the 1/O de-
vice currently in operation to be reset along with the
associated status byte in the control unit. As a result
of the selective reset operation, the ‘operational in’ sig-
nal falls. The current I/O device operation proceeds
to a normal stopping point with no further data trans-
fer. The I/O device currently operating over the I/O
interface is the only device reset, even on multi-device
control units. The ‘suppress out’ signal rises approxi-
mately 300 ns before the ‘operational out’ signal
drops. The ‘operational out’ signal remains inactive

6 usec.

System Reset — indicated whenever the ‘operational
out’ and ‘suppress out’ signals are inactive concur-
rently. All on-line control units and attached I/O
devices, along with the associated status bytes, are
reset. The control units are in a busy state throughout
this procedure. Off-line control units and I/O devices
are not affected by the system reset operation. The
‘operational out’ and ‘suppress out’ signals are inac-
tive 6 usec on a system reset operation. A system



reset operation is often referred to as a general reset.
Control Unit Busy — indicates that the addressed con-
trol unit is busy or has status pending for an 1/O de-
vice other than the one addressed. The addressed
control unit presents a status byte either by respond-
ing with status information as in the initial selection
sequence or by responding with a control unit busy
indication during a device selection sequence.

The control unit busy sequence begins when the
channel gates the unit address register contents to
the ‘bus out’ lines and raises the ‘address out’ signal.
The ‘select out’ signal rises 400 ns later. Each control
unit attempts to decode the address on the ‘bus out’
lines. When the ‘select out’ signal rises at the ad-
dressed control unit, the control unit blocks the propa-
gation of ‘select out’ signal, raises the ‘status in’ signal,
and places the control-unit-busy status byte on the
‘bus in’ lines. The ‘operational in’ signal does not rise.
The control unit busy status byte consists of the
status modifier bit and the busy bit. After the chan-
nel accepts the status byte, the channel deactivates the
‘select out’ signal. The control unit responds to the
fall of the ‘select out’ signal by dropping the ‘status
in’ signal and disconnecting from the interface (‘oper-
ational in’ signal drops). The channel holds the ‘ad-
dress out’ signal active until the ‘status in’ signal drops.

13.

CHANNEL AND 1/0 SYSTEM DEFINITIONS

The following paragraphs define operations and information-
type codes and words pertinent to the channel and I/O sys-
tem as a whole. Definitions from the system viewpoint are
brief and intended only to introduce operations and terms
required for an understanding of channel operations. (See
“Channel Operations™ in this chapter.) For more detailed
information regarding the desired items, refer to the SRL
defining the System/360 Principles of Operation, the Sys-
tem/360 I/O Interface (see “Preface” in this manual), or
the SRL for the particular control unit and/or the I/O
device of interest.

1/O Instructions

I/O instructions are the basic means by which the processor
initiates, stops, or tests channel, control units and I/O de-
vices operations. The processor is capable of issuing four
1/O instructions: Start I/O, Halt I/O, Test I/O and Test
Channel. Diagram 3-2, FEMDM, illustrates the instructions
as generated by a typical processor unit.

The Start I/O instruction is issued to the channels (along
with a unit address and ‘select channel’ signal, designating
the I/O device and specific channel) when the processor de-
sires an I/O operation to be performed. If the selected chan-

nel is available, it selects the 1/O device (if available) specified
by the unit address, fetches command information from stor-
age, releases the CPU, and controls I/O operations designated
by the command information. When the operation(s) ini-
tiated by the Start I/O instruction are complete, the channel
informs the processor (when permitted to do so by the pro-
cessor), sends the processor information pertaining to.the
operation, and stores information pertaining to the status of
the 1/O device, control unit, and channel in main storage.

The Halt I/O instruction is issued by the processor pri-
marily to terminate an I/O operation already in progress.
When the processor decodes a Halt 1/O instruction, it sends
a ‘halt /O’ signal and unit address (via the ‘unit address bus
out’ lines) to all attached channels and a ‘select channel’ sig-
nal to a specific channel. When the channel receives the ‘halt
I/O’ and ‘select channel’ signals, the channel terminates any
1/0 operation in progress and informs the processor of the
results of the operation by sending the processor one of four
possible condition codes. In addition, the channel stores
information (the channel status word) in main storage per-
taining to the condition of the I/O device, control unit and
channel at the time the halt I/O operation is completed.

The Test I/O instruction is issued by the processor to
clear an interrupt condition pertaining to a specific I/O de-
vice. If the channel contains an interrupt condition pertain-
ing to the I/O device specified by the Test I/O instruction,
the Test I/O instruction clears the channel interrupt condi-
tion. If the channel contains an interrupt condition for an
1/0 device other than the one specified by the Test I/O in-
struction, the interrupt condition is not cleared, and the
channel informs the processor of the condition by sending
an appropriate condition code. If no interrupt condition
exists in the channel (and the channel is not busy), the chan-
nel selects the I/O device specified by the Test 1/O unit ad-
dress to obtain status information, then releases the proces-
sor. If an interrupt condition is cleared or the I/O device is
selected to obtain the status byte, the channel stores the
channel and 1/O status bytes in main storage. Regardless of
the results of the Test I/O operation, the channel sends the
processor one of four condition codes (0 through 3); the
condition code informs the processor of the Test I/O opera-
tion results,

The Test Channel instruction is issued when the processor
wishes to test the status of the channel. In this case, the
channel informs the processor of its status by sending one of
four condition codes (0 through 3) to the processor. Cur-
rent channel operations are not affected by the Test Channel
instruction.

1/0 Operations
1/O operations are initiated by the Start I/O instruction.

There are five basic I/O operations: read, read backward,
sense, write, and control. 1/O operations are specified in
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the channel command word (CCW) that the channel obtains
from main storage after receipt of a ‘start I/O’ signal,
‘select channel’ signal, and unit address.

The read operation is performed to transfer data bytes
from a selected I/O device to main storage in ascending-
order address locations. Transfer of data for the read oper-
ation is controlled by the channel based upon control infor-
mation received in the CCW. (The read operation may also
be initiated by an IPL or FLT operation.)

The read backward operation is performed to transfer
data bytes from a selected I/O device to main storage in
descending-order address locations. Transfer of data for
the read backward operation is controlled by the channel
based upon control information received in the CCW.

The sense operation is performed to transfer information
pertaining to the selected I/O device from the I/O device to
main storage. The number of bytes transferred to complete
the sense operation is dependent upon the type of I/O device
from which the sense information is obtained. The channel
controls the transfer of sense information to main storage;
channel operations for the sense and read operations are
identical. Channel control of the sense operation is based
upon control information received in the CCW.

The write operation is performed to transfer data bytes
from main storage to a selected I/O device. Data bytes are
obtained from ascending-order address locations in main
storage. The channel controls the transfer of data to the
I/0O device based upon control information received in the
CCW.

The command operation is performed to instruct the
selected I/O device to perform an operation not involving
the transfer of data. For example, a command operation is
performed to instruct a tape unit to perform a backspace
operation. In this case, the channel sends the command,
obtained from the channel control word (CCW), to the I/O
device. Since data handling is not involved, further channel
operations are dependent upon other control information
received in the CCW,

Chaining

A channel, when finished with an operation specified by a
CCW, can continue start 1/O (or IPL or FLT) operations with
the same 1/O device by fetching a new CCW. The fetching
of a new CCW when the channel has completed operations
specified by the present CCW is referred to as chaining, and
the CCW’s belonging to such a sequence are said to be
chained. During chaining operations, a chain of CCW’s is
normally fetched from consecutive doubleword locations in
main storage. (The chain of CCW’s is obtained from ascend-
ing-order address locations.) Two chains of CCW’s located
in different storage areas can be coupled by means of a
Transfer in Channel (TIC) command contained in a CCW in
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the first chain of CCW’s. All CCW’s in a chain apply to the
1/O device specified in the original Start I/O instruction.

There are two types of chaining: chaining of data ad-
dresses, and chaining of commands, controlled respectively
by the chain data address (CDA) flag and the chain command
(CC) flag in the CCW. These flags, if active, specify the
chaining operations to be performed by the channel when
the current CCW operation is completed. If the CDA flag
is actiye, the CC flag is ignored by the channel. If a TIC
CCW is fetched by the channel as a result of chaining opera-
tions, the state of the CDA and CC flags remains unchanged;
i.e., the flag values from the preceding CCW are maintained.

On a TIC operation, the channel fetches the next CCW
from a new storage location specified in the TIC CCW rather
than the next sequential address location in main storage.

A chain data operation is specified to continue a read, read
backward, or write 1/0 operation that is presently in pro-
gress. Each new CCW that is fetched specifies that a specific
number of bytes are to be transferred to or from main stor-
age, and also specifies the starting address location in main
storage from which data is to be obtained or to which data
is to be stored.

A chain command operation is specified when the pro-
gram requires that different I/O operations (read, read back-
ward, write, sense, or control) be performed. For example,
a chain command operation could be used to cause a read
operation to be perforimed, and then when a new CCW is
fetched, to cause a control operation to be performed.
Chain command operations are also used to continue the
same operation (for example, read); however, due to the
manner in which chain command operations are performed,
a chain data operation is normally specified if the I/O oper-
ation does not change (that is, if different operations are
not specified during the chain of CCW’s).

Interrupts

Interrupt conditions are a means by which the channel in-
forms the processor that an I/O operation has terminated as
a result of data transfer completion, detection of an error
during the course of an operation, or detection of an unusual
condition at an I/O device. A program controlled interrupt
(PCI) flag also causes an interrupt condition, although the
current I/O operation progresses normally. The PCI flag is
used by the control program to check the progress of an
operation.

When the processor is able to acknowledge the ‘interrupt
request’ signal from the channel (processor not masked off
to interrupts), the channel sends the unit address of the I/O
device involved in the operation to the processor for storage
in the PSW. In addition, the channel stores status infor-
mation pertaining to the 1/O device, control unit, and
channel at address location 64 (decimal) in main storage.



Polling

Any time the channel is not executing an operation or a
chain of operations, attempting a logout operation, or hold-
ing a pending interrupt condition, all attached operational
control units are scanned for interruption conditions. This
scanning is called polling. During a polling operation the
channel scans all attached control units in descending order
of priority. The first control unit to respond to the polling
operation is serviced by the channel to the exclusion of any
other control units that might require service. The control
units are serviced one by one in order of priority unless chan-
nel polling operations are stopped. Polling operations are
stopped when the channel receives an I/O instruction which
causes the channel to enter an operating sequence. In addi-
tion, channel polling operations are inhibited when the chan-
nel contains a pending interrupt or polling interrupt condi-
tion. The information sent to the channel by the control
unit when a polling interrupt condition is detected consists
of the ‘operational in’ signal and followed by the ‘address
in’ signal and a unit address byte. Subsequently, the chan-
nel performs operations which recognize that the polling
interrupt condition exists for a particular I/O device, cause
the status byte causing the polling interrupt condition to be
stacked back to the control unit, and clear the stacked
status if the processor sends the channel an ‘interrupt re-
sponse’ signal (in response to the ‘interrupt request’ signal
from the channel). If the channel is unable to clear the
stacked status due to receipt of an instruction or non-receipt
of the ‘interrupt response’ signal, the status remains stacked
at the control unit, and channel polling operations are ter-
minated.

Condition Codes

During execution of an I/O instruction, the results of tests
by the CPU, channel and control unit, and I/O device are
used to send one of four condition codes to the CPU, The
condition codes are sent at the same time that the CPU is
released to end operations specified by the current instruc-
tion and proceed with operations specified by the next in-
struction. The condition codes indicate whether the channel

Channel Address Word (CAW)

performed the operation specified by the instruction or the
reason the operation was not completed. The CPU stores
the condition codes in the program status word (PSW) for
later decision making by branch-on-condition operations.
The channel sends condition codes (designated 0 through
3) in binary form on two lines to the CPU. Condition code
responses to I/O instructions from the processor follow:

Instruction Code 0 Code 1 Code 2 Code 3

Start 1/0 Available CSW Stored Busy Unavailable

Test I/O Available CSW Stored Working Unavailable

Halt 1/0 Not CSW Stored Halted Unavailable
Working

Test Not CSW Ready Working Unavailable

Channel Working

Channel Address Word

The channel address word (CAW) contains the storage pro-
tection key bits and the address of the first CCW associated
with the Start 1/O instruction. The CAW is always located
in main storage address location 72 (decimal). The channel
always fetches the CAW from main storage at the beginning
of a start I/O operation. When the start I/O operation has
progressed to the point where a ‘release’ signal is sent to the
CPU, the program is free to change the contents of the CAW
for another start I/O operation. The fields in the CAW (Fig-
ure 14) are allocated as follows:

1. Bit positions 0-3 specify the storage protection key for
all commands associated with the start I/O operation.

2. Bit positions 4-7 of the CAW must contain zeros or a
program violation exists and the start I/O operation is
terminated by the channel.

3. Bit positions 8-31 specify the storage location of the first
CCW for the instruction. The three low-order bits of the
command address must be all 0’s in order to specify the
CCW address on doubleword boundaries.

If the command address is not on doubleword boundaries
or specifies an invalid storage location, the channel termi-
nates the start I/O operation and causes the status bytes of
the CSW to be stored in main storage (location 64, decimal)
with the program check bit active.

Fixed address in storage of 7210

Key 0000 Command Address

0-3 Storage Protection Key
4-7 Program Check if not all zeros
8-3 Command Address

2 Program Check if not all zeros

Figure 1-4. Channel Address Word Format
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Channel Command Word

The channel command word specifies the command to be
executed, the area in main storage associated with the com-
mand (if any), and the action to be taken by the channel
upon completion of the command. CCW’s can be located
at any non-restricted address location in main storage.
When a CCW is fetched from main storage by the channel,
information from the CCW is stored in channel registers.
The first (and possibly only) CCW is fetched by the channel
during a start I/O initial selection routine, If the channel is
performing chaining operations, additional CCW’s are
fetched when the I/O operation specified by the current
CCW has progressed to the point where another CCW is
required by the channel.

The fields in the CCW (Figure 1-5) are allocated as fol-
lows:

1. Bits 0 through 7 specify a command code, which speci-
fies the I/O operation to be performed.

. Bits 8 through 31 specify a data address, which is the
location of a byte in storage. This is the first data loca-
tion referred to in the area defined by the CCW.

3. Bit 32 is the CDA flag; when active, the flag specifies
chaining of data doubleword addresses and causes the
command obtained from the first CCW in the chain to be
maintained in the channel for use with succeeding CCW’s
in the chain,

. Bit 33 is the CC flag. When the CC flag is on and the
CDA flag is off, a chain command operation is specified.
A chain command operation causes the channel to fetch
the next CCW and obtain the new command from the
next CCW upon normal completion of the current oper-
ation. The command from the new CCW is then supplied
to the same I/O device with which the channel was pre-

. viously operating.

5. Bit 34 is the suppress incorrect length indication (SILI)
flag, which determines whether or not an incorrect
length indication detected by the channel is presented to
the program (in the CSW). When the SILI flag is active

and the CDA flag is inactive, an incorrect length indica-
tion is suppressed. If the CCW has active CC and SILI
flags, a chain command operation is performed. The ab-
sence of the SILI flag or the presence of the CDA flag
(SILI flag active or inactive) ends the operation and
causes the program to be notified when an incorrect
length condition is detected. An incorrect length condi-
tion occurs when the end of a data block at the I/O de-
vice is reached before the count in the channels count
register is exhausted, or when the channel count is less
than the device record length.

6. Bit 35 is the skip flag. An active skip flag suppresses the
transfer of information to main storage during a read,
read backward, or sense operation. With the skip flag

active, the channel receives data from the control unit,
but the data is not stored.

7. Bit 36 is the PCI flag. A PCI flag causes an enabled chan-
nel to interrupt the program as soon after fetching the

CCW as possible. The primary use of the PCI flag is to
cause the channel to store the CSW as soon as possible
without interferring with the channel operation in pro-
gress. In this sense, the PCI flag is used primarily as a
programming aid.

8. Bit positions 40 through 47 in a CCW are ignored by the
channel.

. Bits 48 through 63 make up the count field. The count
specifies the number of byte locations in main storage
that will be used by the current operation, provided that
the data block at the I/O device is at least as large as the

count obtained from the CCW.
Bit positions 37 through 39 of every CCW, other than a

TIC CCW must contain all 0’s. If not all 0’s, the channel
detects a program check condition. If the first CCW speci-
fied by the CAW does not contain the required 0’s, the
channel start I/O operations are terminated and the status
portion of the CSW is stored. If this zero check condition
occurs during a chain data operation, the operation is term-
inated. If the zero check condition occurs during a chain
command operation, the new operation is not started, and
an interrupt condition is generated in the channel.

Channel Command Word (CCW)

Command Code Data Address

32

Flags 000 f Count

36[37 3940 47148 63

0-7
8-31
29-31
2

33

34

35

36
37-39
40-47
48-63

Command Code
Data Address

Skip Flag

Ignored
Count

Figure 1-5. Channel Command Word Format
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Program Check if not all zeros on TIC CCW
Chain Data Address Flag (CDA)

Chain Command Flag (CC)

Suppress Length Indication Flag (SLI)

Program Controlled Interrupt Flag (PCI)
Program Check if not all zeros except on TIC CCW




CCW Command Codes

The command code in the CCW instructs the channel and
I/O device what operation to perform. The configuration of
the four lowest-order bits in the command field identifies
the operation to channel. The high-order bits of the com-
mand field are ignored by channel after the byte is checked
for correct parity. The channel recognizes four operations:

Write or control (transfer bytes from main storage to

control unit).

Read or sense (transfer bytes from control unit to main

storage in ascending-order address locations).

Read backward (transfer bytes from control unit to main

storage in descending-order address locations).

Transfer in channel (branch operation).

Commands that start read, read backward, sense, write,
and control operations cause all eight bits of the command
code to be transmitted to the I/O device. Some of the bit
positions of these command codes may contain modifier
bits. Modifier bits give the I/O device additional details on
how the command is to be executed.

The channel detects a program check condition if the
invalid command code is detected in the command field.
When the first CCW specified by the CAW contains an in-
valid command, the channel terminates the start I/O opera-
tion and stores the status bytes portion of the CSW in main
storage. When the invalid code is detected during a chain
command operation, a new operation is not started, and an
interrupt condition is generated in the channel. For a chain
data operation, the first command code in the CCW chain
remains in the channel until a CCW arrives with the CDA
flag inactive (with the exception of a TIC CCW where the
flags are not inspected).

CCW Storage Area Definition

The storage area in main storage used on an I/O operation is
defined by CCW’s. A CCW defines the storage area (sequen-
tial doubleword storage address) by specifying the address of
the first byte and the number of bytes that the area contains.
The address of the first byte appears in the data address

field of the CCW. The number of bytes contained in the
storage area is specified in the count field.

A program check condition is generated in the channel if
the channel refers to a storage address not in the system.
Reference to a non-existent storage location and detection of
an invalid CCW address during chain data operations result
in detection of an interrupt condition in the channel. The
channel causes the I/O device to end the operation when this
condition is detected. During chain command operations,
the detection of an invalid address prevents the channel from
performing a new operation and causes an interrupt condi-
tion in the channel.

The count field in the CCW can specify any number up to
and including 65,535. Except for a CCW specifying a trans-
fer-in-channel operation, the count must not be zero. When-
ever the count field in the CCW initially contains a count of
zero, a program check condition is detected by the channel.
If this occurs in the first CCW specified by the CAW, the
operation specified by the command field is not started and
the status portion of the CSW is stored to end the start I/O
operation. If a count of zero is detected during a chain data
operation, the channel causes the I/O device to end the oper-
ation. When a count of zero is detected during a chain com-
mand operation, a program check condition is detected by
the channel. This prevents the channel from starting the
new operation and causes an interrupt condition in the
channel.

During a write or control operation, the channel may
fetch data and CCW’s from main storage before the infor-
mation is needed by the channel. When the I/O operation
uses data and CCW’s from a location near the end of avail-
able storage area, such prefetching may cause the channel to
refer to storage locations that do not exist. The channel
may also detect a count of zero in a prefetched CCW. Any
programming errors detected by the channel during pre-
fetching of data or CCW’s do not cause an error indication
until the channel actually attempts to use the information.
If the I/O device or the channel ends the operation before
the invalid information is used, the error condition is never
detected and thus is not stored in the CSW.

Channel Status Word

The channel status word (CSW) consists of a channel status
information and an I/O device byte which provides the pro-
gram with the channel and/or I/O device conditions under
which an I/O operation has ended. At the end of a channel
controlled I/O operation, the CSW (Figure 1-6) is stored by
the channel in main storage at address location 64, The
CSW for a given channel ending operation remains available
at this location until cleared by the CPU or until replaced by
a CSW for another channel CSW store operation. For a de-
tailed description of the CSW and the channel logic involved
in assembling the CSW, refer to “CSW Status Byte” in Chap-
ter 6.

CHANNEL OPERATIONS

The 2860 Selector Channel, when instructed by the proces-
sor, directs the flow of information between I/O devices
and main storage. Channel activities relieve the processor of
the need to maintain direct communications with the I/O
devices; in addition, the channel provides a common I/O in-
terface for connecting 1/Q devices with different data trans-
fer rates into the system,
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Channel Status Word (CSW)

Fixed address in storage of 64,4

Key 0000 Command Address

Unit Status Channel Status Count

32 39140 47148 63

32 Attention

33 Status Modifier
34 Control Unit End
35 Busy

36 Channel End

37 Device End

38 Unit Check

39 Unit Exception

48-63

Figure 1-6. Channel Status Word Format

Channel operations are initiated by signals originating in
the processor. In most cases, the processor formulates the
channel control signals from the program with which the
processor is working. (Exceptions are the IPL and FLT
operations, where the ‘channel control’ signals are formulated
by switch settings and the program, rather than by the pro-
gram). The channel uses the channel control signals supplied
by the processor to initiate a sequence of operations and
signals compatible with any control unit. (The control unit,
in turn, interfaces I/O devices, and converts standard I/0 in-
terface signals into forms acceptable for use by the attached
1/0 devices.)

After an I/O operation is initiated at the channel, the
channel assembles or disassembles data from or to the I/O
devices (via the I/O interface). In addition, the channel con-
trols the transmission of command and data doublewords
between the channel and main storage via the BCU interface
(Diagram 3-1, FEMDM). To control these operations, the
channel maintains and updates a data address and a count
(obtained from a CCW in main storage). The address value
specifies the destination or source location of data in main
storage, while the count value specifies the amount of data
to be transferred. When an I/O operation is complete or is
terminated by an error condition, the channel informs the
processor of the results. When permitted to do so by the
processor, the channel then places information in main stor-
age (the CSW) pertaining to the I/O operation. This infor-
mation is available to the program until altered by the pro-
gram or until another CSW is stored.

The channel also provides the I/O devices with a means
of informing the program of conditions at the device requir-
ing program attention. When an I/O device produces signals
that require program attention, the channel converts the sig-
nals into other signals recognizable by the processor.

For all but the IPL and a portion of the FLT operations,
the channel independently controls I/O operations after
being initially instructed by the processor. With the channel
controlling the I/O operations, the processor is released to
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Storage Protection Key
All zeros
Command Address Register

40 Program Controlied Interrupt
41 Incorrect Length

42 Program Check

43 Storage Protection Check
44 Channel Data Check

45 Channel Control Check

46 interface Control Check

47  Chain Check

Count

perform other activities. Thus, channel controlled I/O oper-
ations are performed at the same time the processor is per-
forming non-related operations.

During channel I/O operations, the channel accesses main
storage to obtain CCW’s (if required) and to transfer data
doublewords to or from main storage locations. A double-
word consists of eight bytes, with each byte comprised of
eight data bits and one parity bit. On all channel transfers,
odd parity must be maintained on a byte basis. Information
is transferred between the channel and control unit on a
byte basis and between the channel and main storage on a
doubleword basis.

The 2860 Selector Channel operates only in the burst
mode. This means that the channel remains logically con-
nected to the control unit until the entire specified opera-
tion is complete, or an error condition terminates the
operation. When a chain command operation is specified,
the channel operates in the burst mode over the entire se-
quence of commands.

Most channel I/O operations are initiated by a Start I/O
instruction. When the processor decodes a Start I/O instruc-
tion, the specified channel receives a ‘select channel’ signal,
a ‘start I/O’ signal, and a unit address identifying the I/O
device which is to perform the I/O operation. When these
signals and addresses are presented to the channel, the chan-
nel (if not busy) fetches the CAW from address location 72
(decimal) in main storage. The CAW identifies the address
location in main storage from which the channel is to fetch
the first CCW. The CCW specifies the command to be
executed and the main storage area, if any, to be used
during the I/O operation. While the CAW is being fetched,
the channel attempts to select the I/O device specified by
the start I/O unit address. The channel attempts the sel-
ection by: (1) gating the unit address byte from the ‘unit
address bus out’ lines into the channel’s unit address reg-
ister; (2) gating the unit address register contents to the
1/0 interface ‘bus out’ lines; (3) activating the ‘address
out’ signal; and (4) activating the ‘select out’ signal. If the




addressed I/O device is unavailable, the ‘select out’ signal
passes through all attached control units and returns to the
channel as a ‘select in’ signal. If the I/O device is available,
the propogation of the ‘select out’ signal is suppressed at the
control unit to which the addressed I/O device is attached.
This causes the control unit to activate the ‘operational in’
signal which causes the channel to drop the ‘address out’
signal. The control unit then activates the ‘address in’ signal
and places the unit address of the I/O device on the ‘bus in’
lines to the channel. The channel responds by sending a
command code (requesting the status byte from the control
unit) and a ‘command out’ signal to the control unit. The
control unit, in turn, responds by raising its ‘status in’ signal
and placing its status byte on the ‘bus in’ lines to the channel.
The channel then examines the status byte to determine if the
control unit is available to perform the I/O operation. If the
control unit is available, the channel proceeds with the start
1/0 operation; if not, the start I/O operation is terminated.

After the CAW has been fetched by the channel and while
the channel is selecting the I/O device, the channel fetches
the CCW from the main storage address location designated
by the address obtained from the CAW. Providing the chan-
nel successfully selects the I/O device and obtains an error-
free CCW, the channel sends a ‘release’ signal to the processor
and is ready to control the I/O operation specified by the
CCW. When the ‘release’ signal is sent to the processor,
further channel operations are independant of the processor;
conversely, the processor is free to perform other operations
independent of the channel operations.

Assume that the channel has performed the initial selec-
tion operations and is ready to begin controlling the I/O
operation specified by the CCW. If the I/O operation (speci-
fied by the command from the CCW) involves the transfer
of information or data bytes between the channel and con-
trol unit, the channel is conditioned by the command to
respond to ‘service in’ signals from the control unit. In this
case, data is transferred between the channel and control
unit on a byte basis each time the channel responds to a
‘service in’ signal. with a ‘service out’ signal. As doublewords
are assembled in the channel (read-type operation) or
required by the channel for disassembling (write-type
operation), the channel accesses main storage to store or
fetch data doublewords.

For I/O operations that do not require byte transmission
to or from the I/O device and that do not require continued
operation of the control unit, the channel receives a status
byte with the channel end bit active immediately after the
control unit receives the command byte. This means that
the channel portion of the I/O operation is complete and
frees the channel to perform other operations.

If the I/O operation involves the transfer of data bytes be-
tween the channel and I/O device, data transfers may end
before the I/O device reaches the end of a data block, or be
fore the the I/O device mechanical portion of the operation
is complete. In this case, the channel receives a status byte

with only the channel end bit active and is freed to perform
other operations.

If the channel and I/O device complete the 1/O operation
at the same time, the channel receives a status byte with both
the channel end and device end bits active. In this case, the
channel is still freed to perform other operations; however,
the presence of the device end bit indicates that the I/O de-
vice is also available to perform other operations, if required.

When, at the end of an I/O operation, the channel receives
a status byte with the channel end bit (and possible the de-
vice end bit), the channel ends the I/O operation by an inter-
rupt routine. The interrupt condition causes the channel to
send an ‘interrupt request’ signal to the processor for the
purpose of storing the CSW. When the processor honors the
‘interrupt request’ signal, the channel receives an ‘interrupt
response’ signal which causes the channel to control the stor-
age of the CSW. The CSW contains: (1) an address and
count that indicate the amount of main storage locations
accessed during the operation; (2) a channel status byte
which indicates any error conditions detected during the
operation; and (3) a unit status byte which indicates the
status of the control unit and 1/O device involved in the I/O
operation.

The channel can continue different operations with the
same 1/O device (without receiving another Start I/O instruc-
tion) by performing chain command operations. When a
chain command operation is specified (by an active CC flag
in the current CCW), receipt of the device end status byte
by the channel causes the channel to stop I/O device opera-
tions, disconnect the I/O device from the I/O interface, and
fetch a new CCW from main storage. The channel then re-
selects the I/O device, provides the device with the command
obtained in the new CCW and, if data transfers are specified,
controls the transfer of information between main storage
and the I/O device. For chain command operations, the
channel end status bit is ignored by the channel until the
operation specified by the last CCW in the chain is com-
pleted. The device end bit is used by the channel to initiate
each chain command operation, When the operation speci-
fied by the last CCW in the chain is complete, the channel
responds to the channel end and device end bits by initiating
an interrupt routine as previously described.

On a system basis each channel and each I/O device is
identified by a unique address. The channel and I/O device
address for a particular channel operation is obtained from
the program by the processor. (Diagram 3-2, FEMDM is a
typical example of processor handling of the program infor-
mation containing the I/O instruction, channel address and
1/0 device address). The channel address (three bits) is de-
coded in the processor and activates the simplex ‘select chan-
nel’ signal to the specified channel. The I/O device address
(eight bits plus parity) is sent to the channels on the multi-
plex ‘unit address bus out’ lines. When supplied to the con-
trol units by the channel, the unit address is decoded partial-
ly by the control unit and partially by the I/O device. Since
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each channel may service up to eight control units, and a
control unit may service several 1/O devices (depending upon
the control unit/I/O device configuration), the eight-bit unit
address may be used by the channel to address up to 256
I/O devices. The number of valid I/O device addresses ap-
plicable for a given channel depends upon the number of
operational I/O devices accessible to the channel via the at-
tached control units. If during an I/O instruction operation,
the channel receives a unit address for an unavailable I/O
device, the channel terminates the operation when the I/O
device fails to respond to a selection attempt. An I/O de-
vice, control unit, or channel is unavailable when it is not
attached in the system, when its power is off, or when it is
not meter enabled.

Timing and Sequencing

The channel contains internal timing and sequencing logic
to control portions of the operations performed by the
channel. The precise usage of the timing and sequencing
logic is dependent upon the channel operation performed as
well as the routine being performed during the operation.

The main channel timing device is the channel clock.
(See “Clock” in Chapter 2.) The clock is turned on to time
routines within a channel I/O operation and turned off when
timing signals are no longer required.

Sequencing allows the channel to perform routines and
operations within an I/O operation; the channel contains
five sequence latches. Each sequence latch, when turned on,
allows the channel to perform a specific routine or opera-
tion required during a channel 1/O operation. The channel
usage of the sequence latches (designated 1 through 5) is
unique in that more than one sequence latch may be on at
a given time, depending upon the channel operation per-
formed. However, each sequence has a basic function with
regard to channel operation. For some channel operations,
the basic function of the sequence is not performed, but the
sequence latch may be turned on to permit the channel to
perform other necessary decisions and/or register-to-register
transfers. The channel sequences, their basic functions, and
other functions associated with the sequence, are as follows:
1. Sequence 1. The basic function of the ‘sequence 1’ sig-

nal is to permit the channel to perform setup operations

required before read-type or write-type byte transfer
operations can begin between the channel and control

unit. Setup operations are performed for a channel 1/O

operation when the first CCW is established in the chan-

nel or when a chain command operation occurs. During
setup operations, the ‘sequence 1’ latch is turned on
when the ‘status in’ signal is received from the control
unit. For read-type operations, the latch is turned off
after the channel examines the control unit status byte
and determines that the control unit and channel are
ready to begin read byte transfer operations.
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For write-type operations, the ‘sequence 1° latch is
turned off after the channel fetches two doublewords
from storage (unless only one doubleword is specified by
the CCW) and determines that the channel and control
unit are ready to begin write byte transfer operations.

. Sequence 2. The basic function of the ‘sequence 2’ signal

is to permit the channel to transfer bytes from the B-regis-
ter to the control unit on write-type operations or to
transfer bytes from the control unit to the B-register

on read-type operations.

. Sequence 3. The basic function of the ‘sequence 3’ signal

is to permit the channel to decrement the count in the
count register by eight each time a doubleword transfer
to or from the B-register occurs. If a doubleword is to be
transferred to or from the B-register, the ‘sequence 3 sig-
nal permits the channel to perform this operation. The
‘sequence 3’ signal also permits the channel to sense an
impending ‘last word’ condition and, for a read-type oper-
ation, to initiate a storage request for the purpose of stor-
ing data in main storage, if required. For read CDA oper-
ations, the ‘sequence 3’ signal permits the channel to fetch
a new CCW immediately after the last doubleword of the
CDA-modified read-type command is stored. For a write
CDA operation, the ‘sequence 3’ signal permits the chan-
nel to fetch the first doubleword of the new CCW when
the last doubleword of the old CCW is in the B-register.

. Sequence 4. The basic function of the ‘sequence 4’ latch

is to permit the channel to increment the data address
register value by the equivalent of eight bytes for read-
type and write-type operations. After incrementing, the
data address register specifies the main storage location
of the next data doubleword to be stored or fetched by
the channel. For write-type commands, the ‘sequence
4’ latch permits the channel to initiate a storage request
for the purpose of fetching data from main storage.
Note that data address incrementing precedes the fetch-
data storage request for write-type operations and follows
the store-data storage request for read-type operations.
Entry into the sequence 4 routine from the sequence 3
routine is normally automatic but may be temporarily
blocked during a CDA operation while the channel waits
for a new CCW required by the CDA operation.

. Sequence 5. The basic function of the ‘sequence 5’ signal

is to end a channel operation specified by a CCW. The
sequence 5 routine may be entered as a result of success-
ful completion of the operation or as a result of a check
condition or error detected during performance of the
operation. Entry into the sequence 5 operation normally
terminates channel operations initiated by an I/O instruc-
tion. An exception is when the sequence S routine is
entered after successful completion of an operation speci-
fied by a CCW with an active chain comumand flag. In
this case, the sequence 5 signal permits the channel to
fetch a new CCW, perform another setup operation, and
continue I/O operations.



Polling

Any time the channel is not executing an operation or a
chain of operations, attempting a logout operation, or hold-
ing an interrupt condition, all attached and operational con-
trol units are scanned for interrupt conditions. This scanning
is called polling. A polling operation initiated by the chan-
nel scans all attached control units in descending order of
priority. During polling operations, the channel activates
the ‘select out’ signal; the ‘select out’ signal is then serially
propagated through all attached control units. Assuming
that no control unit has outstanding status (interrupt condi-
tion), the ‘select out’ signal is propagated through each of
the control units and returns to the channel as a ‘select in’
signal. When the channel receives the ‘select in’ signal, the
‘select out’ signal is deactivated and held inactive for a pre-
determined period by a 2.2ns singleshot signal. After the
singleshot times out, the ‘select out’ signal is again activated
and the scanning process is repeated (Figure 1-7). The prior-
ity of a specific control unit is determined by its relative pos-
ition on the select out/select in loop. The first control unit
to receive the ‘select out’ signal has highest priority and the
last control unit on the loop (before the ‘select in’ signal
enters the channel) has lowest priority.

A control unit that has outstanding interrupt (status)
condition when the rise of the ‘select out’ signal is detected,
stops the propagation of the ‘select out’ signal, and sends
an ‘operational in’ signal followed by an ‘address in’ signal
and a unit address byte to the channel (Figure 1-7). The
channel gates the unit address byte into the unit address
register and requests a status byte from the control unit.
When the control unit sends the status byte to the channel,

status and obtains the status byte from the control unit.
When the status byte is received, the channel stores the
status byte portion of the CSW and sends the unit address
of the I/O device involved in the polling interrupt operation
to the CPU interface.

Condition Codes

Condition code bits are generated by the channel (or by the
CPU if a channel selected for an operation is unavailable).
One of four possible condition codes is generated by the
channel for I/O operations, and identifies the results of an
operation or test initiated by the processor and performed
by the channel and/or I/O device. The channel sends the
appropriate condition code to the CPU interface along with
a ‘release’ signal when the operation results have been deter-
mined by the channel. The processor stores the condition
code (received in binary form on two ‘condition code’ lines)
in its PSW for optional decision making by the program.
Binary condition codes 00,01, 10, and 11 are referred to
throughout this manual as condition codes 0, 1, 2, and 3,
respectively.

For the four I/O instructions (Start I/O, Test 1/O, Halt
I/O and Test Channel) the condition code responses and
their meaning are shown in Table 1-1. All condition codes
are generated by the channel, except when the channel is
unavailable. When the channel is unavailable, the processor
internally generates condition code 3 and terminates the
I/0 instruction.

Table 1-1. Condition Code Responses

the channel stacks the status byte back to the control unit Instruction | Code 0 Code 1 Code 2 Code 3
and causes the control unit to disconnect from the I/O inter- Swrt1/0 | Avallable | CSW Stored | Working Unavellable
face. . ] Test 1/0 Available | CSW Stored | Working Unavailable
The channel now has an ‘interrupt request’ signal active Halt 1/0 Interrupt in [ CSW Stored | Halted Unavailable
to the CPU interface and further polling operations are in- Channel
hibited. If the processor responds to the ‘interrupt request’ z:s‘ ' Available | CSW Ready |Working | Unavailable
signal, the channel reselects the control unit with stacked anne
Select Out Control Select Out Control
. . Notes:
Unit 1 Unit 2 N sy e .
1. 'Select in' signal rises
ofter 'select out' signal is
generated when no control
lSelecf Out unit has an interrupt
tstanding .
Operational In (Note 2) euisianding
Control 2. If a control unit has
Channel Address In (Note 2) Unit 3 an interrupt outstanding,
the 'select out' signal is
J__ blocked, and the
Select Out control unit raises iits
(Note 2) ‘operational in' signal
followed by the 'address
in' signal.
Select In (Note 1) Control
Unit 8

Figure 1-7. Channel Polling Operation
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A summary of condition code generation for the Start
I/O instruction is shown in Figure 1-8. In addition to condi-
tion code generation, the figure summarizes status handling
operations (channel status word and CPU ‘release’ signal
conditions) associated with the generation of condition
codes. Note that, for a Start I/O instruction, the generation
of condition codes by the channel is dependent upon condi-
tions in the channel, addressed control unit and addressed
1/0 device during initial selection operations. After opera-
tions are started, status information in the channel status
word is the primary means by which the processor deter-
mines the results of the operation.

Condition code generation for the Test I/O, Halt I/O, and
Test Channel instructions are as shown in Table 1-1.

Start I/O

A Start I/O instruction is issued to an available channel for
the purpose of initiating a command to a specific I/O device.
Commands (I/O operations) which may be initiated in the
channel and I/O device are: read, read backward, write,
sense, and control.

A start 1/O operation is initiated at an available channel
when the channel receives the ‘select channel’ and ‘start 1/0’
signals along with a unit address byte. If the channel is
busy with another operation or has an interrupt condition
pending when the ‘start I/O” and ‘select channel’ signals are
received, the channel sends condition code 2 and a ‘release’
signal to the CPU interface to end the start I/O operation.

Note: If the channel is unavailable, the processor internally
generates the condition code 3 and the ‘release’ signal to end
the start I/O operation.

Assuming the channel is unavailable, not busy, and does
not contain an interrupt condition, the channel gates the
unit address byte from the ‘unit address bus out’ lines to its
unit address register and fetches the CAW from storage loca-
tion 72. The CAW contains the storage address of the chan-
nel command word and the storage protection key, which
are gated to the data address register and storage protect
register, respectively. Any errors detected in the CAW or
unit address byte cause the channel to store the CSW and
to send condition code 1 and a ‘release’ signal to the pro-
cessor; i.e., the start I/O operation is terminated.

Assuming no errors are detected, the channel now starts
two parallel operations to (1) fetch the CSW specified by the
address obtained from the CAW; and (2) select the 1/O de-
vice specified by the unit address in the unit address register.
The CCW fetch operation is initiated when the channel acti-
vates the ‘storage request’ signal to the BCU interface. When
the ‘BCU response’ signal is received, the channel gates the
CCW address received in the CAW from the data address
register to the storage address bus (SAB) and waits for the
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‘BCU advance pulse’ signal. When received, this signal is
delayed in the channel until the CCW is available to the
channel on the SBO lines. The delayed signal gates the CCW
information (command, data address, flags and count) into
the respective channel registers. While the CCW is still avail-
able on the SBO lines, the channel checks the CCW for cor-
rect parity and proper program formatting. If an error is
detected, the channel terminates the start I/O operation by
sending condition code 1 and the ‘release’ signal to the

CPU interface; in this case, the channel stores the CSW. If
no error is detected, the channel turns on the ‘CCW valid’
latch to indicate that a valid CCW has been gated into the
channel. During the CCW fetch operation, the CCW address
in the data address register is incremented by one double-
word. With a valid CCW in the channel, the channel gates
the updated value into the command address register. The
updated command address is available for use to fetch other
CCW’s if chaining is indicated by the first CCW.

The second operation performed while the CCW is being
fetched is the selection of the I/O device specified by the
unit address. The channel performs this operation by gating
the unit address register contents to the I/O interface ‘bus
out’ lines and activating the ‘address out’ signal. At least
400 ns later the ‘select out’ signal is activated by the channel.
Assuming the addressed control unit is available and decodes
its own address, receipt of the ‘select out’ signal causes the
control unit to respond with an ‘operational in’ signal, which
causes the channel to drop the ‘address out’ signal. With
the fall of the ‘address out’ signal, a not-busy control unit
activates the ‘address in’ signal and places the address of the
selected device on the ‘bus in’ lines to the channel. The
channel then compares the unit address received with the
unit address sent to insure that the proper I/O device has
been selected. An improper unit address on the ‘bus in’
lines results in an interface control check condition in the
channel, and a selective reset operation to the I/O device
occurs,

If the two unit addresses compare, the parallel CCW fetch
and I/O device selection operations converge. With the
‘CCW valid’ latch on and no detected errors, the operation
proceeds. The channel gates the command from the com-
mand register to the ‘bus out’ lines and (after a deskew
delay) activates the ‘command out’ signal. The control unit
responds by activating its ‘status in’ signal and gating its sta-
tus byte to the ‘bus in’ lines. If the status byte is all zeros,
the channel sends condition code 0 and a ‘release’ signal to
the CPU interface. The channel and 1/O device are now ready
to proceed with operations specified by the command re-
ceived in the CCW.

If errors are detected (unit address does not compare,
‘bus in’ parity is wrong, or errors are detected in the CCW),
the channel gates all zeros to the ‘bus out’ lines instead of
the CCW command code in the command register. The
control unit responds to the All Zeros command with a sta-
tus byte. The channel then disconnects the control unit
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from the I/O interface and requests a storage cycle to store
the CSW. When the ‘BCU response’ signal is received by the
channel, the channel and unit status bytes in the CSW are
stored in main storage, and the channel activates the ‘release’
signal and condition code 1 to the CPU interface. The chan-
nel is then free to receive another instruction. If errors are
not detected by the channel, but the control unit responds to
the ‘command out’ signal with anything except zero status,
the start 1/0 operation is ended and the CSW status bytes
are stored. The storage protection key, command address,
and count in the channel registers are not stored in the CSW
under these conditions; the entire CSW is stored if the chan-
nel is chaining CCW’s and a not all zeros status byte is re-
ceived by the channel during the reselection sequence.

The condition code responses are interpreted as follows
for a start I/O operation:

Condition Code 0 — The addressed channel and I/O de-
vice are operational and are not engaged in the execu-
tion of any previously started operations. No ‘interrupt’
conditions exist in the channel or control unit. No
programming or equipment errors were detected during
the start I/O initial selection routine. The I/O device
has accepted and started.executing the command as
issued.

Condition Code 1 — This condition code indicates that
the instruction either was not accepted by the channel,
control unit, or I/O device, or was completed and the
status bytes have been stored in the CSW. Condition
code 1 can be caused by equipment or programming
errors or by a response of other than an all zeros status
byte to an initial command (except for a command im-
mediate operation.)

Condition Code 2 — This condition code is sent to the
CPU by an addressed channel that is already actively
engaged in the execution of an instruction. A channel
with a pending interrupt condition also produces con-
dition code 2.

Condition Code 3 — This code indicates that the channel,
control unit, or I/O device is not available to process the
instruction. If the ‘channel available’ signal to the CPU
interface is inactive, the processor internally generates
condition code 3 and terminates the start I/O operation.
A channel is unavailable when in test mode, not meter-
enabled, or not attached to the system. A control unit
or device is considered unavailable for the same reasons
as the channel; however in this case, the channel gener-
ates condition code 3 and activates the ‘release’ signal.
Condition code 3 and the ‘release’ signal are supplied to
the CPU interface to terminate the start I/O operation.

Read

The channel controls read operations after a start I/O initial
selection routine has been successfully completed and com-
mand bits 6 and 7 (in the command register) are equal to 1
and 0, respectively. Read operations are performed to trans-
fer data from an I/O device to main storage in ascending-
order address locations.

The channel begins read operations by first clearing the
initial status received from the control unit during the ini-
tial selection routine. After the initial status condition is
cleared, the channel (see Diagram 3-1, FEMDM) begins to
gate data bytes, presented by the control unit on the ‘bus
in’ lines, to the B-register. A data byte is gated into the B-
register (and a corresponding mark-B register bit is set) when
the channel responds to a ‘service in’ signal from the control
unit by issuing a ‘service out’ signal. The B-register location
to which each byte is gated is controlled by the count in
the byte count register. The byte count register has the
capability of counting from O through 7 and is advanced
each time a data byte is gated into the B-register. Thus,
when the channel accepts a data byte from the control unit,
the encoded count from the byte count register (via the
byte count latches) enables gating into a specific B-register
byte location. For the first data byte received from the
control unit, the byte count register may specify gating to
any B-register byte location, depending upon the starting
address received from the CCW and subsequently entered in-

" to the byte count register.

The channel continues to gate data bytes into the B-regis-
ter until the B-register boundary is reached (a data byte has
been gated into byte location 7). When the B-register is
full, the channel transfers the contents of the B-register to
the A-register, requests a storage cycle to store the data in
the A-register, and starts loading data bytes from the con-
trol unit into the B-register for the next data doubleword.
While the data in the A-register is being stored, the channel
decrements the count value in the count register by an
amount equivalent to eight bytes, indicating that a data
doubleword specified by-the CCW is being stored in main
storage.

During the storage cycle to store the A-register data, the
channel raises, the ‘storage request’ signal to the BCU inter-
face. When the channel receives a ‘BCU response’ signal,
the address information required to store the A-register data
is gated to the BCU interface (data address register contents
to the SAB, storage protect key from the storage protect
register to the ‘storage protection’ lines, mark bits from the
mark-A register to the mark lines, and a ‘store’ signal to the
‘store’ line). Subsequently, the channel receives a ‘BCU data
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request’ signal which gates the data from the A-register to
the ‘storage bus in’ (SBI) lines; the channel then waits for a
‘BCU advance pulse’ signal indicating that the data has been
stored. When the data address is no longer required on the
SAB, the channel updates the data address register contents

by an amount equivalent to eight bytes in preparation for
storage of the next data doubleword.

Read operations continue (with the channel filling the B-
register, transferring the B-register data to the A-register,
storing the A-register data, decrementing the count register
contents and incrementing the data address register contents)
until all data specified by the count in the count register
has been transferred. During the last portion of a read oper-
ation, the channel examines bits in the flag register to de-
termine if chaining operations are to be performed. Assum-
ing a chaining operation is not specified, the channel ter-
minates the read operation by obtaining the ending status
byte from the control unit, disconnecting the control unit
from the I/O interface and sending an ‘interrupt request’
signal to the CPU interface. When the channel receives an
‘interrupt response’ signal, it stores the channel status word,
sends the address of the I/O device involved in the read op-
eration to the CPU interface, and releases the processor
with a ‘release’ signal and condition code 0.

Read Backward

The channel controls read backward operations after a start
I/0 initial selection routine has been successfully completed,
and command register bits 4 and 5 are logic ones while bits
6 and 7 are logic zeros. Read backward operations are per-
formed to transfer data from an I/O device to main storage
in descending-order address locations.

Channel read backward operations are similar to read
operations with the following exceptions: data is gated into
the B-register (and mark-B register bits are set) in the reverse
order of that for the read operation (that is, data is gated to
B-register positions 7 through O, respectively); the data ad-
dress register is decremented (rather than incremented) after
each data doubleword storage cycle.

Reverse gating to the B-register is accomplished at the
byte count encoder, since the byte count register counts
in the forward direction for both read and read backward
operations,

Write

The channel controls write operations after a start I/O initial
selection routine has been successfully completed and com-
mand bits 6 and 7 (in the command register) are equal to 0
and 1, respectively. Write operations are performed to trans-
fer data from main storage to an I/O device. Data is obtained
from ascending-order address locations in main storage.
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After the initial selection routine is competed, the channel
initiates operations to obtain the first two data doublewords
from storage (assuming that the count from the CCW specifies
that at least two data doublewords are required for the write
operation). Transfer of data bytes to the I/O device does not
begin until both data doublewords have been received by the
channel. (See Diagram 3-1, FEMDM.)

To fetch the first data doubleword, the channel activates
the ‘storage request’ signal to the BCU interface. When the
channel receives a ‘BCU response’ signal, it gates the address
of the first data doubleword from the data address register
to the SAB and the storage protect key from the storage
protect register to the ‘storage protection’ lines. The chan-
nel then awaits the ‘BCU advance pulse’ signal, indicating
that the first data doubleword is forthcoming on the SBO
lines. The channel delays the ‘BCU advance pulse’ signal
until the data is present, then gates the data doubleword into
the A-register.

When the data address is no longer required on the SAB,
the channel increments the address in the data address regis-
ter by an amount equivalent to eight bytes in preparation
for fetching the second data doubleword. Incrementing is
accomplished by gating the data address register contents
plus 1 to the adder, then gating the results back into the
data address register.

With the first data doubleword in the A-register and the
data address updated, the channel again raises the ‘storage
request’ signal to request a storage cycle for the second data
doubleword. Concurrent with the storage request, the chan-
nel transfers the first data doubleword from the A-register
to the B-register.

When the channel receives the ‘BCU response’ signal, it
again gates the data address and storage protect key to the
BCU interface and waits for the ‘BCU advance pulse’ signal
from the BCU interface. When the ‘BCU advance pulse’
signal is received, it is delayed until the second data double-
word is on the SBO lines. The delayed signal is used to
cause the data to be gated into the A-register.

With two data doublewords in the channel, the channel is
prepared to begin transferring data bytes to the selected I/O
device. Transfer of a data byte to the B-register begins with
the receipt of a ‘service in’ signal from the control unit, sig-
nifying that the control unit is ready to receive a data byte.
The channel responds by gating a data byte from the B-
register byte position designated by the byte counter to the
‘bus out’ lines; with the data byte on the ‘bus out’ lines, the
channel raises its ‘service out’ signal, enabling the control
unit to accept the data byte. As the data byte is transferred
to the control unit, the channel updates the byte counter
to “point™ at the next B-register byte location.

The first data byte of the first data doubleword may be
gated to the control unit from any byte location in the B-
register, depending upon the address value originally obtained
from the CCW and gated into the byte counter. Following
receipt of the first data byte, the control unit drops its
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‘service in’ signal causing the channel to drop the ‘service out
signal. The exchange of “service in’ and ‘service out’ signals
between the control unit and channel continues until the B-
register is empty (data has been transferred from byte loca-
tion 7 of the B-register).

With the B-register empty, the channel transfers the
second data doubleword from the A-register to the B-register
and, if the count register value so specifies, initiates a stor-
age request to fetch the next data doubleword from main
storage. (The count is decremented and the data address
incremented prior to fetching the third data doubleword.
The count reflects bytes sent to the control unit.) With the
second data doubleword in the B-register, the channel is
prepared to transfer data bytes to the control unit on a
‘service in’/‘service out’ basis as previously described.

The channel continues to fetch data doublewords from
storage and transfer data bytes from the B-register until the
count value in the B-register indicates that further data
doublewords are not required from storage. At this point,
the channel transfers data bytes already in the channel to
the control unit until the byte count versus count compati-
son indicates that the last data byte has been transferred.

At a specified time, prior to transfer of the last data
byte, the channel examines the flag register bits to deter-
mine if chaining is required. Assuming chaining is not re-
quired, the channel terminates the write operation after the
1st data byte is transferred by obtaining status information
from the control unit and disconnecting the control unit
from the I/O interface. Following the I/O interface discon-
nect operation, the channel sends an ‘interrupt request’ sig-
nal to the CPU interface. When an ‘interrupt response’ sig-
nal is received at the channel, the channel stores the channel
status word, sends the unit address of the I/O device involved
in the write operation to the CPU interface ‘unit address
bus-in’ lines, and generates a ‘release’ signal and condition
code 0 to the CPU interface,

Sense

The sense command initiates a sense operation at the selected
I/O device. Channel operations for the sense command are
the same as for a read operation except that the channel
transfers sense bytes (rather than data bytes) from the 1/0
device to main storage. The sense data is stored in an ascend-
ing-order storage address location. The starting address in
main storage is the data address specified in the current
CCw.

The program uses the sense command to obtain detailed
information about the status of the I/O device. This sense
information can specify, for example, that a magnetic tape
unit is loaded, that the stacker in a card reader is full, or
that some unusual conditions happened in the preceding
operation. The number of sense bytes and the meaning of
the bits within those bytes are peculiar to the type of 1/O

device; refer to the appropriate functional specifications for
the device for a description of sense information.

When a CCW command indicates a sense operation, the
channel inspects all five flag bits in the flag register. Com-
mand register bit positions 0 through 3 can contain modifier
bits, which are meaningful to the I/O device but not to the
channel. Bit positions 4, 6, and 7 must be 0; bit position 5
must be 1.

Control

The control command is treated by the channel as a write-
type command. It is only at the device or control unit that
the true nature of the command can be decoded and exe-
cuted. The operations that can be initiated by a control
command and the control command codes are specified in
the functional description of each type of I/O unit.

A control command initiates a control operation at the
I/O device. Examples are backspacing, rewinding magnetic
tape, or positioning the access mechanism on a disk file.

For most control functions, the entire order is encoded in
the modifier bits of the command code and no control in-
formation is contained in the storage location specified by
the data address in the CCW. In some cases, such a multiple-
byte addressing for files, further information required for
the operation is obtained from main storage starting at the
data address specified in the CCW. The channel transfers
the additional data from main storage just as in a write
operation.

A command immediate operation results if the I/O device
needs no additional information to perform the operation
specified by the command byte from the channel. In this
case, the channel receives a status byte with the ‘channel end’
bit active as soon as the command is decoded by the control
unit and I/O device. The channel is not required to access
main storage for additional data. No incorrect length indi-
cation condition is detected by the channel regardless of the
fact that a CCW specifying a control command must not
contain a count of zero. Whether a control function is per-
formed as a command immediate operation or not depends
on the operation and the type of device.

A CCW indicating a control operation is inspected for the
CDA, CC, SILI, and PCI flags. The skip flag is ignored by
the channel. On a command immediate operation, the
presence of the CC flag causes the channel to perform a
chain command operation, but the presence of the CDA flag
suppresses chaining whether the CC flag is on or off.

Command register bit positions 0 through S can contain
modifier bits which are meaningful to the I/O device but not
to the channel. Bit positions 6 and 7 must be 1 to indicate a
control operation. A special case involving a control com-
mand has been defined for all I/O devices. If the control
command code bits O through 5 are 0’s and bits 6 and 7 are
1’s, the command is defined as a No Operation command.
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A No Operation command is handled by the channel exactly
as any other control command. The I/O unit, however,
initiates no operation, but responds to the command by
sending an ending status byte back to the channel.

Transfer in Channel

The channel performs a ‘transfer in channel’ (TIC) operation
when a CCW is received by the channel which specifies a TIC
command. The TIC operation is performed by the channel
to fetch a new CCW from the storage location specified by
the data address field of the TIC CCW; i.e., the channel
branches to a new chain of CCW’s in main storage.

When the TIC CCW is received by the channel, the chan-
nel checks the CCW for proper program formatting and
gates the TIC.CCW data address field from the SBO lines
into the data address register. Assuming no formatting er-
ror is detected by the channel, the channel activates the
‘storage request’ signal to the BCU interface. When the
‘BCU response’ signal is received by the channel, the
channel gates the data address register contents to the SAB;
as previously stated, the data address specifies the address
of the next CCW to be fetched by the channel.

While the channel is fetching the new CCW, the channel
increments contents of the data address register by 1 (the
equivalent of eight bytes) by gating the data address register
contents to the adder. Subsequently, the channel gates
the updated address from the adder into the command ad-
dress register where it is available for use in fetching subse-
quent CCW’s if chaining is indicated by the new CCW,

When the channel receives the ‘BCU advance pulse’ sig-
nal, it delays the signal until the new CCW is on the SBO
lines. When the CCW is available, the channel checks it for
proper program formatting and gates the CCW information
into the appropriate channel registers. A detected error in
the new CCW causes a program check condition in the chan-
nel and causes the channel to end the operation. Assume
that no error is detected. In this case, the channel proceeds
with operations to establish the new CCW in the channel in
the same manner as for any other non-TIC CCW.

A valid TIC operation may be performed by the channel
during either a chain command operation or a chain data
operation. However, certain restrictions (dictated by archi-
tectural requirements and channel design) are placed upon
the use of TIC CCW’s. The restrictions are (1) the first
CCW fetched by the channel must not contain a TIC com-
mand; and (2) the channel (while chaining) must not receive
two consecutive CCW’s with TIC commands. If either re-
striction is violated, the channel detects a program check
condition and terminates the operation in progress. The
channel terminates the operation by causing an interrupt
condition in the channel and activating the ‘interrupt request
signal to the CPU interface. When the channel receives an
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‘interrupt response’ signal (via the CPU interface) it stores
the CSW with the program check bit active and sends the
‘release’ signal to the CPU interface.

A TIC CCW received by the channel contains the follow-
ing: (1) an address field (SBO bits 8 through 31) in which
the three low-order bits (29 through 31) must be all zeros
to specify doubleword boundaries for the next CCW (if
these bits are not all 0’s, the channel detects a program
check condition); (2) bits O through 3, which are ignored by
the channel; (3) a TIC command in the command field
(command register bit 4 equals a logic 1 and bits O through
3 and 5 through 7 equal logic 0’s); and (4) the remaining
CCW bits which are ignored by the channel. A TIC CCW
can have a count field of zero, since the count field is not
gated into the channel and checked for a ‘not all 0’s’ error
condition.

Note: The channel performs a pseudo TIC operation to
fetch the first CCW of a start I/O operation (after fetching
the CAW). However, the TIC operation performed in this
case is forced by the channel in order that the channel may
use the data address register contents (obtained from the
CAW) to fetch the first CCW. This operation is not to be
confused with a TIC operation initiated as a result of the
channel receiving a CCW with a TIC command.

Data Address Chaining

Chain data operations are performed by the channel when
the CDA flag in the current CCW is active and the channel
nears completion of the read-type or write-type operation
specified by the current CCW. Chain data (CDA) operations
are programmed to allow the channel to access different
areas of main storage when storing or fetching blocks of
data from or to the same I/O device.

When the channel receives a CCW with an active CDA
flag, the channel first controls the read-type or write-type
operation specified by the command in the CCW. For read
CDA operations, the channel assembles doublewords from
the control unit in the B-register, transfers the B-register
contents to the A-register and stores the A-register contents
as during a normal read operation. When the last double-
word of the current CCW is assembled in the channel, the
channel stores the doubleword and then fetches a new CCW.
While the channel is fetching the new CCW, the channel may
continue to receive data bytes from the I/O device, and as-

semble these bytes in the channel’s B-register.
When the new CCW is received by the channel, the chan-

nel gates the flag, data address, and count fields from the
CCW into the respective channel registers and then estab-
lishes the CCW in the channel. Successful read CDA oper-
ations performed by the channel depend upon the number
of bytes received from the I/O device by the channel while



the CCW was being fetched, as well as the count value from
the new CCW and doubleword, or byte boundary specified
by the three low-order bits of the data address from the

new CCW. If the bytes received by the channel are not com-
patible with the count value and/or low-order data address
bits, the channel detects a chain check condition to termin-
ate the operation. In any event, if the channel receives more
than 16 bytes from the I/O device before the new CCW is
established in the channel, the channel detects an overrun
condition; this also results in a chain check condition and
terminates the read CDA operation. If an error or check
condition is not detected during the read CDA operation,
the channel continues to control the transfer of data from
the 1/O device to main storage using the control information
obtained from the new CCW.

For a write CDA operation, the channel fetches the new
CCW from main storage after the last doubleword of the
current CCW is received by the channel. While the CCW is
being fetched, the channel continues to transfer data bytes
specified by the current CCW to the I/O device. When the
new CCW is obtained by the channel, the CCW is established
in the channel as described for a read CDA operation. How-
ever, for the write CDA operation, the count value and low-
order address bit comparisons performed for the read CDA
operation are not performed, since the data from the previ-
ous CCW is already in the channel and being transferred to
the [/O device. Assuming the new CCW is established in the
channel without error, the channel can begin fetching a
doubleword from main storage for the new CCW while the
channel completes the transfer of data from the previous
CCW. When the last data byte of the previous CCW is trans-
ferred to the 1/O unit, the control information from the new
CCW is used by the channel to begin transferring data speci-
fied by the new CCW to the control unit.

For both the read CDA and write CDA operations, the
channel continues chaining operations until a CCW is ob-
tained by the channel without an active CDA flag.

Command Chaining

The channel performs chain command operations to control
successive I/O operations with the same 1/O device; chain
command operations are performed by the channel under a
single start I/O instruction.

From the standpoint of the I/O device, a chain command
CCW applies to an entire data block rather than a portion of
the block. For example, if a chain command CCW specifies
that 500 bytes are to be read from a data block of 1500
bytes, the next CCW will not specify that the remaining
1000 bytes be read; i.e., the I/O device continues to the end
of the data block, stops, and waits for the next command
from the channel.

The channel initiates a chain command operation when
(1) the CC flag is active, (2) the CDA flag is inactive, and
(3) the channel receives a status byte with the device end bit
active. When these conditions are present, the channel per-
forms operations to disconnect the control unit from the
1/0 interface. After the I/O interface disconnect operation,
the channel performs parallel operations to reselect the 1/O
device and fetch the next CCW from the sequential address
location contained in the channels command address register.

When the CCW has been received from main storage and
established in the channel and the I/O device has been suc-
cessfully reselected, the channel sends the command from
the new CCW to the control unit. (With the CCW established
in the channel, the channel is prepared to control any opera-
tions required by the new command.) When the control
unit and I/O device decode the command, the control unit
responds by sending the channel a status byte. The channel
then examines the status byte for an all zeros condition
(control unit and I/O device ready to perform the com-
mand). If the all zeros condition is present, the channel
commands the control unit to remove the status byte from
the ‘bus-in’ lines and begin the operation specified by the
command. If data transfer operations (read-type or write-
type) are involved, the channel controls the transfers as for
a normal read-type or write-type operation. The channel
continues to perform chain command operations until a
CCW without a CC flag (and inactive CDA flag) is received.
After the operation specified by this CCW is completed,
the channel terminates the chain command operations by
activating the ‘interrupt request’ signal to the CPU interface.
When the ‘interrupt response’ signal is received, the channel
stores the CSW and sends the ‘release’ signal to the CPU
interface.

The channel performs chain command operations only if
no unusual conditions are detected in the operation speci-
fied by the current CCW. If a condition such as a data check
or incorrect length (with the SILI flag inactive) is detected,
the channel terminates chain command operations. In addi-
tion, errors detected during the actual chain command oper-
ation (such as a detected interface control check, channel
control check or program check condition) cause the chan-
nel to terminate the chain command operation.

The sequence of chained CCW’s can be changed by the
1/O device. This occurs when the control unit presents the
channel with a status byte containing the status modifier
and device end bits. The combination of the status modifier
bit, device end bit, active CC flag and inactive CDA flag
causes the channel to increment the command address regis-
ter contents by eight bytes before fetching the next CCW.
This means that the next CCW will be fetched from a main
storage address location 16 bytes higher than the address
from which the current CCW was obtained. Thus, the I/O
unit can cause the channel to “jump” one CCW in the se-
quence of CCW’s when chain command operations are per-
formed.
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Skipping

Skipping operations prevent the channel from storing infor-
mation in main storage. Only the read, read backward, and
sense operations are affected, Channel skipping operations
are performed only if the skip flag is active in the channel’s
flag register.

During channel skipping operations, data is transferred
from the control unit into the channel as during normal read-
type operations. All channel read-type operations are per-
formed, except that the channel does not activate the ‘stor-
age request’ signal to access main storage. The overall re-
sult of the skipping operation is that the channel receives
the data specified by the CCW count, holds the data in the
A-register briefly, and then resets the A-register; i.e., the
data is lost. _

For chain command operations, an entire block of data
from the I/O device is skipped. However, on chain data
operations a selected portion of a data block may be
skipped, a new CCW fetched by the channel, and the next
portion of the data block stored in main storage. Thus,
channel skipping operations provide the programmer with a
method of storing only selected data blocks or portions of
data blocks during chaining operations.

Test I/O

The Test I/O instruction is normally issued to the channel
to clear a channel interrupt condition pertaining to a speci-
fic I/O device or to test the status of a specific I/O device.
Channel test I/O operations are dependent upon conditions
in the addressed channel and/or the addressed I/O device at
the time the Test I/O instruction is issued.

A test I/O operation is initiated at the channel when the
channel receives a “test I/O’ signal, “select channel’ signal
and unit address via the CPU interface. If the channel is
engaged in another operation (busy) when the test 1/O in-
struction is initiated, the channel sends condition code 2
and a ‘release’ signal to the CPU interface to end the test
I/O operation.

If the channel contains an interrupt condition, the test
I/O unit address is compared with the unit address in the
unit address register. If the unit addresses do not compare,
the channel sends condition code 2 and the ‘release’ signal
to the CPU interface; i.e., the interrupt condition does not
pertain to the I/O device addressed by the Test I/O instruc-
tion, and the interrupt condition remains pending in the
channel.

If the unit addresses compare, the channel stores the
CSW, thereby clearing the interrupt condition. After the
CSW is stored, the chatnnel ends the test I/O operations by
sending condition code 1 and the ‘release’ signal to the CPU
interface.
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If the channel is not busy and does not contain an inter-
rupt condition, the channel attempts to select the 1/O de-
vice specified by the test I/O unit address. If the selection
attempt is successful and the status byte from the control
unit is all zeros (I/O device available for operation), the
channel ends the operation by sending condition code O and
the ‘release’ signal to the CPU interface. If the IfO device is
busy or the channel detects an error condition during the
selection attempt, the channel stores the CSW in main stor-
age location 64 (decimal) and ends the test 1/O operation by
sending condtion code 1 and the ‘release’ signal to the CPU
interface. If the I/O device is unavailable, the channel sends
condition code 3 and the ‘release’ signal to the CPU inter-
face to end the test I/O operation. The CSW, when stored,
identifies any error condition detected during the test I/O
operation, while the condition codes identify channel and
1/O device conditions detected by the Test I/O instruction.
A summary of the test I/O condition codes and their mean-
ing follows:

Condition Code 0 — means that both the channel and
I/O device are available for an operation.

Condition Code 1 — means that the test I/O operation
resulted in the channel storing the CSW. The interrupt
conditions indicated in the CSW were reset in the I/O
device and cleared in the channel if the interrupt condi-
tions pertained to the addressed device. The presence
of the unit check, channel control check, or the inter-
face control check bits in the absence of the channel end
or device end bits can be due either to a condition
caused by the preceding operation or to an equipment
error detected during execution of the test I/O opera-
tion. A busy bit indicates a busy 1/O device if present
alone, or a busy control unit if the status modifier bit
is also present.

Condition Code 2 — indicates that no action has been
taken by the channel because the channel is actively
working on a previously initiated command, or has an
interrupt condition pending from some device other
than the device addressed by the test I/O operation.

Condition Code 3 — indicates that the channel, control
unit or I/O device is unavailable (not attached to the
system, has power off, is not meter enabled, or has a
malfunction preventing normal operation).

Halt 1/0

The Halt I/O instruction is normally issued to the channel to
terminate a channel operation and cause the channel to dis-
connect the operating I/O device from the 1/O interface.
Channel halt I/O operations are dependent upon conditions
in the addressed channel and/or the addressed I/O device at
the time the Halt I/O instruction is issued.



A halt I/O operation is initiated at the channel when the
channel receives a ‘halt I/Q’ signal, a ‘select channel’ signal
and a unit address via the CPU interface. If the channel con-
tains a pending interrupt condition, the channel immediately
ends the halt I/O operation by sending condition code 0 and
a ‘release’ signal to the CPU interface. The interrupt condi-
tion remains pending in the channel,

If the channel is not busy, the channel attempts to select
the 1/O device addressed by the halt 1/O unit address. ‘If
the I/O device is not available (indicated when the channel
receives a ‘select in’ signal during the selection attempt), the
channel terminates the halt I/O operation by sending condi-
tion code 3 and the ‘release’ signal to the CPU interface.

If the channel determines that the I/O device is available (an
all zeros status byte is received from the addressed I/O de-
vice), the channel performs operations to disconnect the I/O
device from the I/O interface. Subsequently, the channel
activates the ‘storage request’ signal for the purpose of stor-
ing the CSW. After the CSW is stored, the channel termin-
ates the halt I/O operation by sending condition code 1 and
the ‘release’ signal to the CPU interface.

If the channel is working (busy), the Halt I/O instruction
causes the channel to disconnect the operating I/O device
from the 1/O interface. The channel accomplishes this by
activating the ‘address out’ signal and after a specified
period, deactivating the ‘select out’ signal. The control unit
recognizes this signal sequence by deactivating all I/O inter-
face signals to the channel. Meanwhile, the channel activates
the ‘interrupt request’ signal to the CPU interface. The
channel then terminates the halt I/O operation by sending
condition code 2 and the ‘release’ signal to the CPU inter-
face. The channel interrupt condition remains pending.

When the channel receives a Halt 1/O instruction while
performing an I/O device reselection sequence during a
chain command operation, channel operations continue un-
til the initial status byte is received from the control unit.
The channel then activates the ‘interrupt request’ signal and
ends the halt I/O operation by sending condition code 2
and the ‘release’ signal to the CPU interface.

A summary of the condition codes generated for a halt
1/O operation and their meaning follows:

Condition Code 0 — means that an interrupt condition is
pending in the channel.

Condition Code 1 — indicates that the channel and unit
status bytes portion of the CSW was stored.

Condition Code 2 — indicates that an I/O operation was
halted by the Halt I/O instruction and that the channel
has an interrupt condition pending.

Condition Code 3 — indicates that the channel control
unit or 1/O device was found to be unavailable (not at-
tached to the system, power off, meter disabled, in the
test mode, or contains a malfunction which precludes
normal operation).

Test Channel

The Test Channel instruction is issued to the channel to
determine the condition of the channel, The Test Channel
instruction is initiated when the processor activates the
‘test channel’ and ‘select channel’ signals to the channel.

Note: If the channel is unavailable, the CPU internally
generates condition code 3 and the ‘release’ signal to end
the test channel operation.

Since no I/O device selection is required by the Test
Channel instruction, a unit address is not sent to the chan-
nel. In the channel, test channel operations test, but do
not alter, the state of the channel. Upon receipt of the
‘test channel’ signal and ‘select channel’ signal, the channel
generates one of three condition codes and sends a ‘release’
signal to the CPU interface to end the test channel operation.
(Recall that the fourth condition code is generated by the
processor if the channel is unavailable; in this case, the ‘test
channel’ and ‘select channel’ signals are not sent to the chan-
nel). The condition codes are stored in the processors PSW
for program reference, if required.

A summary of the condition codes generated for a test
channel operation and their meanings follows:

Condition Code 0 — the channel is not engaged in an
operation and does not contain a pending interrupt
condition.

Condition Code 1 — the channel contains an interrupt
condition that will cause the CSW to be stored when
the processor provides the channel with an ‘interrupt
response’ signal.

Condition Code 2 — the channel is performing an oper-
ation started by some previous instruction.

Condition Code 3 — the channel is unavailable (not at-
tached in the system, has power off, is meter disabled,
is in the test mode, or contains a malfunction precluding
system operation.)

Channel Ending Operations

e An ending sequence (sequence 5) causes an interrupt
condition.

e The interrupt condition can be cleared by an ‘interrupt
response’ signal to the channel in response to an ‘inter-
rupt request’ signal from the channel.

¢ Information pertinent to the channel is stored in main
storage in the CSW where it is available for use by the
program.
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o The CSW contains the channel and unit status bytes, the
command address from the channels command address
register, and the count from the count register.

o Information in the CSW is an indication of the conditions
under which an operation was terminated, whether the
operation was completed, and (if not completed), the ex-
tent of the operation performed.

A channel ending sequence may be initiated during a start
1/0, test /0O, halt I/O, or IPL operation due to detection of
an error condition, nonselection of an I/O device, or com-
pletion of the operation.

The purpose of the channel ending sequence (sequence 5)
is to terminate the operation in progress, and where applica-
ble, send a condition code and ‘release’ signal to the CPU
interface. Depending upon the condition which caused the
channel to enter the sequence 5 routine, the channel may or
may not enter an interrupt routine to store the CSW.

The channel enters a sequence 5 ending routine for any
of the following reasons:

1. A program check condition is detected during initia-
tion of start I/O operation.

2. The initial status byte from control unit does not
equal all zeros on a device selection routine.

3. Aninterface control check condition is detected
(Refer to “Interface Control Check” in Chapter 6).

4. The control unit is found to be busy (control unit
busy condition) during a device selection sequence.

5. A channel control check condition is detected. (Refer
to “Channel Control Check” in Chapter 6.)

6. A chain check condition is detected. (Refer to “Chain
Check” in Chapter 6.)

7. A program check condition is detected. (Refer to
“Program Check” in Chapter 6.)

8. The channel receives a ‘status in’ signal during a read-
type or write-type operation before the operation
specified by the CCW is complete.

9. The channel receives a ‘storage protect check’ signal
or ‘invalid address check’ signal while controlling a
store or fetch operation.

10. The channel operation is successfully completed and

the channel is to end the operation.
11. The channel is unable to perform the operation initi-

ated by the processor. (The channel may be working
on a previously initiated operation or may contain a
pending interrupt condition.)

Depending upon which event caused the channel to enter
the sequence 5 ending routine, the channel performs opera-
tions to: (1) disconnect the I/O device from the 1/O inter-
face, if the device is connected; (2) calculate a residual
count value if a read-type or write-type operation was pre-
maturely terminated and the SILI flag is inactive; (3) send
condition code 2, or 3 and a ‘release’ signal to the CPU in-
terface if the channel or I/O device is busy or unavailable
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(respectively); and/or (4) enter an interrupt routine for the
purpose of storing the CSW if the operation was terminated
under conditions requiring storage of the CSW. (For exam-
ple, an interface control check, channel control check, pro-
gram check, invalid storage address, storage protect check,
or control unit busy condition during a start I/O operation
causes the channel to enter an interrupt routine to store
the CSW).

In summary, the channel enters a sequence 5 ending se-
quence to terminate an operation that has just been initiated,
is in progress, and is terminated by detection of an error
condition, or has been successfully completed.

1/O Interrupts

I/0O interrupt conditions provide a means for the processor
to change state in response to conditions in the channel or
attached I/O devices. Interrupt conditions can be caused by
detected errors (in the channel, control unit, or I/O device),
by the ending of an I/O operation, or by operator interven-
tion at the I/O device.

The channel processes all interrupt conditions by issuing
an ‘interrupt request’ signal to the CPU interface. If an I/O
device contains an interrupt condition, the device attempts to
send a ‘status in’ signal and status byte to the channel to
cause an interrupt condition in the channel. /O device in-
terrupt conditions are: channel end, device end, attention,
control unit end, unit check or unit exception. If the chan-
nel receives a status byte when the CC flag is active, the
channel end and device end bits are not considered interrupt
conditions unless accompanied by one of the other status
interrupt bits. The channel interprets the unit check and
unit exception bits as an interrupt condition only when these
bits are active in the initial status byte obtained during selec-
tion of an I/O device. Once the channel has selected an I/O
device and commenced operations specified by the com-
mand, the unit check and unit exception bits will appear
only in a status byte in which the channel end, control unit
end or device end bit is active. In this case, the unit check
and unit exception bits are interpreted by the channel as an
interrupt condition.

Either a program controlled interruption (caused by an
active PCI flag) during data transfer or the execution of a
Halt I/O instruction can cause the channel to activate the
‘interrupt request’ signal without ever having received the
ending status byte from the I/O device. If the channel de-
tects a program check condition while starting a chain com-
mand operation, a channel-generated Test I/O command is
sent to the control unit. The channel then receives a status
byte from the control unit and activates the ‘interrupt re-
quest’ signal to the CPU interface. The unit status byte may
or may not contain all zeros.

If the channel is not engaged in an operation and does not
have an interrupt condition pending, the channel polls the



attached control unit for an interrupt condition. If a con-
trol unit has a pending interrupt condition, it responds by
sending first the unit address byte and then the status byte
to the channel. The channel then stacks the status byte

back to the control unit and activates the ‘interrupt request’
signal to the CPU interface. If the channel then receives an
‘interrupt response’ signal (via the CPU interface), the chan-
nel reselects the I/O devices to obtain the stacked status byte
and store the CSW.

Interrupt Priority

Channel ‘interrupt request’ signals are not synchronized
with the activity in the processor and an interrupt condition
can be pending from more than one I/O device on a given
channel at the same time, The priority among the devices
on any one channel is determined by cabling when the de-
vices are installed on the channel. The first device to receive
and respond to the ‘select out’ signal when the channel is
polling has the highest priority. Interrupt priority among
the channels is determined at CPU. The lowest-numbered
channel with an outstanding interrupt condition has top
priority unless masked. For example, channel two would
have priority over channel three. The status condition that
caused the channel to activate the ‘interrupt request’ signal
is held at the I/O device or in the channel until the channel
receives an ‘interrupt response’ signal via the CPU interface.
An interrupt condition is never intentionally lost.

An interrupt condition can be cleared only when the
channel to which the device is attached is not masked by
the program at the processor, and after the execution of the
current instruction in the processor ends. If a masked chan-
nel accepts status for an interrupt condition from an I/O
device, the interrupt condition is cleared immediately after
the end of the processor instruction that removes the mask,
and before the next processor instruction is executed. If
more than one channel is unmasked at the same time, the
interrupt condition is cleared from the channel that has the
highest priority among those with active ‘interrupt request’
signals, If the I/O device status byte for an interrupt condi-
tion is not in the channel by the time the mask is removed,
the interrupt condition cannot be cleared immediately after
the end of the instruction that removes the mask. This delay
can occur regardless of how long the ‘interrupt’ condition
has existed in the I/O device.

Program Controlled Interruption

The PCI flag permits the program to cause an I/O interrupt
condition in the channel while the channel is performing
an I/O operation. The PCI operation functions as a pro-
gramming aid; its prime purpose is to give an indication
rather than directly control an operation.

The PCI operation is initiated in the channel by the pre-
sence of an PCI flag obtained from the CCW. The PCI flag
can be in the first CCW specified by a Start I/O instruction
or in any later CCW fetched during chaining operations.
Whenever the PCI flag is on in the current CCW, the channel
attempts to interrupt the program for the purpose of stor-
ing the CSW as soon as possible after starting a data transfer
I/O operation. Neither the presence of a PCI flag or suc-
cessful performance of the interrupt routine by the channel
prevents the channel from executing the current I/O opera-
tion. The CSW can be stored by a channel controlled PCI
operation while the I/O operation being performed by the
channel is in progress; a CSW containing the PCI bit indi-
cates to the program how far the channel I/O operation had
proceeded when the CSW was stored. If the pending PCI
operation is not performed while the channel I/O operation
is in progress, the CSW is stored at the end of the I/O opera-
tion with the normal ending conditions indicated, and the
PCI bit is active.

When the PCI bit causes the channel to store the CSW
before an I/O operation is complete, the channel end bit in
the CSW in inactive. If the PCI CSW is stored during an
I/O operation and the channel detected data errors in the
operation before the ending CSW is stored, the channel data
check bit is inactive. The PCI CSW store operation, stores
only the PCI bit; no other channel status bits are stored. An
error condition in the channel is not reset when the channel
stores a PCI CSW; at the end of the operation, the CSW is
stored again. This CSW contains the channel status bits with-
out an active PCI bit if the PCI was previously honored. The
command address in the CSW identifies the storage location
of the next sequential CCW. Presence of the channel end
bit with an active PCI bit indicates to the program that the
operation is ended, and that the PCI condition was not hon-
ored before the ending interrupt occurred.

If a channel chaining operation occurs before the PCI flag
causes the CSW to be stored, the PCI condition remains ac-
tive in the channel when the new CCW is received. This
applies to both chain data and chain command operations.
The PCI flag condition is not changed by a channel TIC oper-
ation during chaining. If a new CCW is fetched with the
PCI flag active before the PCI CSW is stored as a result of a
previous PCI flag, the channel attempts to store only one PCI
CsSw.

The channel checks for an active PCI flag on every CCW
except a TIC CCW. On a TIC CCW, flags are not gated to
the flag register and the flags from the preceding CCW re-
main in the channel. The PCI flag is ignored by the channel
during all IPL operations.

Test Facilities

The selector channel test facilities are designed to pro-
vide methods for determining what channel areas should be
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tested and what portions of the over-all system should be
included in the test.

The primary channel test facilities consist of the logout
function and the test mode function. The logout function
provides the channel with a means of storing three logwords
during channel auto-mode operations. The three logwords
are stored in main storage (starting at location 304, decimal)
only when the channel CE panel LOG ON MACH CHK
switch is on and the channel detects a channel control check
or interface control check condition. When these conditions
exist, channel operations are stopped and the channel sends
an ‘interrupt request’ signal to the CPU interface. When the
channel receives an ‘interrupt response’ signal, the three log-
words are sequentially stored by the channel. The logwords
contain information pertinent to channel conditions at the
time the check condition was detected. At the customer’s
option, the logwords can be printed out to provide a visual
indication of these conditions.
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The test mode function is manually initiated at the CE
panel and allows the customer engineer to use the CE panel
controls to simulate various channel operations. If the LOG
ON MACH CHK switch is on during test-mode operations,
channel detection of either a channel control check, interface
control check, or channel data check causes the channel to
stop operations. In this case, the three logwords are not
stored, but channel conditions are displayed on the channel’s
CE panel indicators. The channel remains in the stopped
condition until reset.

Other CE panel controls allow the customer engineer to
operate the channel to simulate the 1/O interface or to sim-
ulate storage. Either or both simulation operations may be
performed, or the channel may be switch-controlled to
access main storage or an attached I/O device. Most oper-
ations normally initiated by the processor can be simulated
in the test mode using the CE panel switches. (While in the
test mode, the channel is electrically disconnected from the
CPU interface.)



This chapter describes the logic units composing the 2860
Selector Channel. Each functional unit is described separ-
ately. Simplified diagrams, flow charts, and timing charts
are included where necessary to aid in the understanding of
unit operations and/or unit timing. Where necessary, refer-
ences are made to diagrams in the FEMDM for the 2860
Channel Selector.

UNIT ADDRESS REGISTER

The unit address register is a nine-bit register (eight bits plus
parity) which receives and stores the address of the I/O unit
involved in a current I/O operation. Once the unit address
is stored in the register, it is available for outgating or com-
parison purposes during the course of an operation.

Block Diagram Description

o Unit address byte gated to unit address register from:
1. “Unit address bus out’ lines (start 1/O, test 1/O, halt
I/O channel free, IPL and FLT operations).

CHAPTER 2. FUNCTIONAL UNITS

2. ‘Bus in’ latches for I/O interrupt.
3. CE panel UNIT ADDRESS switches during test mode
operations.

o ‘Address compare’ logic compares address in ‘bus-in’
latches with address in unit address register during setup
routine; mismatch indicates wrong device responded and
interface control check condition results.

o ‘Unit address compare’ logic compares address on ‘unit
address bus out’ lines with address in unit address register
during test I/O operation with interrupt condition in
channel. Mismatch results in CC2 to CPU; match causes
test I/O operation to clear pending interrupt.

o Unit address register outputs supplied to:
1. “‘Bus out’ latches for I/O device selection.
2. SBI lines for storage during logout or IPL end opera-
tions.

The unit address register and associated ingate logic, ingate
powering logic, comparison logic, and ‘unit address bus in’
gating logic are shown in Figure 2-1.

Data Bus
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Unit Unit Address
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From B Data Bus In (8+P) Compare .
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From CPU  Unit Address Bus Out (8 +P) Register
Interface Ingate
CE Panel UNIT Logic
ADDRESS 8+P)
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XS121 0 74P = To Bus Out
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Gate Reg »-To Bl Gating
Unit Address Unit Data Bus In 0 (+p) 7 Logic
Ingate Control Add'ress g 0 7+P
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Figure 2-1. Unit Address Register, Gating Logic and Comparison Logic, Block Diagram.
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The unit address byte is gated into the unit address regis-
ter from one of three sources. The three sources, and the
operations associated with the gating from each source, are:
(1) the CPU interface from the ‘unit address bus out’ lines
for start I/O, test I/0, halt I/O (with channel free), IPL or
FLT operations; (2) the I/O interface via the ‘bus in’ latches
(‘data bus in’ lines) upon an I/O interruption; and (3) the
CE panel UNIT ADDRESS switches during simulate CPU
test mode operations. Unit address ingating is accomplished
at the ‘unit address register ingate’ logic as determined by
the position of the AUTO/TEST switch on the CE panel,
and gating signals from the ‘unit address register ingate
powering’ logic. With the AUTO/TEST switch in the AUTO
position, the ‘unit address bus out’ lines are ingated when the
‘gate unit address out’ signal is generated; in the TEST posi-
tion, the ‘gate unit address out’ signal ingates the contents of
the UNIT ADDRESS switches. The ‘data bus in’ bits are
ingated when the ‘gate data bus in’ signal is generated.

Once the unit address register is loaded, the contents may
be gated to the CPU interface or 1/O interface and are also
available for comparison with a unit address byte from the
CPU interface or I/O interface depending upon the current
channel operation.

Two comparison operations are performed in the chan-
nel; an address comparison, and a unit address comparison.
The address comparison is performed by the ‘address com-
pare’ logic and is a bit-to-bit comparison of the unit address
register contents and the data on the ‘data bus in’ lines from
the ‘bus in’ latches. The results of this comparison are mon-
itored by the channel during a setup operation involving
selection of an I/O device by the channel. If the correct
1/0 device has been selected, the unit address byte from the
‘bus in’ latches and the unit address register are identical.

In this case, the ‘data bus compare check’ line is inactive,
and the setup operation is allowed to continue. If the ad-
dress comparison is not successful, the ‘data bus compare
check’ line is activated and, when gated during the setup op-
eration, results in an ‘interface control check’ condition
which terminates the current I/O operation,

The unit address comparison is performed by the ‘unit
address compare’ logic and is a bit-to-bit comparison of the
unit address from the CPU interface (‘unit address bus out’
lines) and the contents of the unit address register. The
comparison results are monitored by the channel during a
Test I/O instruction. If the unit addresses do not compare,
the ‘unit address check’ line is activated to indicate that the
channel contains a pending interrupt from an 1/O device
other than the one specified by the Test I/O instruction.

In this case, the appropriate condition code is sent to the
CPU and the test I/O operation is terminated. If the ‘unit
address check’ line is not active, the test I/O operation con-
tinues, and the address byte on the ‘unit address bus out’
lines is gated into the unit address register. The unit ad-
dress register contents are supplied to the ‘bus out’ latches,
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the ‘storage bus in’ gates, or the ‘unit address bus in’ gates
depending upon the operation in progress.

The ‘bus out’ latches receive the unit address register
contents when selection of the I/O device is required during
a Start I/O, Test I/O, Halt 1/0, IPL or FLT instruction.
After gating into the ‘bus out’ latches, the unit address is
subsequently presented to the control unit on the ‘bus out’
lines and is used by the control unit to select the addressed
1/0 device.

The unit address register contents are gated to the ‘stor-
age bus in’ (SBI) lines for a logout operation (during storage
of log word 2) or at the end of an IPL operation. In the
case of the logout operation, the unit address identifies the
1/0 device with which the channel was working prior to the
logout operation. In the case of the IPL operation, the unit
address identifies the I/O device which handled the IPL
operation.

Diagram 4-1, FEMDM, summarizes the ingating, compar-
ison, and outgating operations associated with the unit ad-
dress register.

Detailed Description

Simplified logic for the unit address register and associated
ingating logic, comparison logic, and outgating logic is
shown in Diagram 4-2. Ingating logic, the unit aadress regis-
ter, comparison logic, and outgating logic are described
separately in the following text.

Ingating Logic

o ‘Gate BI to UAR’ signal activated by polling interrupt
operation to gate address from ‘bus in’ latches to unit
address register.

e ‘Polling interrupt request’, ‘address in’, ‘T2’, and ‘not
T3’ signals activate ‘gate bus in’ signal.

e ‘Gate bus in’ signal activates ‘machine reset or ingate
reset’ signal (reset unit address register) and turns on
‘bus in to register’ latch (gate address byte from ‘bus in’
latches to unit address register).

e ‘Gate UAB to UAR’ signal activated by ‘turn on setup
IPL’, ‘fetch CAW’, or “test I/O or halt I/O and select in’
signal to gate address from ‘unit address bus out’ lines
into unit address register.

e Active ‘CPU accept interrupt’ signal inhibits ‘gate UAB
to UAR’ signal.

Ingating to the unit address register is performed at the ‘unit
address register ingating’ logic under control of signals from
the ‘unit address register ingate powering’ logic and from the



AUTO/TEST switch on the CE panel. The ‘unit address
register ingate’ logic receives unit address bits from three
sources; the ‘data bus in’ lines from the ‘bus in’ latches, the
UNIT ADDRESS switches on the CE panel, and the ‘unit
address bus-out’ lines from the CPU interface.

The “data bus in’ lines are connected to eight ‘bus in’
ANDs which are gated by the ‘gate bus in to unit address
register’ signal (‘gate BI to UAR’ signal) from the ‘unit ad-
dress register ingating powering’ logic. Gating the ‘bus in’
ANDs causes a one level at any of the eight gates to turn on
the corresponding latch of the unit address register. The
‘gate BI to UAR’ signal is activated by a polling interruption.
When a control unit supplies the channel with an ‘address in’
signal as a result of a channel polling operation, the ‘polling
interrupt request’ signal from the ‘polling interrupt request’
latch is raised. This signal is AND’ed with the ‘address in’
signal and the ‘T2’ and ‘not T3’ clock signals to produce a
‘gate bus in’ signal. The ‘gate bus in’ signal has two func-
tions: (1) to produce a signal which resets the unit address
register; and (2) to set the ‘bus in to register’ latch which
produces the ‘gate BI to UAR’ signal. The reset signal
(‘machine reset or ingate reset’) is activated by OR’ing the
‘gate bus in’ signal. Shortly after the reset signal is presented
to the unit address register, the ‘bus in to register’ latch out-
put is presented to the ‘unit address bus’ gates and the bit
values on the ‘data bus in’ lines are gated to the unit address
register. However, the unit address register cannot latch
while the ‘machine reset or ingate reset’ signal is present.
The ‘machine reset or ingate reset’ signal is normally turned
off by the rise of the ‘T3’ clock signal. With the reset level
removed from the unit address register, the bit values pre-
sent at the output of the ‘bus in’ gates are latched into the
unit address register. The fall of the ‘machine reset or ingate
reset’ signal is delayed by logic and used to reset the ‘bus in
to register’ latch; the delayed reset of the ‘bus in to register’
latch ensures that the ‘bus in’ bits are present at the unit ad-
dress register latches for a sufficient time to permit latching.
The reset/set timing described above is shown in Figure 2-2.

Either the ‘unit address but out’ data or the contents of
the UNIT ADDRESS switches are available for gating to the
unit address register, depending upon the setting of the CE
panel AUTO/TEST switch and upon the condition of the
CPU clock and the channel metering logic.

The condition of the CPU and channel metering logic is
reflected by the ‘block program control’ signal. When the
‘block program control’ signal is present, channel operation
in the system is not permissible; in this case, the channel
may operate only in the simulate CPU mode. With the ‘block
program control’ signal inactive, the ‘auto mode’ level from
the AUTO position of the AUTO/TEST switch is AND’ed
to generate a ‘not simulate CPU’ level which enables nine
AND:s receiving the “‘unit address bus out’ bits from the CPU
interface. After AND’ing, the nine ‘unit address bus out’
bits are individually OR’ed and supplied to the nine ‘unit
address bus” ANDs. If the ‘block program control’ signal is
active, the contents of the UNIT ADDRESS switches are
AND’ed through nine gates by the ‘simulate CPU’ level. In
turn, these bit values are OR’ed to the same nine lines previ-
ously described for the ‘unit address bus-out’ bits.

At the ‘unit address bus’ gates, the unit address bits are
gated when the ‘gate unit address bus to unit address regis-
ter’ signal (‘gate UAB to UAR’ signal) is generated. This
signal, along with the ‘machine reset or ingate reset’ signal is
produced as a result of (1) a ‘turn on setup IPL’ signal,
which gates the unit address used to select the 1/O device
containing the IPL into the unit address register; (2) the
‘fetch CAW’ signal (result of a Start I/O instruction), which
gates the address of the I/O device that is to perform the
instructions into the unit address register; and (3) the ‘test
I/O or halt 1/O and select in’ signal in the absence of a ‘CPU
accept interrupt’ signal, which gates the address of the 1/0
device to be tested or halted into the unit address register.
In the latter case, the presence of a ‘CPU accept interrupt’
signal signifies one of the following: (1) that the CPU has
responded to a previous ‘interrupt request’ signal from the
channel; (2) that the channel is stopped with a logout ‘in-
terrupt request’ pending; (3) that a simulated ‘interrupt
response’ has been initiated at the CLEAR INTERRUPT
switch on the CE panel with the channel in the test mode;
or (4) that an interface reset is occurring. Any of the above
events has precedence over the Test I/O or Halt 1/O instruc-
tion and ‘unit address bus to unit address register’ ingating
is inhibited accordingly.

When ‘unit address bus out’ bits are gated to the unit
address register, the signal originating the gating causes
activation of the ‘machine reset or ingate reset’ signal and
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Figure 2-2. Unit Address Register Bus-In Gate Timing

address register latched.
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also turns on the ‘unit address bus to register’ latch. The
relative timing of the latch output (‘gate unit address out to
unit address register’ signal) and the reset signal is similar to
that previously described for the ‘data bus in’ gating.

Unit Address Register Logic

o Unit address register consists of nine latches (eight data
bits and one parity).

e Parity latches reset to 1 state: data latches to 0 state.
Gated logic 1 bit to data latch turns latch on; gated logic
0 bit to parity latch turns latch off.

The unit address register logic is shown in both block and
simplified form in Diagram 4-2, The register consists of nine
latches, eight data bit latches and one parity bit latch. With
the exception of the parity bit latch (‘unit address register bit
P’ latch), all latches are identical. A data latch is set to the 1
state by the coincidence of a logic 1 level and a gating signal
at either of the latch ingate ANDs. Prior to ingating, each
latch is reset by the ‘machine reset or ingate reset’ signal.
(See “Ingating Logic™ for timing of the reset and gating sig-
nals.) The parity bit latch is unique in that a reset signal to
the unit address register forces a 1 level into the parity bit
latch while resetting all other latches to 0; thus, the unit ad-
dress register maintains odd parity when reset. For ingating
operations, the absence of a parity bit (logic 1 level) at the
parity bit latch resets the latch and a logic O level is reflected
at the latch output.

Comparison Logic

e ‘Address compare’ logic activates ‘data bus in compare
check’ signal when ‘bus in’ bits and unit address register
bits do not match (on bit-to-bit comparison).

o ‘Data bus in compare check’ signal monitored only dur-
ing setup operation by ‘address in’ signal; active signal
terminates operation and inactive signal allows operation
to continue.

o ‘Unit address compare’ logic activates ‘unit address com-
pare check’ signal when unit address bus-out and unit
address register bits do not match (on bit-to-bit compar-
ison).

o ‘Unit address compare check’ signal significant on Test
1/0 instruction when channel is not working and inter-
rupt is pending. Active signal results in CC2 to CPU; in-
active signal causes test 1/O operation to clear interrupt.
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The ‘address compare’ logic and the ‘unit address compare’
logic (Diagram 4-2) each consist of nine sets of exclusive-
OR gates which feed a single OR gate. In the ‘address
compare’ logic, each exclusive-OR gate compares a bit from
the ‘data bus in’ lines with a corresponding bit from the
unit address register. If the two bits at any exclusive-OR
gate fail to match, the ‘data bus compare check’ signal is
activated. The ‘data bus compare check’ signal is only sig-
nificant during a setup operation initiated by a start /O,
halt 1/0, test I/O, chain command, IPL or FLT operation.
The ‘data bus compare check’ line is monitored after the
control unit supplies the channel with the unit address of
an I/O device and the address byte has been entered into the
channel’s ‘bus in’ latches (upon receipt of the ‘address in’
signal from the control unit). When monitored, an active
‘data bus compare check’ line causes turn-on of the ‘inter-
face control check’ latch to terminate the operation; if the
signal line is inactive, the operation continues.

In the ‘unit address compare’ logic, each exclusive-OR
gate compares a bit from the ‘unit address bus out’ lines with
a corresponding bit from the unit address register. If the
two bits at any exclusive-OR gate fail to match, the ‘unit ad-
dress compare check’ signal is activated. The ‘unit address
compare check’ signal is significant during a Test I/O instruc-
tion when an interrupt is pending in the channel and the
channel is not operating. If the ‘unit address compare check’

signal is inactive (indicating that the interrupt in the channel

pertains to the device addressed by the Test I/O instruction)
when the signal is monitored, the channel generates a ‘pseudo
accept’ signal and clears the interrupt from the channel; if
the ‘unit address check’ signal is active (and significant),
condition code 2 is sent to the CPU indicating that the
channel contains an interrupt which does not pertain to the
device addressed by the Test I/O instruction.

Unit Address Register Outgating Logic

The contents of the unit address register are presented to
the ‘bus out’ latches, the SBI gates, and the ‘unit address
bus in’ gates. The unit address register bits are gated into
the ‘bus out’ latches for subsequent transfer to the control
units upon start I/0, test 1/0, halt I/O, chain command, IPL
and FLT operations (Diagram 4-2). The unit address bits
are gated to the SBI lines for storage in main storage during
log word 2 of a logout operation or at the end of an IPL
operation. Bits O through 7 of the unit address register are
gated to SBI positions 24 through 31 on logword 2 and IPL
endings; the parity bit is gated to SBI position 56 on logword
3 only.

The unit address bits are gated to the CPU interface
through the ‘unit address bus in’ logic (Diagram 4-2) when
the CPU raises the ‘interrupt response’ signal to honor an



‘interrupt request’ signal previously initiated by the channel.
Outgating to the ‘uriit address bus in’ lines is accomplished
when the channel receives the ‘interrupt response’ signal
from the CPU; however, outgating is inhibited if the channel
is performing a test operation (‘simulate CPU’ or ‘simulate
accept interrupt’ signals), an interface reset operation is in
process, or a logout operation is to be performed (‘logout
interrupt’ signal). To preclude sending a “bad parity” ad-
dress byte to the CPU, the ‘unit address register outgating’
logic contains a parity generator which generates a unit ad-
dress parity generated bit for gating to the ‘unit address

bus in’ parity line. To generate the parity bit, the parity
generator receives bits O through 7 from the unit address
register.

CLOCK

e Clock can generate 8 sequential timing signals (‘TO
through ‘T7’).

e Each signal is 100 ns duration and stays active until
clock is turned off.

o Clock turned on when channel operation requires timing
signals.

o ‘Clock control’ latch turned on.

e If 150 ns since last clock sequence and ‘stop’ signal inac-
tive, ‘turn on clock’ signal output of ‘clock control’ latch
activates ‘“TO’ signal,

o Conditions activating ‘TO’ are delayed 100 ns; after delay,
‘T1’ latch is turned on producing ‘T1’ signal.

o ‘T1’ signal delayed 100 ns to turn on ‘T2’ latch; ‘T2’ sig-
nal delayed 100 ns to turn on ‘T3’ latch, etc.

o ‘Turn off clock’ signal activated when channel operation
requires absence of timing signals.

e ‘Clock control’ latch turns off and degates ‘TO’ signal;
‘not TO’ degates outputs of ‘T1° through ‘T7’ latches.

o Tumn-off of ‘clock control’ latch triggers 150 ns SS to in-
hibit ‘T1’ through ‘T7’ delay lines and turn off associated
latches.

e Active ‘stop’ signal prevents turn on, turn off, and further
generation of clock signals.

The channel clock produces timing signals which provide
internal timing for the channel. Clock timing signals control

the gating of channel registers and control lines, thereby
regulating data flow through the channel.

The clock is capable of producing eight sequential timing
signals designated ‘TO’ through ‘T7” (Figure 2-3). Each se-
quential signal that is generated rises 100 ns after the rise of
the preceeding signal and stays active until all activated tim-
ing signals are turned off. The status of the clock timing
lines is displayed on the CLOCK indicators (TO through T7)
on the CE panel.
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Figure 2-3, Channel Clock Sequencing

Clock operation is initiated by a ‘turn on clock’ signal
which is generated when a channel operation requires timing
signals. The clock is turned off by the ‘turn off clock’ signal
when the timing requirements for a particular operation
have been satisfied, or when the channel enters-a new oper-
ation requiring a new timing sequence.

Once started, the clock may be turned off at any time
during the generation of timing signals or may remain on an
indeterminate time after the T7 signal is generated. For the
logout operation and certain diagnostic operations, the clock
is prevented from advancing by a ‘stop’ signal. ‘While the
‘stop’ level is present the clock is prevented from turning on,
turning off, or advancing; clock operation is allowed to re-
sume when the ‘stop’ level is removed.

Positive logic for the clock is shown in Diagram 4-3. The
clock consists of the following logic circuits: (1) a ‘clock
control latch’ and associated logic which control clock turn-
on and turn-off times; and (2) seven timing latches (T1
through T7) each of which has an associated input control
AND, an input time delay circuit, and an output AND.

The clock is turned on by any of the events listed in Dia-
gram 4-3. Any listed event, in the absence of a ‘turn off” sig-
nal, turns on the ‘clock control’ latch. Providing the clock
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has been off at least 150 ns since the last clock sequence,
the ‘turn on clock’ level is AND’ed to produce the ‘TO’
signal. (A 150 ns period between clock turn-off and the
next clock sequence permits decay of delay-line signals
throughout the clock before a new sequence is initiated.)
As long as the “TOQ’ signal is active and a ‘not stop’ level is
present, the clock will continue to advance until the ‘T7’
signal is activated. To produce the ‘T1’ signal, the same
conditions which produced the ‘TO’ signal are AND’ed with
the ‘not stop’ level at the T1 latch ‘input AND gate’ logic.
After a delay of less than 100 ns, the ‘input AND gate’ sig-
nal turns on the T1 latch and the resulting output is AND’ed
with the ‘TO’ signal at the T1 latch’ output AND gate’ logic
to produce the ‘T1’ signal. In a similar manner, signals ‘T2’
through ‘T7’ are produced, with the generation of each sig-
nal dependent upon the presence of the preceding timing
signal (‘T1” signal required to produce the ‘T2’ signal, ‘T2’
signal required to produce the ‘T3’ signal, etc.) and the ‘not
stop’ level.

The clock “turn off” signal is caused by any of the events
listed in Diagram 4-3. The ‘turn off* signal turns off the

‘clock control’ latch, causing the “T0’ signal to drop. When

the ‘TO’ signal drops, the ‘output AND gate’ logic for each
clock latch is disabled, causing all activated timing signals to
drop simultaneously. Concurrent with the turn-off of the
‘TO’ signal, the ‘turn off clock’ output of the ‘clock control’
latch fires two 150-ns singleshots. The singleshots produce
two ‘turn off” signals which reset the ‘T1’ through ‘T7
latches and delay lines and also prevent generation of the
‘TO’ signal for a 150-ns period. As previously stated, the
150-ns period ensures that all clock delay line signals have
decayed before a new clock sequence is started.

The ‘stop’ signal is generated when the channel is in
AUTO mode, the LOG ON MACH CHK switch on the CE
panel is down, and a machine check condition resulting
from an interface control check or channel control check
condition occurs. If the channel is in test mode, the ‘stop’
signal is activated by either a machine check or channel data
check condition and remains activated until manually cleared
by the CE. For auto mode operation, the ‘stop’ signal causes
alogout operation. In this case, the clock is stopped (if se-
quencing when the ‘stop’ signal is activated) during the log-
out operation and allowed to resume sequencing at the com-
pletion of the operation. ' » ,

When the ‘stop’ signal is activated, the ‘input AND gate’
logic to latches ‘T1’ through ‘T7’ is inhibited, and the next
clock latch cannot turn on.

Note: If the conditions necessary to satisfy an ‘input AND
gate’ logic are met before the ‘stop’ signal occurs, the asso-
ciated clock latch may or may not be turned on. Therefore,
the error condition that causes the ‘stop’ signal may have
occurred either at the latest active clock time or at the pre-
vious clock time.
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Most clock turn-on/turn-off sequences are conditional.
That is, once the clock is started, the clock turn off time is
dependent upon the course or results of subsequent opera-
tions. In other cases, the clock is unconditionally turned
on and off by the rise and fall, respectively of the same sig-
nal. This signal is designated the ‘turn on clock direct” sig-
nal and is activated by the following conditions: (1) by a
polling interrupt condition when the ‘address in’ or ‘status
in’ signal is present; (2) by a ‘machine reset’ signal; or (3) by
a Test I/O instruction when the channel has an interrupt
condition pending. When activated, the ‘turn on clock di-
rect’ signal raises the ‘turn on’ signal to the ‘clock control’
latch and, after an approximate 40-ns delay, raises the ‘turn
off” signal to the latch. The early arrival of the ‘turn on’
signal turns on the ‘clock control’ latch which remains
turned on until the ‘turn on’ signal falls, While the latch is
on, the clock sequences in the manner previously described.
When the ‘turn on clock direct’ signal falls, the ‘turn on’
level to the ‘clock control’ latch falls, but the ‘turn off’ sig-
nal is held active for approximately 40 ns (due to logic de-
lays) to turn off the ‘clock control’ latch. The fall of the
‘turn on clock direct’ signal also fires the two 150-ns single- -
shots to turn off any activated clock timing latch.

STORAGE ADDRESS BUS GATING AND CONTROL

The storage address bus (SAB) gating and control circuits
control the flow of storage address bits from the channel
to the BCU interface. Twenty-one address bits plus three
parity bits are provided by the channel for each access to
main storage, and the source of address bits within the
channel depends upon the operation being performed. The
SAB gating and control circuits monitor control signals to
determine when address bits are required on the SAB, the
type of operation being performed and, consequently, the
source of the address bits within the channel.

Five types of addresses are gated by the SAB gating and
control circuits: (1) channel address word (CAW) address;
(2) channel control word (CCW) addresses; (3) channel sta-
tus word address (Z-address); (4) data addresses; and (5)
logword addresses. The CAW address is fixed (72 decimal

or 48 hex) and is gated to the SAB lines during start I/O
operations to obtain the CAW which contains the address of

the first CCW. The CCW address may specify any nonre-
stricted storage address, and is gated to the SAB to obtain
the CCW required for a current operation. The Z-address is
fixed (64 decimal or 40 hex) and is gated to the SAB lines
when the channel status word is stored in main storage.
Data addresses are gated to the SAB lines on read-type and
write-type operations and specify the main storage areas in-
to which data is stored or from which data is fetched. Log
word addresses are fixed and specify the storage addresses at
which channel log words are to be stored. For each channel



logout operation, three log words (consisting of a double
word) are sequentially stored in main storage at addresses
304, 312, and 320 (decimal). These logwords are designated
log word 1, log word 2, and log word 3 and the address for
each is individually gated to the SAB lines during the logout
sequence.

Block Description

e ‘SAB gating’ logic receives data address register bits;
‘gate data address to SAB’ signal gates bits to SAB on
read-type or write-type data storage cycles or TIC fetch
CCW operation.

® ‘SAB gating’ logic receives command address register bit;
‘gate command address to SAB’ signal gates bits to SAB
when CAW is fetched or other than first CCW is fetched.

e For CSW store operation, ‘gate Z address’ signal forces
address 64 to SAB via ‘SAB gating’ logic.

e For logout operation, sequential addresses 394, 312, and
320 are forced to SAB via ‘SAB gating’ logic.

e For CAW fetch cycle, ‘gate CAW address’ and ‘gate com-
mand address to SAB’ signals force address 72 to SAB
via ‘SAB gating’ logic.

The SAB gating and control circuits (Figure 2-4) consist of
the ‘data address gating control’ logic, the ‘command ad-
dress gating control’ logic, the ‘Z address gating control’
logic, the ‘CAW address gating control’ logic, and the ‘SAB
gating’ logic. ‘Log control’ logic supplies gating signals for
SAB gating; however, due to the numerous functions of the
‘log control’ logic, a separate description of this logic is not
contained in this paragraph. (Refer to “Logout Operations”
in Chapter 6 of this manual for logout address information.)

Data address register bits O through 20, PO, P1, and P2
are applied to the ‘SAB gating’ logic. When the data ad-
dress register bits are to be gated to the SAB, ‘channel con-
trol’ signals to the ‘data address gating control’ logic activate
the ‘gate data address to SAB’ signal, causing the data ad-
dress bits to be gated. The data address register contents are
gated to the SAB for storage cycles on which read-type or
write-type data transfers occur, upon a fetch cycle to obtain
the first CCW of a start I/O operation, or upon a fetch cycle
for a TIC operation.

The contents of the command address register are also
applied to the ‘SAB gating’ logic and are gated to the SAB
when the ‘gate command address to SAB’ signal is activated.
This signal is activated by the ‘command address gating con-
trol’ logic when ‘channel control’ signals indicate that (1)
the CAW is to be fetched from storage, or (2) that a second
or subsequent CCW is to be fetched from storage. In the

first case, the command address register is in the reset condi-
tion and conains all zeros with good parity (the CAW address

is formed by the contents of the command register plus
certain bits forced by the ‘gate CAW address’ signal). In

the second case, the command address register contains the
updated CCW address previously obtained from the CAW.

For operations involving storage of the CSW, the ‘gate Z
address’ signal from the ‘Z address gating control’ logic is
activated by ‘channel control’ signals. At the ‘SAB gating’
logic, the ‘gate Z address’ signal forces logic 1’s into the
SAB PO, P1, and bit 17 lines. SAB lines not gated by the
‘gate Z address’ signal are at a logic 0 level.

For logout operations, the ‘log control’ logic supplies
the ‘SAB gating’ logic with gating signals for each of the
three log words. When the log 1 word is stored, gating sig-
nals from the log control logic forces logic 1’s into the SAB
PO, bit 15, bit 18, bit 19, and P2 lines (address 304). For
the log 2 word, gating signals force 1’s onto the SAB PO,
bit 15, bit 18, bit 19, and bit 20 lines (address 312). For
the log 3 word, 1’s are forced onto the PO, bit 15, and bit
17 lines (address 320). During the gating of a log word ad-
dress, any SAB line not gated by a ‘log’ signal remains at
the logical O level.

Gating of the CAW address is unique in that both the ‘gate
command address to SAB’ and ‘gate CAW address’ signals

From Data

Data Address (21 +3P)
Address SAB
Register Gating
From Logic
Command Command Address (21 +3P)
Address —
Register
Data Gate Data
Address Address to SAB
Gating 1
Control
Command Gate Command SAB
Address Address to SAB (21+3P) To BCU
e Gating
Channel Control Interface
Control
Z Address | Gore 7 Address
] Gating e A -
Control
r—="
l Log Force LogAWord 1,
Control 2, and 3 Addresses
i (See I e
| Note) |
-_——
CAW
Address Gate CAW Address
Gating v

Control

Note: The log control logic is not part of
the storage address bus gating and control
circuits; it is presented separately elsewhere
in this manual .

Figure 2-4. Storage Address Bus Gating and Control
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are required to gate the proper address (72 decimal) to the
SAB. As previously described, the ‘gate command address
to SAB’ signal is produced by the ‘command address gating
control’ logic and, for a CAW fetch cycle, gates the “all 0’s
with good parity” contents of the command address
register to the SAB. At the same time, the ‘CAW address
gating control’ logic produces the ‘gate CAW address’
signal which forces logical 1’s onto the SAB bit 17 and bit
20 lines. Thus, for the CAW address, 1’s are present on the
three SAB parity lines and on the bit 17 and bit 20 lines,
while 0’s are present on the remaining lines to provide an
address of 72 (decimal).

Detailed Description

Detailed and separate descriptions of the ‘SAB gating’ logic,
‘CAW address gating control’ logic, ‘data address gating con-
trol’ logic, ‘command address gating control’ logic, and the
‘Z address gating control’ logic are provided in the following
paragraphs.

From CAW Gating Gate CAW Address

SAB Gating Logic

® ‘SAB gating’ logic OR’s addresses to SAB lines for:

1. CAW fetch cycles (address 72, decimal).

2. Data store or fetch cycles (data address register con-
tents).

3. TIC operation to fetch CCW (data address register con-
tents).

4. Non-TIC CCW fetch operation (command address
register contents).

5. Logout operation (sequential addresses 304, 312, and
320).

6. CSW storage operation (Z-address, or 64 decimal).

The ‘SAB gating’ logic (Figure 2-5) consists of a group of
OR gates, each of which receives inputs from two or more
gated AND’s. In Figure 2-5, the AND circuits and signals
associated with a particular gating function, i.e., CAW, data
address, command address, log address, and Z-address, are
shown by functional grouping. Note that the ‘BCU

Logic (CS113) ?;;B
+
From Data Address Dota Address @1 + 3P) ] Do Gates
Register Address Data
AND Address
Gates g
From Data Address Gate Data Address to SAB (MBI111~
Control Logic MB115)
From Command Address Command Address (21 + 3P) c p
. omman
Register Ad:inress Command
AND Address MBI11- SAB (21 + 3P) To BCU
p———- ———-
Gates | MB115 :C;f:r;:;;
From Command Address  @ate Command Address to SAB (MB111-
Control Logic (RW121) MBI1135)
Log 1
Log Word 1
Log 2 Log Word | 2, and 3 ’
Frorfw Log Control Log 3 AND Addresses
Logic (LG111) On Log Gates
2
fog lor (MB111-
MBI115)
From BCU Interface BCU Response |
(WC010) il z
Address Z Address
Gates .
From Z Address Control _Z Address Latch (MBIII -
Logic (MA115) MB115)
Fixed Addresses in Channel
N imal | H SAB Bits Forced to One Level* Legend:
ane Decima e pof 15| P1 |17 18] 19120 [ P2 * Any SAB bits not listed (0-14 and 16) are.0's
7 Address 64 40 1 0 1 T1o1lo0o1lolo for all fixed addresses.
** The CAW address is obtained by gating the
CAW Address™ 72 48 1ol 11040411 command address register (all 0's with good
Log Word 1 304 130 1 ! 0 0 1 1 0 1 parity) and forcing 1's into positions 17 and
Log Word 2 312 138 1 11o]Jo}t 11 110 20 with the 'gate CAW address' signal.
Log Word 3 320 140 1 1 0 1{ojojoto

Figure 2-5. SAB Gating Logic Block Diagram

2-8 (5/68)



response’ signal (indicating that a storage request previously
initiated by the channel has been honored) is required to
gate the ‘log word’ and ‘Z address’ AND. The ‘BCU
response’ signal is also required to activate the ‘gate data
address to SAB’, ‘gate command address to SAB’ and ‘gate
CAW address to SAB’ signals. Therefore, gating to the

SAB cannot be accomplished until the unit controlling the
BCU interface indicates that the address is required on the
SAB lines.

Addresses supplied to the SAB by the data address regis-
ter and command address register are program variable, but
the CAW, log, and Z-addresses are fixed. For each fixed ad-
dress, the table in Figure 2-5 indicates the logic 1 and O
levels on the SAB lines. Bits not indicated in the table are
at a logical O level for all fixed addresses.

Simplified, positive logic for the SAB gating logic is
shown in Diagram 4-4. Each SAB line is driven by an OR
gate which receives inputs from two or more gated ANDs,
In the case of the ‘SAB bit 17° and the ‘SAB bit 20’ lines,
the output OR receives the output of an AND/OR combi-
nation, as well as the ‘gate CAW address’ signal. Except for
the CAW gating, only one gating signal is present for a given
storage operation. For example, during a data read or write
operation, only the ‘gate data address’ signal is generated;
therefore, only the bits from the data address register are
gated to the SAB. In the case of the CAW address both the
‘gate command address to SAB’ and ‘gate CAW address’
signals are generated simultaneously to place logic 1°s on
the SAB bit PO-P7’ (P0), ‘SAB bit P8-P15’ (P1), ‘SAB bit
177, ‘SAB bit 20°, and ‘SAB bit P16-P20° (P2) lines.

CAW Address Gating and Control Logic

The CAW address gating control logic (Figure 2-6) consists
of an AND which controls generation of the ‘gate CAW ad-
dress’ signal, Since the CAW is fetched from storage loca-
tion 72 only at the beginning of a start 1/O sequence, the
‘start I/O latch’ and ‘not transfer in channel’ (TIC) signals
are required to condition the AND. (The presence of both
the ‘start I/O latch’ and ‘TIC’ signals indicates a CCW fetch
cycle, rather than a CAW fetch cycle.) Assuming that a
CAW fetch cycle is indicated and that the channel is not in
the ‘simulate storage’ test mode, the rise of the ‘BCU
response’ signal causes the ‘gate CAW address’ signal to rise.

From Initial Start 1/0 and Not TIC

Setup Logic (CS111)

. Gate CAW
From Manual Not Simulate Storage Address To SAB
Controls Logic A # Goating
(CE125) Logic
cshi3

From BCU BCU Response

Interface (CC115)

Figure 2-6. CAW Address Gating Control Logic

The fall of the ‘BCU response’ signal causes the ‘gate CAW
address’ signal to fall. The ‘BCU response’ signal is provided
by the BCU (or equivalent unit) in response to a ‘storage
request’ signal previously issued by the channel.

Data Address Gating Control Logic

e ‘Gate data address to SAB’ signal gates data address
register contents to SAB lines.

o Data Address register contents gated to SAB:
1. For read or write data doubleword storage accesses.
2. To fetch first CCW of a start I/O operation.
3. To fetch CCW for TIC operation.

e For read and write operations, ‘gate data address’ and
‘BCU response powered’ signal OR’ed to activate ‘gate
data address to SAB’ signal.

e For fetch first CCW or TIC operation, ‘TIC cycle’, and
‘CCW fetch’, and ‘BCU response powered’ signals AND’ed
to activate ‘gate data address to SAB’ signal.

e For test mode ‘manual fetch’ (CE panel FETCH switch)
or ‘manual store’ (CE panel STORE switch), ‘manual
store or fetch’ and ‘BCU response powered’ signals
AND’ed to activate ‘gate data address to SAB’ signal.

The ‘data address gating control’ logic (Figure 2-7) generates
the ‘gate data address to SAB’ signal on a storage cycle re-
quiring an address from the data aldress register. In general,
the ‘gate data address to SAB’ signal is generated on (1) a
storage cycle involving a data transfer to or from storage
(read or write operation), (2) a storage cycle to obtain the
first CCW of start I/O operation, or (3) a storage cycle man-
uvally initiated with the FETCH or STORE switches on the
CE panel when the channel is in test-mode operation.

For normal operation (‘not manual store or fetch’ opera-
tion) data address gating is inhibited when (1) the CSW is to
be stored (‘Z address’ latch on), (2) a log operation is in pro-
gress (‘inhibit on log’ signal is active), or (3) a ‘read CDA’ or
‘write CDA’ CCW fetch storage cycle is requested (‘retain
storage’ signal activated). In each of the above cases, the ad-
dress is gated from an area other than the data address regis-
ter.

Assume that the channel has not forced ‘retain storage’
operation (‘not turn on CCW fetch and remember BCU re-
sponse’ signal in Figure 2-7). If a storage cycle is requested
to store or fetch data for a read-type or write-type operation,
a ‘gate data address’ signal is generated by AND’ing the ab-
sence of inhibiting signals (‘Z address latch’, ‘inhibit on log’,
‘CCW fetch’, ‘manual store or fetch’, and ‘remember BCU
response and accept’). In turn, the ‘gate data address’ signal
is OR’ed to enable one input to the ‘data address’ AND.

In the absence of a ‘retain storage’ signal, a second input to
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Figure 2-7. Data Address Gating Control Logic

the ‘data address” AND is enabled, allowing the ‘BCU re-
sponse powered’ signal to generate the ‘gate data address to
SAB’ signal.

When a storage cycle is requested to fetch the first CCW
(as a result of an actual TIC operation), the ‘data address to
SAB gate on TIC’ signal is generated by the ‘TIC cycle’ and
‘CCW fetch signals and the absence of the ‘inhibit log’ and
‘Z address latch gated’ signals. With the OR satisfied, the
‘data address” AND is enabled and the ‘BCU response
powered’ signal generates the ‘gate data address to SAB’
signal (assuming the ‘not retain storage’ signal is present).

Note: For test mode simulate storage operation, the ‘BCU
response powered’ signal is inhibited at the channel BCU
interface and the ‘gate data address to SAB’ signal is not
generated.

For test mode operation, pressing the CE panel FETCH
or STORE switch satisfies the OR to enable the ‘data ad-
dress’ AND. The arrival of the ‘BCU response powered’
signal from the BCU interface in response to the ‘storage
request’ signal (generated when the FETCH or STORE

switch was pressed) generates the ‘gate data address to SAB’

signal as previously described. A second ‘gate data address
to SAB° signal is generated by the ‘data address gating con-
trol’ logic. This signal is sent to the mark-A register where
it is used to gate the contents of the mark-A register to the
mark bus.

The ‘data address to SAB gate on TIC’ signal is also sent
to the mark-A register where it forces correct mark parity

210 (5/68)

bits to the mark bus on the initial or TIC CCW fetch cycle.
(For the initial or TIC CCW fetch cycle, the mark bus re-
ceives logic zero levels on all lines except the parity bit
line.)

Command Address Gating Control Logic

e ‘Gate command address to SAB’ signal gates command
address register contents to SAB.

e Signal activated on CAW fetch and non-TIC CCW fetch
storage cycles.

The ‘command address gating control’ logic (Figure 2-8)
generates the ‘gate command address to SAB’ signal on each
storage cycle requiring an address from the command ad-
dress register. Gating of the command address to the SAB
lines is required (1) on a CAW fetch storage cycle, and (2)
on all CCW fetch storage cycles except the initial CCW fetch
following the CAW fetch cycle or a CCW fetch cycle due to
a TIC command.

Providing a logout operation (‘inhibit on log’ level) or
CSW store operation (‘Z address latch gated’ signal) is not in
progress, the ‘gate command address to SAB’ signal is pro-
duced by the ‘BCU response’ signal when the ‘CCW fetch’
signal and the ‘not TIC cycle’ signal are AND’ed to enable
the ‘gate command address’ AND. The ‘CCW fetch’ and ‘not
TIC cycle’ signals are active for both the CAW fetch cycle
and all CCW fetches except the initial CCW fetch or a TIC
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Figure 2-8. Command Address Gating Control Logic

CCW fetch. For read CDA or write CDA operations, the
‘retain storage’ signal (‘turn on CCW fetch and remember
BCU response’ signal) is active for the CCW fetch cycle,
and permits activation of the ‘gate command address to
SAB’ signal when the ‘BCU response’ signal is present.

Z-Address Gating Control Logic

® ‘Z address latch’ signal forces address 64 to SAB lines
for CSW store operation.

e ‘PCI or interrupt’, ‘CPU interrupt response’, ‘not setup’,
‘not CDA latch’, and ‘not CCW fetch gated’ signals acti-
vate ‘Z address latch’ signal.

® ‘BCU response’ signal turns on ‘latch Z address’ latch.

® °‘Z address’ latch turns on: address 64 sustained on SAB
lines.

® ‘Z address latch gated’ signal gates all mark bits to mark
lines.

e ‘Storage cycle complete’ signal turns off ‘latch Z address’
and ‘Z address’ latches; address 64 and mark bits degated.

The ‘Z address gating control’ logic (Figure 2-9) generates
a ‘Z address latch’ signal when the CSW is to be stored in
main storage. The ‘Z address latch’ signal forces address 64
to the SAB lines.

The ‘Z address gating control’ logic contains a ‘Z address’
latch, a “latch Z address’ latch, and a ‘block Z address’ latch.
When the ‘Z address’ latch is on, the address 64 (decimal)
is forced onto the SAB. To store the CSW, the channel
must either (1) send an ‘interrupt request’ signal to the
CPU and await the return of an ‘interrupt response’ signal
before requesting a storage cycle, or (2) force a CSW storage

cycle without referring to the CPU. In either case, the
channel activates the ‘PCI or interrupt’ signal to enable one
input to the ‘set Z address’ AND. When the ‘CPU inter-
rupt response’ signal is raised (either as a result of the ‘in-
terrupt response’ signal from the CPU or the ‘pseudo ac-
cept interrupt’ signal forced by the channel), a second
input to the ‘set Z address’ AND is enabled.

Providing channel operations (‘setup’ signal active, ‘chain
data’ latch on, or ‘CCW fetch gated’ signal active) do not
preclude a CSW store operation, the ‘set Z address latch’
signal is activated and OR‘ed to produce the ‘Z address latch’
signal. The ‘set Z address latch’ signal is also applied to the
‘Z address’ latch, but is unable to turn on the latch until the
‘latch Z address’ latch is turned on. The ‘latch Z address’
latch is turned on by the ‘BCU response’ signal to signify
that the storage request to store the CSW has been honored.
With the ‘latch Z address’ latch on, the reset level to the
‘Z address’ latch is removed, allowing the latch to be turned
on by the ‘set Z address latch’ signal. With both the ‘latch
Z address’ latch and the ‘Z address’ latch on, the ‘Z address
latch’ signal to the ‘SAB gating’ logic is sustained. (To force
the Z-address to the SAB, the ‘Z address latch’ signal is
gated at the ‘SAB gating’ logic by the same ‘BCU response’
signal that sets the ‘latch Z address’ latch.) In addition to
forcing the address to the SAB, the ‘Z address latch’ signal
is supplied to the ‘channel storage control’ logic, where it
is used to produce other channel gating signals required
during storage of the CSW, and to the ‘polling interrupt
release’ logic where it enables generation of a ‘release’
signal to the CPU.

A second “Z address control’ logic output, the ‘Z ad-
dress latch gated’ signal, is produced by AND’ing the
on conditions of the ‘Z address’ latch and the ‘latch Z
address’ latch. The ‘Z address latch gated’ signal is used
at the mark-A register to force mark bits to all positions
of the mark bus. In addition, the ‘Z address latch gated’
signal (1) resets the ‘suppress out’ latch, (2) enables the
channel to gate the ‘control unit status’ and ‘channel
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Figure 2-9. Z-Address Gating Control Logic

status’ bytes to the SBI lines, and (3) inhibits the gating
of the command address register contents to the SAB lines.
In the ‘Z address control’ logic, the ‘Z address latch gated’
signal is applied to an AND which also receives the ‘accept
latch’ signal as a second input’ Coincidence of the two
signals inhibits the ‘set Z address’ AND to remove the ‘set
Z address latch’ level; however, the ‘Z address’ latch
remains on until the ‘latch Z address’ latch is turned off at
the end of the CSW storage cycle, or as a result of a
‘machine reset’ signal. =

The ‘block Z address’ latch blocks the turn-on of the ‘Z
address latch’ (1) when a ‘storage request’ signal has been
issued for any purpose other than to store the CSW, or
(2) when a TIC operation is in progress. In the first case,

the output of the ‘storage request’ latch turns on the ‘block

Z address’ latch to inhibit turn-on of the ‘Z address’ latch.
(Storage requests to store the CSW are processed by the ‘in-
terrupt storage request’ latch rather than by the ‘storage
request’ latch.) For a TIC operation, the ‘block Z address’

" latch is turned on by the ‘remember TIC’ signal to inhibit
gating of the Z address to the SAB lines. (On TIC storage
cycles, the data address register contents are gated to the
SAB.) To block activation of the ‘Z address latch’ signal at
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Notes:
1. All logic in this figure is shown on ALD MA115.

2. 'CPU interrupt response’ signal may result from receipt

by channel of an 'interrupt response’ signal or from a
channel-generated 'pseudo interrupt response' signal .

the earliest possible time after the TIC cycle begins, the
‘remember TIC’ signal is OR’ed to independently generate
the ‘block Z address’ signals prior to the time the ‘block Z
address’ latch is turned on.

STORAGE BUS OUT LOGIC

o SBOlogic ingating sources are:
1. SBO lines from main storage.
2. CE panel SBO switches.
3. Mark-B register.

® SBO data from storage is gated to channel SBO lines for
all operations where information is fetched from storage.

o CE panel SBO switch contents are gated to channel SBO
lines for ‘manual store’, ‘simulate store’, and ‘load data
address’ test mode operations.

e Mark-B register contents are gated to channel SBO lines
when a wrong length record condition occurs during a
write CDA operation.



@ Zero tests are performed during CAW and CCW fetches
by testing groups of bits on the SBO lines for all 0’s.

o For a CAW fetch cycle, the validity of the storage pro-
tect key and the CCW addresses is checked by zero tests.

e For a TIC CCW fetch cycle, the validity of the next
CCW address is checked for zero testing.

o For a non-TIC CCW fetch cycle, the validity of flag in-
formation and the count field bits is checked by 0 test--
ing.

e Gated SBO bits are applied to ingates of:
1. A-register.
2. Storage protect register.
3. Command register.
4. Data address register.
5. Flag register.
6. Count register.

e SBO gating into the registers is function of operation
being performed in channel.

The SBO logic (Figure 2-10) controls the gating of SBO bits
into the channel and performs tests to determine whether
specified groups of SBO bits contain all 0’s. SBO bits may
be gated from one of three sources: (1) the 72 SBO multi-
plex lines from main storage; (2) 72 SBO switches on the
channel CE panel; and (3) the mark-B register. Ingating is
controlled by signals generated by the channel control logic.
After ingating, the SBO bits are distributed to individual
channel registers where they are further gated as required by
the operation in progress. In addition, certain groups of the
gated SBO bits are tested at the ‘SBO zero check’ logic for
the presence of binary 1’s; the results of the zero tests are
sent to the channel status logic where they are gated (if so
required by the operation in progress) to determine if an

error exists. An error detected by an SBO zero test sets
the ‘program check’ latch in the channel.

The SBO logic is shown in positive logic form in Diagram
4-5. SBO gating is accomplished at three sets of AND’s; one
set of 72 AND’s for the SBO bits from storage (channel
SBO bits), one set of 62 AND’s for the CE panel switches
(‘SBO switch’ lines), and one set of 6 AND’s for the mark-
B bits from the mark-B register. Outputs from the three sets
of AND’s are routed to 72 OR’s. The outputs of the OR’s
are distributed to channel circuits.

Channel SBO bits are AND’ed to the ‘SBO bits’ lines at
all times except when the channel is operating in the test
mode, or a wrong length record condition occurs during a
‘write chain data’ (write CDA) operation. The ‘channel
SBO’ bits are gated by the ‘not simulate storage or manual
store or load data address’ level, which enables all ANDS
receiving the ‘channel SBO’ bits.

For certain test mode operations, bit values set into CE
panel SBO switches are gated through the SBO logic. Test
mode operations that cause the SBO switch contents to be
gated (and, consequently, inhibit ‘channel SBO’ bits from
being gated) are: (1) simulate storage, which results when
the CE panel SIM STOR switch is on (down); (2) manual
store, which is initiated by pressing the CE panel STORE
switch; and (3) load data address, which is initiated by
pressing the CE panel LOAD DATA ADDRESS switch. Any
of the above test-mode operations activates the ‘simulate
storage or manual store or load data address” signal to enable
the AND’s conditioned by the settings of the SBO switches.
With these gates enabled, the values in the following CE
panel switches are gated to the indicated SBO lines within
the channel:

Switches SBO Lines
COMMAND FIELD PO, 1-7
ADDRESS FIELD P1,P2,P3,8-31
FLAG FIELD P4, 32-39

P5, 40-47 P5, 40-47
COUNT FIELD P6, P7, 48-63

CE
Panel .
SBO Switches 0-63 +8P
Simulate e » 580
SBO Gating
Logic
Channel SBO 0-63 +8P SBO Bits 0-63 + 8P
From BCU Interface ! P~ To Channel
Registers
its 0-4+P .
From Mark B Register Mark Bits 0-4+ >
SBO
Gate SBO, CE Switches, or Mark Bits Zero T [
From Control Logic P P Check urn on Program Check = To Channel
Logic Status Logic

Figure 2-10, Storage Bus-Out Gating Logic, Block Diagram
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Gating from the mark-B register through the SBO gates
is performed when a wrong length record condition is recog-
nized during a write CDA operation. On a write CDA oper-
ation, the channel fetches a new CCW before the count from
the old CCW is exhausted. To clear the count register for
the new CCW count and yet retain the old count until com-
pletion of the write operation specified by the old CCW,
the old count is transferred to the five highest-order posi-
tions of the mark-B register. If the old count write opera-
tion ends with a wrong length record condition, the mark-B
register contents must be transferred back to the count
register so that the channel may calculate a residual count
value; the residual count is placed in the CSW. In this case,
the ‘write and wrong length record’ signal inhibits gating of
‘channel SBO’ and ‘SBO switches’ bit values, while the
‘write CDA and wrong length record’ signal gates the bits
from the mark-B register to the channels ‘SBO bits’ lines.
Bits 0 through 4 and the parity bit from the mark-B register
are gated to SBO lines 63 through 59 and P7, respectively.

Zero tests are performed upon four groups of SBO bits,
and the result of each test is significant only for a specified
channel operation. Failure of a zero test results in a pro-
gram check condition. The four zero tests, the operation
during which the tests are significant, and the test results
required to prevent a program check condition follow:

SBO Bit Group Operation Normal Results (No Error)

4 through 7 and CAW fetch Ail O's

29 through 31 cycle

29 through 31 TiC CCW All O's
fetch cycle

37 through 39 Non-TIC Al O's
CCW fetch
cycle

48 through 63 Non-TIC Not all O's
CCW fetch
cycle

The reasons for each zero test are described separately in
the following paragraphs.

For a CAW fetch cycle, the zero test (bits 4 through 7
and 28 through 31) checks the validity of (1) the storage
protect key and (2) the CCW address contained in the CAW.
In the first case, the storage protect key is contained in bits
0 through 3 of the CAW and, consequently, is present on
SBO lines O through 3 on a CAW fetch cycle. Further, the
storage protect key is gated into the storage protect register
and on subsequent store or fetch operations is parity
checked before being sent to storage. Since bits 4 through
7 and PO of the CAW are also entered into the storage pro-
tect register for parity checking purposes but do not form a
part of the storage protect key, these bits (4 through 7)
are programmed for logic 0 values. Should a binary 1 be
present in bits 4 through 7, subsequent parity checks of the
storage protect register contents would be invalid; therefore,
if the zero test detects a binary 1 in bits 4 through 7on a
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CAW fetch operation, the ‘program check’ latch is turned
on to preclude a possible illegal access to storage on future
store or fetch operations. In the second case, the CCW ad-
dress is contained in bits 8 through 31 of the CAW. Asan
architectural requirement, the storage address of a CCW
must be located on a doubleword boundary. To address
storage on doubleword boundaries, the three low-order bits
of the storage address must be 0’s. Thus, the three low-
order CCW address bits (CAW or SBO bits 29 through 31)
are zero tested for the doubleword criteria, If the bits are
not 0’s the ‘program check’ latch is turned on to end the
operation.

On a TIC CCW fetch cycle, the zero test checks the
validity of the next CCW address. The TIC CCW on the SBO
lines contains the address of the next CCW in bits 8 through
31. Since the doubleword boundary criteria applies to all
CCW addresses, low-order bits 29 through 31 are tested and
must be all 0’s if the CCW address is to be considered valid.
If the zero test indicates other than all O’s, the ‘program
check’ latch is turned on to end the operation.

On a non-TIC CCW fetch cycle the validity of the flag
bits and byte count bits contained in the CCW is checked by
performing zero tests. The flag field is contained in CCW
bits 32 through 36. On a CCW fetch cycle, these bits are
entered into the flag register. However, bits 37 through 39
are also entered into the flag register for parity checking pur-
poses and are preprogrammed for logic O values. Thus, a
binary 1 detected for bits 37 through 39 indicates a program
error and the ‘program check’ latch is turned on accordingly.
Zero testing of the count bits (48 through 63) is performed
to ensure that at least one data transfer is specified by the
CCW (as is the case when one or more logic 1’s are contained
in the count bits). Since a non-TIC CCW usually specifies a
data transfer and a zero count specifies that no bytes are to
be transferred, the two events are incompatible and the ‘pro-
gram check’ latch is turned on accordingly.

Note: On a TIC CCW, the flag and count registers are not
loaded, and zero tests-on SBO bits to these registers are not
significant.

Gated SBO bits from the SBO logic are supplied to gating
inputs of several channel registers. Depending upon the
operation in progress, specific SBO bits are gated into these
registers as required. Registers receiving SBO bits, the SBO
bits associated with each register, and the operations during
which SBO bits are gated into the registers are as follows:

Register SBO Bits SBO Gating to Register

A-register 0-63 (+8P) Upon data fetch for write
operations

Store protect register 0-7 (+P0) Upon a CAW fetch

Command register 0-7 (+PO) Upon a CCW fetch

Data address register  8-31 (+3P) Upon a CAW or CCW fetch

Flag register 32-39 (+P) Upon a non-TIC CCW fetch

Count register 48-63 (+2P) Upon a non-TIC CCW fetch



For more information regarding gating to channel registers, °
refer to the individual descriptions of these registers in this

chapter.

STORAGE PROTECT REGISTER

e The storage protect register and associated logic furnishes

fetch cycle.

A storage protect key is obtained by the channel and
entered into the storage protect register on each CAW

e The storage protect register receives nine bits, with bits
0 through 3 (plus a parity bit) forming the storage pro-
tect key, and bits 4 through 7 (all 0’s) provided for

a four-bit (plus parity) storage protect key to storage on

each storage access.

e The key furnished must be proper if storage access is to

be successful,

The storage protect register and associated logic (Figure 2-11) e

furnishes a storage protect key (four bits plus parity) to

main storage on each storage access by the channel. In main

parity checking purposes.

e On storage cycles involving CAW fetches, logout, manual
store, CSW store, and IPL end condition store operations,

a master key of all 0’s with good parity is gated to stor-

age, rather than the key from the storage protect register.

Bits O through 3 plus parity from the storage protect

register are stored in main storage (via the SBI lines) on

storage, the storage protect key is examined to determine if

the storage area addressed by the channel may be legally ac- @
cessed. If the storage protect key is not proper, access to

the storage area is not permitted and a ‘storage protect
check’ signal is generated and supplied to the channel.

Block Diagram Description

® A storage protect key (four bits plus parity) is sent to
main storage by the channel on each storage cycle to
gain access to protected storage areas.

logout operations,

Bits O through 3 from the storage protect register are

stored in main storage (via the SBI lines) on a CSW store

operation.

@ Storage protect register parity is checked at the end of
the CAW fetch cycle, and results in a ‘channel control
check’ condition if odd parity is not present.

The storage protect register and associated logic (Figure
2-11) consists of a nine-position register (eight bits plus
parity), ingating AND’s, ‘parity checking’ logic, ‘storage
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protect key bus gating’ logic, and a portion of the SBI gating
logic. Additional logic includes the ‘gating control’ logic.
Five positions of the storage protect register (bits PO and 0
through 3) have indicators on the CE panel. Indicators are
not furnished for the other positions because bits in these
positions are not part of the storage protect key.

‘Storage protect key”’ bits are gated through the ‘storage
protect key bus gating’ logic to the channels BCU interface
for transfer to main storage. The key gated to the BCU in-
terface may be obtained by forcing all zeros with good
parity (designated the master key) through the ‘storage pro-
tect key bus gating’ logic. Whether the contents of the stor-
age protect register or the master key is gated depends upon
the purpose of the storage access.

In general, the master key is sent to storage when the
channel must have access to storage, but the key in the stor-
age protect register is not necessarily valid. The key in the
storage protect register may not be valid because of the man-
ner in which the key is gated into the register. Gating into
the storage protect register is accomplished only on a CAW
fetch cycle following a Start I/O instruction from the CPU.
Once the register is loaded, a new key cannot be obtained
until a new Start I/O instruction is received by the channel,
and a subsequent CAW fetch cycle is performed. (Sub-
sequent data transfer or command chaining operations do
not change the key.) Thus, when the channel accesses
storage to obtain a CAW, to store log words, to store a CSW,
or to store the channel and I/O addresses on an IPL end
condition operation, the storage protect key in the register
may not be valid and thus would not permit access to
storage. Since a master key of all zeros with good parity
always allows storage access, the master key is sent to
storage for storage operations described above. In addition,
the master key is also sent to storage on all test mode
manual store operations performed by the channel, since
it is not necessary to fetch a CAW (and consequently, a
storage protect key) to perform manual store operations.

When the channel receives a Start I/O instruction and
subsequently accesses storage to obtain the CAW, the ‘fetch
CAW’ signal is OR’ed to produce the ‘force storage protect
parity” signal (Figure 2-11). The “force storage protect
parity’ signal inhibits outgating of the storage protect regis-
ter contents, thus forcing zeros to bit positions O through 3
of the ‘storage protect key’ lines. At the same time, the
‘force storage protect parity’ signal, in coincidence with the
‘BCU response’ signal from the BCU interface, forces a logic
1 onto the ‘storage protect key’ parity bit line. When the
CAW subsequently becomes available and is gated through
the SBO logic, CAW (or SBO) bits 0 through 7 plus PO are
gated into the storage protect register by the ‘turn on TIC’
signal.

Note: Bits 4 through 7 do not form part of the storage

protect key. These bits are all zeros and are gated into the
storage protect register only for parity checking purposes.
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While these bits are on the SBO, they are examined for an
all zeros condition; if the bits are not all zeros, the channels
‘program check’ latch is turned on and the current operation
is terminated.

The ‘turn on TIC’ signal is active only when CAW data is
on the SBO; i.e., when the ‘start I/O’ latch is turned on and
the delayed ‘BCU advance pulse’ signal is active to indicate
that SBO data is present for gating. Once the storage protect
key has been gated into the storage protect register, the chan-
nel uses the storage protect key when accessing storage (ex-
cept when the master key is used, as previously described).
The key (bits 0 through 3 plus parity) from the storage pro-
tect register is gated through the ‘storage protect key bus gat-
ing’ logic by the ‘BCU response’ signal in the absence of a
‘force storage protect parity’ signal.

Note: The ‘BCU response’ signal is received by the channel
at the beginning of each storage cycle.

To summarize gating from the storage protect register, the
storage protect key in the register is gated to storage on all

data transfers to and from storage except those transfers
involving manual store, logout, fetch CAW, CSW store, and
IPL end condition operations.

On logout operations and CSW store operations, the
storage protect key (bits O through 3 plus parity) is gated to
the SBI lines for storage at logword or CSW addresses.

For logout operations, the ‘log 1° gating signal is OR’ed
to produce a ‘gate command address to SBI signal. This
signal gates bits 0 through 3 from the storage protect register
to SBI lines 0 through 3 for storage in address location 304
of main storage. When the third log word is stored, the ‘log
3’ gating signal gates the parity bit from the storage protect
register to SBI line 48 for storage in address location 320
of main storage.

For CSW store operations, the ‘Z address latch and CCW
valid’ signal is OR’ed to activate the ‘gate command address
to SBI’ signal. This signal gates bits O through 3 of the stor-
age protect register to SBI lines O through 3 for storage in
address location 64 in main storage.

Parity checking of the storage protect register is per-
formed by the parity checking logic to determine if correct
(odd) parity has been maintained in the transfer of the stor-
age protect key into the register. If the register contains an
even number of 1’s the ‘SPR parity check’ signal is activated.
At the end of the CAW fetch cycle (after the key has been
gated into the storage protect register), the ‘SPR parity
check’ signal is strobed and, if active, turns on the ‘channel
control check’ latch which causes termination of the current
start I/O operation.

Note: The ‘SPR parity check’ signal is strobed at the end of
each storage cycle. However, since the storage protect regis-
ter bits remain unchanged after the CAW fetch cycle, the



possibility of an ‘SPR parity check’ condition occurring on
other than the CAW fetch cycle is remote.

Detailed Logic Description

e Storage protect register consists of nine flip latches.

e Gating into the register is accomplished by AND’ing the
‘turn on TIC’ signal with SBO bits PO and O through 3.

e The register is reset by a ‘start I/O reset’ or a ‘machine
reset’ signal,

Simplified logic for the storage protect register and associ-
ated logic is shown in Diagram 4-6. The storage protect
register is composed of nine flip-latches. An AND associated
with the ‘turn on’ input to each latch receives the ‘turn on
‘TIC’ signal and the appropriate SBO bit. For example, the
‘bit 0’ latch receives SBO bit 0 and the ‘bit 1’ latch receives
SBO bit 1. Each latch (except the ‘parity bit PO’ latch) is
reset by either a “start I/O reset’ signal or the ‘machine reset’
signal. The ‘parity bit PO’ latch is reset only by the ‘start
I/O reset’ signal.

Storage Protect Register Ingating on CAW Cycles

o On a CAW fetch cycle, the ‘BCU response’ signal:
1. Resets the storage protect register latches.
2. Forces alogic 1 to the ‘storage protect tag parity’
line so that the master key (all zeros) required for the
CAW fetch cycle has correct parity.

® CAW bits PO and O through 7 are gated into the storage
protect register as a result of the delayed ‘BCU advance
pulse’ signal from storage.

e Storage protect register bits PO and 0 through 3 form the
storage protect key.

‘@ All storage protect register bits are checked for odd parity
at the end of the CAW cycle.

® A ‘storage protect parity check’ condition turns on the
‘channel control check’ latch to terminate the start I/O
operation.

Assume that the channel has received a Start I/O instruction

(‘start I/O’ latch is on) and has requested a storage cycle to
fetch the CAW. When the CAW storage request is honored,
the channel receives a ‘BCU response” signal (Diagram 4-6)
which is AND’ed with the ‘start I/O’ (and ‘not TIC”) level to
generate the ‘start I/O reset’ signal. The ‘start I/O reset’
signal is OR’ed to reset (turn off) all latches of the storage

protect register. At the same time, the ‘BCU response
powered’ signal is AND’ed with the ‘force storage protect
parity’ signal (generated by the ‘fetch CAW’ signal) to force

alogic 1 to the ‘storage protect tag parity’ line. The presence

of the ‘force storage protect parity” signal-also inhibits the
bit 0 through bit 3 ANDs, causing logic 0’s to appear on the
‘storage protect tag O through 3 lines. Thus, on the CAW
fetch cycle, the ‘BCU response’ signal resets the storage
protect register latches and also forces correct parity for the
master key (all zeros) present on the ‘storage protect tag’
lines.

The ‘BCU response’ signal is present for a sufficient dura-
tion (approximately 500 ns) to ensure that the master key is
present on the ‘storage protect key’ lines for the required
time. However, the ‘BCU response’ signal falls, removing the
‘reset’ signal from the storage protect register prior to the
time CAW bits are gated into the storage protect register
latches. Approximately 200 ns before the CAW data is
available at the channel, the channel receives a ‘BCU ad-
vance pulse’ signal signifying that the data is forthcoming.
The ‘BCU advance pulse’ signal is delayed and used to gen-
erate the ‘turn on TIC’ signal. The ‘turn on TIC’ signal is
active while the CAW data is present on the SBO lines and
gates SBO bits PO and 0 through 7 into storage protect
register latches PO and O through 7 respectively.

Although only bits PO and O through 3 form the storage
protect key, the outputs of all storage protect register
latches are supplied to exclusive-OR circuits and checked
for odd parity. If parity is not odd, the ‘SPR parity check’
signal is activated. At the end of the CAW fetch cycle, the
‘SPR parity check’ signal is examined (by the channel status
logic) and if the signal is active, the ‘channel control check’
latch is turned on to terminate the start I/O operation.

If a ‘machine reset’ signal occurs, storage protect register
latches ‘bit 0’ through ‘bit 7’ reset to logic 0’s and the ‘par-
ity bit PO’ latch is set to a logic 1 to maintain odd parity.

Storage Protect Key Bus Gating

e For ‘CAW feich’, logout, ‘IPL end condition’, ‘CSW
store’, and ‘manual store’ storage cycles, a master key of
all zeros with good parity is supplied to main storage by
the channel.

e For all other storage cycles requested by the channel, the
key bits in the storage protect register are gated to main
storage.

The ‘storage protect key” bus consists of five lines designated
storage protect tag parity, and O through 3. If a particular
storage cycle is not a CAW fetch, logout, IPL end condition,
CSW store (‘Z address latch gated’ signal active) or manual
store operation, the absence of the ‘force storage protect
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parity’ signal enables an AND (Diagram 4-6) which also re-
ceives the ‘BCU response’ signal. When the ‘BCU response’
signal is active, the five AND’s to the ‘storage protect tag’
lines are enabled, and the contents of storage protect regis-
ter latches PO and O through 3 are gated to the ‘storage pro-
tect tag lines. If gating from the storage protect register is
inhibited by one of the operations previously designated,
the ‘BCU response’ signal forces a logic 1 to the ‘storage
protect tag parity’ line, and the remaining ‘storage protect
tag’ signals are logic 0’s.

SP Gating on Logout and CSW Operations

o On alogout operation, storage protect register bits 0
through 3 are stored as part of log word 1 and the parity
bit as part of log word 3.

e OnaCSW store operation, storage protect register bits
0 through 3 are stored as part of the CSW.

On logout and CSW store operations, the storage protect
key contained in the storage protect register is stored in
main storage. For logout operations, the ‘log 1’ signal is
OR’ed and applied to four AND’s which also receive bits O
through 3 from the storage protect register. The outputs of
the four AND’s are designated SBI bits O through 3. Since
logword 1 is stored in address location 304 in storage, the
storage protect key is stored in the first 4 bit positions of
that byte address. On logword 3, the ‘gate logword 3’ signal
gates the ‘parity bit PO’ bit to SBI position 48. Since log-
word 3 is stored at address 320 in main storage, the parity
bit is stored in the last bit position of the sixth byte. On a
CSW store operation, the ‘Z address latch CCW valid’ signal
is OR’ed to gate storage protect register bits 0 through 3 to
SBI lines O through 3. Since the CSW is stored in storage
location 64, the storage protect key is stored in the first
four bits of that address. The key parity bit is not stored on
a CSW store operation.

COMMAND REGISTER

o Command register stores command code bits from CCW.

o Command code specifies I/O device and channel opera-
tion.

o Command register consists of nine latches with CE panel
indicators.

@ SBO bits 0-7 are gated into command register on first
CCW fetch.
a. If command chaining is specified, a new command is
gated into register each CCW fetch cycle.
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b. If data chaining is specified, command gated into regis-
ter on first CCW is retained throughout chaining oper-
ation.

o Command register parity is checked at ‘bus out’ latches
when command byte is gated to control unit.

o Read command is forced into command register during
IPL operation.

o Command register contents are gated to SBI on logout
sequence.

The function of the command register is to store command
bits received in the CCW; command bits are gated from the
command register to the control unit (via the ‘bus out’
latches) and specify the operation to be performed by the
1/0 device. In addition, bits from the command register

are decoded by the channel to determine whether the com-
mand code specifies an invalid, read-type, read backward, or
write-type operation,

The command register (Diagram 4-7) consists of nine
latches (eight data and one parity) with COMMAND REGIS-
TER indicators on the CE panel for each latch. Command
register parity is checked at the ‘bus out’ latches when the
command byte is sent to the control unit.

The command register receives command bits from the
SBO bit 0 through SBO bit 7 and bit PO lines, Commands
are first gated into the command register (with the ‘raw ad-
vance SS’ signal) when the first CCW of a start 1/0) operation
is available on the SBO lines. As soon as the command is
gated into the register, ‘command decoding’ logic in the
channel (Diagram 4-7) decodes significant bits of the com-
mand to check for an invalid or read backward code. If the
code is invalid (bits 4 through 7 are all zeros), the channel
‘program check’ latch is turned on and the operation is
terminated. If the channel decodes a Read Backward com-
mand (Diagram 4-7), control logic in the channel performs
two significant operations: (1) complements the DAB be-
fore it is entered into the adder and byte counter; and (2)
sets up data address gating logic to decrement the data ad-
dress rather than increment the address on an update opera-
tion.

After the channe] determines that the CCW is valid and
that no errors exist, the ‘gate command’ latch is turned on
and strobes AND:s in the ‘command decoding’ logic (Dia-
gram 4-7) to determine if the command code specifies a
read-type or write-type operation. A read-type operation is
specified if command register bits 5 or 6 are active and bit 7
is inactive. A write-type operation is specified if command
register bit 7 is active. Read (RD) and write (WR) indicators
are located on the CE panel to indicate the decoding results.

If chain command operations are being performed by the
channel, new commands are gated into the command register



on each CCW fetch. If chain data operations are being per-
formed, the command gated into the register upon receipt
of the first CCW in the chain of CCW’s remains valid, regard-
less of the number of CCW’s fetched during the chaining
operation.

For an IPL operation, a read command is forced into the
command register. This results when the ‘force read opera-
tion’ signal is activated to turn on the command register bit
7 and parity latches. (Prior to the read command being
forced, the command register is reset to all zeros with odd
parity by the ‘machine or ingate reset’ signal.)

Of the nine command register latches, the parity latch is
unique in that it provides an active parity bit when turned
off (not latched). All other command register latches pro-
vide active outputs when turned on.

During a logout sequence, positions 0 through 7 of the
command register are gated to SBI positions 8 through 15
(respectively) during storage of log word 2; the parity
latch output is gated to SBI position 62 during storage of
log word 3.

DATA ADDRESS REGISTER

o The data address register provides the storage address of
the first CCW.

e Subsequently, the data address register provides the stor-
age address for data transfers.

e The DAB portion of the data address register identifies
the byte location in the B-register into which the first
data byte is loaded (read-type operations) or from which
the first data byte is gated (write-type operations).

The data address register provides a means of addressing
main storage to obtain the first CCW and, thereafter, a
means of addressing main storage on read-type or write-type
data doubleword transfers. In addition, a portion of the data
address register, designated the data address byte portion,
identifies a byte location in the doubleword capacity of the
B-register. The DAB is effective only when the data address
bits from a CCW are gated into the register. The DAB deter-
mines the B-register byte location to or from which the first
data byte will be gated (depending upon whether a read-
type or write-type operation is specified). The data address
register consists of 27 latches (24 data and 3 parity); all
latches have indicators on the CE panel.

Block Diagram Description

The data address register latches 0 through 20 (Figure 2-12)
identify the first CCW storage address and subsequent data
storage addresses. Three other latches (21 through 23) con-
tain the DAB bits, and three latches contain the parity bits
for the three bytes of the register.

Gating logic associated with inputs to the data address
register provides for gating bits into the register from the
SBO gating logic and from the adder.

From SBO SBO Bits 8-31 (+ 3P)
Ingating Logic
(MB121-MB125) SBO to
DAR
From Ingate Gate SBO to Data Address Register Ingoting
Powering
RW117)
Predict Parity Bits PO, P1, P2
From Adder 0 (+3P) 23
BAIZI-SAT] Adder Sum Bits (0-20) Adder
P 1o DAR
Gate Adder to Data Address Register Ingating (+ 3p) r--m
From Ingate ad ¢ 20 | DAB | Reset
Powering $ — DAB (21-23) From Ingate
RW117) Data Address Register | Powering (RW115)
Data Address Ingate Reset (0-23) ) DAB Bits Odd  From Byte Count Parity and
g (+3P) 20421 23 Zero Check PO Fixup Logic
0 (+ 3°) 20 21 231 (sC115)
==

Figure 2-12. Data Address Register, Block Diagram

To Adder Inputs 21-23 (SA117) (To Byte
Count Lotches After Adder Gating)

To Byte Count Parity and Zero Check
Data Address PO Fixup Logic (SC115)

To SBI Gating Logic
(MB171-MB185)

—
To SAB Gating Logic

(MB111-MB115)

To Adder Inputs 0-20 + 3P
(SA121-5A145)
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CAW Fetch Cycle Operations

o On a CAW fetch cycle, the address of the first CCW is
gated into the data address register from the SBO.

® Data address register bits 21 through 23 must be all zeros
to specify a “doubleword boundary” CCW address; other-
wise, the ‘program check’ latch is turned on.

For a CAW fetch cycle, the address of the first CCW is gated
into the register from SBO bit positions 8 through 31 (and
P1,P2, and P3). When CAW bits are present on the SBO
lines, the ‘data address ingate reset’ signal is first activated to
reset the data address register to all zeros with good parity.
Subsequently, the ‘gate SBO to data address register’ signal
is raised, gating SBO bits 8 through 31 plus the 3 parity bits
into the data address register. These bits specify the storage
address location of the first CCW. Since each CCW must be
addressed on a doubleword boundary (as an architectural
requirement) data address register bits 21 through 23 must
be all zeros. These bits are checked for all zeros at the SBO
gating logic and, if not all zeros, cause turn-on of the ‘pro-
gram check’ latch which terminates the start I/O operation.
After the CAW is gated to the data address register, bits 0
through 20 are available for gating to the SAB lines during
the succeeding CCW fetch cycle. The DAB bits (all zeros)
have no significance after the CAW bits are gated into the
data address register.

First CCW Fetch

o Data address register bits O through 20 and the three
parity bits are gated to the SAB lines on the first CCW
fetch cycle.

o Data address register bits are gated to the adder, incre-
mented by one (equivalent to eight bytes), then gated
to the command address register.

o When the CCW is available on the SBO lines, the data
address register is reset, and the address of the first data
word (assuming data transfer is specified by the CCW) is
gated into the data address register from the SBO lines.

e Bits 0 through 20 specify the storage location to or from
which data is transferred on a read-type or write-type
operation.

o DAB bits 21 through 23 define the first data byte within
the first doubleword to be transferred.

o The DAB is gated to the adder and the byte count regis-
ter.
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o The parity bit for data address register bits 16 through 23
is changed if the DAB contains an odd number of ones or
remains unchanged if an even number of ones.

o The DAB is reset to all zeros after gating to adder and
byte count register is accomplished.

When the CAW fetch cycle is complete, the first CCW fetch
cycle is initiated. At the beginning of the cycle, (signified
by a ‘BCU response’ signal to the channel), data address
register bits O through 20 plus the three parity bits are gated
to the SAB lines (via the ‘SAB gating’ logic) to address
main storage for the CCW. The address in the data address
register is also gated to the adder where it is subsequently
incremented by one (corresponding to 8 bytes) and trans-
ferred to the command address register. (If data or
command chaining is involved in the current operation, the
addresses of subsequent CCW’s are obtained from the
command address register.)

When the first CCW is available on the SBO lines, the
‘data address ingate reset’ signal resets the data address
register to all zeros with good parity and the subsequent
‘gate SBO to data address register’ signal gates SBO bits 8
through 32 (plus three parity bits) into the data address
register. Assuming that the command in the CCW specifies
a read-type or write-type operation, bits O through 20 of
the data address register now specify the main storage ad-
dress for the first data transfer; the data transfer may be
either a store or fetch operation. Bits 21 through 23 (the
DAB) specify the byte within the doubleword at which
data transfers begin.

Following gating of the CCW bits to the data address
register, the DAB is gated to the adder and to the byte count
register. After this gating occurs, the ‘reset DAB’ signal re-
sets the DAB bits to zero so that storage will be addressed
only on doubleword boundaries on future data transfers to
or from storage. However, before the DAB bits are reset,
they are examined at the ‘byte count parity and zero check
DA PO fixup’ logic to determine if the DAB is composed of
an odd or even number of ones. If the DAB bits contain an
odd number of ones, the ‘DAB bits odd’ signal is raised and
the parity bit associated with data address register bits 16
through 23 is changed. This parity bit is changed so that
byte 3 in the data address register will maintain correct par-
ity when the DAB is reset. If the DAB bits contain an even
number of ones, the ‘DAB bits odd’ signal is not raised and
the parity bit remains unchanged.

Read-Type or Write-Type Data Transfers
o Data address register bits O through 20 plus three parity

bits are gated to the SAB lines on data doubleword trans-
fer to or from main storage.



o These bits are also gated to the adder, incremented by 1
(eight bytes) and gated back into the data address regis-
ter to specify the address of the next data doubleword
transfer,

o On ‘read backward’ operations the data address is decre-
mented by one, rather than incremented.

When the current I/O operation involves a data transfer
(read-type or write-type operation), data address register
bits 0 through 20 are gated through the ‘SAB gating’ logic
to address the storage location to or from which data is to

. be transferred. In addition, bits 0 through 20 are gated to
the adder where they are incremented by one (assuming that
a ‘read backward’ operation is not in progress, in which case
the bits are decremented by one). The incremented (or
decremented) output of the adder (adder sum bits 0-through
20) and three predicted parity bits (PO, P1, and P2, one bit
for each byte of the data address register) are applied to

the ‘adder to DAR ingating’ logic. After the data address
has been on the SAB lines a sufficient time to access stor-
age, the ‘data address ingate reset’ signal is raised to reset
the data address register. Following the reset, the ‘gate ad-
der to data address register’ signal is raised to gate ‘adder
sum’ bits O through 20 into the data address register. The
data address register now contains the address of the storage
location to or from which data will be transferred on the
next storage cycle. The above described action (gating of
data address to the SAB and the adder, and subsequent
gating of the ‘adder sum’ bits into the data address register)
continues until all data bytes specified by the current CCW
are transferred.

SBI Gating

On logout operations, the contents of the data register are
gated through the SBI logic for storage in main storage. Bits
0 through 23 are gated to SBI lines 32 through 55 for stor-
age in logword 2 of the logout sequence. The three parity
bits (PO, P1, and P2) are gated to SBI lines 57 through 59
for storage in log word 3 of the logout sequence.

Logic Diagram Description

Positive logic for the data address register is shown in Dia-
gram 4-8. Separate descriptions (based on Diagram 4-8) of
the ‘bit 0’ through ‘bit 20’ latches, the DAB latches, and the
parity (bit PO, P1, and P2) latches are provided in the follow-
ing text.

Bit 0 through Bit 20 Latches

The bit O through bit 20 latches are identical and may be
turned on by bits gated from an SBO line or from the ad-
der. Since these latches are identical, only the ‘bit 0’ latch
is described in this text. The ‘bit 0’ latch is reset before
each ingating operation by the ‘data address ingate reset’
signal. When CAW. or CCW bits are on the SBO lines, the
AND receiving the ‘SBO bit 8 signal is gated by the ‘gate
MDBO to data adddress register’ signal. If a logic 1 level is
on the ‘SBO bit 8’ line at the gating time, the ‘bit 0’ latch is
turned on, placing a logic 1 on the ‘data address bit 0’ out-
put of the latch. A logic 0 on the ‘SBO bit 8’ line at gating
time inhibits the AND, and the ‘bit 0’ latch remains off.

For data transfer operations between main storage and
the selector channel, the ‘bit 0’ through ‘bit 20’ latches are
updated (incremented or decremented) after each data trans-
fer in preparation for the next data transfer. When updat-
ing has been completed by the adder and the ‘data address’
bits are no longer required on the SAB lines, the ‘data ad-
dress ingate reset’ signal again resets the ‘bit 0’ latch. The
‘bit 0’ latch AND receiving the ‘adder sum 0’ bit is then
gated by the ‘gate-adder to data address register’ signal. A
logic 1 on the ‘adder sum 0’ line turns on the ‘bit 0’ latch
while a logic O on the line leaves the latch off.

DAB Latches

The ‘bit 21° through ‘bit 23” (DAB) latches receive bits only
from the ‘SBO bit 29’ through “SBO bit 31’ lines, respec-
tively (Diagram 4-8). Although bits are gated to the DAB
latches on the CAW and CCW fetch cycles as previously
described for the ‘bit 0’ latch (in the preceding paragraph),
gating to the DAB latches is significant only on the CCW
fetch cycle. (On the CAW cycle, the DAB must be all zeros,
but the zero test is made before gating to the latches occurs.
Once the CAW bits are gated into the DAB latches, they do
not affect channel operations.) On the CCW cycle, the DAB
latches are reset by the ‘data address ingate’ signal, SBO

bits 29 through 31 are applied to the ANDs for the ‘bit 21’
through ‘bit 23’ latches, respectively. After the DAB latches
are reset, the ‘gate MDBO to data address register’ signal
gates the SBO bits into their respective latch. A logic 1 on
an SBO line turns on the respective DAB latch and a logic

0 leaves the latch off.

After the DAB bits have been gated to the adder and byte
count register, the DAB latches receive a ‘reset DAB’ signal
which turns off the latches. For subsequent channel opera-
tions for the current CCW, the DAB latches remain off and
the logic 0 outputs of these latches specify data doubleword
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transfers to or from main storage on doubleword boundaries.

Before the DAB latches are reset after a CCW fetch cycle,
the outputs of the DAB latches are decoded by two AND/
AND/OR combinations.

The two outputs developed by this decoding (‘read DAB
4 or read backward DAB 3’ and ‘read DAB 0 or read back-
ward DAB 7°) are used by the ‘read CDA controls’ logic to
determine if overrun occurred during a ‘read CDA’ CCW
fetch cycle or to determine which gating and reset signals
must be generated in the event overrun did not occur. In
addition, the ‘read DAB O or read backward DAB 7’ signal
is sent to the ‘service out-service in’ logic where, if active, it
provides one of the conditions necessary for the generation
of the ‘service out’ signal to the I/O device on a read opera-
tion.

Parity Latches

The data address register (Diagram 4-8) has three parity
latches (PO, P1, and P2), one for each eight-bit data byte of
the data address register. The ‘bit P2’ latch is unique and

is described in this text following the description of the ‘bit
PO’ and ‘bit P1’ latches.

The parity ‘bit PO’ and ‘bit P1’ latches are turned on to
provide a logical 1 output by the ‘data address ingate reset’
signal. Since this signal also turns off the data address regis-
ter ‘bit 0’ through “bit 15’ latches, odd parity is maintained
for the first two data byte positions when the reset occurs.
When data is gated from the SBO lines or the adder, the
‘gate MDBO to data address register’ signal or ‘gate adder to
data address register’ signal (respectively) strobes an AND at
the reset input to the ‘bit PO’ and ‘bit P1’ latches. If the

gated bit to the ‘bit P’ or ‘bit P1’ latch is a logic 0 level, the

latch is turned off to present a logic O at the latch output.
If the gated bit is a logical 1 level, the latch remains on.

The data address register ‘bit P2’ latch is unique in that
it contains provisions for sensing whether the state of the
latch is to change before the DAB is reset following a CCW
fetch operation. In addition, the ‘bit P2’ latch (like the ‘bit
PO’ and ‘bit P1’ latches) is turned on to present a logic 1 at
its output when the ‘data address ingate reset’ signal occurs.
The ‘bit P2’ latch also has provisions for gating from the SBO
P3 line and from the adder (‘predetermined parity P2’ bit).
Ingating from these lines is as described for the ‘bit PO’ and
‘bit P1’ latches.

The sensing portion of the ‘bit P2’ latch consists of three
ANDs and an OR (Diagram 4-8). This logic is controlled by:
(1) the sensed output of the ‘bit P2’ latch; and (2) the ‘DAB
bits odd’ signal, which is active only when the DAB latches
contain an odd number of ones and while the DAB bits are
being gated to the adder. As previously stated, if the ‘DAB
bits odd’ signal is active, the state of the ‘bit P2’ latch will
be changed, regardless of whether it is in the logic 1 or logic
0 state. While the ‘DAB bits odd’ signal is not active, the
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latch contents remain unchanged (and thus, may be altered
by the ‘data address ingate reset’ signal or by gating from the
SBO line or adder under the circumstances previously de-
scribed).

Assume that the DAB contains an odd number of 1’s and
that the ‘bit P2’ latch is in the logic 1 state; this means that
when the DAB bits are gated to the adder, the ‘DAB bits
odd’ signal is raised and the ‘bit P2’ latch is reset to the logic
O state. This is accomplished by applying the ‘DAB bits

- odd’ (‘not DAB bits even’) signal to OR gate 4, removing one

of the inputs which enables the OR. The input to OR gate
4 from AND gate 2 is also inactive (at the disabling level)
since AND gate 1 is enabled by the sense output of the ‘bit
P2’ latch and the disabling level from AND gate 2. With
AND gate 1 enabled, AND gate 2 is disabled and the AND
gate 2 output does not enable OR gate 4. Also, AND gate 3
is disabled and the AND gate 2 output does not enable OR
gate 4. Also, AND gate 3 is disabled by the output of ena-
bled AND gate 1, and, thus, the third input to OR gate 4 is
at the disabling level. With the above conditions present, the
output of OR gate 4 is at the disabling (‘not OR gate 4°)
level, which causes a reset signal to be applied to the ‘bit
P2’ latch. Thus, the state of the latch is changed from a
logic 1 level to a logic O level because the DAB latches con-
tained an odd number of bits. For a second example, as-
sume that the DAB contains an odd number of 1’s and that
the ‘bit P2’ latch contains a logic 0 level. In this case, AND
gate 1 is disabled by the sensing output of the ‘bit P2’ latch;
this provides enabling inputs to both AND gates 2 and 3.
OR gate 2 is enabled by the ‘DAB bits even’ signal (before
the ‘DAB bits odd’ signal is raised), enabling the second in-
put to AND gate 3. In turn, the output of OR gate 4 is
held at the enabling level. With the ‘OR gate 2’ output
enabled, a second input to AND gate 2 is enabled. When
the ‘DAB bits odd’ signal is activated, the output of AND
gate 2 is raised to turn on the ‘bit P2’ latch.

If the ‘DAB bits odd’ signal is not raised when the DAB
bits are gated to the adder, AND gate 2 remains disabled and
OR gate 2 remains enabled. In this case, the content of the
‘bit P2’ latch is not affected.

FLAG REGISTER

e Consists of a nine-bit flag register:
1. Bits 0-4 are CDA, CC, SILI, Skip and PCI flag posi-
tions, respectively.
2. Bits 5-7 (all zeros) and P used for parity checking.

e Indicators provided for all but 5-7 bit positions.

The flag register and associated logic (Figure 2-13) consists
of a 9-bit register (eight data bits and one parity bit), ‘flag

register gating’ logic, ‘flag register gating control’ logic, and
‘parity checking’ logic. Bits O through 4 of the flag register
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SBO Logic
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: = Z Control Check' Latch
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L

CDA, CC, SILI, Skip, ond PCI Flags

Figure 2-13. Flag Register, Block Diagram

are reserved for flag bits which control portions of channel
operations initiated by a Start 1/O, IPL, or FLT instruction.
Bits 5 through 7 and the parity bit are used for flag register
parity checking. Indicators are provided on the CE panel
only for the parity bit and bits O through 4 (locations C19
through C23). Indicators are not provided for bits 5 through
7, since these bits must always be zero to constitute a
properly formatted flag field. Bits O through 4 are designated
as follows:

Bit 0 — CD or CDA flag
Bit 1 — CC flag

Bit 2 — SILI flag

Bit 3 — Skip flag

Bit 4 — PCI flag

Flag Register Block Description

® Data from CCW gated to flag register:
1. ‘Machine or ingate reset’ signal resets flag register.
2. ‘Gate SBO to flag register’ signal activated to gate
SBO bits 32 through 39 plus P4 into flag register.
3. ‘Parity checking’ logic checks flag register parity;
parity etror turns on ‘channel control check’ latch.

o For IPL or FLT operations, ‘force read operation’ signal
(activated when channel forces first CCW) activates flag
register CC and parity bits.

e CDA, CC, SILI, Skip, and PCI flag bits monitored by
channel control logic; active flag bits cause channel oper-
ations to be altered or suppressed (depending on channel
operation in progress and active flag bit).

> To Channel
Control Logic

Note:
CE panel indicators are
not provided for
positions 5 through 7
of the flag register.

o All flag register bits supplied to SBI logic for storage dur-
ing log word 2 (bit 0-7) and log word 3 (bit P) of logout
operation.

Data can be gated into the flag register either from the SBO
lines (SBO bits 32 through 39) or as the result of an IPL or
FLT operation. Data is gated into the flag register from the
SBO lines when the channel fetches a CCW from main stor-
age (Figure 2-13). When the CCW is on the SBO lines, the
‘flag register gating control’ logic activates the ‘machine or
ingate reset’ signal to reset the flag register. Subsequently,
the ‘gate SBO to flag register’ signal is activated to gate SBO
bits 32 through 39 and P4 into the flag register via the ‘flag
register gating’ logic.

With the flag field bits in the register, the ‘parity checking’
logic checks the bits for correct (odd) parity. If even parity
is detected, the ‘flag parity check’ signal is activated and the
‘channel control check’ latch is turned on to end the opera-
tion.

For the IPL or FLT operations, the ‘force read operation’
signal (activated when the channel forces the first IPL or FLT
CCW) activates the CC and parity bits in the flag register.

Flag bits O through 4 (CDA, CC, SILI, Skip, and PCI) are

supplied to channel control logic; the control logic monitors
the flag bits, and depending upon the channel operation in

progress, uses the flag bit to suppress, perform, or alter oper-
ations as specified by active flag bits. All flag register bits

(0 through 7 plus P) are supplied to SBI gating logic where
they are available for storage during a logout operation, For
logout operations, bits O through 7 are gated to SBI lines 16
through 20, respectively, for storage as part of log word 2.
The parity bit is gated to the SBI line 62 for storage as part
of log word 3.
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Flag Register Logic Description

The flag register and associated logic are shown in Diagram
4-9. Flag register operations are described in detail in the
following paragraphs.

Flag Register Gating Control

e ‘Machine or ingate reset’ signal resets flag register data
latches for logic O outputs and ‘parity” latch for logic 1
output.

@ ‘Machine or ingate reset’ signal activated by:
1. “TIC’ signal to reset latches and prevent TIC CCW
bits from being gated to latches.
2. ‘Machine or setup reset’ signal.
3. ‘Gate SBO to count, data address registers’ signal
when non-TIC CCW is on SBO lines.

e ‘Gate SBO to count, data address register’ signal also
turns on ‘SBO flag register’ latch.

® ‘Gate SBO to flag register’ signal gates ‘SBO bit P4’, and
‘SBO bit 32’ through ‘SBO bit 39’ values to ‘parity’,
‘CDA’, ‘CC’, “SILD, “skip’, ‘PCI’ and ‘FLR 5’ through
‘FLR 7’ latches, respectively.

o For IPL or FLT operations, ‘force read operation” signal
activates parity and CC flag bits.

The ‘flag register gating control’ logic (Diagram 4-9) provides
a ‘machine or ingate reset’ signal to reset the flag register
latches, and provides a ‘gate SBO to flag register’ signal to
gate the flag bits (contained in the CCW) into the flag regis-
ter latches.

An active ‘machine or ingate reset’ signal turns off all flag
register data latches and turns on the parity latch. This pro-
vides a flag register output of all zeros with correct parity.

Note: The parity latch is actually off (ALD RF111) when
reset; however, the off condition reflects a logic 1 at the
latch output. For simplification, Diagram 4-9 shows the
latch turned on to reflect a logic 1.

The ‘machine or ingate reset’ signal is activated by one of
three signals: ‘TIC’, ‘machine or setup reset’ or ‘gate SBO to
count, data address register’.

The ‘TIC’ signal is activated during a TIC operation. At
the ‘flag register gating control’ logic, the ‘TIC’ signal acti-
vates the ‘machine or ingate reset’ signal and prevents latch-
ing of the ‘SBO flag register’ latch. Thus, the ‘TIC’ signal
prevents data bits in the TIC CCW from being gated into the
flag register. For a TIC CCW, the flag field bits (on the SBO
lines) are of no significance; thus, the flag register latches are

2-24  (5/68)

reset and held to all zeros with good parity to prevent possi-
ble erroneous detection of a ‘flag parity check’ condition.

The ‘machine or setup reset’ signal also activates the ‘ma-
chine or ingate reset’ signal to reset the flag register data
latches. The ‘machine or setup reset’ signal is activated by the
channels ‘machine reset’ or ‘setup’ signals and resets the flag
register latches (as well as other channel registers and latches)
prior to the channel starting or continuing a channel opera-
tion.

The ‘gate SBO to count, data address registers’ signal
(generated when a non-TIC CCW is on the SBO lines) acti-
vates the ‘machine or ingate reset’ signal and also turns on
the ‘SBO flag register’ latch. In this case, the ‘machine or
ingate reset’ signal is activated to reset the flag register
latches prior to gating flag-field SBO bits into the flag regis-
ter latches. Following turn on of the ‘SBO flag register’
latch, the ‘gate SBO to flag register’ signal is activated. This
signal gates the ‘SBO bit 32’ through ‘SBO bit 39’ and ‘SBO
bit P4’ values into the ‘CDA’, ‘CC’, ‘SILD’, ‘skip’, ‘PCI’,
‘FLR 5’ through ‘FLR 7, and ‘parity’ latches, respectively.
When the ‘machine or ingate reset’ signal falls, turn off of
the ‘SBO flag register’ latch is delayed to permit the ‘gate
SBO to flag register’ signal to latch the SBO bit values into
the flag register latches.

For IPL or FLT operations, a ‘force read operations’ sig-
nal is activated for the first portion of the operation. This
signal is ORed at the output of the flag register ‘parity’ and
‘CC’ latches to activate the ‘flag parity’ and ‘CC flag’ bits.
These bits are sustained by the ‘force read operation’ signal
until the first IPL or FLT ‘chain command’ operation is
initiated.

Flag Register Latches

o ‘CDA flag’ signal enables channel to perform read CDA
or write CDA operations.

e ‘CC flag’ and ‘not CDA flag’ signals enable channel to per-
form chain command operations.

e ‘CC flag’ and ‘CDA flag’ signals enable channel to perform
jump command address on CDA’ operation.

o °SILI flag’ signal prevents channel from detecting incor-
rect length condition.

e ‘Skip flag’ signal prevents channel from storing data dur-
ing read-type operations.

e ‘PCI flag’ signal causes channel to store CSW as soon as
possible during current operation.

o Parity error activates ‘flag parity check’ signal; ‘channel
control check’ latch turns on to end operation.



o Flag and parity bits available at SBI gating logic for stor-
age on logout operation.

The nine flag register latches (Diagram 4-9) are designated as
follows: ‘parity’, ‘CDA’, ‘CC’, SILI’, ‘skip’, ‘PCI’, and ‘FLR
5’ through ‘FLR 7°. All latches are off to reflect an inactive
bit at the output and on to reflect an active bit at the out-
put. (The ‘parity’ latch is actually off to reflect an active
flag parity bit, but is shown “on” for convenience in
Diagram 4-9.)

The ‘CDA’ latch, when on, provides a CDA flag output
which enables the channel to perform read CDA or write
CDA operations. The ‘CC’ latch provides a ‘CC flag’ signal
when on. Providing the ‘CDA’ latch is off, the active ‘CC
flag’ signal enables the channel to perform chain command
operations. If the ‘CDA’ latch is on, an active ‘CC flag’ sig-
nal enables the channel to perform ‘jump command ad-
dress for CDA’ operations, if so designated by a status byte
from the I/O device.

If the ‘SILI’ latch is on, the ‘SILI flag’ signal prevents the
channel from detecting an ‘incorrect length’ condition. With
the ‘skip’ latch on during a read, read backward or sense
operation, the ‘skip flag’ signal prevents the channel from
storing data received from the I/O device during the read-
type operation.

The on condition of the ‘PCI’ latch provides a ‘PCI flag’
signal. The ‘PCI flag’ signal causes the channel to request
an interrupt at the earliest possible time to store the CSW;
the PCI operation does not stop channel operations speci-
fied by the command in the command register.

The outputs of all flag register latches are applied to ex-
clusive-OR logic (“odd” logic blocks on Diagram 4-9) in the
flag register ‘parity checking’ logic. If a parity error (even
parity) is present in the flag register latches during read-type
or write-type operations, the ‘flag parity check’ signal is ac-
tivated when the ‘sample flag parity’ or ‘sample flag parity
write CDA’ signal strobes the ‘parity check’ results. The
‘flag parity check’ signal turns on the ‘channel control check’
latch to terminate the operation in progress.

Count Register Reset

The PCI flag’, ‘skip flag’, ‘SILI flag’, ‘CC flag’, ‘CDA
flag’, and “flag parity’ outputs of the flag register latches
are also supplied to the SBI gating logic. During a logout
operation, the active or inactive state of the flag bits are
stored in positions 16 through 20 of log word 2 and flag par-
ity bit in position 62 of log word 3.

COUNT REGISTER CIRCUITS

The count register circuits (Figure 2-14) maintain an updated
count value representing the number of bytes to be trans-
ferred for a current CCW when the channel is engaged in data
transfer operations. The count register circuits also monitor
the count value for count characteristics used by the channel
control logic to determine the progress and status of data
transfer operations at specified times. Channel control logic
usage of the count characteristic signals is dependent upon
the channel operation in progress.

Block Diagram Description

e Count register circuits consist of:
1. ‘Count ingating’ logic.
2. Count register (20 bits, designated 7 through 23, PO,
P1 and P2)
3. ‘Count register channel decoding’ logic

o Initially, count register receives count from CCW fetched
from main storage or COUNT FIELD switches (SBO bits
48-63 gated to count register positions 8-23).

o Count register bits 7-23 are gated to adder, added with
DAB bits, and the sum is gated back into count register.

o During data transfer operations, count register bits 7-23
are gated to adder, decremented by eight bytes, and the
results are gated back to count register.
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e For write CDA operation, count register bits 19 through
23 are gated to mark-B register to maintain count; detec-
tion of incorrect length condition causes count to be
gated from mark-B register to count register for residual
count operations.

e CTB (count register bits 21-23) compared with BC regis-
ter bits to detect last byte of data transfer operation.

o Count register bits 7-23 available at SBI gates 48-63 for
‘CSW store’ or logout operations.

e Count characteristic signals decoded by ‘count register
channel decoding’ logic; signals identify last word, error,
and retain storage conditions for specific operations.

The count register circuits (Figure 2-14) consist of the ‘count
ingating’ logic, the count register (bits 7 through 23 plus
3P) and the ‘count register channel decoding’ logic.

The ‘count ingating’ logic receives SBO bits 48 through
63 from the SBO gating logic and adder sum bits 7 through
23 from the adder. During data handling operations, SBO
bits 48 through 63 are initially gated into count register posi-
tions 8 through 23 via the ‘count ingating’ logic from either
a CCW fetched from main storage or from the CE panel
COUNT FIELD switches; the values in the COUNT FIELD
switches are gated to the count register only when the chan-
nel is in the test mode and simulating storage operations.
(Position 7 of the count register does not initially receive a
count bit, but is available to receive a carry bit from the ad-
der if subsequent DAB plus count operations generate a
carry bit.) Before data transfer operations begin, bits 8
through 23 in the count register are gated to the adder where
they are added with bits 21 through 23 (DAB) of the data
address register. The results (used by the ‘count register
channel decoding’ logic and channel control logic to detect
specified control conditions and the last byte of the transfer
operations) are then gated into the count register via the
‘adder sum 7 through 23’ lines. During data transfer opera-
tions, bits 7 through 23 of the count register are gated to the
adder and decremented by the equivalent of eight bytes
each time the channel accesses main storage (or simulates
a storage access in the test mode). After decrementing, the
results are gated back into the count register via the ‘adder
sum 7 through 23’ lines. If a write CDA operation is in
progress, bits 19 through 23 of the count register are gated
to the mark register when the channel fetches the next
CCW. (With the significant count bits in the mark-B register,
the channel continues transferring data specified by the cur-
rent CCW, and the count register is free to accept the count
bits from the new CCW.) If an incorrect length condition is
detected during transfer operations for the current write
CDA CCW, the count bits in the mark-B register are gated

2-26 (5/68)

through the ‘count ingating’ logic to the count register via

the SBO 59 through 63 lines; these count bits may then be
used to calculate a residual count which defines the differ-
ence between the bytes specified for transfer by the CCW

and the bytes actually transferred.

Count register bits are also sent to the ‘byte count com-
parator’ logic, the ‘SBI gating’ logic and the ‘count register
channel decoding’ logic (Figure 2-14). The ‘byte count com-
parator’ logic receives count register bits 21 through 23 (re-
ferred to as ‘count B’ or CTB). These bits are compared
with the byte count register bits throughout channel con-
trolled data transfer operations; when the CTB and byte
count bits compare, all data bytes specified by the current
CCW have been gated into or out of the B-register. Count
register bits 8 through 23 are supplied to the SBI gating
logic (SBI gates 48 through 63) for gating to storage on a
‘CSW store’ or logout operation.

The ‘byte count comparator’ logic (Figure 2-14) receives
count register bits 7 through 23. These bits are monitored
by the ‘count register channel decoding’ logic throughout
data transfer operations to provide count characteristic sig-
nals. In general, the count characteristic signals enable the
channel to detect a last word condition, error condition, or
retain storage condition. In many cases, the count character-
istic signals are operation oriented; e.g., read, write, read
CDA, or write CDA. The count characteristic signals are
‘count equals 2 words’, ‘count equal or less than 2 words’,
‘count equal or less than one word’, ‘count less than 2
words’, ‘count less than 1 word’ and ‘count bits 21 through
23 equal zero’.

Note: The term word as shown in channel logic designates
8 bytes; except when signal line names are designated in
text throughout this manual, the term “doubleword” is sub-
stituted for the term “word”. A detailed description of the
function of each count characteristic signal is contained in
“Count Characteristic Signals”.

Detailed Count Register Logic Description

Logic details of the count register circuit are shown in Dia-
gram 4-10. The count register consists of 20 latches (17
data and 3 parity) designated ‘bit 7° through ‘bit 23’, ‘bit
PO’, ‘bit P1’ and ‘bit P2’. COUNT indicators for all but the
high-order bit 7 and the ‘bit PO’ latches are located at posi-
tions B19 through B26 on the CE panel; the indicator for
the ‘bit 7’ latch (CT7) is located at position F27, and no in-
dicator is provided for the ‘bit PO’ latch. Count register
operations for read, read CDA, write, write CDA commands,
the IPL and FLT operations, and the count characteristic
signals provided by the ‘count register channel decoding’
logic are described separately in the following paragraphs.



Count Register Read/Write Operation

o For start I/O operation, ‘SBO to count register’ latch is
turned on when CCW is on SBO lines; count field gated
from SBO lines 48-63, P6 and P7 into count register posi-
tions 8-21, P1 and P2.

e For IPL or FLT operation, initial count of 24 decimal
forced into count register (bits 19 and 20 latches turned
on) by ‘turn on CCW valid IPL’ signal.

e After start I/O CCW count is in count register, count bits
7-23, PO, P1 and P2 are gated to adder, added to DAB,
and gated back to count register.

® Bits from ‘adder sum 7-23, PO, P2 and P2 lines gated to
count register when ‘adder to count register’ latch turned
on.

o Count register reset conditions:

1. Initial gating from SBO lines activates ‘count ingate
reset’ and ‘reset count 21-23’ signals. (Reset to all
zeros with active parity bits).

2. Count update activates ‘count ingate reset’ signal; all
bits reset except 21-23.

3. When BC = CTB condition detected, count register is
reset in same manner as initial gating reset.

o Incorrect length detection causes counter contents to be
gated to adder for residual count computation; results
are gated back to adder.

For a read or write operation, the count register (Diagram
4-10) receives a significant count when a CCW for a start I/O
operation is presented to the channel on the SBO lines, (For
the beginning of the IPL and FLT operations, the channel
forces a significant count of 24 decimal, into the count regis-
ter instead of receiving the count from a CCW; i.e., the count
register ‘bit 19° and ‘bit 20’ latches are turned on by the
‘turn on CCW valid IPL’ signal.) When the CCW is present
on the SBO lines, the ‘gate SBO to count register’ signal (de-
rived from the ‘raw advance SS’ signal) is activated to turn
on the ‘SBO to count register’ latch (Diagram 4-10).

The latch output gates SBO bits 48 through 63, P6 and
P7 into count register positions 8 through 23 and P1 and P2
(respectively) via the count ingate ANDs. After the I/O de-
vice is selected and the channel has determined that the CCW
is valid, count register bits 7 through 23 plus bits PO, P1 and
P2, are gated to the adder where they are added to bits 21
through 23 (the DAB) from the data address register. The
resulting sum is gated gack to the count register via the ‘ad-

der sum 7 through 23’ lines by turning on the ‘adder to
count register’ latch (Diagram 4-10). With the ‘count plus
DAB?’ sum in the count register, the three low-order count
register positions (bits 21 through 23) contain a value desig-
nated count B (CTB). The CTB, when equal to the value in
the byte count register, identifies the transfer of the last
data byte for the read or write operation.

When, during I/O byte transfers, a B-register boundary is
reached (‘byte count latches equal zero’ condition), the chan-
nel initiates a storage request to store (read operation) or
fetch (write operation) a data doubleword. During the sub-
sequent sequence 3 routine, the count register contents are
gated to the adder and decremented by 1 in position 20
(count value is decremented by the equivalent of eight bytes).
The decremented count is then gated back to the count regis-
ter via the ‘adder sum 7 through 23’ (and PO, P1, and P2)
lines. Each time the channel enters a storage routine to
store or fetch a data doubleword, the count register contents
are decremented in the manner described.

When count register positions 7 through 20 are equal to
zero (‘count equal or less than 2 words’ signal active), the
channel’s ‘last word’ trigger is turned on and the channel
begins sensing for a byte count equal CTB (BC = CTB) condi-
tion. When the BC = CTB condition is sensed, the count
register is reset to all zeros, indicating that all required bytes
for the read or write operations have been transferred.

Count register reset conditions are dependent upon the
operation performed. Upon initial ingating from the SBO
lines, both the ‘count ingate reset’ and ‘reset count 21, 22,
23’ signals (Diagram 4-10) are activated to reset count regis-
ter positions 7 through 23 to 0’s and the three parity latches
to 1’s. For an ‘update count’ (decrement) operation, only
the ‘count ingate reset’ signal is activated, resetting positions
7 through 20 of the count register before the decremented
count is gated back to the count register. The CTB positions
(bits 21, 22, and 23 of the count register) remain unchanged.
When the BC = CTB condition is sensed on the last double-
word transfer, the count register is reset in the same manner
as described for initial gating from the SBO lines.

If data transfer operations are ended before the specified
number of bytes has been transferred and an incorrect length
(IL) condition is detected, a ‘BC and CT-1, IL’ signal is gen-
erated (ALD EN111). This signal causes the current byte
count in the byte counter to be subtracted (at the adder)
from the CTB in the count register to obtain a ‘residual
count’ value. The results of the subtraction are gated into
the count register, thereby restoring the count register count
to a value representing the true number of bytes not trans-
ferred for the current CCW. This operation is effectively
the reverse of the DAB plus count operation; the residual
count value is available at the SBI gating logic for storage
as part of the CSW,
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Count Register Write CDA Operation

e Count register bits 19-23 and P2 gated to mark-B register
positions 4-0 and P when channel fetches new CCW.

e Mark-B register contains count bits to control current
CCW data transfer ending.

o Count bits from new CCW gated into count register while
current CCW write operations performed.

@ Detailed incorrect length condition turns on ‘SBO to
count register’ latch; count from mark-B register gated
back into count register via SBO lines 59-63 and P7.

® Residual count operation performed as follows:
1. Gate count register value minus 8 bytes to adder.
2. Adder performs residual count operation.
3. Turn on ‘adder to count register’ latch; gate residual
count value into count register.

Count register operations during a write CDA operation are
as described for the write operation, except for one portion
of the write CDA operation. On write CDA operations, the
channel must fetch a new CCW while data from the old CCW
is still being transferred under control of the old count. So
that the current count may be maintained when the count
from the new CCW arrives, the channel transfers count regis-
ter bits 19 through 23 and P2 to mark-B register positions

4 through 0, and P, respectively (Diagram 4-10). The transfer
is effected when either the count characteristic ‘count equals

2 words’ signal or ‘count less than 2 words’ signal is active

along with the ‘write’, ‘CDA latch’, ‘not sequence 3’, ‘sequence

4’ and ‘T2 clock’ signals (ALD CW113). With these signals
active, the ‘gate CTB to mark B’ signal is activated, and count
register bits 19 through 23 (Diagram 4-10) are gated into the
mark-B register. Channel sensing for the CTB = BC condition
is then performed using the count in the count-B register.
When the new CCW arrives, the ‘count field’ bits are gated
from the SBO lines into the count register as described in

" “Count Register Read/Write Operation”.

If an “incorrect length’ condition is detected while the
count bits in the mark-B register are controlling current CCW
write transfers, a ‘write CDA incorrect length, sequence 5’
signal is generated to turn on the ‘SBO to count register’
latch (Diagram 4-10). In this case, the resulting ‘SBO to
count register’ signal gates SBO bits 59 through 63 and P7
into count register positions 19 through 23 and P2. SBO
bits 59 through 63 and P7 represent the count bits obtained
from the mark-B register. With the original count reentered
into the count register, the channel computes the residual
count value by gating the contents of the count register (mi-
nus 8 bytes) and the two’s complement of the byte count
register to the adder. The results of the computation are
gated back into the count register via the adder sum 7
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through 23 lines when the ‘gate adder to count WLR’ signal

is activated to turn on the ‘adder to register’ latch (Diagram

4-10). The residual count in the count register is then avail-

able at SBI gating positions 48 through 63 for the CSW store
operation that follows. :

Count Register SBI Gating

Count register positions 8 through 23 are available at SBI
gating positions 48 through 63 (Diagram 4-10) for gating to
main storage during a CSW store operation or during storage
of log word 1 during a logout operation. Count register
parity bits are available at SBI gating positions 53 through
55 for gating to main storage when log word 3 is stored dur-
ing a logout operation.

Count Characteristic Signals

e ‘Count equals 2 words’ signal effective only during write
CDA operation; gates CTB bits from count register to
mark-B register and turns on ‘retain storage’ latch.

® ‘Count bits 21 through 23 equal zero’ signal inhibits
detection of overrun condition during read operations
when last word trigger is on and ‘BCL = 0’ signal is active.

e ‘Count less than 2 words’ signal:

1. For write CDA operation, gates CTB bits from count
register to mark-B register and turns on ‘retain storage’
latch.

2. For read CDA operation, turns on ‘chain check’ latch
when new CCW is received and channel had already
received more data bytes than count specifies (A-
register is full and ‘BC greater than CTB’ signal active).

e ‘Count equal or less than 2 words’ sampled during read-
type and write-type operations for last word condition
after data transfer operations has begun.

e ‘Count equal or less than 1 word’ signal sampled during
sequence 1 (initial selection routine), read CDA and write
CDA for last word condition prior to CCW assuming con-
trol of data transfers.

e ‘Count less than 1 word’ signal sampled during read
CDA operation for chain check condition. When new
CCW is available, signal is sampled prior to and after
count plus DAB operations to determine if chain check
condition exists.

Note: The term “word” in the count characteristic signal
names refer to eight bytes. The count characteristic signals
are activated by the ‘count register channel decoding’ logic



which monitors the outputs of the count register. These sig-
nals are used by channel logic to detect the last word con-
dition for all read-type and write-type operations and to
detect errors or events for specific channel operations. Each
of the count characteristic signals is described separately in
the following text.

The ‘count equals 2 words’ signal (Diagram 4-10) is effec-
tive only during write CDA operations. The signal is acti-
vated when all count register bits except bit 19 are zeros.
The active ‘count equals 2 words’ signal is OR’ed (ALD
LT113) to activate a ‘count equal or less than 2 words’ sig-
nal. With the ‘write’ signal and CDA flag active, the chan-
nel generates signals during the sequence 4 routine which:
(1) gate the CTB bits from the count register to the mark-B
register; and (2) turn on the channel’s ‘retain storage’ latch.

The ‘count bits 21 through 23 equal zero’ signal (Dia-
gram 4-10) inhibits detection of an overrun condition during
read operations when the ‘last word’ trigger is on. The sig-
nal is active when count register bits 21 through 23 are all
zeros. Since the ‘last word’ trigger is on and count bits
21 through 23 equal zero, all specified data bytes for the
read operation in progress have been received by the chan-
nel; i.e., the count register has been reset. An overrun con-
dition will occur during a read operation if the ‘last word’
trigger is on, the value in the byte count latches equals zero,
and bits 21 through 23 are not equal to zero (the ‘BCL =0’
and ‘last word’ trigger conditions specify that the operation
is complete (B-register full, last doubleword); if count bits
21 through 23 equal other than zero, the count specifies
that more data is required to complete the operation). A
detected overrun condition turns on the ‘chain check’ latch
to indicate the detected error.

The ‘count less than 2 words’ signal (Diagram 4-10) is ef-
fective for both write CDA and read CDA operations. The
signal is activated when all count register bits except bit 20
equals zeros.

For write CDA operations, the ‘count less than 2 words’
signal provides the same function as described for the ‘count
equals 2 words’ signal (gates the CTB bits to the mark-B regis-
ter and turns on the ‘retain storage’ latch).

For the read CDA operation, the ‘count less than 2 words’
signal is sampled when the channel receives a new CCW. If
the new count is less than 16 bytes (‘count less than 2 words’
signal active), the ‘read CDA A-register loaded’ signal is ac-
tive, and the ‘BC greater than CTB’ signal is active, the chan-
nel has already received more data bytes from the control
unit than specified by the count in the new CCW. Thus, a
chain check condition exists and the chain check latch is
turned on. If the ‘count less than 2 words’ signal is inactive
under the conditions described, no chain check condition
exists.

The ‘count equal or less than 2 words’ signal (Diagram
4-10) is sampled during read-type and write-type operations
for a last word condition after data transfers have begun.
The sampling occurs just prior to the time the count register

contents are decremented as the result of a storage access.
When the active ‘count equal or less than 2 words’ signal is
sampled, the ‘last word’ trigger is turned on. The ‘count
equal or less than 2 words’ signal is activated by either the
‘count equals 2 words’, ‘count less than 2 words’ or ‘count
equal or less than 1 word’ signal.

The ‘count equal or less than 1 word’ signal is effect;lve
during read CDA and write CDA operations and during se-:
quence 1 of the initial selection routine. This signal is sam-
pled when a valid CCW is received by the channel and before
the CCW information assumes control of data transfer oper-
ations. If the count in the new CCW specifies only one
doubleword transfer, the ‘count equal or less than 1 word’
signal is activated; when sampled, the active signal causes
turn-on of the ‘last word’ trigger. The ‘count equal or less
than 1 word’ signal is activated when count register bits 7
through 19 equal all zeros and either bit 20 equals zero or
bits 21 through 23 equal zeros.

The ‘count less than 1 word’ signal (Diagram 4-10) is ef-
fective only during read CDA operations. The signal line is
sampled at two different times during a read CDA operation
to determine if a chain check condition exists. When the
new CCW is in the channel, the ‘count less than 1 word’ sig-
nal is first sampled prior to the count + DAB operation. If,
during this sampling, the ‘read CDA A register loaded’ signal
is active, the ‘chain check’ latch is turned on since the chan-
nel has already received more bytes than specified by the
count in the new CCW. After the count + DAB operation is
performed, and the ‘count less than 1 word’ and ‘BC greater
than CTB’ signals are active at this sampling, the ‘chain
check’ latch is turned on. In this case, the chain check con-
dition exists because only one doubleword is to be trans-
ferred, and the B-register already contains more data bytes
than specified by the CTB value. If the first sampling of the
‘count less than 1 word’ results in a chain check condition,
the second sampling is not performed.

ADDER

e Adder consists of bit 0-23 positions.

e Positions 21-23 are full adder; two inputs may be added.
o Positions 0-20 increment or decrement by 1 only.

o Position 20 receives £1 input (increment or decrement).

o Carries or borrows processed from full adder bit 21 posi-
tion through adder positions 0.

e Six 4-bit groups comprise adder positions 0-23; group 1

consists of low-order bits 20-23 and group 6 consists
of high order bits 0-3.
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o ‘Parity predict’ logic generates predicted parity bits from
gated register bits and group 1 through group 6 bits; pre-
dicted parity bits gated to registers.

e ‘Parity generator’ logic generates result parity bits from
adder sum bits.

® ‘Parity check’ logic compares predicted parity and result
parity bits; mismatch turns on ‘channel control check’
latch when results are sampled.

The adder (Diagram 4-11) is capable of performing up-
data (increment or decrement) operations and limited full
add operations. The adder consists of 24 positions desig-
nated 0 through 23; position O is the high-order position
and position 23 is the low-order position. Adder positions
0 through 23 are divided into 4-bit groups designated group
1 through group 6. Group 1 consists of low-order bits 20
through 23, group 2 of bits 16 through 19, etc., with group
6 consisting of high-order bits 0 through 3.

Low-order positions 21 through 23 are full-adder posi-
tions; i.e., two values may be added at these positions to
obtain a sum value. Positions 0 through 20 are only capable
of incrementing or decrementing one value by 1; however,
these positions process carries (when incrementing) or bor-
rows (when decrementing) from position 21 (the full adder
high-order position).

Position 20 of the adder (Diagram 4-11) receives the plus
or minus 1 input for an increment or decrement operation.
Carries or borrows resulting from the operation are pro-
cessed up to and including position 0.

The adder outputs are applied to adder latches. Each
latch in the adder is actually a polarity hold (Diagrams 4-12
and 4-13). When the ‘latch adder’ signal is inactive, the ad-
der sum outputs of the polarity holds equal the inputs to
the polarity holds. When the ‘latch adder’ signal is activated,
the bit values present in the polarity holds at that time are
locked and remain stable until the signal drops.

The adder is used by the channel to perform the following
operations: (1) increment the data address register value by
1 on each storage transfer for read, write or sense operations;
(2) decrement the data address value by 1 on each storage
transfer for a read backward operation; (3) add data address
register bits 21 through 23 (the DAB) to the count register
contents during CCW setup operations; (4) decrement the
count register contents by 1 on each storage transfer; (5) in-
crement the command address register contents by 1 each
time a new CCW is fetched during chaining operations; and
(6) calculate a residual count value by adding the twos’
complement of the byte count register to the count register
minus 1 value with hot 1’s applied to the adder 21 through
23 positions (See Diagram 4-12).

Gated parity bits and data bits for each of the above
operations are applied to the adder ‘parity predict’ logic
(Diagram 4-11) which also receives group 1 through group
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6 inputs from the adder groups. From these inputs, the
‘parity predict’ logic generates three predicted parity bits,
which are gated to the appropriate registers along with the
adder sum bits.

The adder sum bits are also applied to the adder ‘parity
generator’ logic which generates parity bits (‘result parity’
in Diagram 4-11) for each of the three 8-bit adder sum bytes.
The result parity bits and predicted parity bits are compared
at the ‘parity check’ logic. If the bits do not match on a bit
to bit basis, the ‘adder parity check’ signal is activated. When
sampling during the adder operation, the active ‘adder parity
check’ signal turns on the ‘channel control check’ latch to
end the operation in progress. The ‘adder parity check’ sig-
nal remains inactive if the ‘result parity’ and ‘predicted par-
ity’ bits match. Adder operations are described in greater
detail in the following paragraphs.

Adder Increment Data Address

o Data address register bits gated to adder.

o ‘Gate data address plus 1’ signal changes register bit value
at adder sum 20 output of polarity hold.

o If register bit equals 1, ‘group 1 carry’ signal generated;
group 2 register bit inputs changed at polarity hold out-
puts according to value of inputs.

o ‘Latch adder’ signal locks incremented ‘adder sum’ value
in polarity holds.

@ ‘Gate adder to data address register’ signal gates adder
sum bits to data address register.

Adder operations to increment the data address register con-
tents by 1 (eight bytes) begin when the ‘gate data address +1
to adder’ and ‘gate data address to adder’ signals are activated
(Diagram 4-12). The “gate data address to adder’ signal
gates data address register bits O through 20 to adder posi-
tions O through 20. The ‘gate data address +1 to adder’ signal
is applied to adder position 20 where it activates the ‘full add
carry or increment’ (+1) signal. This signal is OR’ed, then ex-
clusive OR’ed with gated data address bit 20 (‘group 1, bit 4
signal). If the ‘group 1, bit 4’ signal equals 1, the output of
the exclusive OR provides an adder sum 20 equals O bit from
the position 20 polarity hold. At the same time, the ‘full add
carry or increment’ and ‘group 1 bit 4 = 17 signals are
AND’ed to generate a ‘group 1 carry’ signal to adder group
2. If the ‘group 1, bit 4’ signal equals 0, the position 20
polarity hold output provides an adder sum 20 equals 1 out-
put and the ‘group 1 carry’ signal is not generated.

When the ‘group 1 carry’ signal is activated, the group 2
through group 6 blocks change data register inputs to polar-
ity holds as required to provide an adder output incremented



by 1. Diagram 4-13 shows adder group 3 logic and the
‘group 2 carry’ signal from the ‘group 2’ logic (the operation
of ‘group 2’ through ‘group 6’ logic is identical.) Note in
Diagram 4-13 that an active ‘group 2 carry’ signal changes
the value of the register bit input ‘group 3 bit 1’ signal to
the ‘position 15’ polarity hold at the ‘adder sum 15° output
of the polarity hold. Also, if the ‘group 3, bit 1’ signal
equals 1, the active ‘group 2 carry’ signal changes the value
of the ‘group 3, bit 2’ signal (from the register) at the ‘ad-
der sum 14’ output of the ‘position 14’ polarity hold. (If
the ‘group 3, bit 1° signal equals 0, the input and output of
the ‘position 14’ polarity hold are the same). If the ‘group 2
carry’ signal is inactive, the ‘adder sum’ outputs of all polar-
ity holds in group 3 are the same as the inputs from the
register.

For the data address register incrementing operation, a
‘group 1 carry’ signal initiated at position 20 (Diagram 4-12)
is propogated through the remaining groups to the extent
necessary to provide an adder sum O through adder sum 20
output which is incremented by 1 from the input value.

When the ‘latch adder’ signal is activated, the incremented
values in the position 0 through position 20 polarity holds
are locked. Subsequently, the ‘gate adder to data address
register’ signal gates the adder sum bits into the data address
register. (If the value in the data address register, before in-
cremented, is from the CAW or a TIC CCW, the ‘gate adder
to command address register’ signal gates the adder sum bits
to the command address register, rather than the data

address register.)

The ‘adder parity check’ signal is strobed when the ‘adder
sum’ bits are gated to the data address register. If the signal
is active, the ‘channel control check’ latch is turned on to
end the operation.

Adder Decrement Data Address

o Data address register bits gated to adder.

o ‘Read backward’ and ‘sequence 4 and not T4’ signals
change register bit value at adder sum 20 output of
polarity hold.

o If register bit equals 0, ‘group 1 borrow’ signal generated;
group 2 register bit inputs changed at polarity hold out-
puts according to value of inputs.

o ‘Latch adder’ signal locks decremented adder sum vatue
in polarity holds.

o ‘Gate adder to data address register’ signal gates adder
sum bits to data address register.

Adder operations to decrement the data address register
contents by 1 (read backward operation) begin when the

‘gate data address to adder’, ‘read backward’ and ‘sequence
4 and T4’ signals are activated (Diagram 4-12). The ‘gate
data address to adder’ signal gates data address register bit
0 through 20 to adder positions O through 20. The ‘read
backward’ and ‘sequence 4 and not T4’ signals are ANDed
to activate the ‘decrement position 20’ signal. As during
the ‘data address increment’ operation, the ‘decrement posi-
tion 20’ signal changes the value of the ‘data address 20’ bit
(‘group 1, bit 1” signal) at the ‘adder sum 20’ output of the
‘position 20’ polarity hold. If the ‘group 1, bit 4’ signal
equals 0, the ‘decrement position 20’ signal also activates
the ‘group 1 borrow’ signal. The ‘group 1 borrow’ signal is
supplied to the ‘group 2’ logic to change values of bits at
polarity hold outputs as required.

An active ‘group 2 borrow’ signal changes the value of
the group 3, bit 1 input to the position 15 polarity hold at
the adder sum output of the polarity hold (Diagram 4-13).
If the ‘group 3, bit 1” signal equals 0, the ‘group 2 borrow’
signal activates the ‘bit 1 carry or borrow’ signal; this signal
causes the value of the group 3 bit 2 input to change at the
adder sum 14 output of the position 14 polarity hold.

For the data address decrementing operation, a ‘group 1
borrow’ signal initiated at position 20 (Diagram 4-12) is
propogated through the remaining groups to the extent
necessary to provide an adder sum O through adder sum 20
output which is decremented by 1 from the input value.

When the ‘latch adder’ signal is activated, the decre-
mented values in the adder polarity holds are locked. Sub-
sequently, the ‘gate adder to data address register’ signal
gates the adder sum bits into the data address register.

An adder parity check condition will turn on the ‘chan-
nel control check’ latch to end the operation.

Adder DAB Plus Count Operations

® ‘Gate DAB to adder’ and ‘gate count to adder’ signals
gate DAB and count register values to adder.

o DAB bits and count register bits 21-23 added by full-
adder positions 21 through 23.

® ‘Bit carry’ signals generated by each position (21-23) as
determined by input values to each position and input/
output values of lower-order positions.

e ‘Full add carry’ signal to position 20 generated, if neces-
sary, by position 21 logic.

e ‘Latch adder’ signal locks summed value in adder polar-
ity holds; ‘gate adder to count register’ signal gates adder
sum bits to count register.

Adder operations to add the DAB (data address register bits
21 through 23) to the count register value are performed
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during CCW setup operations. This adder operation begins
when the ‘gate DAB to adder’ and ‘gate count to adder” sig-
nals are activated. The ‘gate count to adder’ signal gates
count register bits 7 through 23 to adder positions 7 through
23. The ‘gate DAB to adder’ signal gates the DAB bits to
positions 21 through 23 of the adder (Diagram 4-12). At
position 23 of the adder, the ‘data bit 23’ signal (derived
from low-order bit 1 of the byte count register) is exclusive
OR’ed with count register bit 23. If both bits are the same,
the ‘count 23 exclusive OR’ed with data bit 23’ signal is
inactive and the adder sum 23 output of the positions 23
polarity hold is at a logic 0 level. If the two inputs are
unalike, the adder sum 23 output is at the logic 1 level.

If both ‘data bit 21° and ‘count register 23’ signals are
logic 1’s, the ‘position 23’ logic supplies a ‘change position
23’ signal to an exclusive OR at the input to the position
22 polarity hold (Diagram 4-12). At position 22, the ‘data
bit 22’ and ‘count register 22’ signals are exclusive OR’ed,
with bits of equal value deactivating the ‘count 22 exclusive
OR’ed with data bit 22” signal. If this signal is inactive with
the ‘change position 22’ signal from position 23, the ‘adder
sum 22’ output of the ‘position 22’ polarity hold is at a
logic 1 level; if the ‘count 22 exclusive OR’ed with data bit
22’ signal is inactive with the ‘change position 22’ signal in-
active, a logic O level is present on the ‘adder sum 22’ out-
put. Conversely, if the ‘data bit 22’ and ‘count register bit’
signals are not alike, the active ‘count 22 exclusive OR’ed
with data bit 22’ signal causes a logic 1 on the ‘adder sum
22’ line if the ‘change position 22’ signal is inactive, or a
logic O if the ‘change position 22’ signal is active. The
described position 22 operations are summarized as follows:

Data Bit 22 Count Reg. 22 Change Position Adder Sum
Value Value 22 Signal 22 Value

1 1 active 1

1 1 inactive 0

(o] 0 active 1

(o] (4] inactive 0

1 (4] active (4]

1 (4] inactive 1

0 1 active 0

0 1 inactive 1

At adder position 22, the ‘change position 21° signal is
activated if: (1) the ‘data bit 22’ and ‘count register 22’
signals are both 1’s; or (2) if the ‘data bit 23’ and ‘count
register 23’ signals are both 1°s and the ‘count register 22
exclusive OR’ed with data bit 22’ signal is active. The
‘change position 21 signal is processed by position 21 in the
manner described for position 22,

At position 21, a “full add carry’ signal is generated if:
(1) the ‘data bit 21 and ‘count register 21’ signals are both
1’s; (2) the ‘data bit 22’ and ‘count register 22’ signals are
both 1’s, and either or both of the ‘data bit 23’ and ‘count
register 23’ signals are 1°s; or (3) both the ‘data bit 23’ and
‘count register 23’ signals are 1’s, either or both ‘data bit
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22’ and ‘count register 22’ signals are 1’s, and either or both
the ‘data bit 21” and ‘count register 22’ signals are 1’s.

If the ‘“full add carry’ signal is genrated, it is applied to
position 20 where it activates the ‘full add carry or incre-
ment’ signal. The operation of position 20 with and without
an active ‘full add carry or increment’ signal is the same as
described for the data address incrementing operation (Refer
to “Adder Increment Data Address™). The operation of
other adder increment positions are also described in “Adder
Increment Data Address”, except that count register bits
are present at these positions, rather than data address register
bits.

A typical ‘DAB plus count’ operation for adder positions
20 through 23 is as follows:

Full Adder Positions

Adder Positions 20 21 22 23
DAB value (5) 1 0 1
Count Bits 20-23 (3) O Y 1 1
Inputs & carrys No Group 1 Different Different Same &
Carry & Full- & Bit Bit Carry
Add Carry
Carry
Adder Sum Full-Add
Outputs (8) 1carry <= 0 (] 0

When the ‘latch adder’ signal is activated, the values in
the polarity holds are locked; subsequently, the ‘gate adder
to count register’ signal gates the adder sum 7 through
adder-sum 23 and predicted parity bits to the count register.

Adder Decrement Count

Adder operations are performed to decrement the count
register contents by 1 (8 bytes) for channel data doubleword
transfers. Except as follows, adder operations for count dec-
rementing are the same as described for data address decre-
menting. (Refer to ““Adder Decrement Data Address™.)

The decrement count operations begin when the ‘gate
count to adder’ and ‘gate count minus 1 to adder’ signals are
activated (Diagram 4-12). The ‘gate count to adder’ signal
gates count register bits 7 through 23 to adder positions 7
through 23. The ‘gate count minus 1 to adder’ signal acti-
vates the adder ‘decrement position 20’ signal. From this
point, adder decrementing operations are identical to the
data address decrementing operation. (Count bits 21
through 23 to full-add positions 21 through 23 are not
changed at the ‘adder sum 21’ through ‘adder sum 23’ out-
puts.) The ‘latch adder’ signal locks the decremented values
in the polarity holds, and the ‘gate adder to count register’
signal gates the ‘adder sum 7’ through ‘adder sum 23’ and
‘predicted parity’ bits to the count register. The ‘adder
parity check’ signal is strobed and, if active, turns on the
‘channel control check’ latch to end the operation.



Adder Increment Command Address

Adder operations are performed to increment the command
address register contents by 1 (8 bytes) each time the chan-
nel fetches a new CCW during chaining operations. Except
as follows, adder operations for command address incre-
menting are the same as described for data address incre-
menting. (Refer to “Adder Increment Data Address.”)

The increment count operations begin when the ‘gate
command address to adder’ and ‘gate command address plus
1 to adder’ signals are activated (Diagram 4-12). The ‘gate
command address to adder’ signal gates command address
register bits 0 through 20 to adder positions 0 through 20.
The ‘gate command address plus 1 to adder’ signal activates
the adder “full add carry or increment’ signal. From this
point, adder incrementing operations are identical to the
data address incrementing operation.

The “latch adder’ signal locks the incremented values in
polarity holds, and the ‘gate adder to count register’ signal
gates the ‘adder sum O’ through ‘adder sum 20’ and ‘pre-
dicted parity’ bits to the command address register.

Adder Residual Count Calculation

o Two’s complement of BCR gated to adder.
o Count gated to adder.
e “Hot 1°’s” applied to adder positions 21 through 23.

e Full add carry condition inhibits ‘decrement position 20
signal; no ‘full add carry’ signal generated.

e Not full add carry condition enables ‘decrement posi-
tion 20 signal.

The adder performs residual count calculations when the
channel detects an IL condition and requires a value in the
count register to reflect the number of bytes not transferred
for the read-type or write-type operation.

Adder residual count operations begin when the ‘gate
count to adder’, and ‘gate byte count and count -1 IL’ sig-
nals are activated (Diagram 4-12). Since the purpose of the
residual count operation is to subtract the byte count from
the count in the count register, the ‘gate byte count and
count -1, IL’ signal gates the two’s complement of the byte

count register bits to adder full-add positions 21 through 23.

(The two’s complement is gated, since the full-adder portion
is only capable of summing inputs.)

In addition, the ‘gate byte count and count -1, IL’ signal
is applied to the exclusive-OR input to the ‘position 23’
polarity hold latch and to the bit carry logic of adder posi-
tions 21 through 23’; this places “hot 1°s” to these posi-
tions. The ‘gate byte count and count -1, IL’ signal also:

(1) inhibits generation of the ‘full add carry’ signal to the
‘bit 20’ position; and (2) enables or disables generation of
the ‘decrement position 20’ signal depending upon whether
a full add carry condition exists at the ‘position 21’ logic.
(A full add carry condition inhibits generation of the ‘decre-
ment position 20” signal.)

The ‘gate count to adder’ signal gates count register bits
7 through 23 to adder positions 7 through 23.

At adder position 23 (Diagram 4-12) the two’s comple-
ment of byte count register bit 1 (‘data bit 23’ signal) is ex-
clusive-OR’ed with the ‘count register 23 signal. If the two
signals have different values, the ‘count 23 exclusive-OR’ed
with data bit 23’ signal is activated. This signal is further
exclusive-OR’ed with the “hot 1” at the input to the position
23 polarity hold; this exclusive OR’ing provides a logic 0 ad-
der sum 23 output from the position 23 polarity hold. Con-
versely, if the ‘count 23 exclusive-ORed with data bit 23
signal is not activated (‘count register 23’ and ‘data bit 23’
signals are of different values), the “hot 1” is exclusive-
OR’ed to produce a logic 1 adder sum 23 output.

A ‘change position 22’ signal to position 22 is generated,
except when both gated inputs to position 23 are logic 0’s.
If both position 23 inputs are logic 1’s, the ‘change position
22’ signal is activated by AND’ing the ‘data bit 23’ and
‘count register 23’ signals. If the two inputs have different
values, the ‘count register 23 exclusive-OR’ed with data bit
23’ is ANDed with a “hot 1” to activate the ‘change position
2’ signal. If both position 23 inputs are 0’s, the ‘change po-
sition 2’ signal is not activated.

Operations at the position 22 logic are dependent upon
the values of the input signals and whether the ‘change posi-
tion 2’ signal is active or inactive. Exclusive-OR’ing of the
‘data bit 22’ and ‘count register 22’ signals are as described
for position 23. If the ‘count 22 exclusive-OR’ed with data
bit 22’ signal is activated and the ‘change position 22’ signal
is inactive, the adder sum 22 output of the polarity hold is a
logic 1;if the ‘change position 22’ signal is active, the adder
sum 22 output is a logic 0. Conversely, if the ‘change posi-
tion 22’ signal is active, an active ‘count 22 exclusive-OR’ed
with data bit 22’ signal provides a logic 0 adder sum 22 out-
put and an inactive ‘count 22-exclusive OR’ed with data bit
272’ signal provides a logic 1 adder sum 22 output.

Like the ‘position 23’ logic, the ‘position 22’ logic gener-
ates a bit carry (‘change position 21’)signal, except when both
position 22 inputs equal 0’s or both position 23 inputs equal
0’s.

Position 21 operation to provide an adder sum 21 output
is as described for position 22;i.e., the value of ‘adder sum
21” signal is dependent upon the values of the two position
21 inputs and whether the ‘change position 21’ signal is active
or inactive.

The “full add carry’ logic associated with position 21
detects whether a full add carry condition exists (Diagram
4-12). A full add carry condition exists except when both
gated inputs to positions 21, 22, or 23 equal 0’s. A full add
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carry condition is AND’ed with a “hot 1”° to activate the
‘full add carry and gate BC and count-1 IL’ signal. This sig-
nal inhibits both the ‘full add carry’ and the ‘decrement po-
sition 20’ signals to the position 20 logic. In effect, this
allows the adder to provide the outputs on the ‘adder sum
7’ through ‘adder sum 20’ lines that are the same values as
the count register bit 7 through bit 20 inputs. In this case,
only the adder sum 21 through adder sum 23 outputs are
altered as a result of summing the two’s complement of the
byte count register bits and count register bits 21 through
23.

If the two’s complement of the byte count register bits
are all 0’s and count register bits 21 through 23 are all 0’s,
the full add carry condition is not detected and the ‘decre-
ment position 20’ signal is activated at adder position 20.
This permits decrementing of adder positions 7 through 20
as required by the count bit values to these positions.

The two following examples illustrate the reason for in-
hibiting the ‘decrement position 20’ signal when both gated
inputs to positions 21 through 23 are 0’s and for activating
the ‘decrement position 20’ signal when the gated inputs are
not all 0’s.

Example 1 (Subtract Byte Count 7, Decimal, From Count 8,
Decimal)
Adder Position 20 21 22 23
BCR Value 11 1 (7 Decimal)
2's Complement 00 0
BCR Value 1
Count Bit Add
Values 1 00 0 (8 Decimal)
Decrement
Adder Sum 0 20— 0 0 1 {1 Decimal)
Example 2 (Subtract Byte Count 4, Decimal, From Count 12,
Decimal)

Adder Position 20 21 22 23
BCR Value 10 0 (4 Decimal)
2's Complement
BCR Value 01 1

|

Add
Count Bit l
Values 1 10 0 (12 Decimal)
No Decrement

Adder Sum 1 20e—0 0 0 (8 Decimal)

The ‘latch adder’ signal locks the subtracted values in the
polarity holds, and the ‘gate adder to count register’ signal
gates the adder sum O through adder sum 20 and predicted
parity bits to the command address register.
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COMMAND ADDRESS REGISTER

o Command address register contains updated address of
second and subsequent CCW’s to be fetched from stor-
age.

o The register is reset to all zeros with odd parity prior to
fetching the CAW on a start I/O operation.

e First CCW address is updated by 1 (eight bytes) and en-
tered into the command address register.

® When each new CCW is fetched, the address in the com-
mand address register is gated to the SAB, then updated.

® The command address register contents are gated to the
SBI on a logout sequence or CSW store operation.

The command address register maintains an updated stor-
age address to be used for fetching consecutive CCW’s when
this is a requirement of the current channel operation. The
command address register (Figure 2-15) consists of 24
latches (21 data and 3 parity latches). The contents of the
command address register are displayed on 24 COMMAND
ADDRESS indicators on the CE control panel.

The command address register is used during a channel
operation initiated by a Start I/O instruction. Prior to
receipt of the CAW from storage, the command address
register is reset to all zeros with odd parity by the ‘com-
mand address ingate reset’ signal. When the CAW, which
contains the address of the first CCW, arrives at the channel,
the CCW address is gated into the data address register.
Subsequently, the contents of the data address register are
gated to storage to obtain the first CCW. The address in the
data address register is also gated to the adder, where it is
incremented by 1 to specify a storage address eight bytes
(one doubleword) higher than the address originally in the
data address register. The incremented address is then gated
to the command address register. If the first CCW obtained
from storage specifies chaining, the address in the command
address register is gated to the SAB at the time the channel
requires the next CCW. Assuming that a second CCW is
required, the address in the command address register, in ad-
dition to being gated to the SAB, is also gated to the adder
input where it is again incremented by 1 and gated back into
the command address register. The address in the command
address register is continually updated each time a new CCW
is fetched until CCW’s from sequential addresses are no
longer required by the current operation.

Under special conditions, the address in the command ad-
dress register may be updated twice before the next CCW is
fetched. As a result, the address in the command address
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Figure 2-15. Command Address Register

register specifies a CCW address 16 bytes higher than the
address of the current CCW; i.e., the second update causes
the channel to “jump” one CCW and fetch the second con-
secutive CCW instead. The second increment of the address
in the command address register occurs when the chain com-
mand flag in the channel is on, and the status byte from the
1/O device contains active status modifier and device ending
bits.

Command address register bit positions O through 20 are
gated to positions 8 through 28 of the SBI on three condi-
tions: (1) during log word 1 of a logout sequence; (2) dur-
ing a CSW store operation with the ‘CCW valid’ trigger ac-
tive; and (3) during a CSW store operation with the ‘CDA’
latch on. Command address register parity bits PO, P1, and
P2 are gated to SBI positions 49 through 51 on log word 3
of alogout sequence.

BYTE COUNTER CIRCUITS

The byte counter circuits control the gating of information
to and from the eight-byte B-register during the transfer of
information (on a byte basis) between the channel and the
1/0O device. In addition, the byte count circuits perform bit
comparisons which are used to determine the progress of
the information transferred through the channel so that

CA Register Bit 20

—» To SBI Gating

(depending upon the operation in progress) ending se-
quence, check conditions, control functions, and certain
reset functions may be initiated at the proper times.

Figure 2-16 is a simplified block diagram of the byte
counter circuits. Basically, these circuits consist of a byte
counter, a byte count encoder, and a byte count comparator.
The byte counter is capable of counting from 0 to 7on a
wraparound basis. In other words, the counter can count
from O through 7 and begin counting again from O through
7 without first being reset. The byte counter maintains a
count which, when encoded by the byte count encoder,
represents a correspending byte position of the B-register.
For each successful start I/O, IPL or FLT operation initi-
ated in the channel, the byte counter is reset to zero. For
a start I/O operation, the DAB (bits 21 through 23) from
the data address register is gated into the byte counter (fol-
lowing the reset) to specify the byte position of the B-regis-
ter into or from which the first data byte is to be gated.
The three bit output of the byte counter is supplied to the
byte count encoder where it is encoded to select ingating or
outgating lines to the B-register. Each time a data byte is
gated to or from the B-register, the byte counter is changed
to “point™ at the next byte position of the B-register. This
process of gating into or from the B-register based upon the
count in the byte counter at the time, and then changing the
byte counter count, continues until all data specified by the
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Figure 2-16. Byte Counter Circuits

current operation is transferred, or until the operation is
prematurely terminated because of a detected error or wrong
length record condition. For a read chain data operation,
the byte counter is reset to O after the last data byte speci-
fied by the current CCW is gated into the B-register. If the
I/O device involved in the read CDA operation continues to
supply the channel with data while the new CCW is being
obtained from storage, the counter must count to provide
the necessary encoded gating signals to the B-register. In
this case, the new DAB (available after the new CCW is in
the channel), is gated to the byte counter and is effectively
OR’ed with the count existing in the byte counter. Fora
typical example, assume the byte count register (BCR) con-
tains a value of 1 (one data byte has been gated) and the
DAB equals 4. After the DAB is OR’ed into the BCR, the
new BCR value is 5. This operation of effectively adding
the DAB and the existing count provides a byte counter
output which is used for two purposes: (1) it is used by the
byte count encoder to “point™ at a byte position of the B-
register as previously described; and (2) it is used by the
byte count comparator and the channel control logic to
determine if the address specified by the DAB and the num-
ber of bytes entered into the B-register are compatible for
continued operation.

Note: For a read CDA operation, programming limitations

are placed upon the new DAB count versus the number of
bytes gated into the B-register before the DAB arrives. If
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these limitations are exceeded, the operation is terminated.
(See “Byte Count Encoder” in this chapter.)

The byte count encoder receives the count output of the
byte counter and encodes this count to gate data bytes to
or from the B-register. The outputs of the byte count en-
coder are 16 gating lines. Eight gating lines are used to gate
data bytes into the B-register and corresponding bits into the
mark-B register; the other eight gating lines are for gating
data bytes from the B-register. Because gating bytes into
and from the B-register are mutually exclusive operations,
and because of the different gating requirements for each
operation, control of the byte counter is dependent upon
the channel operation [write, read (or sense), read backward,
or read CDA] being performed at the time the counter out-
puts are being encoded. For example, if the channel is
performing a write operation, the byte count encoder must
encode one of the gating lines which gates a byte from the
B-register; if a read operation is being performed, the
byte count encoder must encode one of the lines which
gates a byte to the B-register. For a read backward oper-
ation, bytes are gated into the B-register in the reverse
order for that of a read operation; thus, the byte count
encoder must reverse the order in which gating lines to the
B-register are encoded. (For example, if the counter output
specifies gating line 0, the byte count encoder must encode
the count of specify ingating the 7 to the B-register.) For
read CDA operations, data is doublegated into the B-register
(see “Byte Count Encoder” in this Chapter) and, for each



byte to be doublegated, the byte counter must encode the
counter input to select two gating lines to the B-register.

The byte count comparator monitors the progress of
read-type and write operations by (1) examining the byte
counter (BC) output, and (2) by comparing the count B
output of the count register with the BC output. The byte
count comparator outputs (‘BC equals 0 or BC equals CTB’,
‘BC equals CTB’, ‘BC greater than CTB’, ‘BCL equals 0’ and
‘BCR equals 0°) are sent to the channel control logic, and
are gated at various times during channel operations to de-
termine the subsequent operational sequence to be per-
formed. It is beyond the scope of this text to fully describe
the function of each byte count comparator output, since
each performs different functions for the different channel
operations. (See Chapter 3, “Principles of Operation ).
For example, during a read operation, one function of the
‘BC latches equals 0’ signal (when active) is to enable the
contents of the B-register to be gated to the A-register for
subsequent storage in main storage (assuming the A-register
is not already full and the read operation is not terminated
for some reason). During a write operation, the ‘BC latches
equal O’ signal (when active) initiates a data transfer opera-
tion from the A-register to the B-register, assuming that the
A-register contains data from main storage and that the
write operation is not terminated for some reason. The
above examples describe only two of several functions of the
‘BC latches equal O’ signal. Like the ‘BC latches equal 0
signal, the ‘BC equals CTB’ signal has several functions in
the channel control logic. To cite one example, if the ‘BC
equals CTB’ signal is active during a write operation, data
chaining is not involved, and the end of data transfer is indi-
cated (‘last word’ trigger in on), the active ‘BC equals CTB’
signal initiates a channel ending sequence (sequence 5). The
‘byte count greater than CTB’ output is significant only dur-
ing read chain data operations and is sampled at the ‘chain
check’ logic to determine if a chain check condition exists.

Operation of the byte count comparator during a write
CDA operation is unique in that the CTB (required for the
BC to CTB comparison) is contained in the mark-B register
for a portion of the write CDA operation. During this time,
the CTB contents of the mark-B register are gated to the
byte count comparator for comparison with the BC. The
CTB is placed in the mark-B register just prior to fetching
the next CCW so that data transfers from the current write
operation may continue (which requires the current count)
while the new count in the new CCW is entered into the
count register.

Byte Counter

The byte counter isdescribed functionally at the block dia-
gram level (see “Byte Counter Simplified Description™) and
at the logic diagram level (see “Byte Counter Logic Descrip-
tion™).

Byte Counter Simplified Description

The function of the byte counter, as stated in the previous
paragraph, is to provide count outputs which, when en-
coded by the byte count encoder, select individual byte po-
sitions of the B-register for data ingating or outgating. The
byte counter (Figure 2-17) consists of: (1) a byte count
register; (2) a group of transfer latches; and (3) a group of
byte count latches. Since the minimum byte count is 0 and
the maximum is 7, the above register and two sets of latches
each consist of four stages: three count bit stages and a par-
ity bit stage. The count stages are designated decimally;
ie., stages 1,2,and 4.

The basic operation of the byte counter is illustrated in
Figure 2-17. Assuming that a CCW specifying a read-type or
write-type operation has just been entered into the channel,
the 3-bit DAB (which specifies byte, word, or doubleword
boundaries) is gated into the byte count register by the
‘gate DAB to adder’ signal. A parity generator in the byte
count register circuits assigns odd parity to the register.

The outputs of the byte count register are applied to the
transfer latches. The transfer latches upgrade the count in
the byte count register and transfer the upgraded count to
the byte count latches. The byte count latches, at the end
of the operation described above, contain a count one
higher than the byte count register (or in the case where
the byte count register contains a count of 7, the byte
count latches contain a count of 0 due to the “wraparound”
manner in which the byte counter counts). In Figure 2-17,

note 1 illustrates the 1 and O values contained in the byte
count register, transfer latches, and byte count latches after

a DAB with a count of four is gated into the byte count
register. Note that the byte count register contains a deci-
mal value of four and that the transfer and byte count
latches contain a decimal value of five.

Once the DAB count has been entered into the byte coun-
ter, the byte counter must be advanced each time a data byte
is gated to or from the B-register. Assume that the byte
count register contains a count of four as indicated in the
previous paragraph and that a read operation is in progress.
While 1/O data is being gated into the B-register (as a result
of the ‘service out’ signal), the byte count register receives a
‘change byte count register’ signal which gates the contents
of the byte count latches to the byte count register. For
the duration of the ‘change byte count register’ signal, the

byte count register and byte count latches contain a count
of five; in other words, the count of the byte count register

equals that of the byte count latches. (See the waveform
and illustration indicated by note 2 in Figure 2-17). When
the ‘change byte count register’ signal falls, the count in the
byte count latches is changed to a 6 by the upgrade opera-
tion of the transfer latches. The manner in which the byte
counter count is changed is significant in that the byte count
latch outputs remain unchanged during the count change of
the byte count register, allowing the byte count encoder to
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During Updating,
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After change,
BCL=BCR + 1.

Figure 2-17. Byte Counter Simplified Block Diagram

encode the byte count latch outputs and gate the appropri-
ate B-register byte position during the change period.

For a write operation, the byte counter operates as de-
scribed for the read operation, except that the ‘change byte
‘count register’ signal is initiated as a result of the ‘service
out’ signal to the I/O device. During the time the BCR
count equals the BCL count, the BCL count is encoded and
the appropriate byte is gated from the B-register.

Table 2-1 illustrates byte counter stepping beginning
with the counter is a reset condition. Bit values are shown
for the byte count register, transfer latches, and byte count
latches for both the period during which the change (step-
ping) is performed and after the change is completed.

Note that, in each case (counts O through 7 and the wrap-
around count of 0 as shown in Figure 2-17) the count in
the byte count register equals the count in the byte count
latch during the count change; in each case, after the count
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Byte Count Register
Transfer Latches
Byte Count Latches

Position

Byte Count Register
Transfer Latches
Byte Count Latches
Byte Count Register
Transfer Latches

Byte Count Latches

change is completed, the count in the transfer and byte
count latches is one count ahead of the count in the byte
count register.

Byte Counter Logic Description

The byte counter is shown in logic form in Diagram 4-14
and consists primarily of the ‘DAB ingating’ logic, the
‘change’ logic, the BCR logic, the “transfer latch’ logic, and
the ‘byte count latch’ (BCL) logic. Prior to any operation
for which the byte counter is to begin a new count, all four
byte count register stages receive a reset signal causing the
BCR 1, 2, and 4 stages to go to the logic O state and the
BCR P stage to the logic 1 state. The reset signal is gener-
ated (1) during a machine reset or setup sequence, since a
new DAB count will be required for subsequent operation



Table 2-1. Byte Counter Stepping

Operation BC Register Transfer Latch BC Latch
P 4 2 1 Value P 4 2 1 Value P 4 2 1 Value

Reset Byte Counter 1000 0 000 1 1 000 1 1
Change BC (during change) 0 0 0 1 1 0 0O00O0 ] 00 0 1 1
Not Change BC (after

change) 0060 1 1 0010 2 0010 2
Change BC (during change) 0010 2 0010 2 0010 2
Not Change BC (after

change) 0010 2 10 11 3 10 1 1 3
Change BC (during change) ‘ 1011 3 0000 o 1011 3
Not Change BC (after

change) 10 1 1 3 0100 4 0100 4
Change BC (during change) 0100 4 0100 4 0100 4
Not Change BC (after

change) 0100 4 1101 5 1101 5
Change BC (during change) 110 1 5 1100 4 1101 5
Not Change BC (after

change) 11 0 1 17110 6 1110 6
Change BC (during change) 1110 0110 6 1110 6
Not Change BC (after

change) 1110 6 0111 7 o1 11 7
Change BC (during change) o111 7 0 00O 0 o1 11 7
Not Change BC (after

change) 01 11 7 1000 0 1000 0
Change BC (during change) 1000 ] 0000 0 1000 0
Not Change BC (after

change) 1 000 0 00 0 1 1 0001 1

of the byte counter; (2) when the last data transfer to stor-
age has begun during a read CDA operation (‘read CDA
latch’ signal), since the byte counter must monitor any DAB
bytes that are gated into the channel before the new DAB
arrives; and (3) during a write operation when the byte
counter contents equal the count register ‘CTB’ contents
(‘write byte count equal count reset’ signal), since this
situation usually indicates that the last write operation data
transfer between the I/O device and channel has occurred.

With the byte count register reset to a count of zero and
the transfer latches enabled by the ‘not change byte count
register’ signal, the outputs of byte count register stages 1,
2, and 4 are decoded by the transfer latches to enter a logic
1 in the byte count latch 1 stage; a logic O is entered into
the remaining byte count latch stages.

For channel operations (read-type or write), the DAB is

gated into the byte count register through the ‘DAB ingate’

logic. If the channel operation is other than a read back-
ward operation, the DAB values contained in bit positions
21, 22, and 23 of the data address register are individually
AND’ed with the ‘gate DAB to adder’ signal; providing

the ‘T4’ signal from the channel clock is not active, the
gated DAB bits (logic 1’s) are entered into byte count regis-
ter stages 1, 2, and 4, as appropriate. Byte count register
odd parity is established by an exclusive-OR circuit (logic
block designated “Odd” in Diagram 4-14) which receives as
inputs DAB bits 21 through 23. If the DAB bits consist of
an odd number of 1’s, the DAB odd output of the odd logic
block is activated and (assuming other than read backward
operation), when gated by the ‘gate DAB to adder’ signal,
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provides a reset signal (‘DAB bits odd’) to the ‘BCR P’
stage. If the DAB contains an even number of 1’s, the reset
to the ‘BCR P’ stage is not generated since this stage was

set to a logic 1 by the reset signal preceeding the ingating of
the DAB.

For a read backward operation, the DAB contained in the
data address register specifies a read forward byte count
that is not compatible with the combined read backward
operation of the byte counter and byte count encoder. Be-
cause the byte counter is only capable of counting forward,
and to obtain the necessary byte counter/byte count en-
coder operating compatibility, the two’s complement of
the DAB is gated into the BCR. In order that the DAB com-
plement may be gated to the byte count register, the acti-
vated ‘read backward’ signal enables the DAB ingate AND’s
(Diagram 4-14) receiving the DAB complement bits and dis-
ables the DAB ingate gates receiving the actual DAB values.
When the DAB complement is gated to the BCR by the
‘gate DAB to adder’ signal, the transfer latches decode the
output of the BCR to upgrade the BCL count as previously
described. The following illustration shows a typical DAB
count, the counts’ complement, the BCR count advance,
and the B-register position gated for each BCR count.

Read Backward Operation

DAB DAB BCR B-Reglster
Count Complement  Advance Byte Position Gated
100 (4) 011 (3) 011 (3) 4

100 (4) 3

101 (5) 2

110 (6) 1

111 (7) 0

To establish odd parity when gating the DAB comple-
ment into the BCR, the actual DAB bit values are examined
by the exclusive-OR circuit as previously described. How-
ever, the parity bit for the DAB complement is, in all cases,
the opposite value of the parity bit for the actual DAB
value (See Table 2-2). For this reason, the AND receiving
the not DAB odd output of the exclusive-OR circuit (Dia-
gram 4-14) is enabled by the ‘read backward’ signal while
the AND receiving the DAB odd output of the exclusive OR
is inhibited. Thus, if the actual DAB bits contain an even
number of 1’s, the ‘BCR P’ latch is reset to a logic 0 by the
‘DAB bits odd’ signal; if the DAB bits contain an odd num-
ber of 1’s, the ‘BCR P’ latch remains in the on condition to
provide a logic 1 output.

The byte counter ‘change’ logic (Diagram 4-14) provides
signals which advance the byte counter each time a data
byte is gated to or from the B-register. One ‘change’ logic
output, the ‘change byte count register’ signal, initiates up-
dating of the count in the BCR and BCL 1, 2, and 4 stages.
A second output, the ‘change byte count parity’ signal, in-
itiates updating of the BCR and BCL parity stages when
activated coincident with the ‘change byte count register’
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signal. Both of the above ‘change’ logic outputs are acti-
vated during a read-type operation by the ‘gate bus in to
B-register’ signal (derived from the channel’s ‘service out’
signal in response to the I/O interface ‘service in’ signal);
during a write operation, the two ‘change’ logic outputs
are activated by the ‘change byte count register and write’
signal (derived from the channel’s ‘service out’ signal in re-
sponse to the control unit’s ‘service in’ signal).

Updating of each byte counter count stage (BCR and
BCL 1, 2, and 4 stages) is accomplished in a similar manner.
For simplification, updating of only the BCR 2, and BCL 2
stages is described in detail in the following text. Diagram
4-15 shows the logic for the BCR 2, transfer latch 2, and
BCL 2 stages; two examples of updating are shown in the
figure. Consider the ‘update BCR from 5 to 6’ example.
Prior to the count change (update) operation, the ‘BCL 2’
stage (at the OR output) contains a logic 1 which is to be
transferred to the ‘BCR 2’ stage at the beginning of the
change operation. The ‘BCR 1’ stage contains a logic 1
which will be changed to a logic O at the beginning of the
change operation. The transfer latch output, prior to the -
updating operation, is at the logic 1 level. This logic 1 level
is the result of AND’ing the ‘not BCR 2°, ‘BCR 1’ and ‘not
change byte count register’ signals at AND gate 2 of transfer
latch 2; the logic 1 level at the transfer latch output is
OR’ed at the ‘BCL 2’ stage to produce the logic 1 level
(previously mentioned) at the OR output.

When the ‘change byte count register’ signal rises, the
‘BCL 2’ stage is latched and the logic 1 output of the ‘BCL
2’ AND turns on the ‘BCR 2’ stage; this produces a logic 1
level at the ‘BCR 2’ output. (Simultaneous with the status
change from logic O to 1 of the ‘BCR 2’ stage, the ‘BCR 1’
stage is changed from a logic 1 to a logic 0.) When the sta-
tus change in the ‘BCR 1’ and ‘BCR 2’ stages is completed,
AND gate 1 of transfer latch 2 is enabled by the ‘not BCR

Table 2-2, DAB/DAB Complement Versus Parity Bits

DAB DAB DAB DAB Complement
Values Complement Parity Bit Parity Bit
4,2,1) (4,2,1)

000 1M1 1 0

001 110 0 1

010 101 0 1

011 100 1 0

100 011 0 1

101 010 1 0

110 001 1 0

111 000 0 1




1’, ‘BCR 2’, and ‘BC latch bit 2’ (from the BCL 2 AND gate)
signals. With AND gate 1 enabled, the output of the ‘trans-
fer latch 2’ stage is sustained at the logic 1 level. During the
duration of the ‘change byte count register’ signal, the out-
puts of the BCR 2, transfer latch 2, and BCL 2 stages are at
the logic 1 level. After the fall of the ‘change byte count
register” signal (updating completed) all stages mentioned
above are maintained at a logic 1 level output: the BCR 2
stage because it was latched during the change; the transfer
latch 2 stage because AND gate 1 is enabled by the not BCR
1, BCR 2, and latch back output of the stage; and the BCL
2 stage (OR output) because the transfer latch output is at
the logic 1 level.

Consider the ‘update BCR from 6 to 7’ example of Dia-
gram 4-15, Prior to the updating operation, the ‘BCR 2,
‘not BCR 1’ and ‘not change byte count register’ signals en-
able gate 1 of transfer latch 2, thus producing logic 1 levels
at the transfer latch and BCL 2 OR outputs. When the
‘change byte count register’ signal rises, the output of the
‘BCR 2’ stage remains unchanged (since both the BCR 2
and BCL 2 stages contained logic 1 levels prior to the rise
of the signal); however, the output of the BCR 1 stage is
changed from a logic O to a logic 1 level. With both the
‘BCR 1’ and ‘BCR 2’ signals present to the transfer latch 2
AND’s, the output of the transfer latch drops to a logic 0
level. Meanwhile, the BCL 2 stage is latched by the ‘change
byte count register’ signal to maintain the logic 1 level at
the BCL 2 OR output. When the ‘change byte count regis-
ter’ signal falls, the BCL 2 stage AND is disabled, and the
output of this stage drops to a logic 0 level. Thus, at the
end of the change, the BCR 2 stage contains a logic 1
level, and the outputs of the transfer latch 2 and BCL 2
stages are at the logic O level.

Updating of the byte counter parity stages is similar to
that previously described for the BCR 2 and BCL 2 stages.
The major exception is that ‘change’ logic is provided to in-
troduce even parity (a parity error) during diagnostic rou-
tines controlled by signals via the CPU interface.

For normal operation, the ‘change byte count parity’
signal is activated as a result of OR’ing the ‘change byte
count register’ signal. The ‘change byte count parity’ signal
gates the AND in the ‘BCL P’ stage. If the ‘BCL P’ stage
contains a logic 1, the ‘BCL P to BCR P transfer or reverse
parity’ output of the exclusive-OR gate (OE block in Dia-
gram 4-14) in the absence of the ‘diagnose reverse byte
count parity’ signal, is activated to set the ‘BCR P’ stage for
alogic 1 output; if the ‘BCL P’ stage contains a logic 0, the
‘exclusive OR’ gate output is not activated and the AND at
the reset input to the ‘BCR P’ stage is enabled. This permits
the ‘change byte count parity’ signal to gate through the
AND and reset the ‘BCR P’ stage for a logic O output.

If the ‘diagnose reverse byte count parity’ signal is active,
updating the byte counter results in just the opposite effect
at the output of the exclusive-OR gate. If a logic 1 is con-
tained in the ‘BCL P’ stage when the ‘change byte count

parity’ signal is activated, the ‘not BCL P to BCR P transfer
or reverse parity’ output of the exclusive-OR gate is AND’ed
to reset the ‘BCR P’ stage; a logic 0 in the ‘BCL P’ stage ac-
tivates the ‘BCL P to BCR P transfer or reverse parity’ signal
to set a logic 1 into the ‘BCR P’ stage. In either case, even
parity has been introduced into the byte count register.

The ‘byte count parity check’ signal (output of ODD logic
block shown on Diagram 4-14) is activated upon detection
of the even parity, and a channel control check condition
results.

Note: Detection of a byte count parity check condition
while the ‘diagnose reverse byte count parity’ signal is active
will cause a channel control check condition only when the
counter is updated (due to B-register byte gating) and not
during DAB ingating. Byte counter parity updating, both
for normal and diagnostic operations, is summarized in Fig-
ure 2-18,

. As previously discussed (“Byte Counter Circuits™), a
read CDA operation may involve the transfer of I/O data to
the channel while a new DAB (contained in the CCW) is be-
ing obtained. Thus, when the DAB is available for ingating,
the byte counter already contains a significant count. If the
DAB count is equal to 4 decimal (which is common due to
programming limitations in the case under consideration),
the DAB is gated into the byte count register; however, par-
ity is not generated in the usual manner. (Refer to Diagram
4-14.) With DAB equal to 4 on a read CDA operation, the
DAB parity generating logic (AND/AND/OR logic with
DAB bits odd output) is inhibited by the output of the en-
abled AND receiving the activated ‘gate DAB parity to byte
counter’ and ‘read DAB 4 or read backward DAB 3’ signals.
To generate correct parity, the ‘change byte count parity’
signal is activated (shortly after the DAB is gated into the
BCR) by the ‘sequence 4 read CDA and read DAB 4 or read
backward DAB 3’ signal. With the ‘change byte count par-
ity’ signal activated, the “ransfer latch parity’ and ‘BCL P’
stages generate correct parity for the byte counter as during
a normal update operation.

Byte Count Encoder

The byte count encoder is shown in block form in Figure
2-19 and in logic form in Diagram 4-16. The byte count
encoder consists of three circuits: the encoding circuit, the
read/read backward-gating circuit, and the write-gating cir-
cuit. The encoding circuit encodes the BCL 1, 2, and 4 in-
puts from the byte counter for write, read (or sense), read
backward, or read CDA operations. Eight encoded outputs
of the encoder circuit, ‘BCR equals 0’ through ‘BCR equals
7’ signals are sent to both the write-gating and read/read
backward-gating circuits. For a write operation, one of the

2860 FETOM (5/68) 241



T~ Tofwdeicsodk — — 1
Diagnose Reverse BC Parity | (See Diagram 4-14) '
[Forsi LT e — l k l
BCL P . { | [ A |
B A | | L —OR T $ Set BCR P
| BCL P H f A ‘
|
Change Byte Count Parity [ | SC113 |
T N
| SCI13 : | l |
| I |
I I | N
A }——P» Reset BCR P

SC113
Notes:
1. Normal Operation:
BCL P and Not Diagnose Reverse BC Parity = Set BCR P = Odd Parity
Not BCL P and Not Diagnose Reverse BC Parity = Reset BCR P = Odd Parity
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Figure 2-18. Byte Counter Parity Updating
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Figure 2-19. Byte Counter Encoder Block Diagram
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encoder output signals to the write-gating circuit is acti-
vated and designates one of eight ‘gate out byte’ signals from
the write-gating circuit. The designated ‘gate out byte’ signal
is then activated when the ‘gate B-register to bus out’ signal
rises to gate data from the respective B-register byte location.
For a read, sense, or read backward operation, one of the
encoder output signals to the read/read backward-gating
circuit is activated and designates one of eight ‘gate in byte’
signals from the ‘read gating’ circuit. The designated ‘gate in
byte’ signal is then activated when the ‘gate bus in to B-regis-
ter’ signal rises to gate data into the respective B-register
byte location. For a read CDA operation (assuming that the
new DAB is not available as described in “Byte Counter Cir-
cuits”), the encoding circuit activates two BCR output signals
for each of the first three bytes gated into the B-register and
activates one line for each byte ingated thereafter. Activa-
tion of two BCR lines simultaneously (doublegating) is con-
trolled by the BCL 1, 2, and 4 inputs and the BCL 4 (or
read CDA doublegate) input to the encoder circuits. Dou-
blegating results in the gating of the same data byte into two
different B-register locations when the ‘gate bus in to B-
register’ signal rises. For the principles of doublegating and
programming limitations resulting from the method of dou-
blegating, see “Read CDA Encoding” in this chapter.

A more detailed description of byte counter encoder op-
erations is presented in the following paragraphs.

Write Operation Encoding

For the following description of write operation encoding,
refer to Diagram 4-16. Assume that the BCL count equals
1, that a write operation is in progress, and that data is avail-
able in the B-register for outgating. With the BCL count
equal to 1, the ‘BCR equals 0’ output of the encoding logic
AND is activated by the ‘BCL 1°, ‘not BCL 2’, and ‘not
BCL 4’ inputs. With the ‘BCL 4’ (or read CDA double gate)
signal inactive, all other encoding logic AND’s are inhibited.
In the ‘write gating’ logic, the activated ‘BCR equals 0’ sig-
nal enables one input to the ‘gate out byte 0° AND. When
the 1/O device is ready to receive ‘byte 0’ data from the B-
register, the channel activates the “gate register B to bus out’
signal which enables the other AND input to activate the
‘gate out byte 0’ signal. This signal gates byte O from the
B-register for presentation to the 1/O device (via the channel
‘bus out’ latches).

Subsequent to the gating of byte O and prior to the next
Begister byte gating operation, the BCL count is advanced
to a count of 2, enabling the ‘BCR equals 1’ signal; in turn,
this enables one input to the ‘gate out byte 1° AND in the
“write gating’ logic.

When the ‘gate register B to bus out’ signal again rises,
the ‘gate out byte 1’ signal is activated to gate the data from

the byte 1 position of the B-register. This encoding and gat-
ing process continues until the data in each byte position of
the B-register has been sequentially transferred to the I/O
device, or until the operation is terminated for some reason.
(For example, an error condition occurs, all requested data
has been transferred, or a Halt I/O instruction is received by
the channel.) Table 2-3 lists the BCL inputs to the
‘encoding’ logic, the ‘BCR output’ signal activated for each
BCL count, and the ‘gate out byte’ signal activated for each
active BCR signal.

Read Operation Encoding

For the following description of read operation encoding
refer to Diagram 4-16.

Note: Read and sense operations are identical within the
channel; thus, descriptions of read operation encoding also
pertain to the sense operation.

Encoding logic AND’s are enabled by the BCL 1, 2, and
4 inputs in the same manner as described for write opera-
tions. (See “Write Operation Encoding.””) Therefore, the
description of read operation encoding is limited to opera-
tions performed at the ‘read/read backward gating’ logic.
For the read operation, the ‘read backward’ signal is inac-
tive, enabling eight of the sixteen. AND’s of the ‘read/read
backward gating’ logic. Assume that the ‘BCR equals 0’
signal is active and that data is available for gating to the
B-register. When the ‘gate bus-in to B-register signal rises,
the AND receiving the ‘BCR equals 0°, ‘not read backward’,
and ‘gate bus into B-register’ signals is enabled to activate
the ‘gate in byte 0’ signal. In turn, the activated ‘gate in
byte 0’ signal gates-data from the ‘bus in’ latches into the
byte O position of the B-register. When gating is completed,
the ‘BCR equals 0’ signal is deactivated and the ‘BCR equals
1’ signal is activated. During the time the next I/O data
byte is available for gating, the ‘gate bus into B-register’
signal rises to activate the ‘gate in byte 1’ signal, thus causing
the byte to be gated into byte position 1 of the B-register.
The encoding and gating operation continues as described
above (in succession, the ‘BCR 2’ through ‘BCR 7’ lines
enable activation of the ‘gate in byte 2’ through ‘gate in
byte 7’ lines, respectively), until the B-register is full or
the read operation is otherwise terminated.

Table 2-3 lists the order in which the ‘BCR 0 through 7’
signals are activated and, as a result, the order in which the
‘gate in byte’ signals are activated for a read (or sense) oper-
ation. Note that, due to the order of gating, the I/O data
bytes are gated into the B-register from the ‘low address’
byte position (byte 0) to the ‘high address’ byte position
(byte 7).
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Table 2-3. Byte Count Encoder Gating Signal Selections (Refer to Diagram 4-16, FEMDM.)

f Read/Read Backward
Encoding Circuit Write Gating Circuit Circuit
| BCL 4'npt;t BCR Oufput ‘Gate out byte’ ‘Gate in byte’
{42-1) - (BCR 0-7) Output Activated* Output Activated**
) Read Read Backward

001 0 ' 0 (] 7
010 1 1 1 6
o011 ’ 2 » 2 2 5
100 . 3 N 3 3 4
101 4 a a4 3
110 5 5 5 2
1" 6 6 6 1
000 7 7 7 0

*Signal is activated when ‘write gating’ circuit is gated by ‘gate B-register to bus out’ signal. Activated signal gates

respective B-register byte to ‘bus-out’ latches.

*#*Signal is activated when ‘read/read backward’ circuit is gated by ‘gate bus in to B-register’ signal. Activated signal

gates ‘bus-in’ data byte to respective B-register location,

Read Backward Operation Encoding

For the following description of the read backward opera-
tion encoding, refer to Figure 4-16. Encoding logic AND’s
are enabled by the BCL 1, 2, and 4 inputs in the same man-
ner as described for write operations (see “Write Operation
Encoding™). For the read backward operation, the read
backward input to the read/read backward-gating logic is ac-
tive, enabling the eight read backward AND’s, Assume that
the ‘BCR equals O’ signal is active and that an I/O data byte
is available for gating to the B-register. When the ‘gate bus
in to B-register’ signal rises, the AND receiving the ‘BCR
equals 0’ and ‘read backward’ signals is enabled. This acti-
vates the ‘gate in byte 7’ signal which, in turn, gates the I/O
data byte into the byte 7 position of the B-register. After
the gating is completed, the ‘BCR equals 0’ signal is acti-
vated. When the next I/O data byte is available for gating,
the ‘gate in byte 6’ signal is activated by the coincidence

of the ‘BCR equals 1°, ‘read backward’, and ‘gate bus into
B-register’ signals. The encoding and gating operation con-
tinues as described above (in succession, the ‘BCR 2’
through ‘BCR 7’ signals enabling activation of the ‘gate in
byte 5’ through ‘gate in byte 0’ signals, respectively) until
the B-register is full or the read backward operation is
otherwise terminated. Table 2-3 lists the order in which the
‘BCR 0 through 7’ signals are activated and, as a result, the
order in which the ‘gate in byte’ signals are activated for a
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read backward operation. Note that, due to the order of
gating, the I/O data bytes are gated into the B-register from
the high address byte position (byte 7) to the low address
byte position (byte 0).

Read CDA Encoding

Read CDA encoding is unique in that doublegating (gating
of the same data byte) into two different byte positions of
the B-register occurs under certain conditions.

As previously stated (see “Byte Counter Circuits”) a
read CDA operation requires that the B-register contents be
stored and a new CCW (containing a new DAB) be obtained
from storage after the count specified in the old CCW-is ex-
hausted. When the last data-to-storage transfer specified by
the old CCW begins, the byte count register is reset and the
byte count encoder receives a BCL count of 1. In addition,
the BCL 4 (or read CDA double gate) input to the encoder
is activated. The byte count encoder is now at the initial
state required to perform doublegating to the B-register while
awaiting receipt of the new CCW.

Before the new CCW arrives, four pertinent possibilities
exist regarding receipt and gating of data from the I/O de-
vice involved in the read CDA operation: (1) the I/O device



will not present data to the channel for gating to the B-regis-
ter; (2) the I/O device will present between one and four data
bytes for gating into B-register positions 0 through 3; (3) the
1/0 device will present more than four but not more than
eight data bytes for gating; or (4) the 1/O device will present
more than eight data bytes for gating.

For all four cases, programming considerations are of im-
portance in understanding the read CDA encoding operation
of the byte count encoder. In other words, the DAB value
in the new CCW has been programmed taking into consider-
ation the probable number of I/O data bytes which will be
gated into the B-register by a particular type 1/O device be-
fore the new DAB value is available.

In case one above, where no I1/O data bytes are gated, the
DAB in the new CCW may specify B-register gating on any
byte boundary. For example, if the DAB specifies a count
of 5, the byte count encoder receives a BCL count of 6. In
the encoder (Diagram 4-16), the BCL 6 count activates the
‘BCR 5’ signal, which in turn enables one input to the ‘gate
in byte 5> AND. When the first I/O byte is available for gat-
ing, the ‘gate bus-in to B-register’ signal activates the ‘gate in
byte 5’ signal, causing the I/O data byte to be gated to the
byte S position of the B-register. Succeeding I/O data bytes
will be sequentially gated to the B-register as described in
“Read Operation Encoding”.

In case 2 above, (between one and four bytes gated into
the B-register before the DAB arrives), the DAB arriving in
the new CCW must designate a count specifying an address
on single-word boundaries (DAB equals 4) or on doubleword
boundaries (DAB equals 0). Otherwise, a channel chain
check condition results. Figure 2-20 shows an example of
byte counter encoding where doublegating of one data byte
to the B-register occurs before arrival of the new DAB. As

B register positions
0 and 4.
c. Update BCR to 1.

Byte Positions Single Word
Not Stored To Storage
p A
B
Register
Byte g ! 2
Positions
Byt( 1
: Double-gating { Double-gating Ends :
e e — —— —— ——— — —— ——— a———_—
7 /A7,
{ a. BCR=0. a. Ingate DAB = 4, a. Ingate
| b. Gate byte 1 to b. BCR now = to 5.
|
|
!
!

Byte 2

yte 2,

b. Update BCR to 6.

illustrated, byte 1 from the I/O device is doublegated into
the byte 0 and byte 4 positions of the B-register. At the
byte count encoder (Diagram 4-16), this is accomplished by
enabling the BCR equals 0 and BCR equals 4 AND’s with
the BCL count of 1 and the activated ‘BCL 4 (or read CDA
doublegate) signal. When the I/O data byte is available, the
‘gate bus in to B-register’ signal rises, activating the ‘gate in
byte 0’ and ‘gate in byte 4’ lines to gate the data byte to the
byte 0 and byte 4 B-register positions. In the example of
Figure 20, the byte count register is updated to 1 after the
first byte is gated. Doublegating ends after the first byte is
gated into the B-register due to the arrival and gating of the
new DAB (DAB equals 4) to the byte counter. When the
DAB is gated, it is added to the existing count of 1 already
contained in the byte counter, providing a byte count regis-
ter count of 5 (BCL 6 to the byte count encoder). There-
fore, when the next I/O data byte is available for gating,
the byte count encoder raises the ‘gate in byte 5’ signal (Dia-
gram 4-16) to gate the data into the byte 5 position of the
B-register. In this case, data entered in the byte 0 position
of the B-register is reset. Singlegating continues until the
B-register is “full”’; data has been gated into byte positions
four through seven. Had the DAB contained a double-
word boundary count of 0 in the example of Figure 2-20,
gating operations to the B-register would remain valid (a
chain check condition would not result), since the second
data byte would be stored in the byte 1 position of the B-
register, and the byte 4 position would be reset. To under-
stand how a channel chain check condition would result if
the new DAB count were other than on singleword or dou-
bleword boundaries (Figure 2-20 example), assume that the
new DAB contained a count of 5. In this case, adding the
existing 1 count in the byte count register with the DAB
count of 5 yields 6 (BCL count of 7 to the encoder). When

Byte 3 :

a. ingate by .
b. Update BCR to 7.

|
!
]
|
|
!

Figure 2-20. Example of Read CDA Doublegating Requiring DAB on Singleword Boundaries
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the next I/O data byte arrived, the byte count encoder would
gate it into position 6 of the B-register. Thus, two consecu-
tive I/0O data bytes would be contained in the byte 4 and
byte 6 positions, with the byte 5 position unoccupied with
data. Since I/O data must be gated into sequential byte po-
sitions of the B-register to be valid, a channel chain check
condition would result in the above described circumstances.
In case 3, (more than four but less than nine data bytes
gated into the channel before the new DAB arrives), the
DAB in the new CCW must designate a count specifying an
address on doubleword boundaries (DAB equals 0). Other-
wise, a channel chain check condition results. Figure 2-21
illustrates an example where seven I1/O data bytes are gated
into the B-register before the new DAB is gated into the B-
register. As shown, the first three I/O bytes are doublegated
into the bytes 0 and 4, bytes 1 and 5, and bytes 2 and 6 po-
sitions of the B-register. Doublegating is accomplished from
the byte count encoder (Diagram 4-16) by activating two

1

Double Word to Storage

B Register
Byte Positions

‘gate in byte’ lines for each of the three bytes in the manner
previously described [BCL count and active ‘BCL 4’ (or

read CDA doublegate) signal activating the appropriate ‘BCR
equals N’ signals which are further gated by the ‘gate bus-in
to B register’ signal] . When the fourth I/O data byte is
gated into position 3, doublegating is ended, and positions

4 through 7 of the B-register are reset so that succeeding

I/O data bytes may be gated into these positions. In the
example (Figure 2-21), succeeding I/O data bytes may be
gated into the byte 4 through byte 6 positions of the B-
register before the new DAB is gated into the byte count
register. Since, when the DAB is gated, the byte count regis-
ter already contains a count of 7 (BCL=0 to the byte count
encoder), the DAB must equal 0; otherwise, when added to
the existing byte count register count, the byte count en-
coder would specify gating to other than the byte 7 position
of the B-register. Since all other B-register byte positions
contain valid I/O data and since I/O data bytes must be

|
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Figure 2-21. Example of Read CDA Doublegating Requiring DAB on Doubleword Boundaries
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gated into consecutive B-register byte positions, a DAB that
does not specify a doubleword boundary results in a channel
chain check condition.

In case 4, more than eight I/O data bytes are presented for
B-register gating before the new DAB arrives. When this oc-
curs, the channel transfers the B-register contents into the
A-register and continues singlegating data bytes into the
B-register. If the B-register is filled before the new DAB ar-
rives, an overrun condition is detected to turn on the ‘chain
check’ latch, If the B-register is not filled (A-register full),
the DAB must equal 0 so that the byte counter count is not
altered and B-register consecutive gating can continue; other-
wise, a chain check condition is detected.

Byte Count Compare Logic

The byte count compare logic (Diagram 4-17) monitors the
progress of data transfers through the B-register; output sig-
nals from this logic are used by the channel control logic
(depending upon the operation in progress) to initiate data
transfers, ending sequences, determine error conditions, and
initiate reset and other control operations. For all but a
write CDA operation, the ‘byte count compare’ logic con-
tinuously compares the three low-order bits (CTB bits 21,
22, and 23) of the count register with the BCL outputs of
the byte counter circuits. The comparison is performed at
three exclusive-OR gates (Diagram 4-17). When the CTB
count and the BCL count are equal, the OR gate output fed
by the exclusive-OR gates is deactivated, providing an active
‘byte count equals CTB’ signal to one input of an AND. If
the ‘last word’ trigger is on (indicating the last data transfer
of the current CCW is forthcoming) and the current opera-
tion is not a write CDA operation, the ‘gate byte count
equals O latch’ signal strobes the AND to turn on the ‘byte
count equals CTB’ trigger. For both read-type and write-
type operations, the ‘byte count equals CTB’ signal is gen-
erated when data bytes are gated to or from (respectively)
the B-register.

With the ‘byte count equals CTB’ trigger on, the output
of this trigger: (1) sets the ‘byte count equals CTB’ latch;
(2) is sent to the status logic (ALD CK121) where it may be
instrumental in initiating turn-on of the ‘sequence 5’ latch;
(3) is sent to the write controls logic (CW111) where, for a
write operation is generates a 100 ns ‘write byte counter
equal counter reset’ signal; (4) is sent to the ‘write CDA
controls’ logic (ALD CW113) where it is used to initiate a
chain data operation if the CDA flag is active; (5) is sent to
the ‘sequence 5 gating’ logic (ALD EN111) to initiate gating
signals for the ending sequence; and (6) is sent to the ‘sim-
ulate interface controls’ logic (ALD RS115) where, under
specified conditions it is used to generate a ‘simulate read
gate’ signal. The ‘byte count equals CTB’ trigger output is
also OR’ed (Diagram 4-17) to activate the ‘BC equals 0 or
BC equals CTB’ signal. The presence of this signal is one of

the requirements to turn on the ‘B-register full’ latch during
aread operation or to initiate a sequence 3 operation during
a write operation.

The ‘byte count equals CTB’ latch signal initiates a se-
quence 5 operation (ending sequence) if data chaining is
not indicated. (See Diagram 4-17.) The latch output is also
used in the following channel control circuits: (1) manual
controls circuits (ALD CW113) for the simulate interface
operations; (2) ‘channel status’ logic (ALD CK111) to deter-
mine if an incorrect length condition exists; (3) ‘read opera-
tion update count’ logic (ALD CR115) to inhibit further
decrementing of the count register; and (4) ‘sequence 5 gat-
ing’ logic to inhibit incorrect length operations.

If the current operation is a write CDA operation and a
new CCW is being fetched from storage, the ‘byte count to
CTB’ comparison is made between the count from the byte
counter (BCL 1, 2, and 4) as previously described, and the
mark-B register (bits O through 2). In this case, the current
count (from the old CCW) has not been exhausted and data
bytes are still being transferred from the channel to the I/0
device. So that the count in the incoming (new) CCW may
be gated into the count register without interfering with the
data transfers specified by the old CCW, the old count is
transferred to the mark-B register and, in turn, supplied to
the byte count comparator for comparison purposes. When
the mark bits and BCL bits compare, and the AND condi-
tioned by the ‘write and CDA’ signal (Diagram 4-17) is gated
by the ‘gate byte count equals O latch’ signal, the ‘byte
count equals CTB’ trigger is turned on. Consequently, the
‘byte count equals CTB’ latch is turned on and the ‘byte

count equals O or byte count equals CTB’ signal is activated
as previously described.

The ‘byte count equals 0’ latch (Diagram 4-17) is turned
on when the byte counter (Diagram 4-14) detects a count
of 0 in the byte count latches. The activated output of the
‘byte count equals 0’ latch: (1) activates the ‘byte count
equals 0 or byte count equals CTB’ signal previously de-
scribed; (2) is sent to the ‘status’ logic (ALD CK121) where
it may be instrumental in initiating turn on of the ‘sequence
5” latch; (3) is sent to the ‘write controls’ logic (ALD
CW111) where, during a write operation, it initiates turn-off
of the ‘B-register full’ trigger; (4) is sent to the ‘read CDA
controls’ logic (ALD CR121), where it is used to determine
if an overrun condition exists; and (5) is sent to the ‘SBI-
gate bits 16 through 19’ logic (ALD MB161), where it is
gated to the SBI bit 18 position on log word 3 during a log-
out operation.

One other output, the ‘byte count greater than CTB’ sig-
nal, is supplied by the ‘byte count compare’ circuit. This
signal is significant only during # read CDA operation and,
if active, will cause a channel chain check condition if the
count register contains a new count of less than one word
(less than 8 bytes). The status of the ‘byte count greater
than CTB’ signal is determined by comparing bits 21 through
23 from the count register with BCL bits 1, 2, and 4 from
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the byte counter. Note 1 in Diagram 4-17 indicates the bit
values which will activate the ‘byte count greater than CTB’
signal.

B-REGISTER
e Has an eight-byte (doubleword) capacity.

o On read-type opertion, data is gated in from ‘bus in’
latches and gated out the A-register.

® On write-type operation, data is gated in from A-register
and gated out to ‘bus out’ latches.

e Data is gated into B-register from A-register in double-
words; data is gated out of B-register into A-register in
doublewords.

o Data is gated to the B-register from the ‘bus-in’ latches
and gated to the ‘bus out’ latches from the B-register in
bytes.

® B-register has no parity checking circuits.

The B-register (Diagram 4-18) consists of 72 latches (64 data
and 8 parity) and associated control circuits. The latches
are arranged in eight bytes, designated from high-order to
low-order positions as bytes 0 through 7. The 64 ‘data bit’
latches are on to indicate active bits, and the 8 parity latches
are off (not latched) to indicate active parity bits.

On a read-type operation, the B-register functions as an
assembler, assembling data bytes from an I/O device into
doublewords to be transferred to the A-register. On a write-
type operation, the B-register functions as a disassembler,
gating the doublewords received from the A-register to the
I/O device a byte at a time. B-REGISTER indicators are
provided on the CE panel for bytes 0 through 7 (including
parity).

For a read-type operation (Diagram 4-18) bytes from the
I/O interface are gated into the B-register by active ‘gate in
byte 0’ through ‘gate in byte 7’ signals. These signals are
activated by the byte count encoder in the byte counter
circuits at appropriate times to gate data bytes from the
‘bus in’ latches to specific B-register byte locations.

For write-type operations (Diagram 4-18) bytes from
the B-register are gated to the I/O interface by active ‘gate
out byte 0’ through ‘gate in byte 7’ signals. These signals
are activated by the byte count encoder in the byte counter
circuits at appropriate times to gate data bytes from the
‘bus in’ latches to specific B-register byte locations.

For write-type operations (Diagram 4-18) bytes from the
B-register are gated to the I/O interface by active ‘gate out
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byte 0’ through ‘gate out byte 7 signals. These signals are
activated by the byte count encoder in the byte counter cir-
cuits at appropriate times to gate data bytes from the ‘bus-
in’ latches to the I/O interface.

For A-register to B-register transfers (write-type opera-
tion), the B-register is first reset by the ‘reset B-register” sig-
nal (Diagram 4-18). Subsequently, the ‘gate register A to B’
latch is turned on, and the active ‘gate register A to register
B’ signal gates A-register bits O through 63 (plus eight parity
bits) into the B-register.

When, during a read-type operation, data is gated from
the B-register to the A-register, the ‘B to A’ latch is turned
on, activating the ‘gate B-register to A-register’ signal (Dia-
gram 4-18). This signal gates B-register bits O through 63
(plus eight parity bits) into the A-register.

A-REGISTER
o Has an eight byte (one doubleword) capacity.

o SBO bits gated into A-register and gated out to the B-
register on a write-type operation.

® B-register bits gated into the A-register and out to the
SBI lines on a read-type operation.

o Data doublewords (only) gated into or out of A-register.

o Parity is checked when A-register bits are gated to the
SBI lines during a store operation.

The A-register consists of 72 latches (64 data, 8 parity) and
associated control circuitry. The latches are arranged in
eight bytes designated bytes O through 7 (from the high-
order to low-order positions, respectively). The 64 data

bit latches are on to indicate active bits, and the eight parity
latches (PO through P7) are off (not latched) to indicate ac-
tive parity bits. Once loaded, the contents of the A-register
remain stable until new data is gated into the register or a
‘machine reset’ signal occurs. The A-register acts as a buf-
fer between the B-register and the SBO and SBI storage lines.

A-REGISTER indicators for bytes O through 7 (including
parity) are provided on the CE panel.

A-register operation is different for a read-type, write-
type, or test mode manual operation. For these operations,
the A-register reset and ingating signals are active simultan-
eously, but because of logic delays the reset signal falls be-
fore the ingating signal falls (ALD RW111). A-register read-
type, write-type and manual operations are described separ-
ately in the following paragraphs. Descriptions are based
upon Diagram 4-19,



A-Register Read-Type Operation

e ‘B to A’latch turned on when B-register is full; ‘gate B-
register to A-register’ signal gates B-register contents to
A-register.

o On storage of A-register contents, ‘gate A to SBI’ signal
gates A-register bits 0-63 to SBI lines.

e SBI logic generates parity bits from gate A-register 0-63
bits; generated parity gated to SBI lines. '

® A-register parity bits and generated parity bits compared
for channel data check condition.

During read-type operations, a data doubleword is gated into
the A-register from the B-register each time a B-register boun-
dary is reached (B-register is full as indicated by a BCL=0
condition).

When the BCL = 0 condition is detected, the ‘read and BC
equal 0 and not read CDA A-register loaded’ signal (Diagram
4-19) turns on the ‘B to A’ latch to gate B-register bits O
through 63 (plus eight parity bits) into the A-register. For
the first doubleword of a read operation, all byte positions
may not be stored, depending upon the DAB value received
in the read operation CCW; i.e., data bytes may be gated into
all or only some B-register byte positions. The data bytes to
be stored are identified by mark bits gated into the mark-B
register when the data bytes are gated into the B-register.
When the B-register contents are gated to the A-register, the
mark bits are gated from the mark-B register to the mark-A
register and identify the A-register byte to be stored. (Mark
bits are gated to the BCU interface mark lines prior to gating
of the A-register contents to the BCU interface SBI lines).

With the data doubleword in the A-register, the channel
requests a storage cycle; after the storage request is honored
and the channel receives (or in the case of the Model 91,
generates) the ‘BCU data request’ signal, the ‘gate A to SBI’
signal (Diagram 4-19) activates the ‘gate A-register to SBI’
signal, This signal gates A-register bits O through 64 to SBI
lines O through 64. The A-register O through 64 bits are
also applied to the SBI ‘parity generator’ logic where parity
bits are generated for the eight A-register bytes. The gener-
ated parity bits (PO through P7) are gated to the SBI lines
by the ‘gate SBI parity’ signal (delayed from the ‘gate A
to SBI’ signal). Note that when the channel is under diag-
nostic control and the ‘diagnose block storage data check’
signal is active, the A-register parity bits are gated to the
SBI lines, rather than the generated parity bits (Diagram
4-19). This permits the channel to store bad parity data
bytes from the A-register during diagnostic operations.

For normal operation, the A-register parity is checked
by the SBI parity checking logic. This logic compares the
A-register parity bits with the generated parity bits at exelu-
sive-OR logic (Diagram 4-19). If the two sets of parity bits

do not match (on a bit-by-bit basis) the ‘SBI parity check’
signal is activated and, when sampled, turns on the ‘channel
data check’ latch.

If ay incorrect length condition is detected during the
read operation, the ‘read WLR short’ signal turns on the ‘B
to A’ latch, causing the B-register contents to be gated to
the A-register (Diagram 4-19). The channel then requests a
storage cycle to store the A-register data and terminates the
operation.

For a read operation normal ending, data byte transfers
can end at any byte location within the last doubleword;
i.e., the last doubleword can contain from one to eight bytes
for storage. As for the first doubleword, mark bits specify
which bytes within the doubleword are to be stored. With
the possible exception of the first and last doubleword trans-
fers for the read operation, all bytes in the A-register are
stored in main storage during a store operation.

A-Register Write-Type Operation

e For write-type operation, the A-register receives bits from
the SBO lines.

o ‘Gate SBO to A full write’ signal activates ‘register A in-
gate or machine reset’ signal; resets the A-register and
turns on the ‘SBO to A’ latch.

e SBO bits gated to A-register.

e Last byte gated from B-register; ‘turn off A full write’
signal activated.

o B-register reset; ‘gate register A to B’ latch is turned on.
@ A-register contents gated into B-register.

During write-type operations, a data doubleword is gated
into the A-register from the SBO lines. When the A-register
is full, the contents of the A-register are then gated to the
B-register and another storage request is initiated by the
channel to fill the A-register.

After the channel requests a storage cycle and the re-
quested data doubleword is on the SBO lines, the ‘gate SBO
to A full write’ signal (activated by the ‘raw advance SS’
signal) activates the ‘register A ingate or machine reset’ sig-
nal and turns on the ‘SBO to A’ latch. The ‘register A ingate
or machine reset’ signal resets the A-register and the ‘gate
SBO to A-register’ signal gates SBO bits O through 63 and
PO through P7 to the A-register (Diagram 4-19).

When all bytes have been gated from the B-register to the
1/0 interface, the ‘turn off A full write’ signal initiates a re-
set to the B-register and turns on the ‘gate register A to B’
latch. The ‘gate A to B’ output of the latch gates A-register
bits O through 63 and PO through P7 to the B-register. Each
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time the A-register receives a data doubleword from the SBO
lines and all bytes in the B-register are gated to the I/O inter-
face, the described A-register operations are performed.

A-Register Manual Operations

e For manual store operation, pressing STORE pushbutton
gates CE panel SBO switch values into A-register.
1. If SIMUL STOR switch off, storage is accessed to store
A-register contents.
2. If SIMUL STOR switch on, A-register contents not
stored.

e For manual fetch operation, pressing FETCH pushbutton
causes data doubleword to be gated into A-register.
1. If SIMUL STOR switch off, data is fetched from stor-
age.
2. If SIMUL STOR switch on, data is fetched from CE
panel SBO switches.

When the channel is in the test mode, the A-register receives
data doublewords from the SBO switches on the CE panel,
from main storage via the SBO lines, or from the B-register.
Data doublewords are gated from the B-register into the A-
register as described for normal read-type operations.

For a test mode manual store operation, pressing the
STORE pushbutton turns on the ‘storage request’ latch; in
turn the ‘storage request’ signal activates the ‘gate SBO to
A-register’ signal which turns on the ‘SBO to A’ latch. The
‘gate SBO to A-register’ signal from the latch gates the values
in the CE panel SBO switches into the A-register. If the
SIMUL STOR (simulate storage) switch is off, the ‘storage
request’ signal is sent to the BCU interface and the ‘manual
store’ signal gates the A-register contents to the SBI lines for
storage in main storage. If the SIMUL I/O switch is on, the
‘storage request’ signal is not sent to the BCU interface.
Pressing the STORE pushbutton activates the ‘manual store’
signal; however, A-register bits are inhibited at the SBI gat-
ing logic and are not actually stored.

For a manual fetch operation, the channel initiates a
storage cycle when the CE panel FETCH pushbutton is
pressed. If the SIMUL STOR switch is off, the channel ac-
cesses main storage. When the data doubleword is on the
SBO lines, the ‘gate SBO to A-register’ signal is activated
(by the ‘raw advance SS’ signal) to turn on the ‘SBO to A’
latch. The resulting ‘gate SBO to A-register’ signal gates
SBO bits 0 through 63 to the A-register. If the SIMUL STOR
switch is on, the channel does not access storage but inter-
nally simulates signals normally sent to and received from
the BCU interface. When the ‘BCU advance pulse’ signal is
simulated, the ‘raw advance SS’ signal activates the ‘gate
SBO to A-register’ signal; this causes the values set into the

'
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CE panel switches to be gated to the A-register. For more
detailed information on A-register test mode operation refer
to Section 1, Chapter 6 of this manual.

CHANNEL ADDRESS LOGIC
e Channel address is represented by three binary bits.

e Channel address is gated to storage upon an IPL end con-
dition or a logout operation.

o Channel address is displayed on CE panel.
o Channel address is wired into channel during installation.

The channel address logic (Figure 2-22) provides a three-bit
binary code which identifies the channel within the system.
The channel address is used for three purposes: (1) to pro-
vide a visual display on three CHAN ADR (channel address)
indicators on the channel’s CE panel; (2) on an IPL opera-
tion to provide the channel address to storage so that the
CPU has a means of identifying the channel that has per-
formed the IPL operation; and (3) on a logout operation

to provide the channel address to storage so that the channel
involved in the logout operation may be identified if the log
information is subsequently recorded for visual observation.

On an IPL operation, the channel address is gated to stor-
age, (by the ‘IPL end’ signal) at the end of the IPL operation
for storage in byte 3 of address 0. On the channel logout
operations, the channel address is gated to storage (by the
‘log 2’ signal) during the transfer of logword 2. For both op-
erations, the three channel address bits are gated to the ‘SBI
bit 21° through ‘SBI bit 23’ lines.

An assigned channel address is wired into three drivers in
the channel at the time of installation. This is accomplished
by grounding the input of any driver which is to produce a
logic 1 at its output.

UNIT ADDRESS BUS-OUT LOGIC

e ‘Unit address bus out’ logic:
1. Gates unit address bus-out bytes from CPU interface
when channel is in auto mode.
2. Gates values in CE panel UNIT ADDRESS switches
through logic when the channel is in the test mode.

® Gated bits specify the unit address of the I/O device to
be used for a CPU instruction, IPL operation, or test
mode operation.
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b. Command address register bits 13-15.
c. Byte count register bits 4, 2, and 1.

Figure 2-22. Channel Address Logic

o “Unit address bus out’ bits gated into unit address
register.

e Values in CE panel UNIT ADDRESS switches are gated
through logic and into units address register when chan-
nel is in the test mode.

The ‘unit address bus out’ logic (Figure 2-23) consists of
nine sets of AND/AND/OR combinations. Each combina-
tion gates either a ‘unit address bus out’ value (from the
CPU interface) or a CE panel ‘unit address switch’ value into
the channel.

When the CE panel AUTO/TEST switch is set to AUTO
and the ‘not simulate CPU’ level is present, nine AND’s re-
ceiving ‘unit address bus out’ bits (UABO bits O through 7
and P) are enabled. When the CPU initiates a Start I/O,
Test I/O, or Halt I/O (channel free) instruction, an IPL oper-
ation or an FLT operation, the CPU places a unit address
byte (eight bits plus parity) on the ‘unit address bus out’
lines. This byte is gated through the channels ‘unit address
bus out’ logic and is available for comparison with the unit
address register contents or for gating into the unit address
registers (depending upon the operation in progress).

With the CE panel AUTO/TEST switch to TEST and the
‘simulate CPU’ signal active, the ‘unit address bus out’ logic
AND’s receiving the ‘unit address bus out’ lines are disabled
and the AND’s receiving the CE panel ‘unit address switch’

values are enabled. The values in the CE panel UNIT AD-
DRESS switches are gated through the ‘unit address bus

out’ logic and are available for gating into the unit address
register or comparison with the unit address register contents
(depending upon the test operations performed.)

SBI GATING LOGIC

o CSW gated to SBI lines for store CSW operation; SBI gat-
ing logic generates parity bits for CSW bytes.

e For logout operation:

1. ‘Log word 1’ information (CSW) gated to SBI lines;
SBI gating logic generates parity bits for log word 1
bytes.

2. After log word 1 gating, log word 2 information gated
to SBI lines; SBI gating logic generates parity bits for
log word 2 bytes.

3. Log word 3 information gated to SBI lines; SBI gating
logic generates parity bits for log word 3 bytes.

e For IPL operation, unit and channel addresses gated to

SBI lines at end of IPL operation. SBI gating logic gener-
ates parity bits for log word 2 bytes.
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o For read-type operations:
1. A-register data bits gated to SBI lines.
2. SBI gating logic generates parity bits for A-register
bytes.
3. Generated parity bits and A-register parity bits com-
pared for channel data check condition.

The SBI gating logic (Figure 2-24) provides the channel with
a means of gating information from the channel to the SBI
lines for storage in main storage. Information gated to the
SBI logic is as follows: (1) CSW information stored during
a channel CSW store operation; (2) ‘log word 1°, ‘log word
2’ and ‘log word 3’ information stored during a logout oper-
ation; (3) A-register data stored during a read-type storage
operation; and (4) channel and unit address information
stored during an IPL end storage operation. For a CSW
store operation, gating signals gate bytes of the CSW through
ANDs; the outputs of the AND’s are OR’ed to the SBI lines,
and to SBI parity generating logic. The parity generating
logic generates eight parity bits, one for each byte of the
CSW, and presents these bits to the SBI parity lines. The
parity generating logic is necessary, since the CSW is com-
posed of bits from various channel sources. Diagram 4-20

shows the information comprising the CSW. Note that the
CSW is composed of the storage protect key bits from the
storage protect register, the command address register data
bits, the control unit status byte (‘bus in’ latches, bits 0
through 7), the channel status byte (composed of the out-
puts of individual latches in the channel), and the count
register bits. Since parity for all CSW bytes has not been
established in the channel (e.g., the channel status byte),
the SBI parity generating logic provides a means of gener-
ating correct parity. For the CSW store operation, all bytes
of the CSW are gated to the SBI (‘gate command address
register to SBI’, ‘gate control unit status to SBI’, ‘gate chan-
nel status to SBI’, and ‘gate count register to SBI’ signals
activated) except for a CSW store operation when the ‘start
I/O’ latch is on or a ‘halt I/O’ signal is received when the
channel is free. (When the ‘start I/O’ latch is on during a
CSW store operation,the channel has detected an error
before operations specified by the Start I/O command begin;
when a ‘halt I/O’ signal is received with the channel free, the
channel is not engaged in an operation.) In these two cases
only the control unit and channel status bytes are gated to
the SBL. The ‘gate channel status to SBI’ signal gates the
‘channel status latches’ values and the ‘gate control unit
status to SBI’ gates the ‘bus in’ latches 0 through 7 bits.
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Figure 2-24. SBI Gating Logic, Block Diagram
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The SBI gating logic provides gating AND’s for the three
log words sequentially gated to storage during a logout oper-
ation. Diagram 4-20 shows the information gated to the
SBI lines for each of the three log words. For log word 1,
the entire CSW is gated to the SBI lines for storage at main
storage location 304, decimal. For log word 2, the ‘gate
log word 2’ and ‘gate unit address and channel address to
SBYI signal are activated to gate the ‘log word 2’ information
to the SBI lines. ‘Log word 2’ information consists of the
contents of channel registers and bits identifying the chan-
nel address and is stored in main storage location 312 (See
Diagram 4-20.) SBI parity generating logic generates parity
bits for the bytes comprising log word 2. For log word 3,
the ‘gate log word 3’ signal is activated to gate the ‘log word
3’ information to the SBI lines. Log word 3 data (stored in
main storage location 320, decimal) consists of the outputs
of various channel latches, various channel signal lines, and
the parity bits from channel registers. (See Diagram 4-20.)
The SBI parity generator generates parity bits for the bytes
comprising log word 3.

For an IPL operation, the channel address bits (wired in-
to the channel) and the contents of the unit address register
are gated to the SBI lines at the end of the IPL operation.
At the SBI gating logic, the channel and unit address bytes
are gated to the SBI lines when the ‘gate unit address and
channel address to SBI’ signal is activated (Diagram 4-20).
SBI parity generating logic generates the required parity bits
for the channel and unit address bits.

For read-type operations, the A-register contents (bits 0
through 63) are gated through SBI AND’s to the SBI lines
when the ‘gate A-register to SBI’ signal is activated (Diagram
4-20). SBI parity generating logic generates parity bits for
the gated A-register bytes. In addition to supplying the gen-
erated parity bits to the SBI parity line, the parity generat-
ing logic also sends the generated parity bits to ‘SBI parity
checking’ logic. The ‘SBI parity checking’ logic also receives
the eight parity bits from the A-register and ‘gate A-register
to SBI’ signal. At the ‘SBI parity checking’ logic, the eight
generated parity bits are compared with the eight parity bits
from the A-register. If the bits do not match while the ‘gate
A-register to SBI signal is active, the ‘SBI parity check’ sig-
nal is activated to turn on the ‘channel data check’ latch.
For more detailed information on gating A-register data to
the SBI lines, refer to “A-Register” in this Chapter.

BUS-OUT LATCHES
® Consists of nine positions; each position is polarity hold.
o ‘Bus out’ latches enable channel to gate data bytes, unit

address bytes, and command bytes to control unit via I/O
interface.
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e B-register bytes gated to ‘bus out’ latches (write opera-
tion) by gating signals from byte count encoder; data bits
latched into polarity holds.

e Unit address bytes gated through ‘bus out’ latches by
‘setup’ signal.

e Command bytes gated through ‘bus out’ latches by ‘gate
command out to bus in’ signal.

® ‘Gate zeros to bus out’ signal forces Stop command of
all zeros with good parity into ‘bus out’ latches.

The ‘bus out’ latches (Figure 2-25) enable the channel to
gate data bytes, address bytes, and command bytes to the
control unit via the 1/O interface ‘bus out’ lines. The ‘bus
out’ latches consist of nine positions, with each position
functioning as a polarity hold. Individual gating logic is
associated with each position; ‘latch bus out’ (control and
reset) signal and the ‘gate zeros to bus out’ signal are asso-
ciated with all positions.

B-register data bytes are gated through the ‘bus out’
latches (Figure 2-25) during write-type operations. ‘B-regis-
ter gates’ logic associated with the ‘bus out’ latches receives
bytes 0 through 7 from the B-register; for each byte, a corre-
sponding gating line from the byte count encoder is supplied
to the ‘B-register gates’ logic.

An active gating line gates the corresponding B-register
byte to the ‘bus out’ latches. As each byte is gated into the
‘bus out’ latches, the ‘latch bus out’ signals are activated to
latch the byte values into the ‘bus out’ latches (polarity
holds).

During initial selection or chain command setup opera-
tions the unit address byte in the unit address register latches
are gated through the ‘bus out’ latches (via the unit address
register gates by the ‘setup’ signal). The ‘latch bus out’ sig-
nals are not activated, and the unit address bits gated into the
‘bus out’ latches appear at the ‘bus out’ latches outputs with-
out being latched into the polarity holds.

Following selection of an I/O device during initial setup
or chain command setup operations, the channel gates the
command byte from the command address register (via the
‘command register’ gates) by activating the ‘gate command
out to bus out’ signal. The ‘latch bus out’ signals are not
activated, and the command bits gated into the ‘bus out’
latches appear at the ‘bus out’ latches outputs without be-
ing latched into the polarity holds.

For channel operations requiring that a stop command
byte be sent to the I/O device, the channel activates the
‘gate zeros to bus out’ signal (Figure 2-26). This signal
causes all zeros with good parity to appear at the ‘bus out’
latch outputs. Operations which cause the ‘gate zeros to
bus out’ signal to be activated are: (1) a halt I/O channel
free or test I/O condition when the ‘setup’ and ‘sequence 2’
latches are off, the channel is not engaged in simulate I/O
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interface operations, and an interrupt condition is not
pending in the channel (‘force zeros to bus out’ signal acti-
vated); (2) a ‘polling interrupt request’ is in the channel,

the ‘sequence 2’ latch is off, and the channel is not simulat-
ing I/O interface operations (‘force zeros to bus out’ signal
activated); (3) an error is detected to activate the channel’s
‘command reject or control check’ signal with the ‘opera-
tional in’ signal active, the ‘sequence 2’ latch off, and the
channel not simulating I/O interface operations (‘force zeros
to bus out’ signal activated); (4) the channel enters a ‘se-
quence 5’ routine with the ‘operational in’ signal active, the
‘sequence 2’ latch off and the ‘simulate interface’ signal in-
active; and (5) the channel enters a ‘sequence 5’ routine with
the ‘operational in’ signal active and the ‘service out write’
and ‘service out’ signals inactive.

The ‘bus out’ latches and associated logic are shown in
detail in Diagram 4-21. Separate descriptions of data byte
gating (write-type operation), unit address byte gating and
command byte gating are presented separately in the follow-
ing paragraphs.

Bus-Out Data Byte Gating

e Nine polarity holds comprise ‘bus out’ latches.

e ‘Gate out byte 0’ through ‘gate out byte 7’ signals indi-
vidually activated to gate respective B-register bytes into
‘bus out’ latches.

e ‘Latch bus out (+)’ signal latches values gated into polar-
ity holds.

e ‘Latch bus out (-)’ signal (delayed) prevents changes at
inputs to polarity holds from affecting outputs.

@ Drop of ‘service-in’ signal deactivates ‘latch bus out’ sig-
nals, resetting ‘bus out’ latches.

The “bus out’ latches and associated gates and control logic

(Diagram 4-21) provide a buffer for transferring individual

data bytes from the B-register to the control unit via the I/O

interface ‘bus out’ (‘data out bus bits’) lines. Each of the

nine polarity holds comprising the ‘bus out’ latches has

eight input data gates, one for each byte (0 through 7) from

the B-register. (See insert showing ‘bus out bit 0’ position

in Diagram 4-21.) Each input gate at the individual position

receives a different ‘gate out byte’ gating input from the byte

count encoder and a different ‘B-register bit’ input; e.g.,

the eight data gates at the ‘bus out bit 0’ position receive

‘gate-out byte 0’ through ‘gate-out byte 7° gating signals

and B-register bits 8, 16, 24, 32, 40, 48, and 56, respectively.
When a particular B-register byte is gated to the ‘bus out’

latches, the appropriate ‘gate-out byte’ signal gates the nine

bits comprising the byte through the ‘bus out’ latches. For
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example, an active ‘gate-out byte 0’ signal gates B-register
byte 0 bits (0 through 7 plus parity) through the ‘bus out’
latches.

When the data byte is gated into the polarity holds com-
prising the ‘bus out’ latches, the ‘service-in’, ‘not gate zeros
to bus out’, and ‘write service-out’ signals activate first the
‘latch bus out (+)’ signal and then the ‘latch bus out (-)’
signal. The ‘latch bus out (+)’ signal locks (latches) the data
byte values into the polarity holds, and the delayed ‘latch
bus out (-)’ signal prevents possible changes at the polarity
hold inputs from affecting the outputs. Thus, the data byte
gated into the ‘bus out’ latches is stable until the ‘service-in’
signal drops (indicating the data byte is no longer required
on the ‘bus out’ lines). When the ‘service-in’ signal falls,
the two ‘latch bus out’ signals are deactivated to reset the
polarity holds and enable the next data byte to be gated in-
to the ‘bus out’ latches.

For channel test mode or diagnostic operations, data
bytes gated through the ‘bus out’ latches are also gated to
the simulate interface register. (The bits are also present on
the I/O interface ‘bus out’ lines; however the I/O interface
‘service-in’ and ‘service-out’ lines are inhibited at the chan-
nel. Thus, channel to control unit byte transfers are
inhibited.

Bus-Out Unit Address Gating

® ‘Setup’ signal gates unit address register byte through
polarity holds of ‘bus out’ latches.

e Outputs of polarity holds held stable by ‘setup’ signal.

‘Bus out’ gating for the nine unit address bits (O through 7
plus parity) from the unit address register is provided by a
single AND at the input to each of the nine polarity holds
comprising the ‘bus out’ latches (Diagram 4-21). During
initial or chain command setup operations, the ‘setup’ signal
is activated and gates the unit address through the polarity
holds to the I/O interface ‘bus out’ lines. For unit address
byte gating, the two ‘latch bus out’ signals are not activated.
Thus, the unit address bits gated to the polarity hold’s inputs
are held stable at the polarity hold’s outputs by the ‘setup’
gating signal. The fall of the ‘setup’ signal degates the unit
address byte to the ‘bus in’ latches.

Bus-Out Command Gating

e ‘Gate command out to bus out, address-in’ signal gates
command register byte through polarity holds of ‘bus-
out’ latches.

e Outputs of polarity holds held stable by ‘gate command
out to bus out, address-in’ signal.



‘Bus out’ gating for the nine command register bits (0
through 7 plus parity) is provided by a single AND at the
input to each of the polarity holds comprising the ‘bus out’
latches (Diagram 4-21). During an initial or chain command
selection routine (after the unit address byte is gated to the
‘bus out’ latches), the channel activates the ‘gate command
out to bus out, address-in’ gating signal. This signal gates the
command register byte through the polarity holds to the
I/O interface ‘bus out’ lines. For command register byte
gating, the two ‘latch bus out’ signals are not activated.
Thus, the command byte bits gated to the polarity hold’s
inputs are held stable at the polarity hold’s outputs by the
‘gate command out to bus out, address-in’ gating signal. The
fall of this signal degates the unit address byte to the ‘bus
in’ latches.

Bus-Out Zeros Command Gating

® ‘Gate zeros to bus out’ signal activated to place stop
command byte to all zeros with good parity on ‘bus out’
lines.

o ‘Gate zeros to bus out’ signal activates ‘latch bus out (-)’
signal.

@ ‘Latch bus out (-)’ signal places zeros in data polarity
holds of ‘bus out’ latches and a one at parity polarity
hold output.

For operations where the channel may be required to inter-
nally generate and send a stop command byte to the control
unit, the ‘gate zeros to bus out’ signal is activated (Diagram
4-21). (The stop command byte, when accompanied by a
‘command out’ signal from the channel, causes the operating
I/0 device to proceed to its normal ending point without
sending further ‘service-in’ signals to the channel). The ‘gate
zeros to bus out’ signal is initiated for a ‘halt 1/O, channel
free’, ‘test I/O’, ‘polling interrupt request’, ‘command reject
or control check, or a ‘sequence 5’ routine (Figure 2-26).
Note that the ‘gate zeros to bus out’ signal cannot be genera-
ted while the channel is simulating the I/O interface and that
in all but one case (‘sequence 5’ routine, ‘not service-out
write’), the ‘sequence 2’ latch must be off.

When the ‘gate zeros to bus out’ signal (Diagram 4-21) is
activated, the signal is OR’ed to activate the ‘latch bus out
(-)’ signal. This signal forces zeros into all data bit polarity
holds and prevents other signals which may be inadvertently
gated to the ‘bus out’ latch from affecting the zero outputs
of the polarity holds. In addition, the “gate zeros to bus out’
signal is OR’ed at the parity bit polarity hold output to pro-
duce a logic 1 data bus-out parity (bus-out parity) bit. Thus,
while active, the ‘gate zeros to bus out’ signal provides a stop
command byte of all zeros with proper parity on the ‘bus
out’ lines. Depending upon the channel operation in pro-

!

gress, the channel may or may not raise the ‘command out’
signal to the I/O interface;i.e., the stop command byte may
or may not be gated into the control unit.

Bus-Out Parity Checking

o ‘Data out bus parity check’ signal activated if even parity
detected on ‘bus out’ lines.

e For unit address or command byte transfers, active ‘data
out bus parity check’ signal causes turn on of ‘channel
control check’ latch.

e For data transfers, active ‘data out bus parity check’ sig-
nal causes turn on of ‘channel data check’ latch.

Outputs of the ‘bus out’ latches are continuously checked
for correct (odd) parity by exclusive-OR parity checking
logic (Diagram 4-21). ‘Data out bus’ (‘bus out”) bits 0
through 8 and P are applied to the parity checking logic.

If odd parity is not present, the ‘data out bus parity check’
signal is activated and sent to sampling logic. If a unit ad-
dress byte or command byte is being gated through the
‘bus out’ latches, an active ‘data out bus parity check’ sig-
nal is sampled and causes turn-on of the ‘channel control
check’ latch. This terminates the operation in progress. If
a data byte is being gated through the ‘bus out’ latches, an
active ‘data out bus parity check’ signal is sampled and
causes turn-on of the ‘channel data check’ latch. This does
not terminate the write operation in progress, but will break
a chain command operation, if the operation is specified.

BUS-IN LATCHES

e ‘Busin’ latches buffer data, address, and status bytes
from I/O interface and ‘simulate interface’ logic into
channel.

e Nine polarity holds comprise ‘bus in’ latches.

The ‘bus in’ latches (Diagram 4-22) enable the channel to
transfer data bytes, address bytes, and status bytes received
from the control unit (via the I/O interface ‘bus in’ lines)
to channel registers and logic. For simulate interface opera-
tions, the ‘bus in’ latches provide a means of transferring
data bytes from the simulate interface register. In addition,
unit address bytes and simulated status bytes generated by
the simulate interface control logic are transferred via the
latches to channel registers and logic.

The ‘bus in’ latches consi