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1.0 INTRODUCTION

This document describes the attachment interface betwieen a Distributed Function
Device (such as the IBM 3290 Information Panel, an I3M 3270-PC, or an IBM 317%
Model G) and a properly customized IBM 3274 Control Unit via a coaxial cable as an
extension to the hardware interface described in the Product Attachment
Information manual "IBM 3274, 3276 Control Unit to Device™. A Distributed
Function Device attaches to 3274 Type A adapter ports (except port 0) and uses the
‘Device Cluster Adapter (DCA) transmission protocol. A program in the control unit
communicates Wwith a program in the Distributed Function Device through a portion
of shared memory in the device which is addressable from the control unit by DCA
commands. Distributed Function Devices are solicited by POlLing and are requested
to perform functions by means of several DCA commands which cause program
interrupts. Host data streams are treated as pass-thru data to the device
constituting a function split which makes the control unit largely independent of
the device and of functional characteristics of its data streams.

The flexibility of this interface permits the Distributed Function Device to
logically ‘configure up to 5 Logical Terminals which can communicate with a host
concurrently from different applications independently to different deviceslLU
addresses.

The terms "Distributed Function Device,™ "Device,"” and "TCA Device” (Terminal
Control Area) are interchangeable.

The following representative publications are listed for reference and may be
useful in understanding this document. This list is not meant to be complets or
exhaustive.

IBM 3270 Information Display System, 3274 Control Unit Description sand
Programmer's Guide, GA23-0061.

IBM 32690 Information Panel, Descriotion and Reference, GA23-0021.

3270-PC Control Program User's Guide and Reference, (5C23-8103).

1.1 BASIC QOPERATION

Communications between the Distributed Function Device and the 3274 control unit
(CU) is via a 128 byte Terminal Control Area (7CA) within the device's buffer.
Regquests are made by the control unit by placing the function request and the
necessary parameters in the proper TCA locations and then telling the device to
execute the operation via a START OP coax command. Cn write type data transfer
operations, the data must reside in the device's buffer before the request
exacution is initiated. On read type operations, the devica rplaces the data in
the specified buffer locations as part of processing the reguest.

The device then performs the requested function and tells the control unit when it
has ccmpleted or terminated. A completion code (Synchronous Status) is posted by
the device tc indicate whether or nct prccessing complsted normally. The control
unit then reads the completion code and processes it as reqguired.

The device may also make asynchronous requests (Asynchroncus Status) to the
contrcl unit by placing a request code in the TCA and telling the control unit that
the request is present. The control unit then reads the request code and
procasses it when internal contention conditions allow. Processing by the control
unit consists of acknowledging the request and issuing more function requests as
required to service the device. Once the request is acknouledged, the device is
free to present another asynchronous reqguest.

In addition, devices may also present prioritized Expedited Status in the TCA
suffer for functions which must be processed on an immediate basis.

Page 1
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1.2 INTERFACE STATES AND TCA OWNERSHIP

TCA ownership is directly connected with interface states. Violation of ownership
rules constitutes an interface synchronization error. If detected, the interface
may be forced to disconnect by the offended party.

1.2.1 INTERFACE DISCONNECTED

While in this state, the device owns the entire TCA and data buffer. The interface
is considered disconnected when the “control unit no longer services device
requests or status or the device does not answer POLLs. At any given point in
time, it may be impossible for the device to tell what the connection state of the
interface is. Excluding a POSITIVE indication to the contrary, the device should
always cecnsider the interface as connected until it can determine otherwise beyond
a reasonable doubt. This state is exited when the device generates a POR.

The device must have a positive indication that the interface is in this state
prior to sending an unsolic¢ited POR to the control unit. Positive indications
that the interface is disconnected include:

The device has stopped answering POLLs. The control unit retries the original
poll up to 31 times. If the device fails to respond, the control unit disconnects
the interface upon the occurrence of the '32 retry' indication. This condition
includes physical power ofT.

The device receives a TERMINAL RESET Command. The centrol unit only issues this
command when the interface is disconnected.

The CUDSER (Device Specific ERror code) field in the TCA is not 0. The control
unit writes a non-zero value in this field when the interface is logically
disconnected because a device specific error was detected.

NOTE:

The control unit treats a POR that is received while the interface is not
disconnected as an interface synchronization error and force the interface to be
disconnected. The next POR is then treated normally.

1.2.2 INTERFACE CONNECTED

This state is entered when the device sends a POR to the control unit. While in
this state, the device and the control unit share the TCA and data buffer. At any
cgiven point in time, each location is owned exclusively by EITHER the control unit
OR the device. When a location is not owned, it may not be altered. Ownership is
general%y determined by whether or not the interface is idle (no operation in
process).

1.2.3 INTERFACE CONNECTED AND IDLE

The interface is considered idle after the device has posted synchronous status
for a control unit requested function. It is also considered idle between the
time POR is sent to the control unit and the START OP is received for tha first
function request.

While in this state, the control unit owns locations X'40"' to X'7F' in the TCA and

all of the data buffer. The device owns locations X'00' to X'3F' with the
following exceptions:

Page 2
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jo- DPASTAT - The device owns this location until i1t sets a value of X'01?
indicating that &asynchronous status is present. At that point, ownersnip
belongs to the cocntrol unit until it (the CU) sets the location to 0 to
acknowledge the asynchronous status. OQOunership then returns to the device.

The device must =set the Asynchronous Status and parameters values in DALTAD
thru DAEPS prior to setting DPASTAT to X'01°'.

- DPSSTAT - This field indicates the validity of DSSV thru DSSP3I to the conirol
unit. With SNA cverlapped operation, 1t is necessary to stack Synchroncus
Status in the TCA and a positive indication of its validity is required. The
CU sets this field to 0 when a Function Request is presented to the device and
a START OP is issced. The device sets an X'01' in this field when the request
completes or terminates and Synchronous Status is available. The device must
set the Synchronous Status and Parameter values prior to setting DPSSTAT to
X'01'. While this field is X'01', it is owned by the control unit. The device
owns the field while its value is 0.

- CUDSER - This field is initialized to 0 by the device prior to sending a POR.
The control unit writes a non-zero specific error code (see section 4.5 in
this field when the interface is disconnected due to an error. This location
is always owned by the control unit while the interface is not in a
'disconnected' state.

- EXFAK - This field indicates the validity of fields EXFLT thru EXFP4 to the

control unit. Certain device requests must be serviced on a priority hkasis
whether the device is active or idle. Expedited Status (ES) has service
priority over normal asynchronous status. E3 can be processed while the

device is in an active state. When the request has been serviced the control
unit acknowledges ES by resetting the unacknouwledged request flag in EXFAK.
The device must set the request fields before posting status to X'01' in
EXFAK. While this field is X'01' it is owned by the control unit. The device
owns the field while its value is 0. The control unit may load response
parameters in fields EXFD1l thru EXFD4 befcre acknowledging ES status. ES
status is acknowledged by issuing a3 READ Terminal ID, causing a TCA interrupt
in the device microprocessor. READ Terminal 1D is used in this context as an
"Alternate Start Operation” command.

1.2.4 INTERFACE CONNECTED AND ACTIVE

This state is considered active from the time that the control unit receives a
clean response to a PCLL on a START OP command gqueue until the time when the device
posts Synchronous Sta*us in DS3V. While in this state, the control unit cwns only
the data buffer exclusive of any area specified by request parameters on cdata
transfar type requests.

NOTE:

A "command queue" is a series of commands and data that are issued by the control
unit to a device without an intervening POLL command. There may or may not be
"ending sequences” between the commands and/or data (see section 3.6).

Contention in this area may be caused by a command queue retry by the control unit
which may cause locations X'40' to X'47' to be rewritten. Contention is avoided
by issuing separate command queue (1) to write to the TCA and (2) to issue the
START QP. If the Write command queue fails, rewriting data to the TCA on retries
is not noticed by the device since it only examines control unit altered TCA
locations when a START OP is received. If the START 0P command gqueue fails, the
retries are detected by the device by examining the CUSYN value. If CUSYN has not
been toggled, the START OP is a retry and should be ignored. If a START CP is
recaeived while one is in process and CUSYN has been toggled, an interface
5xncgronization errcr has occurred and should be reported to the control unit by
the device.
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1.2.5 RESERVED FIELDS

Reserved fields 1in the TCA are excluded from the above discussion. While the
interface is connected, reserved fields in the TCA between X'008’' and X'3F' belong
to the device. Fields between X'40' and X'7F' belong to the control unit.
Reserved fields ocwned by the device must be set to zero. Reserved fields owned by
the controller should not be checked by the device.

1.3 INTERFACE STATE DIAGRAM

INTERFACE INTERFACE
INTERFACE CONNECTED CONNECTED
DISCONNECTED & IDLE § ACTIVE
POR START QP
X g >X >x

(DPSSTAT = X'007)

SYNC STATUS POSTED

(DPSSTAT = X'01%)

INTERFACE DISCONNECTED

1.4 DEVICE STATES

Device states reflect the active level of communications between the device and an
upstream entity.

1.4.1 OFFLINE TO CU

This state is eqguivalent to the 'interface disconnected' state described
previcusly. The ccntrol unit is no longer servicing requests or status from the
device or the devica is not responding to POLLs. The device is not recognized by
the control unit.

1.4.2 INITIALIZATION IN PROCESS

This state exists between the time that the device sends a "0R to the control unit
and the time that the control unit posts '3274 READY' via WCUS. While in this
state, the control unit performs the initialization necessary to be capable of
recognizing the device. Once the TCA is initialized properly, the device is
capaclie cf processing Function Requests.

Pace 4§
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1.4.3 ONLINE TO CU

This state is entered when '3274 READY' is posted to the device via WCUS. While in
this state, the device is recognized by the control unit, but may not communicate

to the host. The device may request functions from the control unit to utilize
locally owned resources, but may not attempt to communicate to the host. The
control unit discards any outbzund transmissions for the device. This state may

also be entered when the device requests that it be taken offline from the host via
AEDV.

DPevice Function Requests that may be utilized by the control unit while in this
state are limited to CNOP, WCUS, RDBD, WDBD, RDCOPY, RPID, and WCTL. The device
must respond with ERFR Synchronous Status to any other Function Reqguest it
receives.

In this state asynchronous status requests of AEEB and AEEP are invalid.

1.4.4 PENDING STATES

Online/offline to host requests (AEDV) remains pending until the control unit
acknowledges asynchronous status.

1.4.5 ONLINE TO HOST

The CU puts the device in this state when specifically requested to do so via AEDV,
The device remains in this state until (1) it is returned to an online to control
unit state via AEDV or (2) the interface is disconnected. While in this state, the
device communicates with the control unit as described for the online to contirol
unit state. In addition, upstream communications with the host are now allocwed
and outbound transmissions are forwarded to the device.

In this state asynchronous status requests of AEDBA and AEDBS are invalid.

1.4.6 DEVICE STATE DIAGRAM

OFFLINE INITIALIZATION ONLINE PENDING PENDING ONLINE

T0 CU IN PROCESS T0 CU ONLINE OFFLINE TG HOST
POR
> 0K INIT AEDV:
BAD INIT X > ONLINE
< X W > ACK AEDV:0ON
X >
AEDV:
OFFLINE
o oL
ACK AEDV:0FF '
< x
1
INTERFACE DISCUNNECTED ' ] '
< X
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2.0 FUNCTION SPLIT

This interface must operate in three distinct environments:

1. A 3270 protocol BSC control unit.

2. A 3270 protocol local channel attachment control unit.

3. A FID2 SNA control unit.
NOTE:

The CU serves primarily as a multiplexor converting hest link protocols to coax

protocols and vice versa.

The function split for ecach of these is as follows:

2.1 COMMON

Control Unit Device
Error Logging I7/0 Event Initiation
Indicator event status Device error reporting
Power con/off Device RAS and testing
Hung device detection Local Function
Communication area Operator indicators
management Hung CU detection

Limited CU file access

2.2 BSC
Control Unit Device
BSC protocols including: Data Stream from STX to
Transparency EDOT/EDB
Select Read Command Detection

Specific POLL
General POLL

Inbecund Blocking
Line Control

Line hit recovery
Test header creation

2.3 LOCAL CHANNEL

Control Unit Device
Logal Channel protocols Channel Command processing
including CE, DE Data Stream processing

Test header creation
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Control Unit

PU Services

ACTLU/DACTLU processing
Session termination on
power off
({single session)
Qutbound Routing - ..

Function Device Product Attachment Information
June 19385

Device

All other SNA functions

ACTLU parameter processing
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3.0 DEVICE HARDWARE

The CU is the ocwner of the coax and controls all flow across the ccax interface.
In gereral, it POLLs the device for status changes, writes to the device, or reads
from the device. The device is required to have an addressatble buffer which is
accessed by coex Read and Write commands. Higher level funcitions are communicated
via data placed in the buffer. The CU initiates a function by writing data into
the device buffer and then telling the device to interpret the data. The device
initiates @ function by placing data in the buffer and responding to a POLL with
status reaquesting the CU to interpret the data.

3.1 GENERAL DESCRIPTION

Data to be transmitted from a controller to a device or device to controller is
carried on a single coax line per device. The ccax type is RG62AU with a maximum
length of 1.5 kilometers. Data is transmitted in a serial by bit fashion using a
binary dipulse technique. (Sece paragraph 3.6 for coax transmission protocol.)

Dzta to be transmitted over the ccax has a bit rate of 2.3587 MHz. Communication
'is as follows:

Twelve (12) bits are assembled to form one (1) twelve (12) bit word for
transmission in either direction over the coax. The first bit of the twelve (12)
bit word is used to delimit successive words from the controller and is always a
"one (1)™ bit and are referred to as the "Sync bit"™. The last bit of each twelve
(12) bit word 1is the parity bit that maintains even parity when added to the
preceding eleven (11) bits. Word groups of twelve (12) bits each may be
contiguous. In this case, the sync bit of the next word must directly follow the
parity bit of the preceding word with no intervening pad bits. A word from the
controller to the device (display or printer) is a command or data word. Each
Write type command causes a Transmission Turnaround / Autc Response (TT/AR)
following the last word of each groums of contiguous words sent from the
contreller, and the device responds with clean status (bits 1 and 12) if the
word{s) was (were) received without a Transmit Check. A word frcm a devica in
response to a Read type command is either data or a status word. The device must
begin response (data, status or TT/AR) within 5.5 microseccnds after receiving the
ending sequence from the controller (both read and write tyre commands.) The 5.5
usec. is measured frem the end of the last bit time of the received ending sequence
to the beginning of the first bit time of the transmitted starting sequence.

The 12 bit command word from the controller to a device contains address bits
(which must be zero) and & ccmmand code. The address porticon of the command word
iz three bits in length (Bits 2,3,4) which provides five bits for command codes
(3its 5,6,7,8 and §).

Reserved bits in all commands and responses are zero. .

3.2 WORD FORMATS

3.2.1 COMMAND WORD TO DEVICE

1 234 56789 10 11 12
SYNC 000 XXXXX 0 1 X
BIT ADDR. CMND CMND. Parity

The command word address in bits 2-4 must be zero. Devices must not respond with
TT1/AR (clean response) if any other value is present in these bits. The control
unit treats this type of error as a Transmit Check (see section 3.7).
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3.2.2 DATA WORD TO DEVYICE (BIT 2 IS MOCST SIGNIFICANT)

1 2345 6789 10 11 12
SYNC XXXX XXXX X 0 ¢
BIT DATA WORD * Data Parity

* Bit 10 is a parity bit (odd) for the preceding'eight bits.

Data Words of less than 8 significant bits are right justified (by the controller)
and the high order bits set to zero.

3.2.3 STATUS WORD TO CONTROLLER

1 2345 6 7 3 9 10 11 12
SYNC 0000 X 0 0 X 0 0 X
BIT ( STATUS BITS ) PARITY

OR:
1 2345 6789 10 11 12

SYNC SPECIAL 1 0 X

BIT STATUS PARITY

A status word is always sent (in response to a POLL command) from a device that has
power on and has completed its POR sequence. (Prior to receiving POR Response
from a device, the controller holds the device '"deactivated.' The controller POLLSs
the device but ignores any response except POR Response.) A response of all zeros
except for bits 1 and 12 indicates that there are no error conditions to be
reported up line and no operator activity requiring service. This response is
referred to as TT/AR or a "clean” response.

3.2.4 DATA WORD TO CONTROLLER (BIT 2 IS MOST SIGNIFICANT)

1 2345 6789 i0 11 12
SYNC XXXX XXXX P G P
BIT DATA wWGORD * Parity

¥Bit 10 = Parity bit (odd) for the eight bit (2 thru 9) data word for Read
Data and Read Multiple commands.

Data Words of less than 8 significant bits must te right justified (by the device)
and the high order bits set to zero.
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3.3 COMMAND CODES TO0 DEVICE

The following commands apply to TCA attached distributed function devices:

READ COMMANDS (XXXX1) . XXX11: Response Parity Checked
56789 XXX01: " Not " "
00001 POLL

00011 READ DATA

00101 Reserved

10101 Reserved

01001 READ TERMINAL I.D.

10001 POLL/ACK

10011 Reserved

01101 Reserved

11001 Reserved

01011 READ MULTIPLE

10111 Reserved

01111 Reserved

00111 Reserved

11011 "

11101 n

11111 "

WRITE COMMANDS (XXXX0)

56789

00000 Reserved

00010 RESET

00110 Reserved

011090 WRITE DATA

010190 Reserved

00100 LOAD ADDRESS COUNTER HIGH
10100 LOAD ADDRESS COUNTER LOW
01000 START OPERATICN

11010 Reserved

11100 DIAGNOSTIC RESET

01110 Reserved

11000 "

18000 "

10010 n

10110 "

11110 "

NOTES:
In response to the reserved read commands, the device must return an all zero data

word with bad parity (bits 2 thru 10 all zero) regardless of bit 8 in the read
command.

The reserved write commands reset the previous command. If no other command or
data word directly follows the reserved command, T7/7AR takes place.
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3.4 READ COMMAND FUNCTIONS

3.4.1 00001-POLL AND 10001-POLL/ACK

Both the POLL and POLL/ACK commands (like all TCA command words) must have bits
2-4 of the command word set to zero. If bits 2-4 are other than zero when examined
by the device, the status response is withheld by the device.

Bits 2,3,4 = 0

Bit 5 = ACKnowledge last input message to controller.
1 2 3 4 5 6 7 8 9 10 11 12
SYNC 0 0 0 X 0 0 0 1 ¢ 1, P
BIT ( POLL Command ) o

The response word to a POLL is a one word status response If 2 non-zero status
word is sent to the controller, the device should anticipsate receiving a POLL/ACK
to acknowledge the acceptance of the first status word, cause the device to
respond with "clean™ status and reset the previously returned status bits. Upon
receipt of the clean status response the controller may issue another POLL,
without the ACK bit, and the device must respond with the second status word. If
the second POLL does not have the ACK bit on, the device must respond with the
first status word again. Repetitive POLLing and POLL ACKing of the device may
continue until an all zero status response to a POLL is recesived at the controller
or the controller reaches an error threshold.

The priority of POLL response is:

1 POR complete Special status code.
2 Base Status (Bits 6,9) *

¥ Multiple bits of base status may be returned in a POLL response. If a
Status Bit is returned and not ACK'd, the same bit must be returned in the
next POLL response. The other status bit may be added to a previously
returned status bit if a POLL is received prior to receipt of a POLL/ZACK.

If there is no status to send, an all zero POLL response is sent indicating that

service is not required at the devica and the controller is released to POLL the
next device.

3.4.2 RESPONSE 70 POLL (STATUS WORDS)
The status response word from the device is:
1 2345 6 7 8 9 10 11 12

SYNC 0000 STATUS RES RES RES SPECIAL RESERVED PARITY
BIT ADDR TRANS 0 6 1] STATUS 0 BIT
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Sync Bit

"

Bit 1
Bits 2, 3, 4, 5 = 0 (address)

Bit 6 = 1 Status (synchronous or asynchronous) has been set in the Status
Register. See sections 6.0 and 7.0
Bit 7 = Reserved
Bit 8 = Reserved
Bit 9 = Reserved
Bit 10 = 1 Redefines bits 2 thru 9 as being Special status.
Special status codes are:
2345 6789
0000 0010 Device has powered on since last POLL. This code is
sent only in response to a POLL received after a power
on {(or Reset Command) sequence is complete. See Reset
Command.
Bit 11 = Reserved
Bit 12 = Parity Bit - maintains even parity of the preceding eleven (11) bits.

3.4.3 OTHER READ COMMANDS

Each of these commands causes the device to return one or more Data Words. The
’ ending sequence must follow the 12th (P) bit of the last Response word.

00011 READ DATA
The read data command causes the addressed device to respond with;one data
word from storage at the current address counter value. The address counter
steps up once at the completion of the command.

01011 READ MULTIPLE
This command causes the device to respond with one or more data words from
storage beginning at the current 170 address counter value. The read
terminates (with ending sequence) when the two low order bits of the I/0
address counter ster to 00. A maximum of four bytes is returned.

01001 READ TERMINAL ID
This command causes the device teo respond with one data word. In addition,
the command interrupts the device processor. The control unit acknowledges
Expedited Status using Read Terminal ID as an 'alternate Start Op' mechanism.

The format of the response data word is as follows:
1 2345 678 9 10 11 12

SYNC 0 000 00O 1 ] ] P
BIT ( Distributed Functicn Device )

3.5 WRITE COMMAND FUNCTIONS

Many of the Write Commands are defined as being followed by one (or mor2) bytes of

data. The device executes the command follcwing receipt of the data byte. If 2
second command is received instead of the data byte for the first command, the
first command is lcst and the second command sequence started. Write type

Page 12



3274 to Distributed Function Device Product Attachkment Information
June 1685

commands remain active until reset by the next command (including POLL). Data
sent while no command is stored is lost with TT/AR being returned.

00010 RESET

In the device, the RESET command resets any pending status in the coax
adapter and interrupts the microprocessor. The microprocessor must
terminate any operation in process and respond with TT/AR. The control unit
then disconnects the interface. Subseguently, when the control unit issues a
POLL command, the adapter responds with a POR complete status code. The
adapter is then able to accept and execute any valid command. The message
buffer must be cleared, and the cocntroller output area is cleared. The
following portion of the Device Output Area is initialized (reference section

3.8.1):
Bytes 0 thru B: All zero.
Bytes C thru 11: Terminal ID bytes initialized.

Bytes 12 thru 7F: ALl zero.
Bytes 80 thru 9F: Device Infcrmation (section 4.1)

NOTE:
POR Complete must not be returned if the reset (either Command, Power On, or
operator initiated) 'failed', that is, if the device is broken.

This command is only issued during error recovery and the Controller IML
sequence. The device must be capable of accepting two or more successive
Reset commands (without intervening POLL commands) and respond with a single
POR Response to a subsequent POLL. Prior to returning POR Response the
device may terminate communication with the controller.

"01100 WRITE DATA
The WRITE DATA command causes the device to accept all following data words
for storage in the buffer until another command is received. The data to be
stored in the buffer must be loaded at the location indicated by the address
counter. The address counter must step up once for each data word received.

NOTE:
The controller is respensible for preventing address overflow while writing
(or reading) the device buffer.

10100 LOAD ADDRESS COUNTER LOW
This command, followed by one data word, locads the & bits of the data word
into the 8 low order bits c¢f the address counter.

30100 LGCAD ADDRESS COUNTER HIGH
This command, when followed by one data word, loads the data word into the
high order bits of the address counter. Devices must suppress TT/AR response
if the data word which follows this ccmmand has ones in any of the unused bit
positions. The control unit treats this type of error as a Transmit Check
(see section 3.7).

C1000 START OPERATION
This command is used to invcke processing of a function request. The coax
adapter interrupts the microprocessor. Upon completion of the operation the
device processor stores synchronous status in the TCA buffer and sets "status
available” in the POLL response. To prevent contrecllier microcode timeout,
2h§ gevice must complete the operation within a specified time (seae section
.5.3).

11100 DIAGNOSTIC RESET

This command is similar to the RESET command discussed above and is intended
for service only.
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3.6 COAX YRANSMISSION FROTCCOL

The dipulse technique is controlled by the driver recasiver logic that guarantees a
voltage transition of the coax at mid-bit time. Prior to valid data being
transmitted, the coax must be conditioned to ensure that bit and byte
synchronization can be achieved. This requires the transmission of a line quiesce
and code violation pattern which is generated by the ccax driver logic.

3.6.1 LINE QUIESCE PATTERN

It is necessary to establish an equilibrium switching condition on the line after
the null condition of line turn around before valid data can be properly detected
at the receiver. Each data sequence from either controller or device after line
turn around is therefore preceded by the following 5 bit biphase encoded data.

one bit
time

The bit polarity is shown at the logic to Driver/Receiver interface. Polarity on
the coax is inverted.

3.6.2 UNIQUE CONTROL CODE VIOLATION

A code violation follows the line quiesce pattern to differentiate between the
quiesce pattern and the start of the valid date following the code vioclation.
This 1is necessary because, due to varying line lengths, it is not possible to
predict where the received data becomes valid. However, the code violation is
received properly and provides a clean reference mark for start of transmission.

A unique balaznced code violation sequence containing leading and trailing buffer
bits to eliminate history dependence on adjacent cata appears as follows:

| ! !

last ™1™ sync
of line code violation bit
quiesce

The trailing buffer bit is actually the sync bit of the following data byte. This
code violation is unique in that it contains pulse widths (1 1/2 bit pulse widths)
not p(esent in normal biphase data (172 or 1 bit pulse widths) shown here for
comparison.
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1 0 1 0 1
Each bit has mid-bit transition. Thus, once decoded, this code violation
provides, in addition to a reference mark for start of transmission, an

unequivocal definition of bit boundaries.

A means is provided for re-establishing line synchronization with the device by
using the receipt of a legitimate code violation to reset the device's SERDES.

3.6.3 TRANSMISSION TERMINATION SEQUENCE (MINI-CODE VIOLATION - MCV)

In order that the rec2iver demodulation logic is reset at the end of a
transmission, so that a subsequent transmission may be properly demodulated, a
special termination sequence is used:

12 13 14 15 (Bit times)
P 0 MCV MCV
Wl"
or
HDN

Ending Sequence

The last byte of data transmitted has 15 bits. The first 12 bits are as previously
defined (starting with sync and ending with a parity bit). The thirteenth bit is a
zero followed by *two bit times withocut a mid-bit transition. (These are referred
to as mini-code violations.) The first mini-code violation is always used to
reset the receiver logic. The second merely guarantzces that the line does not
discharge and generate a spurious clock pulse while the logic is detecting the
first MCV. The zero in the thirteenth bit position allows for discriminating a
transmit check condition, generated as a result of illegally padded zero bits
between bytes, from a normal ending sequence.

3.6.4 COAX TRANSMISSION WAVEFGRMS

Bits on the coax appear as positive and negative going pulses. Binary data is
phase encoded such thet a 212 nanosecond (ns) up-level followed by a 212 ns
dowin-~level represents a binary 0. Similarly, a 212 ns docwn-level followed by a
212 ns up-level represents a binary 1. A predistorted pulse is generated for
every transition from an up-level to a down-level or vice versa. (See waveforms in
Figures A and B.)

The waveforms shown in Figures A and B are the signals measured across the coax at
the transmitting unit (either control unit or device). The waveforms shown in
Figures € and D show the signal across the coax at the receiving end of 1.5
kilometers of coax.
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<— 6424 ns * 20 ns >
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< >
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Figure B (Waveform at Transmitting Unit)

All Rise and Fall Times 30 ns MAX.

Rise and Fall Times are Exaggerated For Clarity.

Page 16

< BIPHASE '¢Q°" >i< BIPHASE '0° >
Figure A (Waveform at Transmitting Unit)
<— 424 ns * 20 ns >
¥ /
< BIPHASE '0Q’ >i< BIPHASE '1°' >

+1.3V MAX
+0.8V MIN

+0.9V MAX
+0.25V MIN
o v

-0.25V MIN
-0.9V MaX

-0.8V MIN
-1.3V MAX



3274 to Distributed Function Device Product Attachment Information
June 1985

P4 185 nspg——
MIN

+ 40mV MIN

- 40mV MIN

Figure C (Waveform at Receiving End of 1.5 Kilometers)

+ 40mV MIN

- 40mV MIN

Figure D (Waveform at Receiving End of 1.5 Kilometers)
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3.7 JTRANSMIT CHECK

A Transmit check is defined as follows:
1. A0 in the sync bit location not followed by the mini-code vioclation.

2. The loss of mid-bit transition detected at other than normal ending
sequencea time.

3. A transmission parity error (bit 12 not being even.)
4. A data parity error (bit 10 in a data word not maintaining odd parity).
5. Bits 2, 3, and 4 of a command word other than zero.

5. One (1) bits in unused bit positions of the data word following a LOAD
ADDRESS COUNTER HIGH command.

When a transmit check is sensed in the device, the device must cease accepting all
data and all ccmmands, and must suppress the TT/AR. The stored command, if any,
must not be reset. Normal operations must resume upon receipt of the next Line
Quiescze/Code Violation. :

The controller also tests conditions 1-4 above and provides for error recovery.

3.8 DEVICE BUFFER

The Device buffer must be at least 4094 for SNA attachments.and 8192 bytes for.
non-SNA attachments to offload control unit buffers and achieve concurrent line
and control wunit wutilization with device processing. In SNA environments,
outbound transmission to different logical units may be interleaved in the queued
TCA buffer. The outbound pacing parameters of the aggregate active Logical Units
must be considered for desirable subsystem performance since the 409% buffer is
shared by all active Logical Units. In the non-SNA environment data must be
buffered in the TCA to free the transmission line and make the control unit
available to other devices on the cluster while .the device prccesszes the data
asynchronously. The device buffer must be byte addressable by SACH and SACL from
0 to the buffer size - 1. The buffer is split into two logical sections. Locations
X'00" to X'7F' are fixed format and the remainder is allocated at the discretion
of the CU.

NOTE:
The 3270 PC currently implements a 4096 byte TCA buffer for non-SNA attachment.
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3.83.1 DEVICE BUFFER FORMAT
NAME ADDRESS - DESCRIPTIGN
DPASTAT X'00" Asynchronous status present flag

X'01' indicates last asynchronous status is
unacknowledged.

X'00' indicatas last asynchronous status is
acknowledged.

DPSSTAT X'g1l’ Synchronous status present flag

X'01l' indicates last synchronous status is
unacknowledged.

X'00' indicates last synchronous status is
acknowledged.

- DSsV X'02" Synchronous status value.
pssP X'03? Synchronous status parameter.
DSSP2 X'04" Synchronous status parameter.
DSsSP3 X'g5? Synchronous status parameter.
DALTAD X'06" . Logical Terminal Address (to host)
DAEV X'07°" Asynchronous status event vazlue.
DAEP X'08" Asynchronous status event parameter #1
DAEP2 X'09" " " " " #2

\] ] " " " ™ g

bAtps X" 08" ; ) " " i
DTID1 X'oC? ) Terminal ID (see Note 1)

B'xxxxxx10' Distributed Function Device
" with a TCA buffer.

DTID2 X'0D" File ID Qualifier (See Note §)
DTID3 XY0E? Reserved
DTID% X'0F? Reserved
DBUF X'10'-X'11" Device buffer size in bytes
(valid after pcwer on, AEDV:online & AEDV:offline)
X'12'-X'1F? Reserved-must be 0.
EXFLT X'20" LT Address (or X'FF' if physical device)
EXFRQ X'21" Expedited Status value
EXFP1 Xr22° ES status Parameter 1 (if needed)
EXFP2 Xr23r ES status Parameter 2 (if needed)
EXFP3 X'24°? ES status Parameter 3 (if needed)
EXFP4 X'25°? ES status Parameter 4 (if needed)
EXFAK X'26°! Post/Acknowledsment flag byte

X'01' indicates last Expedited Status is
unacknowledged.

X'00' indicates last Expedited Status is
acknowledged.
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NAME ADDRESS DESCRIPT.2N
X'27'-X'3IF? Reserved-nust be 0.
CuDP X'40'-X"41" Dats adcrass within the device buffer.
(Must be azligned on HW boundary).
CULTAD Xv42" Logical Terminal Address (from host)
-— X'43? Reserved
CUFRY X447 Synchroncus function request value.
CUSYN Xt457 Request synchronization switch (toggle).
CUFRP X'46'-X'49" Synchrorcus function request parameters.
CUFRP1 X'46" Parm 1
CUFRP2 Xr47° Parm 2
CUFRP3 X'48" Parm 3
CUFRPS4 X'49" Parm 4%
- X'GA'-X"4F" Reserved parameter area.
CUDPORT '50° Device pcrt number (1 - 31)
CUAT \§’SL‘ Control unit host attachment protocol (see Note 2)
CUDSER +52'-X"53" Error ccce value for last-ditch-command-queue.
CULTAL-5 X'54'-X'58" MIS Addressses. See section 11.171 —
X'59*-X"'5B" Reserved.
EXFD1 X'5C? " ES Response parameter 1 (if needed)
EXFD2 X'5D! ES Response parameter 2 (if needed)
EXFD3 X'5¢g" ES Response parameter 3 (if needed)
EXFD4 X'5F" ES Response parameter ¢ (if needed)
EXTIME X*60" Host transaction timing
X'01' indicates Host Timing mode
is in effect.
X'00' indicates Device Timing mode
is in effect.
X'61" -X'7D! Reserved.
CUSLVL X'7E'-X'7F? Controller TCA Support Level
(See Ncte 3 and section 3.9)
CUDATA X'80'-max Data Arez (see section 4.1).
NOTE\__
DTID1 aligns on address with PCIA printer ID. Bit 7 must be off for TCA
devices. Bit 6/7 (xxxxxx18}) indicates that the device is a Distributed
Function Device. The TCA buffer size must be 4K for SNA, 8K for Non-3NA.
Bit 0 has no function. It mey be set to 0 or 1. Bit 1 may only be set in
‘response to a Diagnostic Reset command indicating that the device is
"Ready to Dump.™ Bits 2 - 5 are reserved. DTID2-DTID4% are reserved.
NOTE 2: -
CUAT (attachment protocol) hes following flags defined:
Bit 0
= 0 TP attached
= 1 local attached
Bit 1
= 0 SNA protocol
=1 non-SNA protocol
(All other bits are reservecd)
NOTE 3:
~ CUSLVL is a two-byte field that indicates the optional TCA functions
supported ky the controller. It has the following flags defined (seae also
section 3.95).
X'0000" - Base TCA Function Support Level (see section 3.5.1)
Bits 0-B - Reserved
Bit C - 1 = Device Initiated UNBIND Option Support
(see seciion 3.9.2)
Bits D-E - Reserved
Bit F - 1 = Non-S5N4 Slow Device Option Support {(see section 3.9.3.
NOTE 4
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Product unique files on disk require a product qualifier for product
distinction on Secondary Diskette Directory and file access requests. The
product file ID qualifier must be initialized at power on/RESET by the
distributed function device in DTID2.

DTID2 X'00" 3290 disk files
Xroy? 3179 Mecdel G
X'02'-'FF' Reserved

3.8.2 DEVICE BUFFER CONTROL

Bytes X'00' - X'3F' are owned and set by the device. They are not altered by the
CU except DPASTAT, DPSSTAT and EXFAK are reset by the CU to acknowledge receipt of
Asynchronocus/Synchronous/Expedited status respectively. For details see section
1.2.3.

Bytes X'40' - X'7F' are owned and set by the CU. They are not altered by the
Device except for being initialized to zero by power on or the RESET command.

Bytes X'&80' - n are controlled and allocated by the CU and are altered by the
device only on request from the CU. The data in this area is preceded by a four
. byte Message Header (except when a device has posted a POR).

Length-2 bytes. Length of the data plus flag and length
fields.

VALID
Flags=-2 bytes: OUT BOUND IN BOUND
) (from device) (to device)
Bit 0
Bit 1

Bit 2
Bit™3

Bit 4

x

1 first of message

not first of message

last of message

not last of message

except for WCTL (see section 5.12)

BSC transparency recuired

BSC transparency not required

inbound BSC test recuest function

CU generates actuasl X/ header on

message )

not a test request function.

SNA channel buffer overrun (RU size x

exceeds Bind max. specification 1536)

SNA complete record x

Permanently Reserved

Reserved

1 FMH present (Local Copy) x
(see section 9.6)

0 No FMHP present

1 Query Reply Expected (lLocal Copy} X

0

5

[T T TR TR TR TR
XX XXXX

HOFMOORO
XX XXXXX

" u
—_o
X

Bit 5

oo o o

pripsapes

00 o
won
o

"

o

Bit 9

(see section 9.6)
Query Reply not Expected
Reserved

Bit 10-1

For SNA attach, outbound data reguested by WDAT does nct use bits 0 andil.
Segmented data is indicated by the transmission header.

3.9 CONTROLLER TCA SUPPORT LEVEL

CUSLVL indicates to the device any optional TCA functions which are supported by
the controller. A device may connect to a controller that supports options that
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it (the device) does not sucport since all such options are downward compatible.
Hcwever, if a device attempts to use a particular option that is not supported by
the controller it is attached to, that device may cause a synchronization error
and be disconnected from the controller with a 240 machine check.

3.%.1 BASE TCA SUPPORT LEVEL

A value of CUSLVL equal to zero ‘ndi-rtes that the controller does not support any
cptions.

3.9.2 DEVICE INITIATED UNBIND SUPPORT OPTION

CUSLVL Bit 'C' set to 'l' indicates that the controller supports receipt of a
device initiated UNBIND.

3.9.3 NON-SNA SLOW DEVICE SUPPORT OPTION

CUSLVL Bit 'F' set to '1' indicates that the controller supports FCDEF and AESTAT
status for non-SNA attachments. It also indicates that the controller supports
extended AEDV status as outlined in sections 11.2.1.1 and 11.2.1.2.

e —
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6.0 DEVICE CONTROL
Device conirol is composed of interchanges between the CU and the Zevice in a

particular sequence to achieve a desired state. This section defines the rules

governing trsse interchanges. .

4.1 INITTALIZATION

Synchronizztion of "power on" is a CU responsibility. If a device is powered on
before the £U, then the CU must issue a Reset ccmmand tc that device to force power
on initialization. At the time a "power on" special status is sent ts the CU, the
devicae must have locations X'00' - X'7F' of its buffer set to zero except DTIDI
(Terminal ID field) and DBUF which are set to their appropriate values. The CU
jdentifies the device via the Read Terminal ID command and by reading the contents

of DTIDl in the device communications area. This byte must remain unaltered while
power 1s c¢cn in the Device. DBUF value may bke altered after POR, online, or
offline. .

In addition locations X'80'-'84"' must contain the appropriate device information,
as outlinec below, when the device returns a POR. Note however, that if the power
on response is the result of a "Diagnostic Reset™ command and the device has set
DTIDl bit i=! indicating that it is ready to dump, the TCA buffer starting at
location X'80' should not be altered with the device information. Locations
X'85'-'A3"' zre optional, however, if these fields are not used, they must be = 0.

This informaticen is read back and stored in the controller. .It is intended for
enhanced network management and device problem determination purposes. The
controller may disconnect any device not supplying the mandatory fields (1 and 2)
as discussed below.

is mandatory:

The following information

Infor~mation Length Format
1. Device Type 4 Bytes EBCDIC (Numeric)

(Device Number, Not For Non-IBM Products, this
Pevice Zmulated) field must be right-justified
(Start at X'380") padded with X'F0' if necesszary.

2. Custormer 1 Byte

Programmable and Bits 0-3: X'1' = Hardware or Microcode
IBM/Nen-13M X'E' = Custcmer Programmable
Identifiers Machine
(Start &% X'84") Bits 4-7: X'1' = IBM Product
X'9' = Non-IBM Product
Other VYalue=z Reserved
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The following information is optional:

Information Length Format
3. Model Number 3 bytes EBCDIC AE Chars, right-justified
(Start at X'85") and padded with X'40' chars.
: X'000000' if unknown or n/a.
4. Plant of - 2 bytes EBCDIC Characters designating
Manufacture manufacturing location.
or Origin X'0000' if unknown or n/a.
(Start at X'88')
5. Serial Numker 7 bytes EBCDIC AE Chars, right-justified
(Start at X'8A') and padded with X'F0' chars.
X'00..008' if unknown or n/a.
6. Software Release 3 bytes EBCDIC AE Chars, right-justified
Level and padded with F0 characters
(Start at X'91") X'000000' if unknown or n/a.
7. Device Specific 16 bytes EBCDIC AE Chars, user defined
Information padding and justification.
(Start at X'94") X'00..00" if unknown or n/a.

NOTES: AE Characters are EBCDIC 0-9, A-Z, $, %, &, pericd, null.
n/a = not applicable.
Device Specific Information may bu Ralease or EC lLevels
or any other data a product may wish to supply to
identify its characteristics.

The CU, after identifying the device, initializes bytes X'50' - X'51?

(CUDPORT,CUAT), and bytes X'54' to X'58" (CULTA) prior to issuing any Start Op
command. CUAT and CUSLVL are not modified subsequently.

4.2 CU FUNCTION REGQUEST SYNCHRONIZATION

ghe CU prepares a function request by writing the following into the device
uffer:

1. Synchronous status must be acknowledged (DPSSTAT). Optionally, asynchronous
status may be acknowledged.

2. The data address, if any, into CUDP

3. The function request value into CUFRV

4. Toggling the regquest synchronization flag CUSYN

5. Any associated parameters into CUFRP

6. The data, if any, into CUDATA (optional)

;f ﬁhg 9bove sequenrce 1s successful, then, by serarate command queue, tha request
15 initiated with & Start Cperation.

NOTE:

Command queue retry does not cause the request synchronization (CUSYN),
&§Vnchronous acknowledgement (DPASTAT), or synchronous acknowledgement (DPSSTAT)
fields to exhibit multipie transitions. Further, the device does not examine
these fields until a Start Operation is received.

The Start Op causes the Device to interpret and process the function request.
When the processing is complete, the device posts request completion (DPSSTAT),
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stcres completion code in DSSYV with any associated parameters. Then, status
aveilable (bit 6) is set on and made available as a POLL response.

Onca Start Operation is issued, the CU looks for function ccmpletion status. The
CU Zoes this by POLL. When the status is available, the CU reads DPSSTAT, DSSV
anc tts parameters, and processes that status.

The Device hardware must reset the status available bit as a POLL response on
receipt of POLL ACK. ’

The CU does not issue a second function reguest until the function completicn
stztus of the first request has been read and acknowledged by writing DPSSTAT to
X'02'. The CU may write CUDSER and issue a Start Operaticen command anytime, but
only if the intention is to disconnect the interface by sending out the
"lz=t-ditch-command-queue™.

4.3 ASYNCHRONOUS EVENT SYNCHRONIZATION

The Device reports an asynchronous event to the CU by placing the "event
jdentification in DAEV with any associated parameters, X'01l' in DPASTAT and by
subsequently setting Status Available (bit 6) in response to a POLL.

Following receipt of an Status Available POLL response, the CU reads DPASTAT, DAEV
and DAEP(s) and processes them as appropriate. The CU acknowledges receipt of the
status by writing X'00' to DPASTAT and making a (any) function request to the
Device.

On receipt of a Start Op while DPASTAT is zero, the Device may report a queued
asynchronous event. Cnly one asynchronous event may Dbe reported and
unackncwledged at any time. It is the responsibility of the Device to queue any
asynchronous events while waiting for an acknowledgement.

If the CU cannot process an asynchronous event (because, for example, it is
preocassing a synchronous function for that device), the CU queues that event
(acknowledged or unacknowledged,) until it can be processed. If the event is
unacknewledged, the CU need only remember that an event occurred.

4.4 EXPSEDITED STATUS (ES) INTERFACE

ES provides a means to service device requests on an immediate basis independent
of other states of the device or its logical terminals. ES communication utilizes
uniczue TCA fields. ES requests from the device are given priority over
synchronous status and asynchroncus davice requests. ES requests may be used to
cmmunicate status of intermediate steps or totally asynchronous events during
concurrent execution of a function regquest which has not been completed. The
devica prepares status to be returned on a bit 6 POLL response. Processing of ES
does not allow a function request to be issued. The ccntrecller sicnals the device
when processing has completed by issuing a command which causes a TCA interrupt.
This command, in this context, is called the MAlternate Start Operation™, but is
jdentical in format and performs the same cocax function as Read Terminal ID. The
Rezd Terminal ID command is an alternate means of interrupting the device
prccessor.

4.4.1 FLOW

The controller - device sequence for ES is, as follows:
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DESCRIPTION CONTROLLER DEVICE
Device Request Store ES Request and
Post 'ACK' Flag

Post Coax Status.

POLL >

{—m————hit 6 status
Read Status Read ES5 TCA Areg—mmm>

< data

Process Request Code

.

Write 'ACK' Field Write Data >

Interrupt Device Alternate Start Op >
{~———————Data Response

Device Interrupt Start Operation >

Device Post-Processing

Successful receipt of the MAlternate Start Op™ ends the ES communication. The
device does not examine the TCA ES area until receipt of this command. As with
function request synchronization, the Alternate Start Operation command must be
issued separately from writing request acknowledgement in EXFAK. Should the
device receive multiple TCA interrupts resulting from error recovery, receipt of
additional interrupts must be ignored (as determined by the state of the ACK flag
in EXFAK). The device must recognize the difference between an initial interrupt
and retry.

4.4.2 STATUS PRIORITIZATION

The base =status response to POLL can potentially represent device requests to
service any or all of the three device status paths: Expedited, Synchronous, and

Asynchronous. To process the status response to POLL, the control unit reads
EXFAK, DPSSTAT, and DPASTAT. Status is serviced in the order of Expedited,
Synchronous, and Asynchronous (high to low priority). Asynchronous status

processing may be deferred (remain unacknouwledged) as long as the control unit and
device are involved in a logical transaction.

4.5 RAS CONSIDERATIONS

A portion of device control is involved with verification that the interface, the
device, and the CU are functional. These considerations are discussed in the
following sections.

It a device or part of the control unit is not functional or becomes not
functional, the controller attempts to write a WCUS containing containing the
appropriate error code to each TCA device affected. These codes fall into several
categories as follows:
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ONN and INN - Reserved

Error Codes
2NN Error Codes
3NN Error Codes
4NN Error Codes
5NN Error Codes
6NN Error Codes
7NN Error Codes
8NN Error Codes
9NN Error Codes

3274 Detected Device or DCA Errors

3274 Errors Detected by the 3274

Application Program Checks Detected by the 3274
Communication Line or Channel Errors Detected by 3274
TCA Device Detected Harcdware Errors

TCA Device Detected Application Program Checks
Reserved

Reserved

[ T T I A B BN |

More information about these error codes may be found in the documentation
referenced in the Introduction {section 1.0).

4.5.1 CU ACTIVE

While the CU is active, it periodically POlLLs the davice. If the device detects an
absence of polling or other coax activity for a sustained period of time, it may
assume the CU is inactive. The maximum time between POLLs for an active CU does
not normally exceed 1 second. If/when the DCA hangs, POLLs may cease for about 20
seconds.

A CU could be polling, but not otherwise functional. The Device can detect this by
periodically presenting Expedited Status. If the ES request is not acknowledged
within 10 seconds, the CU is not functional. The Device sets an indicator to
display this cendition. For performance considerations the device should not
present Expedited Status for the purpose of soliciting a CU response more
frequently than once every 30 seconds.

4.5.2 DEVICE ACTIVE

If the device is idle and cannot honor any function requests, then it must not
answer or acknowledge POLLs. The CU treats such a device as powered off during
this period of time, and may notify the host of the condition. The device must
exit the powered off state by responding to POLL with the POR response. Due to
performance considerations power off/power on transitions should not occur more
fraquently than once every 5 seconds.

If¥ the CU issues a function regquest to the device and the device does not report
back with either function completion status or Expedited Status (timer interrupt,
see section 8.1) within 1 second, the CU assumes the device is malfunctioning and
terminates all further communication with the device (except pollingl) until a2
"power on special status™ is received. During the disconnect sequence, the 3274
attempts to write a 243 machine check into the field CUDSER to notify the TCA
device of what has happened. Expedited Status maintains the active (busy) state
while the synchronous status indicates function ccmpletion.

4.5.3 PROCESS TIMINGS

There are two types of timecut requirements for 3274/Distributed Function Device
communications:

- Host Transaction timing and

- Device Response timing.

Both types of timing are done by-the Distributed Function Device and are reported
to the 3274 via Expedited Status (ES).
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A field in the TCA (EXTIME) indicates which type of timing should be done. The
OFF/NORMAL/DEFAULT state of this field 1is Device Recsponse timing. Host
Transaction timing occurs only when the field (flag) is set.

In Device Response timing mode, the device must report ES every 0.375 to 0.75
seconds from the issuance of a Function Reguest until the device reports
synchronous status. :

During Host Transaction timing, the device must report ES every 0.375 to 0.75
seconds until the "Host Transaction timing" flag is reset, independent of function
requests and device states. The con*=nl urit initiates this type of timing on a
Function Reguest by setting the flag in EXTIME. Host Transaction timing ends when
the flag is reset. The flag is set/reset anytime by the control unit without
initiating a device interrupt. -

For non-SNA (both BSC and local channel), a maximum of § ES TIMER interrupts may be
presented by the device. Host Transaction timing 1is not defined for SNA
attachments.

For Device Response timing, 49 to 63 ES TIMER interrupts are allowed (at the
discretion of the control unit).

If the device times out, the interface is disconnected with a 243 machine check
and appear powered off to the host. The control unit does not require Device
. Response timing before the first device ONLINE request (AEDV), i.e., during IML
and down stream loading of the device.

The time intervals allowed (in seconds) are as follows:

ES TIMER NON-SNA DEVICE RESPONSE TIMING
INTERVAL BSC and LOCAL CHANNEL

3 Intervals 49 to 63 Intervals
MIN 0.375 3.375 18.375 to 23.625
MAX 0.75 6.75 36.75 to 47.25

4.5.4 ERROR EVENTS

The Device must report errors as asynchronous events. The frequency of reporting
hardware errors must be limited to avoid overrunning the CU. If an error or error
sequence is occurring repeatadly, it is not reported on each occurrence unless
manual’ intervention (such &as an operator depressing a RESET key), a new host
transmission, or a delay of at least 1 seccnd occurs. Sections 6.1 and 7.1
describe the mechanism for reporting such errors.

4.5.5 ERROR EVENT LOGGING

The Device may report esch error to the control unit for maintenance statistics
when the error occurs (under constraint in preceding paragraph). The CU maintains
report summary counters for host program errors, transient hardware errors, and
permanent hardware errors regardless of whether the Device is powered on.

Devices are not required to report 630, 632, 633, 635 or 636 errors to the
controller. If they are sent by the device, the controller lecgs them but does not
generate an Alert because these codes are generated either as the result of a 3NN
code. sent to the device from the controller or are considered a non-error
condition such as "disk not ready™ (see section 10.1).
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4.6 COAX EXROR RECOVERY

A transmission error from the CU to the device is detected by the device which must
then ignore that coax transmission and inhibit the TT/AR response. When the 3274
cces not get the TT/AR it stops immediately and goes inte error recovery state.

If the error occurs on the transmission from the device to the CU, TT/AR error or
parity error, the CU stops and goes into error recovery state.

4.6.1 RETRY OF NON START OP COMMAND QUEUES

When a string of COAX ccmmands and data fails, it normally causes the 3274 to
attempt recovery by retrying the operation. This is possible due to the design of
the device adapter and 3274 which prevents any invalid ccmmands or data from being
crocessed or stored into the device's memory.

.6.2 RETRY OF START OP COMMAND QUEUES

The reccvery from a command aqueue containing a Start Op command is similar to the
above but has several implications which must be understood. There are four
different error states which are possible as the result of a Start Op command
failure.

1. The Start Op cocmmand was lost on the transmission from the CU to the device.
In this case when the command is reissued by the CU the device processes it
normally.

2. The Start 0p was received by the device but the TT/AR response was lost on the
device to CU transmission. In this case the device is presented with an
interrupt and the CU attempts recovery by resending the Start Op command.

a. The device may not yet have started to process the Start 0p command. In
this case the device must NO-OP the second Start Op and no problems
arice.

b. The device has started to procass the function request specified by the
Start Op but has not completed processing the reqguest. The devicea-CU
hand~shaking proteccol allows the device to recognize the second Start Op
as a duplicate and icrcre the (second) Start Op.

c. The device has completed processing the function request, has posted the
completion (synchronous) status but the CU has not yet processed the
completion status. Since the synchronous status has not been

acknowledged by the CU, the device must also recognize and ignore the
second Start Op.

4.6.3 UNRECOQVERABLE ERRORS

;n the event that the CU receives invalid device status, the CU initiates the
cevica disconnect action of posting an error code (which, if non-zero, is the
value of the machine check indicator to be displayed) in CUDSER and issuing a

Start Operation command. This is the "last ditch command queuve.™ Retry and
synchronization states described below are NOT applicable. The device is only
re-connected if it returns a POR response. The device should test CUDSER for

non-zero with the receipt of each Start Op command. Certain device errors cause
device disconnect without the "last ditch command queue.”
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4.6.4 DETECTION OF SYNCHRONIZATION ERRORS

It is essential that the CU and the device ke able tc maintain synchronization
over the CO0AX interface at all times. This interface is controlled via COAX
commands and status bytes in the device buffer.

Every time a new function request is made the byte CUSYN must be toggled between
X'01l' and X'00'. The device must interpret the togglecd value of CUSYN when a new
function reguest is made as the acknowledgzment of the previous synchronous
status.,

Command queue retry may cause a Start Op to be issued multiple times, but CUSYN is
not changed. This allows the device to ignora the additional Start Op(s) if the
first one was actually received.

If CUSYN is toggled but the device is still processing a function request when a
second Start Op is issued, the device must report a fatal synchronization error
(ERFR) to the CU, set the DSSP to X'04' (Synchronization Error), and the device
indicators should be updated to reflect the error. The CU then puts the device
into power off state. The device records the synchrecnization error in the log
which may be examined using test mode.

At power-on time the device must set CUSYN to X'00'. The device should expect the

first function request from the 3274 to set CUSYN to X'0l'., The 3274 maintains the
value of CUSYN to avoid reading it from the devicae buffer prior to each Start Op.
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5.0 DE-INED FUNCTION REQUESTS

The function requests that may be issued by the CU to the Device as described in
section 4.2 are:

Value Name Function

ToX'gle ¢ CNOP " Cause interrupt on Device

- X'02" WCUS Write Control Unit Status
X'03" WDAT Write Data from Host
X'04°" WDBD Write Data Base Data
X'05" RDCOPY Read block of SCS data for local copy e
X'06" WLcce ~ > Write Local Channel Command

—>X'07" LOCK --_Non-5NA host selection, device ready request
X'08" RDAT Generate inbound data for host B
X'09’ WCTL Write printer characteristics for local copy

= XT0A? PDAT Prepare read data prior to host notification

_s« X'0B" CTCCS Terminate chained command sequence
Xr'ocC? RDBD . Generate reguest for data base data
X'oD! RPID Read printer assignment -

5.1 CNOP

CNOP has no function other than to allow a Start Op to be issued without a specific
function being performed. It may be used to acknowledge asynchronous events.
CNOP has no parameters.

5.2 HWCYS

WCUS is used to report CU state changes and CU events that are detected by the CU
and ncrmally communicated to the operator. The 3274 doces not manazge device
indicators or indicator areas. (The device does not communicate indicator reset to
the 327%.)

WCUS is classified as either:

1. An anticipated eavent, contextually valid toc a given multi-step sequence, such
as 'copy reauest quesued' or ‘'printer printing'. Multiple events are
prioritized in a contextual logic progression. Events are grouped by
function.

2. Unscheduled sta*us is raported per externsl conditicons asynchronously, such
as the Reminders and LUSTATUS groups. Unscheduled status i=s allowed to
interrupt normal protocol sequences and take pricrity over a scheduled event.
Unscheduled status may be delayved due to processing algorithms in the CU or
the device.

If the device is not "online™ to host (AEDV) the following unscheduled status
is deferred until the device is "online™":

-Comm Check Reminder
-LUSTATUS Group
~Printer Assignment

WCUS function requests for LU/PU status are only sent once per status change, or
following the device's being placed ONLINE to the host; i.e. LU active WCUS only
issued once from ACTLU or online to DACTLU, ACTLU, DACTPU, ACTPY or offline.

When a read or write file function request completes successfully, a CNOP function
request is sent to the device to acknowledge the asynchronous status. If a read or
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write file function request completes with error, an appropriate WCUS is sent to
the device (see also section 5.10).

The following is a list of the conditions (detected by the CU) by area in priority
(high to low) order:

Group Name Condition Name Events Parm 1 Parm 2-4
Status
Input Machine Check Event 01 NNN ©
Inhibit Communication
Check n 02 "
Program Check " 03 "

Readiness
Group Ready, DSL allowed Event 10 0000G0
Ready, no DSL allowed r 10 020000

Identity Device Identification Status 20 000000
Reminders — Communications -
Check Reminder Status 30 BNN
— No Reminder A 31 000000 _— -

Disk

Not Ready (cover open) " 60 000000

Ready (cover closed) n 61 000000
LT Status —LU Active " 40 ACTLU Parm2: — -

= RU byte 1
—LU not Active Status 41 600000 __ .

Disk Fatal Hardware Error Status 70 000000
Completion Disk Media Error " 70 040000

Disk Overrun " 70 060000

Disk not Ready " 70 0AQ030

Wrong Disk n 78 1406000

File not Found " 71 020000

File not Writable " 71 080000

File not Readable n 71 100000

File Locked (contention) n 71 6CQ300

File not Locked " 71 120000

File Qverflow n 71 GEOQOO

NOTE: -
NNN numbers are the 3270 error codes which are packed decimal and right-justified
in bytes 2,3

NOTE:
Any WCUS condition not recocgnized by the device must be acknowledged with normal
function complete status.

See section 9.2.3 for WCUS values for LOCAL COPY.

5.2.1 WCUS(20) DEVICE IDENTIFICATION

When a device reports AEDV(Online), the controller may issue a WCUS(20). When the
Start Op is issued to the device, the controller has placed the information as
described below in the TCA buffer beginning at location X'80' to identify itself
to the device.

When the device responds Function Complete to this command, it may first place its
corresponding information in the TCA buffer as described below, or may simoly
choosed§o return the FC without updating the buffer with its data (not support the
command) .
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Upon receipt of the function complete from the cdevice, the controller reads the
appropriate area of the TCA buffer. If the device has provided its own
information, the controller updates the information received at device POR time
(see section 4.1) and then checks that the "device type" and "flag byte" are
valid. As noted in section 4.1, other device information is optional.

If the devica has failed to ﬁrovide the required information either as a POR or
WCUS(20) response, the controller disconnects the interface with 'a 240 machine
check. :

The devicn ipformation is stored in the controller and is intended for enhanced
network management and device problem determination purposes. It is also suggested
that the device retain the information provided by the controller in the WCUS(20)
command, and make this information available to the device operator upon request.

Included in both the controller request and the device response are two bytes
(X'82-83') that must be set by the originator to X'0000".

Upon receipt of WCUS(20) Start Op at the device, the controller has placed the
following information in the device's TCA buffer:

Location Data Comment

X'80" X'-=-1 Length of Data

X*r81"? X'00" Data Format Identifier

X'82-83' X'0000" .Reserved. Must be set to zero by

the controller and not checked
by the device

X'84-87" FxFxFxFx Device Type of Controller
in EBCDIC (Numeric)

X'33" Bits 0-3: X'1'=Hardware or Microcode
X'E'=Customer Programmable
Machine
Bits 4-7: X'1'=IBM Machine

X'9'=Non-IBM Machine
Other Values Reserved For This Byte

Scme or all of the following information may also be included, depending cn the
length byte above:

X'89-8B"' X'-=-=--- ' Model Number in EBCDIC AE
(X'000000' if unknown)

X'8C-8D' X'~---=? Plant of ManuTacture: EBCDIC per
IBM Standard CB8-0-2021-G00
(X'0000" if unknown?

X'8E-96" X'...... ' Seven Digit Serial Number in EBCDIC
AE right justified and padded
with FO (X'00...00' if unknown)

X'95~-993" X'---! Release Level of Program in EBCDIC
AE, right justified and padded
with FO (X'000' if unknown)

X'38-A7" X'...... ' Maximum 15 Digits of User Information
in EBCDIC AE, User Defined Padding .
and Justification

Note: AE Characters are EBCDIC 0-9, A-Z, $, #, 2, period, null.
When a device that does Bot support“the WCUS(20) command returns function complete

to the controller, the ID byte (X'81') remains as set by the controller. If the

?ez}ce chooses to update its POR parameters, the TCA buffer should appear as
ollows:
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Location Data Comment
X'80" X'-=" Length of Data
X8l X'oLyr Data Format Identifier
X'82-83' X'0000" Reserved
X'86-87"'" FxFxFxFx Device Type in EBCDIC (Numeric)
X'88" Bits 0-3: X'1'=Hardware »~ Mis-ocode
X'E'=Customer Programmable
Machine
Bits 4-7: X'1'=IBM Machine

X'9'=Non—-IBM Machine
Other Values Reserved For This Byte

Some or all of the following information may also be included, depending on the
length byte above:

NOTE: .

Information previously given by the device in the POR response must also be given
here, i.e., zero data from WCUS(20) response overrides information given in the
POR response.

X'89-3B' X'—---e—- ' Model Number in EBCDIC AE
(X'000000' if unknown)

X'8C-8D' X'"----"? Plant of Manufacture: EBCDIC per
IBM Standard CB-0-2021-000
(X'0000" if unknown)

X'8E-%4" X'...... ' Seven Digit Serial Number in EBCDIC
AE, right justified and padded
with FO (X'00...00' if unknown)

X'95-97" X'-=-=? Release Level of Program in E3CDIC
AE, right justified and padded
with FO (X'000' if unknown or not
applicable)

X'G68-A7'" X'...... ' Maximum 16 Digits of User Infcrmation
in E3CDIC AE, User Defined Padding
and Justification

5.2.2 WCUS(42) - RTM CONTROL

The RTM interface and Last Transaction Time display can be enabled or disabled at
any time via a WCUS(42) from the CU. If a WCUS(42) is not received from the CU,
the RTM interface defaults to the disabled state.

WCUS Parameter Value ‘Descriotion
PARM 1 42 RTM WCUS
PARM 2 00 RTM Disabled for LT in CULTAD
non-00 RTM Enabled for LT
PARM 3 6o LTT Not Authcrized
01 LTT Authorized
PARM ¢ 00 Reserved

Refer to section 8.2 for a complete description of the RTM interface.
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Write Data is used to pass data received from the hecst to the Device. The CU
allocates a portion of the data area of the Device buffer, places the length,
flags, and data in the allocated area, and issues the function request with the
starting address of the allocated area specified in CUDP.

For local channel attachment (SLHA) only, CUFRP2 is set to X'04' if the current
ccmmand 1s chained to the next command. All other bit combinations are reserved.
CUFRP1, CUFRP3, and CUFRP% are not usad.

Command chaining is not applicable for BSC and SNA attachments, i.e., CUFRPl1-4 are
not used.

5.4 WDBD

v

Write Data Base Data is used to pass data to the Device as retrieved from a file as
a result of an asynchronous request for data base access. The CU performs the same
actions as for WDAT if the action is successful plus setting CUFRP!l to one byte
file identifier requested asynchronously by the device (AEDBA), and setting CUFRP2
(flag byte). CUFRP2 flags are:

Bit O =0 File retrieved from disk.
=1 File retrieved from 3274 memory.
Bits 1-7 Reserved-must be zero

Multiple WDBD request may be required to transfer a data file. Device buffer
control flags (FOM/LOM) are set accordingly. If the device returns FRA status,
the the CU terminates the request if it is not LOM. If the data base access is
unsuccessful, the CU issues WCUS (Machine-Check, Data-3ase-Error, or Not Ready).
A Disk Reminder may or may not have bteen previously issued. See section 10.1 for
specific error conditions.

A.5 WLCC

Write Local Channel Command is used for a non-SNA channel attached 3274 and is
used to pass a local channel command to the Device.

The CU places the channel command byte in CUFRP1. CUFRP2 is set to '01' if inbound
cata wes sent to the host.

CUFRP2 is set to '04' if zhe current command was chained from a previcus command.
These values are bit significant (both conditions could exist).

Valid commands include:

Erase All Unprotected &F
ErasesWrite F5
Erase Write Alternate 7€
Read Buffer F2
Read Modified Fé
Write Fil

Write Structured Field F3
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In Non-%SNA attachments, LOCK is used to synchronize device and control unit to a
ready state at host selection time. No parameters are required. Normal responses
are Function Complete or Function Complete Synchronous Error (Busy or IR). LOCK
is not a valid request in SNA attachments.

5.7 RDAT

Read Data is used when the CU is ready to send data from the Device to the ho=t.
The CU allocates space in CUDATA, and places the address of the allocated area in
CUDP, then issues the function request. The Device places the actual length of
the data + flags + length, the flags, and the data in the Device buffer at the
location specified by CUDP. CUFRP1 and CUFRP2 (halfword) represent the maximum
number of data segments which the controller processes out to the host link. The
target length of each segment is passed in CUFRP3I/CUFRPG (halfword). In SNA, one
and only one complete RU must be constructed using these segmenting parameters.
RU size is derived from these parameters. If the BIND specifies a smaller RU size,
then the BIND takes precedence. See Attachment Considerations (section 12.0). The
data length may not exceed the target length.

NOTE:
CUFRP1/72 1is set for SNA attachment only. In Non-SNA, this parameter is not
present and the device must assume a value of 1.

PDAT, or prepare inbound data before notifying host, causes the same function to
be performed as RDAT with the same parameter values used. This improves
lines/channel utilization and controller throughput.

5.9 (CTCCS

Terminate Chained Command Sequence is used in non-SNA only to indicate the end of
a selection sequence. This corresponds to EOT in BSC and no more command chaining
in a CU non—-SNA channel attachment.

The following positicnal flags may be used for CTCCS:

CUFRP2 '00' Normal termination.
Note: This value used for WSF chaining error.
WCUS program check is written after CTCCS.

CUFRP2 '01' Read data accepted by host

CUFRP2 '02' Sequence terminated due to invalid
select command processing by ccntroller.
(Program Check WCUS is written following CTCCS)

CUFRP2 '08' Sequence terminated due to communications check.
For BSC, this means that a 501 comm. check has
occurred. The device must determine whether the
state is to be reset (to state 1) or the request
is to be reissued.
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For SLHA, this flag tells the device to reset to state 1.
This parameter 1s set when a comm. check has occurred

as a result of a Channel Systems Reset (505) having

been received from the host. This rarameter may also

be set if a Selective Reset has been received after

the device has been selected (locked.)

In response to asynchronous Data Base Store requests (AEDBS) the CU requests the
devica to load the file in the device buffer in the same manner as data is
recuested for RDAT. CUFRP1 contains the one byte file parameter requested by
AEDBS. CUFRP3,4 specifies the maximum length™0f data accepted by the CU. Data is
prepared in the buffer with a 4 byte header (length and flags). The file may
recuire multiple RDBDs to complete (as indicated by segment flags).

Successfully updating the. file is indicated only by the acknowledgment of
asynchronous status. Request failures are indicated by disk completion status
(WCUs). '

NOTE:
File access 1is protected with Read/Write Lock to other devices during the
transaction.

If a READ is attempted of a locked file larger than a cache buffer, a3 "file locked"”
return code is passed to the requesting device. This is to prevent downstream
loading a partially updated file.

If the CU is unable to respond to either AEDBS or AEDBA with a RDBD then the CU
issues WCUS. See section 10.1 for details of WCUS parameters.

5.11 RDCOPY

Tells the device to send a block of the local copy data stream (SCS format) in the
CUCATA area pointed to by CUDP. The maximum length of the block is specified in
CUFRP3 and CUFRP4.

CUFRP1/2 are not used.

Provides the characteristics of the printer for local cocpy operation in the CUDATA
area, including APL support, Extended SCS support for Set Attribute, PS lcaded
Alias names and flags, and printer switch settings. The CU ensures that selection
criteria for the copy device includes the SCS print feature. The format of these
characteristics is:

Page 37



3274 to Distributed Function Device Product Attachment Information

June 1585
BYTE NGO. DATA
0,1 Length of data beginning at CUDATA
2,3 Flags. Bit 0=1 First of Message
Bit 1=1 "Last of Message
Bit 2=0 PCIA Data Forwmat (Base)
=1 FMH + Query Reply SF Format (Extended)
Bits 3-15 Reserved (must be zero)d
§-17 Device Characteristics

Byte §: Reserved (must be zero)
Byte 5 = Printer ID byte X'01°
Byte 6-17 = Printer ID bytes X'04' thru X'0OF'

18-23% Alias Table - dynamic state of PS RAMs, if present.

Each entry consists of 1| byte Alias and 1 byte PS variable
flags corresponding to byte 8 of LPS Structured Field.

(If the "alias" = X'FF' the flags are ignored).

NOTE:
CUFRP1-4¢ are not used.

In order to use Graphic Escape in the data stream the printer must indicate
support of APL in its terminal ID.

In order to use a Set Attribute:
a. Highlight - The printer must indicate support of underline highlighting
in its terminal ID. The controller "correcis™ the terminal ID for
printer type 0001.
b. Coler - The printer must indicate support of color in its terminal ID.
c. Character set - The printer must indicate the presence of the PS feature,

and both the device and the printer must have matching aliases and €3 bit
equal to "compare.” )

5.13 RPID

RPID requests the device to respond with:
a. printer port address, class number, or assignment request in DSS?P or

b. FRA to terminate the sequence. See section 9.4.
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6.0 DEFINED SYNCHRONOUS STATUS

When the Device has completed processing of a function request, it posts DPSSTAT,
places completion status in DSSY and any associated parameter in DSSP. If the
request involved generation of data, the data is placed in the indicated portion
of the buffer with data length and flags. The device then sets Status Available as
the POLL response. The following values are defined for DSSV:

Neme Valuve _ Descriztion

FCSE X2 Function Complete with Synchronous Error
FC X'04"? Function Complete

FCIR X'06"7 Function Complete with Input Required .
ERFR X038’ - Error in Function Reguest

FRA XT0AT Function Request Aborted

FCDEF X'gc? Function CompletesStatus Deferred

Undefined values cause interface disconnect.

6.1 FCSE

Function Complete with Synchronous Error indicates request processing was
terminated due to one of the following conditions placed in DSSP. The controller
alsoc logs an 'RN' value in the Device Control Block as indicated by DSSP2 (packed
decimal):

DSSP: DSsSP2: Reason: DSSP3:
X'o1l" n/a Device Busy

X'02"' 6NN Device Error XXXX 9000
X'03"’ 7NN Command Reject XXXX 0000
X'04" n’a Intervention Required

(security key off

or local cepy busy)
X'05" 6NN Data Check XXXX 0008
X'06" 7NN Op Check XXXX 0000

This status is not used in SNA because the Device (rather than the CU) is
responsible for reporting synchronous errors to the host. Asynchroncus status is
employed.

The device dismlays internally detected machine and program checks as 6NN and 7NN
numbers respectively. The numbers 601-639 and 701-799 have been reserved for
Distributed Function Device use. In addition, the four high order bits of the
next byte (DSSP3) are used to bump four 3274 device RAS counters. These counters
can be displayed by a "/1" test in TEST mode. The interpretation of the=ze counters
is device dependent and is described in the device documentation referenced in the
Introduction (section 1.0). The four low order bits of this byte must ke zero.

6.2 FC

Function Complete is used to report normal function completion.

6.3 FCIR - FUNCTION COMPLETE INPUT REQUIRED

FCIR is used to request an RDAT by the CU. The device is prepared to accept an
RDAT function request.

Page 39



3274 to Distributed Function Device Product Attachment Information
June 1985

In non-SNA attachments, it is used %o report normal completion of a WDAT or WLCC
function request which contained a READ command in the data. If the WLCC command
is a Read then the parameter, DSSP, indicates whether an RDAT regquest is required,
cr data is already available in the buffer.

X'00' :RDAT must be issued to prepare data
X'01' :Data is available in TCA buffer

DSsP

In SNA, this status may only be used to signal the CU that a response consisting of
a sincle segment RU is pending. The CU issues an RDAT to read it before issuing
any other function request.

Error in Function Request indicates the interface is broken. The 3274 logs a 241
machine check error code. The CU then disconnects the device (see section 4.6.3).

The device must place a value in DSSP as follows:

X'00" CUAT Invalid or Unsupported
X'o1 CUFRV Invalid or Unsupported
X'02'° CUFRP Invalid or Unsupported
X'03? CUDP Invalid or Unsupported
X'04" Synchronization (CUSYN) Error

X'05"'" - X'QF' Reserved
X'10' - X'FF' Device specific errors

6.5 FRA - FUNCTION REQUEST ABORTED

This completion code is used by the device as a mechanism to cope with contention
situations. Generally, it is 'a means of cancelling an asynchronous request
tSecause ancther event of greater significance has occurred. For example, the
cevica generates an AEEP reguest but responds FRA to the PDAT or RDAT to service it
because the operator pressed the RESET key. See table 6.7.

6.6 FECDEF

When supported by the contreller, Function CompletesStatus Deferred is valid for
non-SNA attachments during outbound processing only when the outbound data
contains an EOM (End of Messacel). If the device returns FCDEF completion status
to outbound data not ccntaining an EOM, the ccntroller disconnects the interface
with code 246. FCDEF is pot a valid completion for SNA attachments. This
completion status is used to report function complete with deferred status while
providing availability of the TCA for other logical terminals sharing it. Refer
to section 14.0 for specific details.

The device must set DSSP as follows:

X'00' = Display, or Printer with Start Print Bit NOT Set (Local Channel Only)
X'01' = Printer with Start Print Bit Set (Local Channel or BSC)

The device must respond with AESTAT status and associated parémeters when the
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| function subsequently completes (see section 7.8).

6.7 TJTABLE SUMMARY

Summary of request codes and their applicable parameters:

F.R. CODE CUFRP1 CUFRP2 CUFRP3 CUFRP4 cuDpP
NP 01 — — — —_— —_
VMiCUS 02 PP PP PP PP —
DAT (SLHA) 03 -— FF —_ — DA
DAT (BSC/SHNA) 03 — —_ —_ — DA
WDBD 0% FN FF — — DA
RDCOPY 05 — —_ <—L3 > DA
WLee 06 cc FF —_— — —_
0CK 07 . — — — — —
RDAT 08 <3¥segments—> <— LS& > DA
WCTL 09 — — — —_ DA
P DAT 0A <%segments—> <— LS > DA
CTCCS 0B — FF —_ — —
RDBD 0C FN — <— LS > DA
¥RPID 0D —_ —— — — —
Where:

does not apply or is not used by 3274,
ignore parameter - contents may be unpredictable

PP = parameter data for WCUS.

DA = data buffer address.

CC = channel command.

FF = function dependent flags.

LS = maximum length of =egment.

FN = Data Base item name - 1 byte identifier.

Correlation of request codes and synchronous status ccmpletion:

F.R. FC FCSE: FCIR ERFR FRA FCDEF
—_— ~ BSY DE CR IR DC OC
JCNOP & N -— ID — — — - — ID —_ —
‘WCYS a N - ID— - - - — ID —_ —
YWDAT N — ID UP UP UP UP UP ID b 0
WCBD @ N -— ID — — - - — ID UpP —_
RDCOPYa N - ID—- - - — 1D —_ -
WLCC % N -— ID Up — — — UP ID —_ -
LOCK ¥ N vp ID — UP — — — ID -_— —_—
YRDAT N -— ID— — Up — — ID up -
WCTL @ N - ID— - - - — ID up —
4PDAT N - ID — — Up — — ID ye —_
CTCCS * N -— ID— 0 — 1D —_— —
RDBD 3 N — ID — — — — — ID up —
YRPID @ N - ID — — — — — ID up B
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Where:

Non-SNA only commands/response

Normal completion

Valid respense to be processed

Valid response, disconnects interface - device broken
Invalid response, disconnects interface

Only these request codes may be usecd when the device is in
initialized state but not online to host

Option must be supported by controller to be a valid
synchronous status response: Non-SNA Only (See 3.9).

o @
()
" WOoR

+ For local channel, this status is valid to a printer
only if the WCC Start Print Bit ie set and there is
no command chaining. It is valid to a display but of no
extra value when command chaining is intended.

+ For BSC, this status is valid only if the command
is a Write, E/7W, E/7WA, EAU or WSF. If a WSF to a
printer with either the WCC Start Print Bit set or a
3270E data stream WSF with start print, the device
must return FCDEF with DSSP=1.
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7.0 DEFINED ASYNCHRONOUS STATUS EVENT VALUES

Asynchronous Events are initiated by the Device and detected at the CU via a POLL
response with status available set. The Device must have already placad a value
in DAEY and any associated parameter in DAEP, DAEP2, DAER3.

The following values are defined for DAEV:

Name Value Description

AEER X'20°" Asynchronous Error

AEEP X'22'.. Inbound Event Pending
AEDBA = = X'24? Data Base Access Needed .,
AEE3 X'26" End IR

AEDV X'28" Device-CU Local Status
AEFREEZ X'2A"7 Release Printer

AEPID Xr'2¢c! Request Printer Assignment
AECOPY X12¢g? Copy Request

AECAN X'30! Cancel Copy Request B
AEDBS o X'32*' Request Data Base Steore -~
AESTAT T X'34" Asynchreonous Response to Start Op
7.1 AEER

The device displays internally detected machine and prcgram checks as 6NN and 7NN
numbers, respectively. The numbers 601-69% and 701-7359 have been reserved for
Distributed Function Device use. These must be reported to the CU as AEER status.
In addition, the four high order bits of the next byte are used bump four 3274
device RAS counters. Bits ¢ through 7 of this byte must be zero. Any non-zero
value in DAEPG is stored by the control unit as the most recent error qualifier for
potential FRU 1isolation. The RAS counters and the Error Qualifier may be
displayed by a "/1" test in TEST Mode.

In addition, type 0% status indicates a "log only" function (no error code or
qualifier). .

When the device is attached to an SNA controller, AEER status is used to generatae
Alerts for errors detected by the device. Alert is a C&SM function that flows on
the S5CP-PU session. AEER status generates an NMYT formatted reccrd for 6NN and
7NN errors only. Alert requires unigue controller and hest support. The Logical
Unit (LT) address must be identified for program checks since they are PLU-SLU
seszion related. Therefore, DALTAD must contain a valid Logical Unit address for
7NN errors.

AEER JYPE 1 2 3
Temp Error 01 6NN XXXX 00600 Qualifier
Perm Error 02 6NN XXXX 0900 n
Precg Check 03 7NN XXXX 0300 n
Log Only 04 - XXXX 030¢ -

NOTES:

1. XXXX is used to bump the four (bit significant) counters.
2. Permanent Device Error - interface disconnectead.
3. The Qualifier is stored by the CU if non-zero.
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Inbcund Event Pending is raised when a message is to be sent to the host. This may
be used for acticns such as an cperator pressing the ENTER key.

For SNA AEEP is also used to generate data from an outbound READ command.

7.3 AEDBA

¢
Data Base Access Needed is used to load DSL devices. There are parameters. The CU
is expected to access the IML (Initial Microcode Load) data base performing the
request as indicated by the parameters to AEDBA.

Value Description
DAEP: Subsequent WDBD results in the data

transfer of the named data entity
(Non-zero value used to identify Data Base file).

DAEP2, a flag byte parameter, informs the control unit of the type of transaction
to be performed:

Bit O

"
(-]

Read with requirement to Write (update) file
on disk. Once initiated, the transaction must
be completed. The €U puts a Read/Write Lock
on the disk file to other devices until the
transaction is completed.

= 1 Normal access (Read only) transaction

Bits 1-7 Reserved;’must be zero:

Data base store is recouested. The one byte parameter (DAEP) specifies the file
namecto be modified. This asynchronous status is followed by a RDBD request from
the CU.

7.5 AEE3 (NON-SNA ONLYD

A value of X'01' is used to report END IR if IR had been previously reported on an
FCSE completion. This request is considered global (multi-Logical Terminals).
The device is responsible for determining which LTs owe the host Device End
status. DAEP2 must contain a bit map representing the online LTs which owe the
host a Device End based on FCSE:IR being returned. All zeros in DAEP2 is invalid.

Thig status js sent to the CU to determine control unit status and control the
dev;ce'sdavallability to the host. Parameter values indicate the functions to be
performed:
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DAEP DAEF2 DAEP3 DESCRIPTION
‘ol LT LT Put device LTs online to the host.

Bit Map Bit Map*¥ (If am LT is already online to the host,
this request is invalid for that LT.
. DAEP2=00 is invalid.)

A LT ‘00" Take the device LT(s) offline from the host.
e Bit Map* The LT's are returned to an initialized state

and may use its local resources, but may not
communicate with the host. (If an LT
is already offline, this request is invalid
for that LT. DAEP2=00 may be issued to take
all LT's offline only if one or more LT's are
online. It is invalid if all LT's are already
offline.

03" 00" 00" Used for service in conjunction with the
Diagnostic Reset command. DUMP Complete.

¥The controller must support this optional function (see section 3.9.3)
for DAEP3 to be non-zero on AEDV(0l) or for DAEP2 to be non-zero on
AEDV(02). For additional information on AEDY status and for explanations
of the "LT Bit Mars," refer to section 11.2.1.

7.7 AEFREE

See section 9.0.

7.8 AESTAT(NON-SNA CNLY)

When supported by the controller (see section 3.8.1), Asynchronous Respon=ze to
Start Operation (AESTAT) is used to report asynchronous function complete to a
Start Operation command. It may be normal or abnormal completion depending on the
parameters contained in DAEP, DAEP2, and DAEP3 as follows:

DAEP DAEP2 DAEP3 Description

X'00" xX'o0" X'00"' Good Completion

X'ol? n/a Device Busy

Xr02'" 6NN B'XXXX 0000 Device Error

X'03" 7NN B'XXXX 0000 Command Reject

X'04"' n’a Intervention Required (security key
off or local copy busy)

X'05¢" 6NN B'XXXX 0000°' Data Check

X'06" 7NN B'XXXX 0000" Op Check

The device displays internally detected machine and program checks in DAEP2 as 6NN
and 7NN numbers respectively (NN is a packed decimal value). The numbers 601-699
and 701-799 have been reserved for device use. In addition, the four high order
bits of DAEP3 are used to increment four 3274 device RAS counters. These counters
can be displayed by a "/1" test in Test Mode. The interpretation of these counters
is device dependent and is described in the device documentation referenced in the
introduction (section 1.0). The four low order bits of DAEP3 should be zero.

AESTAT is only valid when the reporting LT (specified by DALTAD) has previously
posted FCDEF. If the device uses FC or FCSE synchronous status to WDAT, it cannot
use AESTAT asynchronous status relating to the same selection sequence. If the
device uses FCDEF (deferred) synchroncus status, it must use AESTAT to report the
asynchronous completion of that event. If the LT has not posted FCDEF, the
controller disconnects the interface with code 2640 upon receipt of AESTAT
asynchronous status.
/
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8.0 EXPEDITED STATUS (ES) REQUESTS

The expedited status communication area of the TCA contains several contiguous
fields. Expedited Status (ES) provides an accurate device timer interval interrupt
to the control unit measuring elapsed time for a Start Operation (Function
Request) in process. ES requests also service the RTM function.

Exredited Status is initiated by the device. The control unit responds to ES by
writing the ES response parameters into the appropriate fielcds and setting the "ES
present™ flag (EXFAK) to ACK. The CU's acknowlndecment is completed by a Read
Terminal ID command. The CU must not issue a Function Reguest as part of the
rezponse to ES.

ES request codes are:

02 - device busy timer interval
04 - start RTM timer
06 - stop RTM timer
all others reserved

[ I |

8.1 DEVICE INTERVAL TIMING (X'02')

All function requests sre timed by the controller for hung device detection. If
the controller does neot receive ES status from the device within .75 seconds, the
device may be disconnected with a machine check error code. The device must
report busy status or synchronous completion status within this interval. See
process timings in seciion 4.5.3. Device timing begins at receipt of the function
request. EXLTA is set to X'FF' to indicate a physical device level function.

In the idle state the device may use this request as a no-op to catect whether or
not the control unit is sctive.

The contrcl unit uses this request to set and reset ™host timing mode™ and TCA
field EXTIME, (see section 4.5.3).

>

8.2 RESPONSE TIME MONTITCR OVERVIEW

The 3274 Response Time Monitor is a mechanism whereby end-to-end user response
time can bte measured deperding on a definition dictated by the controller
customizing preccass or, in certain cases, an application in the host. Response
times for each logical terminal (LT) are measured and maintained in the
cantroller. However, since each device processes its ocwn data stream, 1t must also
implement some of the RTM function.

Response time is measured on an LT basis. Default parameters are established
during the controller customizing process for all LTs and may be updated through
the host interface for each LT. Upon receipt of an AEDV(01) ONLINE request
{assuming the cortroller supports RTM) the CU sends a WCUS(42) for each active LT.
This WCUS notifies the device whether the RTM interface is enabled or disabled
(see section 5.2.2). MWCUS(42) also notifies the device whether or not the
operator is authorized to view the last transaction time indicator. For those
devices that support the controller RAS tests, this authority also pertains to the
operator's ability to view the RTM logs for all devices on the cluster.

Response time is defined as the time interval from the beginning of an Attention
ID (AID) host operation (e.g., ENTER key) to receipt of a resulting data stream
(orocessed by the device) that satisfies the RTM STOP definition. However, an
abtnormal condition could cause an ABORT of the RTM transacticn timing. (An
accurate description cf the RTM STOP definitions and ABORT ccnditions may be found
in the RTM Final Functional Specification.) The CU (or the host) provides the
device with the appropriate RTM definition, the device notifies the CU when to
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START and ST0P (or ABORT) the RTM transaction timing, and the CU passes the
resulting time interval back to the device when asppropriate.

NOTE:
The fields carrying the LT addresses (EXFLT for ES and CULTAD for a WCUS) must be
valid.

The RTM funciion can be enabled or disabled (on an LT basis) by the WCUS(42). The
device may initiate an RTM transaction via the START RTM Expedited Status command
ONLY when the RTM interface is enabled for that LT. The proper (éurrent) RTM
definition 1is supplied by the CU in response to START RTM ES. vuvrless the CU's
response is "RTM Disabled.” This RTM definition remains in effect throughout the
RTM transaction. The RTM transaction ends when:

a The appropriate STOP condition is met (detected by the device),

b. An A30RT condition is detected and reported by the device,

c. An ABSORT condition is detected and reported by the CU,

d. The LT goes offline,

e. The device interface is disconnected (e.qg., the device powers off)
Additionally, an RTM parameter supplied with both the WCUS(42) and the START RTM
ES response, specifies whether or not the device is authorized to display the
"lLast Transaction Time” (LTT) indicator. The device must react to the most recent

LTT display zsuthorization regardless of Nhether it flows on the WCUS(42) or on the
START RTM ES response.

NOTE:
This is permission to view the indicator only. The operator must provide a
specific request to subsequently view the indicator.

The device must not issue either an RTM Start Timer or Stop Timer request if the
controller has not sent a WCUS(42) indicating that RTM is supported on the
contreoller. This is interpreted by the controller as an interface error and
results in the device being disconnected from the interface.

8.2.1 START TIMER FOR RESPONSE TIME MONITOR (X'04')

The Start Timer request is associated with initiating an inbound host avent (AID).
When an online LT begins an inbecund cperation (e.g.,pressing an ENTER key) and
that LT has RTM enabled a= indicated by the controller, the device should indicate
this "start™ conditicn to the controller via expedited status:

EXFLT = LT address
XFRQ = 04 - Start timer

The controller acknowledges the expedited status with the following parameters:

EXFD! = RTM definition
00 - RTM Interface Disabled for this LT
01 - Time to First Character
02 - Time to Keyboard Available
03 - Time to Change Direction/End Bracket (vilid for
SNA attachment only)

Local display of LTT Authorized
00 - Last Transaction Time NOT Authorized
01 - Last Transacticn Time Authorized

EXFD2

The_ device may issue START RTM ES only when the RTM interface is enabled. The
?evige ?z?t also remember the most recent state of the RTM interface for each
enline .
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The RIM transaction is considered active if the CU responds to START RTM ES with a
non-zero RTM definition. Conversely, the RTM transaction is considered not active
or not started if the CU's response is "RTM disabled.”

The device must not issue a START RTM ES for an LT with an outstanding active RTM
transaction. This is a violation of the RTM interface.

If the CU responds "RTM disabled"™ to the START RTM ES, the device must not issue
either START RTM or STOP RTM ES until notified that RTM is enabled via WCUS(42)
(see section 5.2.2).

If the RTM hardware becomes non-functional, the controller repcrts this to the
device via a WCUS(O01) 382 machine check. The device should not issue a START RTHM
for any LT. If a START RTM is received, the LT is notified that RTM is disabled.
A subsequent START RTM from that same LT (with RTM disabled) violates this
interface and may cause the CU to disconnect.

8.2.2 STOP TIMER FOR RESPONSE TIME MONITOR (X'067)

When the device detects that an appropriate RTM STOP or ABORT condition for an
active RTM transaction has occurred, it notifies the CU with the STOP RTM ES:

EXFLT = LT address
EXFRQ = 06 - Stop timer
EXFP1 = 00 - Stop timer for this LT and record time.
01 - Abort timer for this LY. Do not record
the time in the RTM log.

The controller acknowledges the expedited status as follows:

EXFD1,2 = Last transaction time in 25 millisecond
increments (16 bit unsigned value)
EXFD3 = 00 - Above time valid
01 - Above time invalid (fcr example, Abort
or RTM harduware problem in controller)

The RTM transacticn ends (or becomes non-active) with the CU's acknowledgement of
the STOP RTM ES.

The device must end each active RTM transaction with STCP RTM ES (for the proper
LT) unless the LT goes offline or the device is powered off. In this case, the
controller will terminate the outstanding RTM transaction(s).

The device is responsible fer detecting énd reporting all ABORT conditions to the
controller, except when the LT goes offline or the RTM hardware becomes
non-functional.

The device must not report STOP RTM ES unless an RTM transaction is active for that
LT. The device must only return one STOP RTM for each START RTM and must not issue
multiple STARTS or STQPS for a given LT. Any viclation of this rule will cause the
controller to disconnect the interface.

The device is responsible for "rounding™ the parameters passed to it in EXFD1,2
(Last Transaction Time) to the nearest one-tenth of a second when displaying the
last transaction time indicator. This can be easily accomplished by adding X'0002"
(50 msec) to EXFD1,2 and shifting right two places.

NOTE:
The last transaction time is included in the controller response regardle=ss of
whether or not the operstor is authorized to view it.

If the device is notified that the RTM hardware is non-functicnal (via WCUS(01)
382 machine check), the RTM transaction is considered aborted by the CU. If the
device issues a STOP RTM ES, the CU responds with an invalid Last Transaction Time
(denoted by EXFD3 = 01).
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Examples of the RTM flow follow.
3274 . DISTRIBUTED FUNCTION
DISPLAY
< ONLINE
ACK >
[ 3
L ]
*
WCUS(423 >
RTM enabled/LTT display enabled
< ACK
[ ]
L
*
< START RTM
RTM Definition/LTT
. display enabled >
[ ]
[ ]
L J
WCUS(42) >
RTM enabled/LTT display disabled
< ACK
>
L]
L ]
< sToP
LAST TRANSACTION
TIME (time valid) >

Note that the last transaction time is not displaved by the device in this case,
since the last notification was that LTT display was disabled.

The following example aésumes that the RTM interface is initially enabled:

1274 DISTRIBUTED FUNCTION
DIisrPLAY
< START RTM
RTM Definition/LTT
display enabled >
[ ]
L
[ ]
WCUS(42) >
RTM disabled
< ACK
*
L ]
L 2
< STOP or ABORT
LTT not valid >
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The asynchronous nature of the interface is demonstrated abecve. The E5 flows on a
higher priority than the WCUS. Therefore, the CU must rescono to either the STOP
or ABORT after the RTM interface is cisabled in this manner.

Page 50



327% to Distributed Functicn Device Product Attachment Information
June 1985

9.0 LOCAL COPY

This section describes the interface to support a device local copy capability,
including printer assignment, host (SNA ONLY) or operator (PCM/SNA) initiated copy
requests, data stream transfer, control unit events and status significant to the
device, and a set of useable protoccls.

9.1 DATA STREAM INTERFACE TO SUBSYSTEM PRINTERS

The device must generate a pass-thru S$CS data stream using a set of device
controls including NL, CR, FF, SHF, SVF, SLD, HT, VT, Set Attribute (if the
printer supports extended data stream functions), and Graphic Escape (if the
printer has APL R0OS installed). The printer selected must support $SCS. Device
charactaristics of the printer are given to the device for evaluation. The device
must send only valid SCS characters and control codes to the printer. If the
screen or partition copy .exceeds the physical size of the print buffer then
multiple data transfers with intervening print operations must be performed in
order to accommodate the large presentation space. The printer remains allocated
to the device until the copy has been completed. SCS chaining is used to emulate
a logical unit of work. To the printer the request must appear as a host 5CS print
chain.

Function Management Headers are not supported on this interface.

For Multiple Logical Unit considerations the device port is allcwed only a single
queued local copy request and the control unit processes the copy requests
serially.

Attentions received from the printer while performing the devica Local Copy is
stacked by the CU if the printer is bound LUl, and discarded by the CU if the
printer is not bound LU1L.

The devica may split orders (such as SA, GEZ) across chained data. The controller
sets First-In-Segment-First-In-Chain (F3FIC) on first-of-message data and
Last-In-Segment-Llast-In-Chain (LISLIC) on last-of-message data sent to the
printer.

9.2 LOCAL COPY FUNCTION REQUESTS AND STATUS

9.2.1 RDCOPY

See description in section 5.11.

9.2.2 WCTL

See description in section 5.12.

9.2.3 WCUS

Write Control Unit Status (WCUS, value-X'02') is the vehicle used to shuttle
status to the device resulting frem CU state changes and and other events. These
are reported directly to the device and indirectly to the device operator. Status
1s on a priority basis. Separate WCUS values exist for Local Copy:
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PARAM 1 PARAM 2 PARAM 3 STATUS

51 Reauest Queued
52 Long Term Busy
53 nn Printer Busted

01 IR ]

02 Ecuipment Check

03 Data Check (including

= data stream errors)

54 nn Invalid Printer Number
55 nn Assignmert Not &]llowed
53 nn Printer Assigned
57 } Printer Available
58 nn : Printing Started
3 Request Dequeued
S5A Local Copy Not Configured
£3 nn Print Complete
5C nn Printar Operational (IR Clr'd)

Where nn = xx .Printer port address or class number
'FE' Printer selection possible following matrix
change
'FF' No assignment

9.2.4 AEPID

AEPID (value X'2C') is the device's request for printer assignment (see section
5.4). OBut of =sequence AEPID is responded to with WCUS(5A) if local cepy not
configured.

9.2.5 RPID

RPID (value X'0D') is CU reply to AEPID, and requests the device to respond wWith
either printer port address or class number (see section §5.4%).

9.2.6 AECA

AECAN (value X'30') is the device's request to cancel the queued copy request (=ee
section $.8). QCut of sequence AECAN is responded to with WCUS(SA) if local copy
not configured.

9.2.7 AEFREE (SNA ONLY)

AEFREE (value X'2A') is a device request for printer relecase from Local Copy Hold.
This is allcwed only when -a printer previously held for lLocal Copy is to be
released without requesting AECOPY (see section §.8).

Printer Release (without AEFREE request) is forced by ACTLU, DACTLU, and UNBIND if
the printer is in Hold state.

For MDF implementation, AEFREE is sent only when all LUs are finished with the
copy nold.

Out of sequence AEFREE is responded to with WCUS(5A) if local copy not configured.
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$.2.8 AECOPY

AECOPY (value X'2E') is a device request for Local Copy. The copy request is
classified by the value of DAEP as to operator initiated and host initiated
requests: .

operator initiated
host initiated (see section §.5)

00
01

Qut of sequence AECOPY is responded to with WCUS(5A) if local copy not cernfigured.

9.3 QONLINE

At the device online time, the 3274 issues a WCUS with the default printer
assignment if the 3274 has been configurec for local copy and the Print
Authorization Matrix (PAM) allows local copy frcm this port.

9.4 PRINT ID SEQUENCE

The device may request printer assignment by sending an AEPID asynchronous status.
The CU responds with an RPID, to which the device must return Function Complete
(FC), printer port address or class number, or 'what printer have you got?'
(X'FE'). These digits are checked for numeric validity before they are pascsed to
the 3274. The 327% responds with either a Printer Assigned (including X'FF' - no
assignment), Invalid Printer number, or Assignment Not Allowed WCUS function
request.

FRA response to the RPID is also valid and terminates the sequence. This occurs
when an outbound message (WDAT), WCUS(56) due to a PAM matrix change, or a lock
request is received from the 3274 at the same time an AEPID request is sent by the
device. An AEPID received during a copy that is currently printing causes the
interface to the 3274 to be disconnected. The cdavice must not to send AEPID during
buffer transfer.

9.5 COPY SEQUENCE

The device must check that the pressing of the PRINT key or the host reauested
write is allowed, i.e., the current host state allcws the print request, and a
copy request is not currently queued. (AECOPY while queued causes the interface
to be disconnected.)

The device may send asynchronous status, AECIPY, to the 3274. t is not necessary
to send the printer or class number as the 3274 already has this information. The
CU responds (WCUS):

Request Queued (51) (may be sent twice)
or Local Copy not configured (5A)

Following a WCUS(51), if the printer is not available, the 3274 returns additional
status via WCUS indicating one of the following:

Long Term Busy (52)
Printer Broken (53)

IR (01)

EC (02)
Assignment not allowed (53)
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When the printer beccmes available (or immediately if the printer is free), the
function request WCTL is issued. The 3274 has placed the printer characteristics
in the TCA buffer at the address specified by CUDP. The actual format of this data
has been defined previously (see section 5.12). If the characteristics are
acceptable, synchronous status of FC is returned.

If the characteristics are unacceptable, synchronous status of ERFR (if no SCS) or
FRA (otherwise, such as DEV CAN 7/ WCTL race condition) is returned and the COPY
request is terminated.

If the device returned status of FC, the 3274 iscues the function request RDCOPY.
The device must place the copy data in the TCA buffer at the address specified by
CUDP. CUFRP 374 must contain the target length for the data.

The entire buffer transfer may be accomplished with a series of RDCOPY function
requests. Printing starts after one Tfull buffer of data is loaded into the
printer. The smaller of the TCA and printer buffer is used to determine the actual
amount of data that is printed at one time. The device is notified via WCUS(58)
that printing has started. Following the entire transfer, the controller writes
WCUS(59), request dequeued.

The print phase of the copy éequence is terminated by the 3274 returning one of the
following via WCUS:

Printer broken (53) (failure during printing)
Print complete (5B) (good completion)

9.5.1 SECOND REQUEST PROCESSING

During the final segment print of the copy data, after the previous request has
been dequeued, a seccnd request may be queued. The copy sequence operates as
descrikted above, unless the printer fails while printing the last segment of the
previous request. 'Second Reauest Abort' processing is defined to be the rejection
of a subsequent copy reguest when the printer fails on the first. The controller
dces not send any additional status to the device when this situation occurs. The
request is simply dequeued. A race condition occurs when WCUS(53) for Printer
Busted is sent at the same time that the second copy request (AECOPY) is issued.
The contrecller services the copy request normally up to the point WCTL is issued.
At this point, the device sends FRA to the WCTL, thus ending the =equence.

9.6 QUERY

In order to provide local copy to advanced printers with variable pitch and
potentially other functions which can affect the print format, the Distributed
Function Device is able to =end Query requests to and receive Query replies from
the assigned printer before generating a local copy data stream. New printers
indicate support of architecture for Query List in their "Terminal ID"™ (PCIA).
This information 1is conveyed to the display by the "Extended™ WCTL request.
Consistent with the local copy interface; the display must not pass any data
stream to the printer which would produce error status or unknown results.

A local Save/Restore function is performed by the control unit to an advanced
printer which supports <Saves/Restore Structured Field architecture. This
operation is transparent to the Distributed Functicn Display, excapt to point out
that the display should not assume responsibility for initiating the function.
This capability allows the display to change pitch and MPP withocut adversely
affecting output formats set by a host application sharing the printer. The
control wunit initiates a Save SF to the printer at the beginning of the
Distributed Function Display local copy transaction and later initiates a Restore
SF at the conclusion of the transaction.
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In order to allow Query information to flow between the display and the printer,
Function Management Headers and Structured Fields are supported as pass thru data
over the local copy interface.

The local copy protocols are unchanged with printers which do not support Function
Manasgament Headers or in instances when the use of Query is unnecessary, i.e.,
Distributed Function Device local copy to base printers (vs. advanced printers).
The existing interface continues to be supported without modification.

Initial printer characteristics are supplied to the Distributed Function Display
via a WCTL function request. This includes Printer ID (PCIA) and the current
Alias Table. If the display requires dynamic format information from the printer
the "extended"™ WCTL function is requested. The "extended" WCTL contains Query
Reply data read directly from the printer, wherecas, a "base" WCTL conveys the
information present in the printer PCIA area. The Query function is handled as a
conversational element of the Load Transfer phasa, initiated by the first RDCOPY
(Read Copy) request and completed in an extended WCTL recguest. The Load/Print
Phase of local copy is initiated subsequent to the RDC3JOPY Query/ extended WCTL
reply.

NOTE:
Local copy always results in multiple transfers. WCUS (58) and WCUS (59) status
changes are not issued during RDCOPY Query/WCTL processing.

RDCOPY Query:

The data stream constructed by the device must conform to architecture commencing
with @ Function Management Header (FMH). The message must not exceed 256 bytes
and set FOM/LOM flags in Device Buffer Control Flags (see section 3.8.2). Two new
flags are defined:

FMH present (local copy only)
Query Reply expected (local copy only)
See section 5.12 for the WCTL bit 2 flag definitions.

The controller accepts a valid Query request on the first RDCOPY request with
buffer control flags having the value X'C0C0' followed by the FMH/SF data.

The controller transfars the query message to the printer and issues a start
print. Upon completion, the controller transfers the Query Reply data from the
printer to the display and issues an extended WCTL function request. The maximum
amount of data transferred is 512 bytes. The WCTL flzg byte is set to X'E£300"
(FOM/LOM/GR). The display responds with Function Complete.

The controller issues another RDCOPY to receive printable data. Normal copy
sequences are resumed.
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DIAGRAM: (Note: Detail of device respeonses omitted)

PRINTER 3274 DISTRIBUTED FUNCTION
DEYICE

Printer assignment

Prt Rqgst AECOPY
NCUS(S’) (request queueg)—m >

(printer available) .

éase WCTL >
< Save SF
Load transfer )
RDCOPY >
< Copy Data:Query(FMHP/QREX)

< Query

(Query reply) .

Extended WCTL >
RDCOPY >
< copy data
Print
(printing started)
WCUS (58} >
(normal ;equence)
QCUS (completion statuys)—m—mmmmm >
{—————————Restore SF

9.7 DEVICE CANCEL SEQUENCE

To cancel an operator initiated copy request that i=s queued, the device sends
asynchronous status, AECAN, to the 3274. See section 9.13.5.

The device may also carcel the copy sequence by returning FRA response to the
WCTL. See section 9.10.6 for cancel race description.

To cancel the cocpy sequence after the btuffer transfer has started but before the
buffer transfer is complete, the device should respond to a RDCOPY request with
FC, NL and the Last Of Message flag set to terminate the print. This is necessary
@s a full partition copy could potentially require a long time to print.

AECAN must not be sent during a host initiated cecpy sequence. If sent, the
controller disconnects the interface.

9.8 PRINTER HOLD (SNA ONLY)

If a host copy request had been rejected recently (due %o local ccpy), then when a
printer which may be allocated to the device becomes available, the 3274 holds the
printer (reject a new begin bracket). If the printer is still needed for host
copy, @& copy request (AECOPY (01)) is returned. If the device doesn't need the
printer for host copy no more, it must send asynchronous status AEFREE.
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PRINTER 3274 DISTRIBUTED FUNCTION
DEVICE
< AEC2PY(O01)PRT RQST
> WCUS (51)

> WCUS (52)
(cr WCUS (53,01)

(Printer becomes available)

> WCUS (57) PRT AVAIL

If printer is still needed by dévice:

< AECCPY(O01)PRT RQST
> WCUS (51)
< AEFREE

If printer is no longer needed by device:

< AEFREE

I1f the printer which is being held has a component failure, the device is notified
with WCUS(57) (Printer available). The device must notify the host, allowing a
retransmission of the copy request. When the device retries the copy, it recaives
printer broken status.

9.9 PRINTER CLEANUP

If the '"from' device powers cown during multiple data transfers, printer cleanuo
of new line (NL) is requirasd. When the 'from' davice fails, NL (with end of
mescsage (EOM) set) is sent to the printer to prevent & subsequent print from
overprinting the last printed line. If the printer fails with a temporary error
-such as data check, parameter error, or IR {(non-power off), the NL sequence is
sent to preserve subsequent print integrity.

§.10 USEABLE CCPY PRGOTOCOLS

A set of diagrams depicting the flow of certain local Copy sequences for the
davice are shown below. These are examples and ars not intended to be
all-inclusive.

9.10.1 PRINT ID

To change printers authorized for copy, the device operatsr presses the PRINT ID
key. The device is responsible for tracking its own current printer assignment
state by making the proper request. This is how it is processed by the 3274:
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3274 DISTRIZUTEDS FUNCTION
DEVICE
< PRINT ID AZ>ID
> RPID (RQST PTR ADDR)
< FUNC COMPT (mm)X*x

> WCUS (COMPLT STAT) nn*

COMPLETION STATUS CU STATUS
1. Good Completion WCUS(Z3)
2. Invalid Printer ID WCUS(Z23)
3. Unauthorized Printer ID WCUS(33)

¥List Of nn Status

nn = xX Printer port address or print class number
= 'FF' No assignment
¥xList Of mm Status
mm Printer port address or print class number

wou

XX
YFE' . Matrix changed but valid assigrment possible

9.16.1.1 PRINT ID/Printer Number Reocuest Contention {Rzce Condition)

If an AEPID is sent to the 3274 at the same time the 327% is sending a WDAT, Lock
Request, or WCUS(56) to the device, a FRA terminates the sequence as follows:

3274 DISTRIBUTED FUNCTION
DEXICE
< / PRINT ID AEPID
/————————> WDAT, LOCKX, or WCUS(56)
A > RPID (RQSYT PTR ADDR)D
< FRA (ABORT AEPID SEQ)

(EXIT PRINT ID MODE)

(the device executes the WDAT, LLCCK, or WCUS(56)
and returns FC.)

$.10.2 MATRIX CHANGE

The PAM is changed via host application combined with an operator keybcard
regquest. This must be conducted from port 0 (a non TCA Device). As a result of a
matrix change the appropriate indicator is broacdcast to all devices, including
Distributed Function Devices (via a WCUS).
Two situations are under consideration here:

Matrix load

1. IML (new matrix)
2. ALT/ERASE EOF{(Port 0)
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3274 DISTRIBUTED FUNCTICHN
DEVICE

> WCUS (COMPLT STAT) nn
(asynchronous event)

PRINTER ASSIGNMENT WCUS(56) RESPONSE

<

1. Current assignment no longer valid WCUS (nn = 'FF' no assgn)
2. Current assignment no longer valid
but new assignment available WCUS (nn = 'FE' WHAT PRINTER)
3. Current assignment still valid WCUS (nn = same nn
PRINTER ASSIGNMENT)
4. No current assignment and a new one

exists WCUS (nn = new nn
PRINTER ASSIGNMENT)

NOTE: If not customized for copy, there is no initial WCUS (nn).
Thus, the device must assume no assignment initially (at POR).

9.10.3 COPY DATA > PRINT BUFFER

A normal print sequence occurs when the FRINT key is presses even though the copy
data is greater than the printer buffer.

PRINTER 3274 DISTRIBUTED FUNCTION
DEVICE

PRINTER ASSIGNMENT

< PRT RQST AECOPY
> WCUS (51
. (REQUEST QUEUED)

(Printer available)

> WCTL
(WRT PRT PROFILE)

LOAD TRANSFER

> RDCCPY (1)
< COPY DATA
(Data written to printar buffer)

-

(printer buffer full)

PRINT
(Printing started)

> WCUS (58)(nn)
(PRINTING STARTED)

(Print completed)

CONTINUATION OF LOAD TRANSFER

> RDCGOPY (2)
. < COPY DATA
(Data written to printer buffar)

(Printer buffer full)
PRINT
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At this point the PRINT phase is repeated, and the LOAD TRANSFER phase is repeated
until LOM is received from the device, as follous:

PRINTER 3274 DISTRIBUTED FUNCTION
' DEVICE

CONTINUATION OF LOAD TRANSFER

> RDCOPY (n)
< £O°Y DATA (LOM)
(Data written to printer buffer) :

(END COPY DATA)

PRINT
(Printing started)

> WCUS (59
(REQUEST DEQUEUED)

(Print completed)
(COPY COMPLETE)

> WCUS (COMPLT STAT)(nn)

COPY COMPLETION STATUS CYU STATUS
1. Good Completion WCUS(5B)
2. IR WCUS(53)(01)
3. Equipment Check WCUS(533(02)
4. Data Check WCUS(535¢03)

or parameter error
(nn as shown in 9.10.1)

9.10.4 COPY REJECTION

3.10.4.1 Prior Jo Service

PRINTER UNAVATLABLE (WHILE REQUEST QUEUED)

If the local copy terminates due to some error or suspensicn of processing, the
copy is rejected in the following manner:

PRINTER ' - 3274 DISTRIBUTED FUNCTION
DEVICE
< PRT RQST AECCPY
> WCUS (51)

(REQUEST QUEUED)

ERROR/SUSPENSION ENCOUNTERED
> WCUS (COMPLT STAT)(nn)
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COPY COMPLETION STATUS CU STATUS
1. IR WCUS (53)(01)
2. Equipment Check WCUS (53)(02)

3. Busy With Hest WCUS (52)
(Host initiated only)

4. Unauthorized due to matrix WCUS (55)

change

5. 70 device not a printer WCUS (55)

6. Printer w/o SCS WCUS (55)

7. Printer in SYSTEM mode WCUS (55)

8. No printer aszigned WCUS (55)
(nn as shown in 9.10.1)
LONG TERM BUSY (PRINT KEY RGST ONLY)

PRINTER 3274 DISTRIBUTED FUNCTION
DEVICE
< PRT RQST AECOPY
> WCUS (51)
(REQUEST QUEUED)
(PRT ALLOC TO HOST)
> WCUS (522

(LONG TERM BUSY)

(Printer freed &p by host)

> WCTL(nn) (WRT PRT PROF)
(implied rquest q'd)

(PRT OPERATIONAL — REFER TO 9.106.3 AT RDCOPY)
or (PRT NOT FUNCTIONAL — after data transfer started)
> WCUS (COMPLT STAT)(nn)

COPY COMPLETION STATUS CU STATUS
1. IR WCUS (53) (01
2. Eguipment Check . WCUs (53> (02)

" (nn as shown in $.10.1)

$.10.64.2 Immediate Reiection = Copv Unauthorized

Copy rejection can also occur on this sequence:

PRINTER 3276 DISTRIBUTED FUNCTION
DEYICE
< PRT RQST AECOPY

> WCUS (COMPLT STATYI{nn)

COPY COMPLETION STATUS CU STATUS
1. No Copy Configured WCUS (54)

2. Second request race condition
(Printer Busted) WCUS (53)
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3.10.4.3 Printer Error During Data JTransfer

If an error on the printer is encountered during the Load Transfer phase, no
printing takes place in sequence below:

PRINTER 3274 DISTRIBUTED FUNCTION
DEVICE
< PRT RQST AECOPY

> WCUS (51)
(REQUEST QUEUED)

(Printer available)

> WCTL (WRT PRT PROF)
> RDCOFY

< COPY DATA
(Data written to printer buffer)

--Printer error--
Before printing started:
(IF OTHER PRT AVAIL, REFER 70 9.10.3 at WCTL)
Otherwise, and
After printing started:

> WCUS (COMPLT STATI(nn)

COPY ERROR COMPLETION STATUS CU STATUS
1. IR (Includes power off) WCUS (53) (01)
2. Permanent error WCUS (53) (02)

{nn as shown in 9.10.1)

9.10.5 DEVICE CANCEL

AECAN degueues the request only if the request is cueued but not actually being
serviced yet.

PRINTER 3274 DISTRIBUTED FUNCTIGON
DEYICE
< DEYV CAN RQST AECAN

> WCUS (COMPLT STAT)(nn)

COMPLETION STATUS CU STATUS

1. Good Completion WCUS (563
(Queved and not being
serviced or, not queued)

9.10.6 DEVICE CANCEL/WCTL RACE CONDITION

If an asynchronous AECAN request is sent to the 3274 by the device at the same time
@he 3274 is sending a WCTL function request to the the device after an operator
initiated copy request has been queued, the following sequence occurs:
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3274 DISTRIBUTED FUNCTION
DEVICE

< AECOPY (00)

> WCUS(51) (RQST QUEUED)
{——————/AECAN (DEV CAN RQST)
> WCTL nn (WRT PTR PROFILE)
< FRA (ABORT SEQUENCE)
> WCUS(nn) (COMPLT STAT)x

COMPLETION STATUS CU STATUS

Good Completion WCUS (56)

(previous ptr assignment)
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10.0 DATA BASE OPERATIONS

Data Base operations are initiated by the device with either AEDBA (Fetch) or
AEDBS (Store) asynchronous status. The CU accesses or stores data base data and
communicates with the device using WDBD, RDBD, CHNOP, and WCUS function requests,

v

10.1 DOWN STREAM LOADING (DSL) - 3290,31793 MODEL G ONLY

After a 3290 or 3179 Model G (hereafier referred to as DSL devices) pouers on and
the 3274 has successfully written WCUS:READY to the device, the DSL device may
request a Down Stream load (DSL). Before responding with a POR and while in the
"offline™ state, the DSL device guarantees a minimum 4096 byte TCA buffer is
available to the 3274 by setting the size in DBUF. When the DSL operation is
ccmplete, the DSL device may respond with a request to go "online."

All requests used in these procecsses use a one byte file identifier.

NOTE: .

These DSL files represent microcode and data entities required bty the DSL device.
The DSL device Leocad Disk contains a disk directory with entries for each file
(including shared tables in the 3274). DSL file are normally accessed in
ascending disk sequence to minimize 327% response time. Each file must begin and
end on a record boundary.

Requests which cannot be satisfied cause WCUS status to be written to the inhibit
area of the requesting device. In addition, a WCUS inhibit or reminder status is
broadcast to all devices with a data-base-access capability (except data-base
errors). Cover ocpen/Cover ctlosed are broadcast as Disk Reminders. Access errors

are the following:
- Machine Check (not ready):

386 unrecoverable disk overrun error
387 disk media initialization error
388 disk media error

389 disk hardware error

- Data Base Error: file not found (includes controller RAM fables)
(The file ID requested by AEDBA was not found in
the device System Disk DSL file directory.)

- Mechanism Not Ready : Cover open/disk not inserted.
(Disk reminder is broadcast if
mechanism becomes readied.)

The DSL device is required to display the following error numbers for disk access
errors in the 3274.
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DSL
Device[WCUS [3274 MC
Number|{Value| Error Probable Cause:Result
630% 7000 389 Fatal harduare error: disk adapter interface
is disabled.
631 7102 -— File not found: possible DSL device logic error.
632% 7004 388 Disk media error - defective diskette: replace.
633x% 7006 386 Disk overrun - bad record: replace diskette.
634 7108 -——- Attempted to write a non-writeable file:
possible DSL device logic error.
635% 700A ~— Disk not ready: cover may be open/no disk.
636% 710C --- Disk file locked (terminal contention): retry.
637 710E —-— Disk file overflow attempting to write too many
records: possible DSL device logic error.
638 7110 -——- Disk file not readable, protocol error.
639 7112 —-—— Disk file not locked (attempt to Write a file
not locked) - protocol error.
640 7014 -——- Wrong disk in 3274: replace diskette and retry.

¥ The DSL Device
3274 (AEER Status).

. an ALERT

either

not ready™).

is not required to report 630, 632, 633, 635 or 636 errors to the
If they are sent, the 3274 logs them, but does not generate
because the 3274 already generated a 3NN alert (e.g.,
hardware error) or because the condition is not considered an error (e.g., "disk
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10.1.1 DEVICE POWER ON DSL INTERACTION

Example:
Comments DSL Device 3274 Comments
Device POR R
Run BATS -=—PDR SPECIAL STATUS——> Perform basic
device initialization
<—WCUS:READY—m—— - Ready fo~ DSI
FC >
Request Config
Data AEDBA:CONFIG—m>
<——WDBD:CONFIG—m— Fetch and write config data
FC > :
Regquest Diag. AEDBA:DIAG—m——>
<—WDBD: DIAG————— Fetch and write diagnostics
Run diagnostics FC >
ETC.
Regquest Base Code .
Request Keyboard .
Table .
Request EBCDIC/Internal .
Translation Table .
Request Character .
Generators .
Request Attachment .
Code .
Reauest Feature .
Code (Optional) .

Finish init. AEDV:ONLINE———> Notify host

NOQTE: The order of transaction, and actual files, are device dependent.

10.2 32746 CONFIGURATION TABLE

Controller customization, in the form of configuration table entrie=s, for
distributed function device features/functions is defined by the custcmer during

initial customization and is not validity checked by the centroller. Areas of
the table described below as "Reserved" may contain non-zero values but represent
nc explicit meaning to distributed function terminals. Tho=e portions of the
cecntroller configuration table aprlicable to TCA devices are defined as follows:
Displ Length Value Cescripgtion
00 1 Reserved
01 1 Feature Disk Level Identifier

(Packed Decimeal)
02 1 System Disk Level Identifier

(Packed Decimal)
03-1D 27 Reserved

Page 66



J

3274 to Distributed Function Device Product Attachment Information

Displ Length
1E 1
1F-25 7
26 1
27-41 27
42 1
43 1
44 1
45 1
46 1
47 1

June 1985

I/0 Interface Code

US English (EBCDIC)
US Englisn (ASCII)
Austrians/German

Canadian French
Danish/7Norwegian
Danish/Neorwegian (Alt)
Finish/Swedish
Finish/Swedish (Alt)

Austrian/German (Alt)
International

Japanese (English)
Japanese (Katakana)

Spanish (Alternate)
Spanish-Speaking

English (UK)
Danish/Norwegian (Alt)
Finnish/Swedish

English (US)
Danish/Norwegian (Alt)
Finnish/Swedish
Portuguese

Canadian (Bilingual)
French (AZERTY)

SWwiss Frenchs/3wiss German
Swiss French/Swiss German

Value Description
Keyboard Language & Character Set I/0 Interface
Code P
Keyboard Language
X'00" Reserved Reserved
X'01" US English (EBCDIC)
xro2* US English (ASCII)
X033 Austrian/German
X'04" Belgian Belgian
X'05? Brazilian Brazilian
X'06" Canadian French
X'07°? Danish
X'08" Danish
X'09" Finnish
X'0A" Finnish
X'0B' French (Querty) French
Xroc? French (Azerty) French
X*0D* Austrian/German
X'0E? International
X'0F? Italian Italian
X'10"' Japanese (English)
Xriy Japanese (Katakana)
xXri2! Reserved Reserved
X'13? Spanish Spanish
Xt1i4? Spanish
XT15" Spanish-Speaking
X'16" English (UKD
Xvi7? Norwegian
X'13!’ Swedish
X'19? E3CDIC (WT)
Xtiat Norwegian
X'1B"' Swedish
XTic? Portucuese
X'1D?! Canadian (Bilingual)
X'1g? French AZERTY (105 char)
X'1F? Swiss German
X'20°" Swiss French
X'21-FF? (Dther values reserved)
Reserved
Controller Options
X'00" Extended Data Stream not supported
X0l 3270 Extended Datastream Present
X'02-FF' Reserved

Reserved

Controller PATCH ID 31 (Packed
Last 2 digits of PTR or '00°

Controller PATCH ID #2 (Packed
Last 2 digits of PTR or '00°'

Controller PATCH ID 33 (Packed
Last 2 digits of PTR or '00°

Controller PATCH ID #4 (Packed
Last 2 digits of PTR or '00°

Controller PATCH ID #5 (Packed
Last 2 digits of PTR or '00°'

Controller PATCH ID 26 (Packed
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Displ Length Value Description
Last 2 digits of PTR or '00°'

48 1 Controller PATCH ID #7 (Packed Decimal)
Last 2 digits of PTR or '00'
49 1 Controller PATCH ID #8 (Packed Decimal)
Last 2 digits of PTR or '00'
GA 1 Controller PATCH ID #9 (Packed Decimal)
Last 2 digits of PTR or '00'
4B 1 Controller PATCH ID #10 (Packed Decimal)
Last 2 digits of PTR or '00'
4C 1 Controller PATCH ID #11 (Packed Decimal)
Last 2 digits of PTR or '00°
4D 1 Controller PATCH ID #12 (Packed Decimal)
Last 2 digits of PTR or '00'
4E 1 Controller PATCH ID #13 (Packed Decimal)
Last 2 digits of PTR or '00°
4F 1 Controller PATCH ID #1464 (Packed Decimal)
Last 2 digits of PTR or '00°
50 1 Controller PATCH 1D #15 (Packed Decimal)
last 2 digits of PTR or '00°
51 1 Controller PATCH ID #186 (Packed Decimal)
Last 2 digits of PTR or '00'
52-8F 62 Reserved
90 1 3290 Load Disk EC Number (Packed Decimal)
91 1 3290 Load Disk Suffix Level (Packed Decimal)
92-9E 13 Reserved
9F 1 (0123 4567) Intelligent Device Utility_Field
1... ... Enable SCS Local Cepy Format Controls
S S Auto Ferm Feed before Leocal Copy
R S Auto Form Feed after Lecal Copy
...0 0... Reserved bits (must be =zero)
00. Underscore All Intensified Fields
01. Disable Underscore/Reverse VYideo of Intensified Fields
10. Reverse Video All Intensified Fields
1. Underscore All Intensified Fields

...1 Update Panel before Allowing Buffer Change

A0-A3 4 Reserved
A4 1 (0123 4567) 3274 RPQ Imbeds v
... ... Dual-Function Clear Key (RPQR 8X0978)
R Unsupported Control Code Transl. (RPQ 8K0980)
S S Clicker set ON at POR
...0 0000 Reserved bits (must ke zero)
A5-CF 43 Reserved
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Length

1

43

Value

X'00"
X'01"
X'102"
X'03"
X'04°
X'05°"
X'06-FF"

X100"
X101"
X102°
X'03"
X' 04-FF"

nnnnnn

June 1985

Description
Response Time Monitor Configuration #1

RTM Not Configured

RTM Configured/No Host/Display Port 0 only

RTM Configured/No Host/Display All Ports

RTM Configured/Host Support/No Display

RTM Configured/Host Support/Display Port 0 only
RTM Configured/Host Supports/Display All Ports
Reserved

Response Time Monitor Configuration #2

Not Configured

Time until 1lst character is displayed on screen
Time until keyboard is available for input

Time until receipt of CD/E3

Reserved

Reserved

Distributed Function Device Password
(Packed Decimal; '9000088' o '9999399"'>
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11.0 MULTIPLE INTERACTIVE SCREEN SUPPORT

MIS enables the user to execute multiple independent sessions concurrently to
different lLogical Terminals, each with its own resources and characteristics on
the same physical device through a single coax port., Each Logical Terminal can be
uniquely addressed by the host. Definition and management of the device resources
is a device responsibility. As a function of customization the Control Unit
provides a static valid device address table for mapping a host device address to
the correct port. With MIS, there is no longer a direct relationship betueen the
device address to the host and the 3274 device port (ccax) address. When the
device requests to be put online to the host it includes the Logical Terminal Set
(LTS). This set may be all or a subset of the Locgical Terminals configured at the
port address to . which it is attached. A maximum of 5 logical terminals is
supported on each device (128 maximum per 327% on an SNA attachment, 32 maximum on
a non-SNA attachment).

The following interface extensions are included to support MIS.

11.1 JCA FIFLDS

' 11.1.1 3274 INITIALIZATION

CULTA fields, in addition to CUDPORT and CUAT, are initialized at power on by the
control wunit, reflecting customization data. The device addresses are ordered
from lowest address to highest address. In non-SNA, device addresses range frcm 0
to 31 (decimal). 1In SNA, device addresses for Secondary logical Units range from
02 to 129 (decimal).

If only CULTALl has been initialized (zero is valid), then the TCA Device on the
attached port has not been customized with MIS capability.

MIS may be customized for two, three, four, or five terminals on a given port. If
only CULTAl and CULTA2 are initialized, the CU =suscorts only two logical
terminals. If all addresses have been initialized then the CU supporits up to a
maximum of 5 logical terminals on the attached port.

11.1.2 ONLINE-TO-HOST

Communications with Logical Terminal addressing is only meaningful and valid if
the device is currently in the online-to-host state. The device buffer feormat
includes an LU Address parazmeter for asynchronous status (DALTAD) and control unit
function requests (CULTAD).

11.2 MODIFICATIONS

Communication between the control unit and the devica recuires an explicit Logical
Terminal address. Those functions which are LTA specific are: WDAT, RDAT, PDAT,
LOCK, CTCSS, WCUS (for Program Check, ACTLU/DACTLU), and AEEP. All other function
requests are physical device level functions. DALTAD/CULTAD for physical device
level functions must be set to value of X'FF' (which cannot be configured as a
valid LT address). The following asynchronous status requests and control unit
function requests are modified to support MIS:
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11.2.1 AEDV

This status is used by the device to request that one or more of its logical
terminals (LTs) be put ONLINE or that all of its LTs be taken OFFLINE from the
host. It is also used to signal that a DUMP initiated by a Diagnostic Reset
command has completed.

11.2.1.1 AEDV (Online)

This form of AEDV asynchronous status is used by the device to request that one or
more of its LTs be put ONLINE to the host. When the controller issues a WCUS(10)
(Readiness Group), it is required to set CULTAl-5 with the assigned non-zero
logical +terminal addresses if MIS is supported (these fields are X'FF' if the
controller does not support MIS). When the device responds ONLINE to & controller
that supports MIS, it must include an additional parameter (DAEP2) containing an
ordered bit map corresponding to CULTAl1-5 reflecting the LTs that are requesting
online status:

Bit D...‘..l.......2.......?........4....

B
! ! | |
CULTAl CULTA2 CULTA3 CULTA4 CULTAS

..5
|
0 0 0

A bit "on" represents a request to the controller to put that logical terminal
online to the host. That logical terminal is recuesting "power on" to the host.
The controller must be capable of processing multiple logical terminal "power on"
requests in the same AEDV status.

TCA support requires that an ONLINE request be issued by the device only when 21l

logical terminals are OFFLINE. Logical terminals whose bits are off in the aktcve
byte remains OFFLINE.

With the optional controller support described in section 3.9.3, the device gains
the capability of requesting different LT's to co ONLINE at different times
without first requiring that all LT's be tzken offline first. With this support,
the logical terminals whese bits are zero in the above byte will remain in an
unchanged state. If they were offline to the hosit, they will remain offline. If
they were online, they will remain online. An LT that is already online may not
have its bit set in an AEDV(online) request unless it has first requested
AEDV(offline). .

The device cannot request a logical terminal to be put online if the field CULTAX
has not been initialized with a valid address. Any attempt by the host to
communicate with a valid leogical terminel address which has not requested "enline”
status is treated by the control unit as communication to a pcwered off device.

Bit 0 in DAEP2, corresponding to CULTALl, must always be set if the port address has
not been customized for MIS capability.

In addition, with the optional support, AEDV(online) resquires a second parameter
(DAEP3) containing an ordered bit map corresponding to DAEP2 that indicates
whether an LT has "display-like™ or "printer-like” characteristics. A bit in
DAEP3 will be checked by the controller if the ccrrespending bit in DAEP2 is set
(requesting online status). It will be ignored if the corresponding bit in DAEP2
is zero:

Bit 0.......1....... . D . TP - 4
| | | | | |
X X X X X - - -
where x equals:
0 - Display-like characteristics
1 - Printer~-like characteristics
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A device may nct reguest a change from "display™ to "printer™ characteristics for
an LT without first requesting that the LT be taken offline.

The table belcw summarizes the parameters associated with AEDV(01):

Support level DAEP?2 DAEP3
Base-No MIS 80 00
Base-MIS Bit Map 00

CUSLVL Bit Fx Bit Map Bit Map

¥Note: See section 3.9.3

11.2.1.2 AEDY (Offline)

This form of AEDV asynchronous status is used by the device to request that all of
its online LTs be taken OFFLINE from the host. The DAEP2 parameter must equal
zero. At least one LT must be online for this request to be valid. This is
equivalent to the physical device being powered off to the host.

When the controller sets CUSLVL Bit 'F' in the device buffer, if DAEP2 is
non-zero, it must contain an ordered bit map corresponding to CULTA1-5 reflecting
the LT's that are being taken offline:

| | |
CULTAL CULTA2 CULTA3 CULTAG CULTAS 0 0

A bit "on™ represents a request to the controller to take that logical terminal
offline from the host. It is a "power off"™ to the host. The controller must be
capable of processing multiple logical terminal "power off™ requests in the same
AEDV status.

The logical terminaels whose bits are zero in the above byte will remain in an
unchanged state. If they were online to the host, they will remain online. If they
were offline, they will remain offline. It is a violation of the interface for an
LT that is already offline to have its bit set in an AEDV(offline) request.

If the controller does not support MIS, the device must set DAEP2 equal to zero
when requesting AEDV(offline).

The table below summarizes the parameters associated with AEDV(02):

Succort Level DAE®?2 DAERP3
Base-No MIS 09 00
Base-MIS 09 00
CUSLVL Bit F Bit Map 00

11.2.1.3 AEDVYV (Dump Compolete)

This form cf AEDV status is used by the device to indicate that it has completed
the transmission of a DUMP to the controller. It is only valid when used to
terminate a dump oreration that was initiated by the controller via a "Diagnostic
Reset™ command. The device must continue to respond to controller POLLs until it
recaives an acknowledgement from the controller.
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11.2.2 AEEB (SzCURITY KEY ON)

The 'End IR' condition on ' the non-SNA interface s considered global
(multi-logical Terminal). Since End-IR can poctentially cause the same type of
Device end/busy thrashing as power on from multiple LTs, End-IR cannot be
scheduled serially from device code to host cocde. The device is responsible for
determining which LTs owe the host a Device End. DAEP2 must contain a bit map
(bits 0 thru & are valid, 5 thru 7 must be zero) representing online LTs which owe
the host a device end, based on FCSE:IR having been returned to 'Lock' for the
respective LTs. All zeros in DAEP2 is invalid.

11.2.3 AEER

Asynchronous error logging is performed on a device basis only (except Program
Checks for SNA). DALTAD must be loaded appropriately.

11.2.4 WCUS (WRITE CONTROL UNIT STATUS)

Control Unit status which is LU specific, such a program check, must carry a valid
Logical Terminal Address (CULTAD). If the status is non-LU specific, then the
parameter must contain a X'FF'.

11.2.5 WCUS:LUSTATUS (SNA ONLY)

The following modification should be reflected in the base (5.2) section, whether
the 327¢ MIS capability is, or is not, utilized. The LU address parameter
(CULTAD) replaces the same in CUFRP3. For ACTLU and DACTLU the contrcl unit loads
CULTAD with a valid SLY address.

ACTLY is accepied for a powered off device. Hcwever, WCUS is not issued to the
device unless/until the LU in question enters the "online™ state. Given this
"situstion, the 3274 rejects Bind, if a Bind follecws an ACTLU.

Note: &an LU that is "offline" is a logically powered off device. Powered off
devices are assumed to be 3278s.

Following AEDV:CNLINE status from the device, LU status (WCUS) is re-issued by the
control unit to each logical unit in the online-to-host state.

For handling a2 Physical Unit reset (ACTPU-Cold or DACTPY) all Logical Units are

ceactivated. WCUS:LUSTATUS is broadcast to each device station. For this
situation the LU address parameter contains X'FF', indicating that the entire LT
set is inactive. A TCA device with MIS is responsible for deactivating each

logical unit as an outboard function.

11.2.6 RACE CCNDITIONS

Controller function requests must be processed by the TCA Device with normal
responses unless asynchronous device status has been acknowledged. A specific
example of this is when a host tries to write a message to a logical terminal at
the same time device is going to host offline state (AEDY: offline). Until the
control unit acknowledges this asynchronous status, the device must process the
outbound request because the asynchronous status is still considered to be in a
pending state.
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11.2.7 WDAT

In SNA the logical terminal address on WDAT requests is contained in the 'DAF?
field of the data, rather than in CULTAD. The specified LT in the DAF is verified
by the control unit to be both valid and online. Although the current LT address
must be obtained in the Transmission Header (DAF), CULTAD contains a valid, online
LT address. CULTAD may be ignored for WDAT on SNA attachments.

11.2.8 BISYNC INBOUND/OUTBOUND CONTENTION

Inbound data (AEEP) remains in a pending read state until RDAT is issued by the
control wunit. If an outbound selection to a different logical terminal (LOCK
request) is issued, the pending read state must be preserved by the device. The
device must reschedule AEEP for the original logical terminal after receiving end
sequence (CTCCS) to the outbound operation.

If the LOCK request is to the same LT that has the inbound data pending, the

pending read state must be reset by the device and the inbound data request (AEEP)
must not be rescheduled.
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12.0 ATTACHMENT CONSIDERATICNS

A significant portion of the interface is attachment dependent. This section
describes thosz dependencies.

12.1 SHNA

The CU handles all PU services and link connection status. The Device is informed
of the status of the link and PU via WCUS. The CU also processes ACTLU and DACTLU,
as this can only be done by the CU for a powered off Device. Session status for a
single session is also monitored to allow termination of the session at power off.
Multiple sessions are not considered.

12.1.1 ACTPU/DACTPU

Any change in the PU status causes the following actions in the CU:

When the device becomes "online™ to host WCUS are issued to each Device for
the Reminder Group and the LU Status. If the PU is not active, a
Communications Check Reminder may be issued. The CU may delay issuing these
function requests to the Device because of asynchronous processing of PU
requests. '

WCUS function requests for LU/PU status are only sent once per status change, or
following device being placed online to host; i.e. LU active WCUS only issued once
from ACTLU or online to DACTLU, ACTLU, DACTPU, ACTPU or offline.

12.1.2 ACTLU/DACTLU

If the devica is "online™ when the CU processes a valid ACTLU/DACTLU, ACTLU (ERP),
a WCUS 1= iszued for the LU Status. The CU returns a positive response to the host
for a powered off (or "offline™) device.

12.1.3 SEGMENTS PASSED 7O THE DEVICE

Segments sent to the device via WDAT have been checked fcr length 2 6 (2 9 if
FSFIC), FID=2, DAF'=device LU address. No segments failing these tests are sent
to the device.

12.1.4 BIND

The 3274 detects RUs containing a BIND command. If the BIND is for a powered off
Device, the 3274 returns a negative response X'080A' or X'0845' depending upon
SSCP support of NOTIFY. If the device is powered on, a "BIND PENDIWG' Finite State
Machine (FSM) is set for that LU and the BIND is transferred to the device. When
the BIND response is found in a subsequent inbound transmission, it is checked.
If the response is positive, the BOUND FSM is set. If the response is negative, it
1s simply transferred inbound to the host without any FSM changes.

The device must reject Binds in the bound state which carry a different 0AF than
expected. No FS5Ms in the CU are modified.
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12.1.5 UNBIND

When the 3274 detects an UNBIND for an LU with a valid 0OAF, it sends it on to the
cevice. If the response is positive, all the device F5Ms (except ACTLU) are
reset. If the UNBIND has an invalid 0AF, the 3274 rejects it.

12.1.6 - POWER OFF, TCA DISCONNECT, OR OFFLINE STATUS CHANGE (AEDV)

While Bound:

If in this state, UNBIND and NOTIFY (if supported) must be sent inbound.
The OAF/DAF combination saved at BIND time is used. The BIND FSM is reset.

While BIND PENDING:
A power-off response is returned by the 3274 to the host.
While UNBIND PENDING:

The BIND and UNBIND PEND FSMs are reset. An UNBIND is sent to the host by the
3274.

In 2ll the above cases, any subseaquent FMDATA, or in prccess chains or segments
sent by the host, is rejected as outlined above.

12.1.7 OUTBOUND SEGMENTING

Segment checking is the responsibility of the 3274. The FOM and LOM flags
associated with the data area are not used for the WDAT function request. A
sagment as pointed to by CUDP is loaded on a halfword boundary. A segment is sent
to the Device with one WDAT function request. The CU detects secmenting errors.
This cata is not passed on to the TCA device.

12.1.8 INBOUND SEGMENTING

Segment gathering must be dcne by the device. The flags associsted with the data
area for the PDAT and RDAT function requests refer to a single RU as a message.
When the 3274 issues a PDAT, it sets CUFRP! and CUFRP2 to the maximum number of
segments it (the CU) can accept and sets CUFRP3I and CUFRF4 to the maximum segment
size (data,headers,flags,length) which it can accept. On receipt of PDAT the
devica must generate an entire RU of cone cr more segments at the buffer zddress
pointed to by CUDP. The segments must contiguous in storage on halfuword
boundaries each containing a length field and a flags field. The length must be
the true length of th segment, i.e., the length of length field + flag field +
headers + data. This could be an odd number. The flags field must have FOM set in
the first segment and LOM set in the last. FOM and LOM must be off in all other
segments.

An FCIR response tc a WDAT is used for response handling. When the CU issues an
RDAT it sets CUFRP3I and CUFRP% as above. The device must confine the RU generated
to a single segment with FOM and LOM set.. CUDP for the RDAT request poxnts to an
area of the buffar reserved for response and data baze access (not overlapping
with the area used by WDAT for outbound data)l.
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12.2 BSC

The CU handles BSC protocols including transparency, inbound blocking, specific
POLL, general POLL, selection, and line control. Checkpoint/restore is not
supported. The device does not receive a WDAT recuest on a block of data until a
valid BCC character has been received by the CU. However, the data may be written
to the TCA buffer as it is received. The 3274 issues a Start Op is only after the
full block i=s verified.

12.2.1 INBOUND OPERATION

The device must send status AEEP to the 3274 as a result either an cperator AID
generating action such as ENTER or by a host READ PARTITION structured field. The
3274 may improve its throughput by issuing a PDAT request prior to gqueueing the
device on an inbound service list. The device must prepare the appropriate
inbound data for the PDAT function request in the same manner as for the RDAT
function request. Synchronous status FC must be returned when either all the data
to be sent has been prepared or the TCA inbound buffer is full.

When the 3274 is ready to send the data to the host, it issues an RDAT function
request to the device using the same parameters as the PDAT request. The device
must recognice that the appropriate data has already be generated and immediately
return synchronous status FC to the 3274. The RDAT parameters must be ignored if a
PDAT was previously issued followed by a normal Function Complete.

A cecnversational reply (ETX only) appears as a normal inbound operation follcwed
by an outbound operation.

All subsequent RDAT function requests from the 3274 require that the data stream
be prepared synchronously.

The PDAT and RDAT parameters are as follows:

CUFRP1 = Unused
CUFRP2 = Unused

CUFRP3/74- length of block to be prepared
(257, except 255, ‘1st block)

cubpP - buffer address to places data.

Page 77



3274 to Distributed Function Device Product Attachment Information

June 1985
DEVICE 3274 Comments
AEEP Request for inbound operation
>
PDAT Prepare data request
<
FC Data ready in TCA buffer,
> sched. host request to wait for POLL
RDAT Read data after POLL
<——.—...——-—-————-
FC Immediate response from the device
>
RDAT Generate additional inbound data
<
FC Data read, response delayed by
> the device processing time.
CTCCS Final ACKO/ACKl received from host
F R ——
FC 1} 4
>

12.2.2 INBOUND PROCESSING

An inbound message is defined (for Beginning/End of Message flags) as the data to
be sent from a terminal in response to a single POLL or data stream read command.
The device must send read data blocked up to the maximum size specified by the
parameter CUFRP3% as set by the CU.

12.2.3 SUBSERUENT AID ACTIONS

If the operator attempts any AID action on the inbound partition following the
initial one and before System Lock is reset, the action must be rejected with the
retry indicator.

If the AID action is attempted on ancther partition (XSYSTEM not displayed), the
minus function indicator must be displayed.

If the operator resets System Lock prior to RDAT and attempts a new AID action, the

original datz is invalidated. New data must be prepared in the buffer when the
RPAT is received.

12.2.4 OPERATOR RESET ACTION

If the operator resets System Lock prior to PDAT, status FRA must be returned to
the PDAT request.

If the operator resets System Lock prior to RDAT, status FRA must be returned to
the RDAT request. ’
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12.2.5 TRANSPARENCY

When sending data inbound in transparency mode, the length of the data prepared
must be one less than the maximum length specified in CUFRP3/4 of PDAT. This is to
allow for the insertion of a DLE character (by the CU).

12.2.6 TEST REQUEST KEY

If a Test Request key action is to be performed, the Test Request flag in the data
header must be set and the apprepriate inbound data placed in the buffer. The
length of the inbound data prepared must be 2 bytes less than the maximum allowed
(one byte test request header + one for transparency).

The CU generates the actual SO0HX/STX header on the message to the host.

12.2.7 ASYNCHRONQOUS HOST SELECT

If a Lock request iz made following the recognition by the device of the inbound
operation but prior to the receipt of PDAT, the lcck must ke rzjectad by the devica
with status FCSE:BUSY. -

If a Lock request is made following the PDAT request but prior to receipt of RDAT,
the Lock must be accepted by the device and the pending data must be discarded.

12.2.8 OUTBOUND PROCEZSSING

An outbound message is defined (for Beginning/End of message flags) as the data
contained between STX,ESC and ETX/ETB. The CU places the outbound data in the
dzta portion of the Devica Buffer but does not issue a WPAT recguest until a good
BCC is received. The amount of data which may be transferred to the devica at one
time is only limited by the size of the Device Buffer.

If a READ command is encountered, the device must return status FCIR to the CU and
wait for RDAT requests from the CU.

When selection is terminated, CTCCS is issued.

DEVIZE 3274 Ccmments
LOCX Lock regquest when select received
<
FC Lock performed
>
WDAT Indicate outbound data in TCA buffer
& e o
FC Datastream processed
—_—
CTCCS End Sequence
< e
FC 11].4
>
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12.2.9 SECURITY KEY

If the Security key is in the lock position and a lock request is received, the
device must return FCSE:IR. When the Security key is subsequently turned off, the
device must return asynchronous status AEEB:IR to the 3274%.

The 3274 then sends DE to the host.

12.3 NON-SNA LOCAL CHANNEL

The 3274 processes the local channel protocols not requiring device interactions
as well as those requiring an immediate response to enhance channel performance.
The device is responsible for processing commands and data stream.

The device must have an 8K (8192) byte ICA-buffer.

12.3.1 INBOUND OPERATION

The device sends status AEEP to the 3274 as a result of either an operator AID
generating action such as ENTER or by a host READ PARTITION structured field. The
3274 then sets attention status on the channel. The device must then wait for a
READ type command from the host.

If the device has accepted a Lock Request, the device is considered to enterad
"receive™ state and must prevent the operator from generating an inbound
operation.

The 3274 may improve its throughput by issuing a PDAT request prior to sending
ATTN to the host. The PDAT must be processed prior to sending ATTN. The device
must prepare the appropriate inbound data for the PDAT function request in the
same manner as for the RDAT function request. Synchronous status FC must be
returned when either all the data to be sent has been prepared or the TCA blcc
limit has been reached.

When the 3274 receives a Read or Select Read type command for the device, ihe
aperopriate Read command is passed as parameter CUFRP1 of the Write Local Chanrnel
Command (WLCC) func*ion request. If the command was Read Modified and a P2A

request had previously been procassed, status FCIR:DA must be returned. The 3274
may then read the data from the TCA buffer without making an RDAT reqguest. If mcre
data remains to be sent, the 3274 issues RDAT requests which cause the datastrzem
to be prepared synchroncusly.

If the ccmmand was Read Buffer or PDAT had not been processed, status FCIR:RZAD
must be returned. The 3274 normally folleows with RDAT function requests until all
of the read data has been transmitted. The device must set the last of messzge
flag in the header for the last block sent to the 3274.

Parameter CUFRP2 of the next WLCC or CTCCS function request is set to X'01' if the
host read operation was successful.

The PDAT and RDAT parameters are as follows:

CUFRP1 - Unused

CUFRP2 - Uaused

CUFRP34 - Maximum length of block; X'0EQE'.
cupp - Buffer address tc place data.
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DEVICE 3276 Comments
AEEP Request for inbound operation
>
PDAT Prepare data request
<
FC Data ready in TCA buffer,
> queue to host to send ATTN
LOCK Lock request when select received
<
FC Lock performed
>
WLCC:RM Send Read Modified command
<
FCIR:Data avail Device ready to send read data
P
RDAT Generate additional inbound data
< -
FC Data ready, response delayed by
> the device processing time.
CTCCS End Sequence
<
FC 1] ¢
>

12.3.2 SUBSEQUENT AID ACTIONS

If the operator attempts any AID action on the inbound partition following the
initial one but before System lock is reset, the action must ke rejected with the
retry indicator. If the AID action is attempted on another partition (XSYSTEM not
displayed), the minus function indicator must be displayed.

If the operator resets System Lock prior to WLCC:RM and attempts a new AID action,
the original data is invalidated and the new appropriate data must be generated
when RDAT is received.

12.3.3 OPERATOR RESET ACTION

If the operator resets System Lock pricr to PDAT, status FRA must be returned to
“he PDAT request. The 3274 may then forget that AEEP was received.

If the operator resets System Lock prior to WLCC:RM, the AID value, cursor
address, and modified data from partition 0 must be placed in the TCA buffer upon
recaipt of RDAT. If partition 0 does not exist, only the reset AID and cursor
address are returned.
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12.3.4 TEST REQUEST KEY

For Test Request reads, the device must place SOHX/STX in the data area but must
not set the Test Request flag in the data header.

12.3.5 ASYNCHRONOUS HOST SELECT

If a lock request is made between the operator AID action but before it is
recognized by the 3274, the Lock must be rejected by the device with status
FCSE:BUSY. The receipt of AEEP by the 3274 indicates that the busy condition no
longer exists.

12.3.6 HOST COMMANDS OTHER THAN READ MODIFIED

If a READ request other than WLCC:RM is received, the device must invalidate the
data already prepared and return synchronous status FCIR:READ. When the RDAT
request is received, the new data must be generated &as appropriate for the
command.

Receipt of a write type command invalidates the prepared data and the device must
return synchronous status FC.

12.3.7 OUTBOUND PROCESSING

Write type (ard Erase All Unprotected) commands are passed to the device as
parameter CUFRP1 of the WLCC function request. The actual data (none for EAU
command) is sent to the device via WDAT function requests.

Any datastream or chaining errors detected by the device must cause syncHronous
status FCSE to be returned with a parameter specifying Op Check.

DEVICE 3274 Comments
< LocK Lock request when seleét received
FC N Lock performed
< WLCC: command Send Write type command
FC N The device ready to accept data
< WDAT Indicate outbound data in TCA buffer
FC S Datastream processed v
< CTCCS End Sequence
FC oK
>
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12.3.8 SECURITY KEY

If the Security key is in the lock position and a 3274 lock request is received,
the device must return FCSE:IR. When the Security key is subsequently turned off,
the device must return asynchronous status AEEB:IR to the 3274. The 3274 then
sends DE to the host.

12.3.9 MISCELLANEOUS

If the 3274 detects a Command Reject or Op Check condition, this is reported to the
device via a CTCCS request with a parameter of X'02' indicating that the selection
sequence was terminated due to error.
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13.0 -CCOMMUNICATIONS AND SYSTEMS MANAGEMENT (CESM)

Response Time Monitor (RTM) and Alert are C&SM functions that use the SNA SSCP-PU
(controller) session to transmit data. In addition, RTM is supported on non-SNA
attachments as a Subsystem only function (no host interface).

.

13.1 RESPONSE TIME MONITOR

The 3274 Response Time Monitor is a mechanism whereby end-to-end user response
time can be measured depending on & definition dictated by the controller
customizing process or, in certain cases, an application in the host. Response
times for each logical terminal are measured and maintained in the controller. See
Section 8.2 for a more detailed definition and description of the RTM.

13.2 ALERT FUNCTION

The alert function is 3 mechanism whereby the controller can pass error conditions
 relating to problems within the subsystem to a host via the SNA SSCP-PU session.
If supported by the controller, such errors are passed up to the host via the
Network Management Vector Transport (NMVT) and do not require any additional
support from the attached device. The Alert function does require NPDA programming
support in the host that supports the 3274 controller but this program does not
require any additional support for 3290 displays. This C&SM function is intended
for enhanced customer network problem determination and management. This function
is not available on non-SNA attachments.

In addition to those errors detected by the controller on behalf of attached
devices, errors detscted by distributed function devices are reported to the
contreller via AEER status reflecting a 6NN or 7NN error code (see section 7.1).
These errors typically cause an alert record to be sent to the host. Note,
however, that certain 6NN errors (see sectien 10.1) do not result in the
ceneration of an alert record by the controller since they are the result of
contrecliler detected problems c¢r are considered status rather than errcr
conditicns.

13.3 EXPANDED CONFIGURATION RECFEMS(0S5) SUPPORT

Some configurations of the controller microcode support an enhanced RECFMS(05)
recorc when attached via a SNA protocol. When the controller receives an REZMS(05)
from the host on the $S5CP-PU session, the controller responds with the RECFMS
header and the first 241 bytes of its configuration table. Since certain
distributed function devices (such as the 3290) that downstream load (DSL) from
the centroller, 2lso maintain scme of its configuration data in this table, it
also becomes available for network management.

This enhancement deoces not require any additional support from the DFT device.
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14.0 NON-SNA SLOW DEVICE CAPABILITY

The TCA interface for synchronous request processing is serial. This implies that
other synchronous events (requests) cannot be sent ts a specific device (once
busy) until completion status is received. For a pariicular class of devices,
there could be an extended period of elapsed time between initiation of a
synchronous event and 1its subsequent ccmpletion. Thus, the response time for
other logical terminals within the same physical device could be intclerable.

In such an envirorment, the ideal situation is tc allow the other logical
terminals to ccmmunicate with the controller/host while the "slow” LT is still
processing. To do this, the M™slow”™ LT must be able tc relinguish TCA ownership
before the data has been totally processed. Thus the e=ergence of the slow-device
capability.

What follows are a set of major points and flow examples which address the extent
of support for slow devices.

. The non-5NA slow device function is optionally surzorted on the controller as
indicated by CUSLVL Bit F being set to 1l during cevice initialization (sce
section 3.8.1).

. If a device can process and validate the data strezm as fast as it can move it
out of the TCA buffer, then it should post FC/FC3IE completion status. If,
heowever, the device can merely mzsve the data cut of the TCA buffer (and
validate the data in BSC environments) within the timecut period permitted by
the control unit but requires a substantial amount of additional time (in
excess of  the timeout period permitted by the control unit) to complete
processing of the data stream, then the device should use the slow device
support and post Function CompletesStatus Deferred (FCDEF) completion status.
Posting FCDEF status signifies that the TCA is available, but the
corresponding logical terminal is still busy until AESTAT is returned. This
permits both the controller and the device to multiplex the processing of data
for other logical terminals.

. One of two specific types of FCDEF status, FCDEF{30) and FCDEF{(01), may be
posted by the slow device depending on the pariicular conditions at the
device. This designation by the device is a8 neces=zary part of the slow device
support. Specific status hancling (control unit ts host) differs for printers
with the start print bit set as opposed to printers or displays with the start
print bit not set.

. If the device is attached via BSC protocols, FCDEZ(C01), it must also insure
that the data stream is valid, thouch it may not have procassed it entirely.
The TCA is available but the LT indicated in the FCDEF is still busy until
AESTAT 1is returned. The AESTAT must not indiczte a cata stream error.
Chrainea Data should not be sent to BSC atteched slcw devices without WACK
suppcrt. The host transmission is terminated by the control unit if a chained
command is received after the device posts FCDEF(0Ll) completion status.

. For local channel attachments, use of FCDEF(00) comcletion status with chained
commands affords no performance advantace. Complstion to the chained data
stream (DE) is not sent to the host (therekty precluding zZzta transmissions to
other devices) until the device returns FC or AESTATI(FC).

Similarly, in circumsténces where the Non-SNA loczl channel attached device
would normally post FCDEF(01l) ccmpletion status, the device must reject the
data stream with FCSE (Op Check) if command chaining is detected.

° FCDEF and AESTAT are invalid in SNA attachments, =sven though the controller
may indicate their support during device initialization. SNA TCA has no
requirement to implement these codes since asynchronous status (AEEP) can
adequately cover all asynchronous device regquiremen=s.

Page 85



3274 to Distributed Function Device Product Attachment Information
June 1935

SLOW DEVICE PROTOCOL (BSC)’
NO ENHANCED (WACK) HOST SUPPORT
(TCA appears as printer with Start Print bit set)

HOST 3274 DEVICE
Select —mm™———> ‘
LGCK >
< FC (Lock)
Data >
WDAT (write) >

L ]

(TCA Busy/Device Busy)
L ]

*
< - Synchronous Status
(FCDEF+01)

®
e e WA CK (TCA Available/LT Busy)
*

L4
L]

EOT,GPoll ———>
(WACK not supported (CU Available)
by host)
. L 2
L
. .
< - Asynchronous Status
(AESTAT+...)
Print Complete
CTCCS >

< : FC (CTCCS)

Device Available

If 3274 receives chained data after sending WACK, the data is rejected with EOT
and Statuslunit specify/device busy).

The host application must not begin a WACK/ENQ loop after sending a command with a
START PRINT CPERATION; otherwise a large number of host resources are wasted in a
non-productive logical loop where each ENQ from the host results in a WACK from
the control unit on behalf of the device. This loop would continue, thereby
expending those resources, until the 3274 receives an AESTAT from the device at
the end of the print operation.

If a chained data stream is sent instead, the controller rejects it with

Sense/Status (device busy/unit specify). The host should send an EOT aftar the
first WACK is received, as shown in the case presented below.
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ENHANCED (WACK) HOST SUPPORT
(TCA appears as printer with Start Print bit set)

HOST 32764 DEVICE
Select —m™————>
°Lock >
< FC (Lock)
Data >
WDAT >
L ]
L ]
(TCA Busy/Device Busy)
[ ]
< Printer Printing
. (FCDEF+01)
< WACK >
(TCA Available/LT 3Busy)
®
EOT > .
(CU Available)
L ]
L
< Asynchronous Status
(AESTAT+...)
CTCCS >
< FC (CTCCS)

Pevice Available
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TCA DISPLAY PRGTOCOL (for Non-SNA Channel)

HCST 3274 DEVICE
Select —mm >
or Command
Locx >
< FC (Lock)
WLCC - >

Data —mM8M8M8m >

Move 'BOM' data >
to TCA BFR1 .
*
< - FC (WLCC)
L ]
) *
WDAT(BOM) >

Channel is Free

Move 'EOM' Data >
to TCA BFR2 *
L
L
< FC (WDAT BOM)
WDAT(ECHM) >
< FC (WDAT ECMD
CTCCS >
< FC (CTCCSY

Device Availables
CU Available

Note:
This diagram (representing normal flow) is presented here to provide a perspective
and contrast to the Siow Device flecw depicied on the fecllowing page.
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SLOW DEVICE PROTOCOL (Non-SNA Channel)

No Command Chaining to Device (Printer,

Start Print Bit Set):

DEVICE

>

FC (Lock)

>

FC (WLCC)

*

L

(CU Available)

FC (WDAT BCM)

.

L

(TCA Available)

[

(FCDEF+01

HOST 3274
Select —mm >
or Command
LOCK
<
WLCC
Data >
“fove 'BOM' Data
to TCA BFR1
<
WDAT(BOM)
Channel jis Free
Move 'EOM' Data
to TCA BFR2
<
WDAT(EOM)
<
<
cTCCS
<

Device Available
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The purpose of the next two diagrams in this sequence is to demonstrate that there
is no performance advantage to be gained by using FCDEF for command chaining to
dicsclay LTs. In the command chaining situation, the control unit cannot signal
device availability until the device is ready to process the next command.

SLOW DEVICE PROTOCOL (Non-SNA Channel)
(Display or Printer, Start Print Bit Not Set)

(FC)
Command Chaising 5 Device:
HOST 3274 DEVICE
Select —mmm™ >
or Command
LOCK >
< ‘ FC (Lock)
WLCC >
Data >
Move 'BOM' Data >
to TCA BFR1 °
L
< FC (WLCC)
.
*
WDAT(BOM) >
*
Channel is Free .
Mcve 'EOM' Data >
to TCA BFR2 »
*
< FC (WDAT BOM)
WDATC(EOM-Chain IND) >
CU Availabie .
* .
< FC (WDAT EOM)
Device Available .
*
Command ———— e
WLCC >
< FC (WLCC)
WDAT(BOM) >
Channel is Free
< FC (WDAT BCM)
WDAT(EDM) >
CY Available
< FC (WDAT EOM)
C7CC3 >
< FC (CTCCS)

Device Available
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SLQOW DEVYICE PROTOCOL (Non-SNA Channel)
(Displey or Printer, Start Print Bit Nct Set)

(FCDEF)
Command Chaining to Device:
HOST 3274 DEVICE
Select —mmm >
or Command
LOCK >
< FC (Lock)
WLCC >
Data >
Move 'BOM' Data — >
to TCA BFR1 .
*
< FC (WLCC)
L ]
L ]
WDAT(BOM) >
®
Channel is Free .
L ]
Move 'EOM' Data — >
to TCA BFR2 *
[ 2
< FC (WDAT BOM)
WDAT(ESM-Chain IND: >
CU Available .
*
< Synchrecnous Status
2 (FCDEF+900)
L ]
L ]
< AESTAT (WDAT EOM)
Device Available
Command —mm———>
WLce - >
< FC (WLCC)
WDAT(B30M) >
Channel is Free
< FC (WDAT BOM)
WDAT CEOM) >
CU Available
< FC (WDAT EOM)
CTCCS >
< FC (CTCCS)

Device Available
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SLOW DEVICE PROTOCOL (Non-SNA Channel)
(Printer, START PRINT BIT SET)

Command chaining to device:

HOST 3274 DEVICE
Select >
LOCK >
< FC (Lock)
WLCC >
Data >
Move 'BOM' Data >
to TCA BFR1 .
[ ]
L
< FC (WLCC)
®
*
[ 3
WDAT(BOM) >
L ]
*
[ 2
Mcve 'EOM' Data >
to TCA BFR2 .
*
L 2
< FC (WDAT BOM)
WDAT(ECM-Chain IND) >
[ ]
®
L
< Synchronous Status
{FCSE+0Op. Check)
CTCCS >
< FC

Device Availzbles
CU Available

The~ qbovg ciagram shows the device rejecting the datastream becausa command
chaining is being used to a printer with the Start Print bit =set.
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SLCW DEVICE PROTOCOL (Non-SNA Channel)

(Display and Printer,

Multiple Logical Units

HOST 32764
Select —m——————>

or Command

(for printer)

Start Print Bit Set)

LocK
<

WLCC
Data >

for printer
Move 'BOM' Data
to TCA BFRI1

<
WDAT(BOM)
Channel is Free

Move 'EOM' Data
to TCA BFR2

<

DEVICE
>
FC (lLock)
>
>
FC (WLCO)
>
>

FC (WDAT BOM)
>

WDAT(EQM?
CU Available

L

(TCA Available)
L ]

Select —m——————>
or Command
(for display)

°
.

Synchronous Status
(FCDEF+01 - EOM Only)

Locx
<

>
FC (Lock)
>

WLCC
Data >
for diselay

Move 'BOM' Data
to TCA BFR1

<

)
frem printar)

<
WDAT(BOM)
Channel is Free

Mcve 'EJM' Data
to TCA BFR2

FC (WDAT BOMD

CU Available

>

FC (WDAT EOM)

CTCCs
(Display)
Display Available
<

>

FC (CTCCS)

cTCCsS
(Printer)

>

<
Printer Available

FC (CTCCS)
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PRINTER IR HANDLING
(for SLHA or BSC)

TCA printer Intervention Required condition detected after FCDEF(01) is posted.

HOST 3274 DEYICE -
Select >
or Command
LOCK >
<— FC (Lock)
WDAT(EOM) >
»
*
(TCA Busys/Device Busy)
*
*
< Synchronocus Status
. (FCDEF+01)
[ ]
(TCA AvailablesLT Busy)
L 2
.
< Asynchronous Status
(CAESTAT:IR)
CTCCs >
Device End
Unit Exception
< FC (CTCCS)
<— AEEB (IR Cleared)

Device Available
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SELECT TO PRINTER OR DISPLAY
(While Local Copy is in Progress - for SLHA or BSC)

TCA printer Intervention Required condition detected at or before LOCK.

HDST 3276 ' DEVICE

Selgct —m—————>
or Command

LOCK >
< Synchronous Status
‘ (FCSE:1IR)
. [
Device End .
Unit Exception °
< Asynchronous Status
. (AEEB - IR Cleared)
Device Available .
Select —m™—> .
or Command . ®
LOCK >
< FC (Lock)

Page 95



TCA printer Intervention Required detected after LOCK but before FCDEF(O01l)

Function Deviczs Proauct attachment Information
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SLOW DEVICE PROTOCOL (Non-5NA)
(FCSE: IR to WDAT)

DEVICE

>

FC (lLock)

>

posted.
HOST 32764
Select >
or Command
LOCK
<
Data >
WDAT
<
CTCCS
Device End
Unit Exception
<
<

Device Available

FC (CTCCS)

¥ X X ¥ X X X%

E

N

0

F

FCSE:IR (Printer out
of Paper)

Asynchronous Status

(AEEB - IR Cleared)

DOCUMENT
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