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CONTENTS

2. System Calls

INEO(2) e ceeeeeeeenen. introduction to system calls and error numbers
ACCESS(2) wviervirmririierrereieerer e determine accessibility of a file
ACCH(2) vt enable or disable process accounting
AlATIN2) wovecieeriiicr i set a process alarm clock
astat(2) ..o get status of an asynchronous file read
aWait(2) .o wait for asynchronous read to complete
BrK(2) oot change data segment space allocation
ChAIT(2) oo change working directory
ChIMOA(2) ..ot change mode of file
ChOWN(2) e change owner and group of a file
ChIOOL(2) cecuiiririviiiiririreree ettt change root directory
ClOSE(2) vttt close a file descriptor
Creat(2) .ooeveereeenensinnienenennns create a new file or rewrite an existing one
AUP(2) vt ssnsessassnsnersssssssasssens duplicate an open file descriptor
EXEC(2) crevrrrrrrrereeerreseesine sttt s b bbb e s e b bt et execute a file
EXECLE(2)(EXEE) «evrvueniriririreiiririree ettt execute a file
EXECIP(2)(EXEC) uvvrerrersrinrsrissistsnisrisiseis st execute a file
EXECV(2)(EXEEC) - wereveemreirmrisritiiniiine st tis et snss b sesssss s e sessssessnnes execute a file
EXECVE(2)(EXEC) cvrvrvririrrreriretiiritiesrsesessssssssss st scsnasnens execute a file
EXECVP(2)(EXEC) vururreerersrssrsssrssissrseisises st st execute a file
EXIE(2) wecrerirmmnriiiiii e e terminate process
_@XIH(2)(EXIE) vrrverrerrererrerirreneeeeere ettt terminate process
(03 114 (07 TP RRRROTUPORE file control
3030 L7 OO OO OO PPPPOI create a new process
£STAt(2)(SEAL) weveeerririirirerci s get file status
fstatfs(2)(Statfs) .....ceeiereiinnniese e get file system information
getdents(2) read directory entries; put in file system independent format
getegid(2)(getuid) ........... get real/effective user; real/effective group IDs
geteuid(2)(getuid) ........... get real/effective user; real/ effective group IDs
getgid(2)(getuid) ............. get real/effective user; real/effective group IDs
gethostid(2) .oveverevneieneciieinns get/set unique identifier of current host
GEHHMET(2) couvrvererieiirirerne e get/set value of interval timer
SEtMSG(2) wevrreeiiesieisiiieien e, get next message off a stream
getpgrp(2)(getpid) ..... get process, process group, and parent process IDs

NOTE

Entries of the form execle(2)(exec)
indicate that the function listed
first is described in the entry for
the function given in parentheses.
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getpid(2) ..o get process, process group, and parent process IDs
getppid(2)(getpid) ..... get process, process group, and parent process IDs
getuid(2) get real user, effective user, real group, and effective group IDs
H0CHH(2) crrrrcrr s control device
Kill(2) oo send a signal to a process or a group of processes
HNK(2) covritiieii s ssasssssss link to a file
ISEEK(2) wuvivnnivrernisnnenssissesescnsceasenssessnesessesnesens move read/ write file pointer
18tat(2)(Stat) wocvcveerirenrircr e get file status
MNKAIN(2) criiiriise e make a directory
.01 5 ToTe (7)) RS make a directory, or a special or ordinary file
MOUN2) ottt assaens mount a file system
MSGCH2) rvereermreerennennnns et et sas message control operations
MSEZEH2) wrrvrrerrrrrerenir e get message queue
MSZOP(2) crrrvererriretreniretersirs s bbb bsns message operations
NICE(2) vt change priority of a process
0] o= 110/ TR open for reading or writing
PAUSE(2) woevvirrerenirirenireirsr s nne suspend process until signal
PhYS(2) i allow a process to access physical addresses
521 01072 OO create an interprocess channel
Plock(2) vt lock process, text, or data in memory
POI2) vttt STREAMS input/output multiplexing
POfil(2) et execution time profile
PLIACE(2) coreieeeeeteee sttt process trace
PUtMSZ(2) vttt enee send a message on a stream
<Y Ve L (22 NSRS read from file
1eAdlINK(2) ovvveecrieiie et read value of a symbolic link
TENAME(2) ceveviiriineiniererererestersaasesss s sebenssssssenes change the name of a file
IMAIT(2) covererereieee i e remove a directory
1034 NUAT{ o) 4.3 RN change data segment space allocation
SEMCHI(2) cvvrirrerieer e semaphore control operations
SEMZEL(2) 1iovrrerrrireine st b get set of semaphores
SEMOP(2) wverrenrrernernrssnsisresiss s ssssr st sss st sssen s semaphore operations
setgid(2)(Setuid) ...oveirriirenrerciennirer s set user and group IDs
sethostid(2)(gethostid) ................. get/set unique identifier of current host
setitimer(2)(getitimer) .......ccoveveerierversennnnns get/set value of interval timer
SELPEIP(2) it set process group ID
SEtPPIi(2) vt eresnsnereesessaentnasans set process priority
SETUIA(2) wovevvvinieirci e set user and group IDs
ShMCtI(2) oot shared memory control operations
shmget(2) ..o get shared memory segment identifier
ShIMOP(2) ettt shared memory operations
SighOlAd(2)(SIZSEt) wvvciiirniriiniriiiiiiiiireriseires st signal management
sigignore(2)(Sigset) . .cvvmernnsneneisis et signal management
signal(2) ...ccvvmeeveverienrenenerenenens specify what to do upon receipt of a signal
SigPause(2)(SIZSEL) vt signal management
Sigrelse(2)(SIZSEt) wuvmierevnnrninirereriisssssns et signal management

iv Contents
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SIZSEH(2) werrvinirinntee s signal management
SPAWIU2) woovvvrrinrieiasresssssses st fork and execute a file
SPAWNI(2)(SPAWN) cvvururirrreiirseeseiscesessesseisisessssinns fork and execute a file
SPAaWNIE(2)(SPAWN) ouverescireieisers st fork and execute a file
SPAWNIP(2)(SPAWI) cervrveriineecirerermencesinsisinsrsssinsssinsasens fork and execute a file
SPAWNV(2)(SPAWI) wvvvrersresrreisenscreriensensssisisissssssinas fork and execute a file
SPAWNVE(2)(SPAWN) wvvreuinerseennisnirensenssines SRR fork and execute a file
SPAWNVP(2)(SPAWN) .uruiierereisenseseiseinisissrsisissesinnns fork and execute a file
SEAL(2) wevirreerereiresereesese sttt bbb e e bbb e s get file status
SEAFS(2) wviiriiicinrnr e get file system information
151 0411 022 T OO OO PSP PSSO PO PP PP PRI set time
)28 015101 N0 PO make symbolic link to a file
SYNIC(2) rurevrresrnmanstsssssses s s s update super block
SYSES(2) wverrnrirrerrrrenee s get file system type information
SYSITUPS(2) wevuvrrrerererersisisisissseiereisessissn s machine specific functions
thread(2) ......... create, terminate, suspend, or resume threads in a process
£51' 4 1<) 072 TS SO OO TP O PP TP P TP get time
HMES(2) wovrriirriieiiireiee i seaenes get process and child process times
ErUNCAE(2) corvvevereierreeeieecrenrreseeseresseesines truncate a file to a specified length
UAAMUIN2) coceeerrriricreree st administrative control
ULIMNIE(2) ceeeveeieiieieeeerenreesressesresressssseassssrsesssessassssssssnnes get and set user limits
UMASK(2) cerveneceereiriiirivesisie st ssisseseins set and get file creation mask
UMOUNE(2) crvvevreerereriiecietereee et srsss s esesene s unmount a file system
UNAME(2) cevrierririnierereie et seens get name of current *(Un system
UNINK(2) woviveiereietviieeieeeereeeerseseesssessesssesessaessuessnsanens remove directory entry
USEAL(2) woveerririereirerere e s get file system statistics
UHME(2) cevvirriiennenereeneneisressrssseseeens set file access and modification times
WaLt(2) o wait for child process to stop or terminate
R4 & 8= 072 SO OO OO ST write on a file

3. Library Subroutines

INro(3) wovevveiviirerrc e introduction to functions and libraries
1S3 () R convert between long integer and base-64 ASCII string
ADOTHBC) ettt e generate an IOT fault
ADS(BC) ceveerrecireeri e return integer absolute value
asctime(3)(Cme) ..ovvverereverevenininieeesesieeees convert date and time to ASCII
atof(BC)(strtod) .ovvrvevevererrencnnen convert string to double-precision number
atoi(BC)(SEILOL) .vvviiriririiiriirer s convert string to integer
atolBO)(SLILOL) .evvveriirirrierirteteseese s convert string to integer
bsearch(3C) ..o binary search a sorted table
calloc(BONMAIIOC) .evevvirriirenirnes s main memory allocator
clearerr(BS)(fEITor) ..o stream status inquiries
ClOCKBQ) vt report CPU time used
CONV(BC) trrvrevererereeecsenireriseserersrste et translate characters
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CPUHIN(3) cuvvrvievesinersaneisssssasmssssasacmssseasanessassssasssmssasmssssssssnsasss timing functions
CLYPLBO) ettt generate hashing encryption
ctermid(3S) v generate file name for terminal
CME(3) vt convert date and time to ASCII
CEYPEBC) i s classify characters
cuserid(3S) i get character login name of the user
L1 1 (1) R establish an out-going terminal line connection
dials(3) weiiiinin s subroutines for accessing the dials
drand48(3C) .... generate uniformly distributed pseudo-random numbers
dup2(BC) i duplicate an open file descriptor
€CVE(BC) i convert floating-point number to string
_edata(BC)(_end) e e last locations in program
encryptBONCIYPL) vt generate hashing encryption
_eNdBC) .o s last locations in program
endgrent(3C)(Etrent) ....cccccvevevivereneversisessnnsssssssnanns get group file entry
endpwent(3CHGEtPWeNt) .......oveieiivnricrencniinininns get password file entry
endutent(BCI(GELUL) oottt access utmp file entry
erand48(3C)(drand48) ...... generate distributed pseudo-random numbers
1599 1TeT(C1@Y]{ oTc1 5 o) o TR R system error messages
_etext(BO)eNA) wevrerererrerir e ee e e seeeeeeenes last locations in program
FCLOSE(BS) tvriivrrieiiiniriiieniresssessaresssesssasesssesssesssssssseensnes close or flush a stream
fevt(BCHecVE) v, ‘convert floating-point number to string
fdopen(3S)(fOPEN) ettt open a stream
FEOL(BS)LOITOL) riveiereiiiieeeerreiieeeeesereeesessrresssnrreessasessnns stream status inquiries
FEITOT(BS) voviererrriinnriereereeesseesssnseesssesssssssasesssnaesssssasssnnes stream status inquiries
fIUSH(3S)CIOSE) evvvvveririirrierrirerere e eessreeeesneesseens close or flush a stream
fgetc(3S)(GEte) vt get character or word from a stream
fgetgrent(3C)(GEtrent) ..wevcreeeiinnecesssenn get group file entry
fgetpwent(3C)(getpwent) ....venecininneincninnsnienns get password file entry
f2etS(3S)(ZEtS) v get a string from a stream
fileNOBS)£EITOL) vrvvverrreerirerrirreresereeeisaeessssasesssnsensnnes stream status inquiries
FOPEN(3S) vttt s open a stream
fprintf(3S)(Printf) c..ceuevererereeeteesse print formatted output
1010 116G S)[§ o101 o) TR put character or word on a stream
fputim(3) cecvcvveieiieerer e elapsed floating point processor time
fputs(BS)PULS) cevrrrrererieiirerir s put a string on a stream
fread(3S) .ot binary input/output
free(3CHmMAIIOC) .icvivevcnrninritetnnrntsr e main memory allocator
freopen(3S)fOPEN) ...ccviviirerrererriiniesetesier st open a stream
frexp(BC) i manipulate parts of floating-point numbers
fscanf(3S)(SCANS) v.vvvevuieiniieereerrereerr s convert formatted input
£5€€k(3S) i reposition a file pointer in a stream
ftell(BS)(£SEek) wiurveriiririereririiiiininenen, reposition a file pointer in a stream
ftok(BC)(stdipc) «ovevvevsernne standard interprocess communication package
FEW(BC) crrerirerererceriitre st ss s s senes walk a file tree
FWTItE(BS)HTEAA) .iviveiricrieiecrece e esre e see st s ranesasees binary input/output
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gevt(BONECVE) v convert floating-point number to string
gete(3S) i get character or word from a stream
getchar(35)(gete) ...oveeniennieiiicicinnes get character or word from a stream
getewd(BC) i, get path-name of current working directory
getenV(3C) v return value for environment name
etgleNt(BC) i get group file entry
getgrgid(BC)(getgrent) ... get group file entry
getgrnam(3C)(getZrent) ..o get group file entry
etOgIN(BC) v s get login name
tOptBC) e get option letter from argument vector
8etPass(3C) it read a password
ZRIPW(BC) it get name from UID
getpwent(3C) ..., e e get password file entry
getpwnamBCO)(getpwent) ... get password file entry
getpwuid(BC)(getpwent) ... get password file entry
8tS(3S) v, get a string from a stream
getUt(BC) i access utmp file entry
getutid(BCHgetut) e access utmp file entry
getutline(BCHgetut) ... access utmp file entry
getw(3S)(getC) v get character or word from a stream
emtimeB)Cme) ..c.ovevvcrrrrnninecriernnes convert date and time to ASCII
gsignal(3C)(ssignal) ..o software signals
hcreate(3C)(hsearch) ..o manage hash search tables
hdestroy(3C)(hsearch) .......cccovereeeririreeenrininns manage hash search tables
hSearch(3C) vttt st manage hash search tables
IDAMAX(3C) . find index of array element having largest/smallest value
isalnuMBCI(CLYPE) vttt classify characters
isasCii(BCHCLYPE) wrvrerrrrriererrirerniieiie s classify characters
isatty(BC)(ttyname) ......cceevieiinincnciineniniiins find name of a terminal
iscntrl(BCH(CLYPE) wevverererererieiiieiiett s classify characters
isdigit(BCNCLYPE) wuvvrrerreerirninieiersisttsnst e classify characters
isgraph(3C)(CLYPe) vt classify characters
iSIoWer(BCHCLYPE) wevvvrerieririrerievririri e, classify characters
isnan(BC) ..oveverrrernirrienieieien test for floating point NaN(Not-A-Number)
isnanf(3C)(isnan) ........c.ceenee. test for floating point NaN(Not-A-Number)
iSprint(BONCLYPE) wevverrreeerirrisrsisisisr et .. classify characters
iSpunct(BCCLYPE) «evvererreeeereirctrete e classify characters
isSPaCe(BCHCLYPR) wovererrerererieiiieiisitsiiste s classify characters
isupper(BCNCLYPE) vt classify characters
isxdigit(BONCLYPE) vovrvrerrrrrniiiirriirei st classify characters
jrand48(3C)(drand48) ....... generate distributed pseudo-random numbers
1167 0) (1) TR convert between 3-byte integers and long integers
164a(3C)(a64]) ...... convert between long integer and base-64 ASCII string
lcong48(3C)(drand48) ....... generate distributed pseudo-random numbers
ldexpBC)(frexp) ..cevvrevreenne. manipulate parts of floating-point numbers
Iind(BC)USEATCh) ..vecveeveeereeieereeeesrestee et stesree e linear search and update
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localtime(3)(ctime) .....ccvvvnrrnrirnersensrinrennenns convert date and time to ASCII
10CKE(3C) ournirrnnrirrsriessreieiensennesse s ssssnsnsenss s aens record locking on files
1longiMpPBCISEHMP) ovucrererrerrnrrsiresessssniresssessssssessssssssssesssnns non-local goto
Irand48(3C)(drand48) ....... generate distributed pseudo-random numbers
15€arch(3C) ..cvvveierennenrenrereesse et linear search and update
1to13(3C)(13tol) ............. convert between 3-byte integers and long integers
MAllOC(BC) et main memory allocator
memchr(BC)MEMOTY) w..ucvieriiiisisenerecssesessssiassnns memory operations
memcmp(3CHIMNEMOTY) vvurrererrnressrsensrseensasesensasesnsens memory operations
mMemCcPyBCHMEMOTY) uucvrrerirrerereriesessnsssssssssesssssssssens memory operations
MEMOTY(3C) ot sssasessesssses memory operations
mMemset(BC)HMEMOTY) .ucuervererrerisnrnrissesssesseasensnsenes memory operations
MKEEMPBC) wrrrriirrinrrsnersiersersnsessssnsnssnsessssssssensnes make a unique file name
modf(BC)(frexp) .....covereverrenne manipulate parts of floating-point numbers
MONIOT(BC) vttt prepare execution profile
mrand48(3C)(drand48) .... generate distributed pseudo-random numbers
NLSBC) wovivvreniriresnie it get entries from name list
nrand48(3C)(drand48) ...... generate distributed pseudo-random numbers
Pclose(BSHPOopen) ..nrnsrssnnisssenensenes initiate pipe to/from a process
PEITOI(3C) ittt sresnsr st sassaes system error messages
POPEN(BS) vttt initiate pipe to/from a process
PrINt(BS) vttt e print formatted output
PULC(3S) vt S put character or word on a stream
putchar(3S)(putc) .ot put character or word on a stream
putenv{3C) v change or add value to environment
PUtPWENL(BC) vttt write password file entry
PULS(3S) vt nirinssnirsesinsssisssssssssssesssessssssissians put a string on a stream
pututhine(BCHGEtUt) v access utmp file entry
PUtW(BS)(PULC) coveveerireeriererisesi i put character or word on a stream
GSOTH(BC) wrirrirrmnnrierieses s enb s st sen s s sn et as quicker sort
Fand(BC) .o simple random-number generator
realloc(3C)MANOC) .eveverererrrieniine st main memory allocator
rewind(35)(fseek) ......cocvvrmnverinieriinnnnes reposition a file pointer in a stream
SCANL(3S) cvvvrerirerierrerisiie s convert formatted input
5ecndsB)CPULIM) cevvevvrieereiritrrsee e timing functions
seed48(3C)(drand48) ........ generate distributed pseudo-random numbers
SetbUf(3S) .o assign buffering to a stream
setgrent(BC)(ZEtGrent) .. rreeinee e get group file entry
SEHMP(BC) crrrirerrniirnt it non-local goto
SetkeY(BONCIYPL) worrverererenreisenissiesisssiseeinaes ‘generate hashing encryption
setpwent(3C)(ZEtPWENE) ...t sicesenseines get password file entry
setutent(BCHGEtUL) ..o access utmp file entry
setvbuf(35)(setbuf) ....ccccvrverreneeiieieiseinnn, assign buffering to a stream
SIEEP(BC) it suspend execution for interval
Sprintf(3S)(Printf) .o.eeeeeueveeecreeesseisesesicienne print formatted output
srandBC)(rand) ...oceeeeeieiinineinenenisenes simple random-number generator

viii Contents

Programmer’s Reference, Volume 1



srand48(3C)(drand48) ...... generate distributed pseudo-random numbers
ssCanf(3S)(SCANS) ....covevrerenrinireensiseineiiciseene convert formatted input
SSIZNAL(BC) wvevvririririirirettee e software signals
Stdio(3S) e standard buffered input/output package
stdipc(3C) v standard interprocess communication package
strcasecmP(3C)(SLINEG) .ovevevrerriiiieieenrses e string operations
StrChr(BC)(SITING) wevvevivevivererirerie et string operations
StrempPBOISEINE) et string operations
StrCPY(BCNSIIING) wvovererrireirnreinisirs s string operations
Strespn(3C)(SIINE) cvvevreereiieiece e string operations
StrAUP(BC)H(SLIINEG) vvvvererererirnrrisrisis s string operations
SANGBC) et s string operations
Strlen(BC)(SHANE) wcvevriiririnneerrerireretiess s sssessees string operations
strncasecmp(3C)(SIING) covvvvireriinireiiniinriseininess e string operations
StrNCat(BCI(SLIINE) wvvererereerirreiiereiire sttt string operations
strnemp(BCH(SEING) .vovvvviriirirerreiess i string operations
StrncPy(BONSLIING) oveiieerier s string operations
Strpbrk(3C)(SIING) wvvevererireiesrrsnss e string operations
Strrchr(3C)(SIINEG) vuveevreeieieisrsrriis s string operations
StrSPNBCHSITING) wevvevereieieiriete e string operations
strtod(3C) e convert string to double-precision number
StrtOK(BC)(SIIING) wvcucriiiiieriieeieeeressr st string operations
SEEtOL(BC) vvvriiinieieetee s convert string to integer
SWAD(BC) wouvverriiiiicin s sr s s s s swap bytes
8yS_errlist(BC)(PEITor) .vceerereeieininiesstsrenssisnsnnseneenns system error messages
SYS_NEIr(BC)PEITOL) cuoverirerrniriseneisisisistsessnnieressesenes system error messages
SYStEIM(3S) vovirerrriirerrie s issue a shell command
SYstmM(3)(CPULIN) woverriireriisnire s timing functions
tablet(3) oo subroutines for accessing the tablet
tdelete(3C)(tsearch) ......cveeeniesnisisesenenseene manage binary search trees
tempnam(3S)(tmpnam) ........ccceeeeerinenne create a name for a temporary file
tind(3CO)(tsearch) ..o manage binary search trees
tMPALE(3S) et create a temporary file
tMPNAM(3S) v create a name for a temporary file
t0aSCIL(BCICONY) ovviverirrrriririeenes e translate characters
_tOlOWEr(BC)(CONT) evrreeieeniinieierine sttt sineens translate characters
tOloOWEr(BC)(CONV) ouvuiririniiriisisirsie st sasses translate characters
_toupper(BCHCONT) wviirrrririeiinisisiissnsisissniesssesssisssseesenses translate characters
t5€arch(3C) ..ot manage binary search trees
ttyname(3C) cvminrernireren s find name of a terminal
ttyslot(3C) wevvvveeiniieienns find the slot in the utmp file of the current user
twalk(BC)(tsearch) ......ccoeevevveernieiiriiniienisienns manage binary search trees
t25et(3)(CHME) .ovvvvrverrrrrerrerresree e convert date and time to ASCII
tzsetwall(3)(CHme) ...covvveverreerieieeesinicinns convert date and time to ASCII
UNgetc(3S) e push character back into input stream
utmpname(BCHEEtUL) .o access utmp file entry
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viprintf(3S)(vprintf) ..... print formatted output of a varargs argument list
vprintf(3S) ....ceeverennenas print formatted output of a varargs argument list
vsprintf(3S)(vprintf) .... print formatted output of a varargs argument list

3M. Math Libraries

ACOS(BM)(II) wvevrvrerreirrtirstn st trigonometric functions
acosh(BM)(asinh) .....cvicnnircrnncrcnninnn, inverse hyperbolic functions
aSINEBM)LIZ) oovveveerererntririiesr e trigonometric functions
asinh(BM) ..o inverse hyperbolic functions
XN U1\ DTG 1 RS trigonometric functions
atan2(BM)IIZ) wovvrvreviiciicis s trigonometric functions
atanh(BM)(asinh) .....ccuvvneiirennieneniierennennns inverse hyperbolic functions
DESSELBM) et sr s s seren s Bessel functions
cabs(3M)(hypot) ....ccccceervenee. Euclidean distance, complex absolute value
cbrtBMMexp) ......... exponential, logarithm, power, square root functions
ceilBM)(floor) .............. floor, ceiling, remainder, absolute value functions
TWLoT=1(C23% D1Q0 ¢ 1 PRV trigonometric functions
€OSh(BM)(SINh) .coviireiiiiiriiiitc e hyperbolic functions
erf(BM) .o error function and complementary error function
erfc(BM)(erf) wovervnnanne error function and complementary error function
exp(BM) i exponential, logarithm, power, square root functions
fabs(3M)(floor) ............. floor, ceiling, remainder, absolute value functions
floor(BM) .evevcveerenvernnen floor, ceiling, remainder, absolute value functions
fmod(3M)({loor) .......... floor, ceiling, remainder, absolute value functions
£amMMA(BM) e log gamma function
hypot(BM) ..ccovvevvrrrenrnrinnnen, Euclidean distance, complex absolute value
JOBMNDESSEL) ..veirurierrrirnntiesisirsissr sttt sssassanns Bessel functions
JLBMMNDESSED ocvviririiritiiitiiiriie st Bessel functions
JRBMNDESSEL) ovurvrrirerirereitiennssese s ses Bessel functions
IgammA(BM) ..o log gamma function
log103M)(exp) ....... exponential, logarithm, power, square root functions
log(3M)(exp) ...coeueu exponential, logarithm, power, square root functions
pow(@BM)exp) ........ exponential, logarithm, power, square root functions
SINEBM)IIE) wvovveririree ettt trigonometric functions
SINN(BM) ottt s hyperbolic functions
sqrt(BM)exp) ......... exponential, logarithm, power, square root functions
taNBM)RLI) wovvvverierereirerrictcnsrre s trigonometric functions
tanh(BM)(SINh) oot vereresrneans hyperbolic functions
trZ(BM) ottt trigonometric functions
YOBMMNDESSED .vvuriiriririerinriesiireisr st ssessessasenses Bessel functions
YIBMNDESSED) .ovurirerrrinterriiisrissistss e iensasens Bessel functions
YNBMNDESSEL c.vovvrrrirerieriirieiririsisisrissse et enens Bessel functions
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3X. Specialized Libraries

ASSEIt(BX) i verify program assertion
calloc(3X)(MALIOC) ..cevvvriiiiiiiieiiinicinn fast main memory allocator
closedir(BX)(dIirectory) ....ccemmeerennrsensneeeeseresen, directory operations
aryptBX) i, password and file encryption functions
curses(3X) .ooeieenennnn. terminal screen handling and optimization package
directory(3X) .ovvvivmiierererineesere st directory operations
free(BX)(mMAllOC) ..ocverereeeiereieeeeee fast main memory allocator
lognameBX) ... return login name of user
mallinfoBX)(MAlloc) ..ovveeveeveeicieeecrrereireecrenen fast main memory allocator
Malloc(BX) .o fast main memory allocator
mallopt(BX)(malloc) ....ccceverenrenniiieniisienenans fast main memory allocator
closedir(3X)(directory) .....ccovevcivererenne SN directory operations
readdir(3X)Ndirectory) .....ociveeeereneeenie s directory operations
realloc(3X)MAlloe) .ovvvveecveeveenericree e sesreeseeeeens fast main memory allocator
regemp(3X) v e compile and execute regular expression
regex(3X)(regcmp) ....coveveernereriinn. compile and execute regular expression
rewinddir(3X)(directory) ....weeeineneneccrereicens directory operations
seekdir(3X)(directory) ...viinicininencscssireee e, directory operations
telldir(3X)(directory) ..ooeireeeeinerernieereieeivennaes directory operations

4, File Formats

INEFO(4) vt e introduction to file formats
A.0UL4) oo common assembler and link editor output
ACCHA) v e per-process accounting file format
AT(4) et common archive file format
Checklist(4) ..o list of file systems processed by fsck
COTE(4) cvivvirrenrciicri et format of core image file
CPIO(4) ottt format of cpio archive
Ir(4) o format of directories
dirent(4d) ..ooeeeveennininnrninnenens file system independent directory entry
£S(4) et format of system volume
£SPEC(4) overeteeret e format specification in text files
£SEAD(4) v s file-system-table
gettydefs(4) ..o, speed and terminal settings used by getty
STOUP(A) woreeitiriiiniieistes ettt ettt s b group file
ROSES(4) oottt s host name data base
hoStS.eqUIV(4) c.vvveeeiieriiiee e list of trusted hosts
INIEAD(4) oo script for the init process
INOAE(4) e format of an i-node
ISSUE(A) cevevirrenericiicrc b s issue identification file
Hmits(4) v operating system magnitude limits

ba gt aXnv=1 o1 C: ) NNUUUR U OURUPRUPPPPROR mounted file system table
NEtWOTKS(4) et network name data base
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PASSWA(4) oottt es password file
22 (01 Y TP sussastasrasnssnarssassasesssrn graphics interface
PNCR4) ottt file format for card images
Profile(4) cverenenniiinsircsisessnisenenne setting up an environment at login time
PIOtOCOIS(4) ouveeriverrennnnrrennseensrerssnrnsssssssessssasssnsnsenens protocol name data base
queuedefs(4) ...onienieinesennns at/batch/cron queue description file
FROSES(4) ecerierircniirinncienitisessssis e ss s sassesasasaas host name data base
LTy 41 1< () SO format of SCCS file
SCr_dUump(4) ..covveveeenirnirieessenstnnessienens format of curses screen image file.
SEIVICES(4) wuirvririririeniinrenanessstsrsnensssse s snsssssssssssenes service name data base
AT(4) vt e tape archive file format
1250 0 0 LG OO TE OO OO RS format of compiled term file.
terminfo(4) ...ovvrveciinenesinencsnrsnsnssnsnsenssesnes terminal capability data base
HMEZONE(4) ..ervvirrcriiririesssensiessrerenssiees s enenns set default system time zone
UNISEA(4) wvvvrriririinneieniernisererene e file header for symbolic constants
ULMP(4) ovorerreierernisrsnisesssssi s ees utmp and wtmp entry formats
UUENCOAE(4) .ocvvvireninnrerrnrerennseresssssinnanns format of an encoded uuencode file
WHMPA)(UEMP) wvvrerrirrrerenrsrresensessensesenensens utmp and wtmp entry formats

5. Miscellaneous Facilities

17018 (o1 () OO R PO introduction to miscellany
ASCH(5) wevvrrrrrereireniniersssrnirei s saaanaas map of ASCII character set
ENVITON(D) weoveerreieniiriiiisiiesessnssssessssssssssssssssssssssssssssassssens user environment
{1111 () OO OO TP OO file control options
190E:1 110 ) OO U PSP format of man pages
Math(5) .o e math functions and constants
4013 01 (5) OO UNIX magtape manipulation interface
(10514 o () SRRV regular expression compile and match routines
TESOLVETI(5) oviiirnrrrnnntersste st resolver configuration file
C1e:14(C) RTINS U TIPSR RPRO data returned by stat system call
1150 2 11(5) HUUN OO ORI RTTOPON conventional names for terminals
1575 0016 o 1( ) OO PSPPI terminal capability data base
EEYS(5) wrrrrrrrrinintnne s terminal initialization data
137115 OO OO PP primitive system data types
values(5) ..oveveriierereiererarannnns manifest constants for 1500/3000 architecture
VArargs(5) eireerniremsmsanssnssssesieies s sessessssianes get variable argument lists

VMAth(5) eeveerreerieerccireenineneens include definitions for vector math routines

7. Special Files

11210 (o1 7 OO TP introduction to special files
2V oL (/) SOV Address Resolution Protocol
CONLITUX(T) oeveerrinreereerresrereresersnseessesesssesssnsnsnns Centronix Parallel Port Driver
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CONSOLE(7) ottt console interface
AID(7) et e dial box
ASK(7) ettt SCSI disk interface
EEH(T) v generic ethernet driver
fcast(7) o Dupont 4CAST Digital Color Printer Driver
FINT7) e s graphics input multiplexor
IP(7) e internet protocol(IP) multiplexor
KDAUT) ottt ettt csetesesteseste b eesbeesbbesbresaasssraesasbesabessanenses keyboard driver
KIOG(7) vt kernel console message logging device
KMEMU(7)(INOINL) crvrviirrieeieieerercrreeeieeeeetresesaeeeessesesssseesssesssrssesnns core memory
1001S) ¢4 L7 O OO OO RO core memory
INOUSE(7) ceverrrririiiriiiiistee ettt er bbbt e b bt stees mouse driver
NUIT) e s srenn the null file
TAW(T7) et raw interface to internal network protocol
SPKI(7) ettt speaker driver
Streamio(7) ... STREAMS ioctl commands
D7) ot s tablet
[0y 2107 SRR internet transmission control protocol(TCP) multiplexor
tEITIO(7) wovvriicice e general terminal interface
HBT(7) o 1500/3000 graphics interface
HY(7) e, controlling terminal interface
UAOINUT) ettt Unix domain IPC driver
UAP(7) o user datagram protocol(UDP) interface
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PERMUTED

tigr(7)

/1t013(3C) convert between
Driver fcast(7) Dupont

long integer and base-64 ASCII/

value

abs(3C) return integer

. Euclidean distance, complex
/floor, ceiling, remainder,
/endutent(3C) utmpname(3C)
dials(3) subroutines for
tablet(3) subroutines for

acct(4) per-process

file format

/sin(3M) cos(3M) tan(3M) asin(3M)
hyperbolic functions asinh(3M)
putenv(3C) change or

arp(7)

mallinfo(3X) fast main memory
calloc(3C) main memory

link editor output

manifest constants for Stardent 1500/3000
cpio(4) format of cpio

ar(4) common

tar(4) tape

formatted output of a varargs
varargs(5) get variable
getopt(3C) get option letter from
Protocol

routines to find the index in an
ascii(5) map of

between long integer and base-64
convert date and time to

set

ctime(3) localtime(3) gmtime(3)
trig(3M) sin(3M) cos(3M) tan(3M)
inverse hyperbolic functions
a.out(4) common

assertion

assert(3X) verify program
setbuf(3S) setvbuf(3S)

/asin(3M) acos(3M) atan(3M)

INDEX

1500/3000 graphics interface .......ccocomeeerenencennns tigr(7)
3-byte integers and long integers

4CAST Digital Color Printer ............ fcast(7)
a641(3C) 164a(3C) convert between ..........cuuueee.. a641(3C)
abort(3C) generate an IOT fault ........... abort(3C)
abs(3C) return integer absolute .......cccoeeeeeeneuennes abs(3C)

absolute Vallue ....ccvcevceirivreneein e seesseseessnens abs(3C)

absolute value /cabs(3M) . . hypot(3M)
absolute value functions ........cccecveeererceeseesnenne floor(3M)
access utmp file €NUIY .ooccvveiiiicnsinessccia. getut(3C)
accessing the dials ..o dials(3)

accessing the tablet tablet(3)
accounting file format .....cceveieeseeneieinnieessinnisnann acct(4)
acct(4) per-process acCOUNtING .....ccveveeerrvecsessearnens acct(4)
acos(3M) atan(3M) atan2(3M)/ .... trig(3M)
acosh(3M) atanh(3M) INVErse .......ccvvveveerrernens asinh(3M)
add value to environment ........ccccecvereereeeennns putenv(3C)
Address Resolution Protocol ........ceeevveevenveevenneens arp(7)
allocator /calloc(3X) mallopt(3X) .....cccvuuenue malloc(3X)
allocator /free(3C) realloc(3C) ............ ... Mmalloc(3C)
a.out(4) common assembler and ........ceeeeveeveene a.out(4)
ar(4) common archive file format ......c.ccceverirrrverurennns ar(4)
architecture values(5) ......covcvrvervnevennneensneees values(5)
Archive . cpio(4)
archive file format .....cceevevveeieeeerereesesieere e e e sees ar(4)
archive file format .....cccoevevveeverrinene e tar(4)
argument list /vsprintf(35) print .................. vprintf(3S)
argument lists ......oeveneneriniineinnee s varargs(5)
argument VECtor .......uveuvenses getopt(3C)
arp(7) Address Resolution .........ocveeeveeevnennncnnen arp(7)
array of the element having/ /of ........... IDAMAX(3C)
ASCII character SEt .....ccccveeviverrreeerrseseessessseeneenns ascii(5)
ASCII string /164a(3C) convert a641(3C)
ASCII /tzset(3) tzsetwall(3) ...ccovvvevrererseeneenenns ctime(3)
ascii(5) map of ASCII character ..........coeevsrcerrians ascii(5)
asctime(3) tzset(3) tzsetwall(3)/ ctime(3)
asin(3M) acos(3M) atan(BM)/ .......cccceverrriennnn. trig(3M)
asinh(3M) acosh(3M) atanh(3M) ......cccvrevernene asinh(3M)

assembler and link editor output ........cceerueeee. a.out(4)
assert(3X) verify program ......cooeineniinninenns assert(3X)
PEYC11<) o () o HUURRURRR SRR [ assert(3X)
assign buffering to a stream .......coevniiiirrinnnns setbuf(3S)
atan2(3M) trigonometric functions ................... trig(3M)
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/cos(3M) tan(3M) asin(3M) acos(3M)
functions asinh(3M) acosh(3M)
file queuedefs(4)
double-precision/ strtod(3C)
integer strtol(3C) atol(3C)

to integer strtol(3C)

hosts(4) host name data
networks(4) network name data
protocols(4) protocol name data
rhosts(4) host name data
services(4) service name data
terminal capability data
terminal capability data

convert between long integer and
n(3M) y0(3M) y1(3M) yn(3M)
y0(3M) y1(3M) yn(3M) Bessel/
fread(3S) fwrite(3S)

bsearch(3C)

tdelete(3C) twalk(3C) manage
dIb(7) dial

sorted table

stdio(3S) standard

setbuf(3S) setvbuf(3S) assign
swab(3C) swap

complex absolute value hypot(3M)
data returned by stat system
malloc(3C) free(3C) realloc(3C)
malloc(3X) free(3X) realloc(3X)
termcap(5) terminal

terminfo(4) terminal

pnch(4) file format for
/1og10(3M) pow(3M) sqrt(3M)
ceiling, remainder,/ floor(3M)
/ceil(3M) fmod(3M) fabs(3M) floor,
/dev/centrnix(7)

environment putenv(3C)
ungetc(3S) push

cuserid(3S) get

/fgetc(3S) getw(35) get
/fputc(3S) putw(3S) put

ascii(5) map of ASCII
isentrl(3C) isascii(3C) classify
toascii(3C) translate

processed by fsck

isentrl(3C) isascii(3C)

status/ ferror(3S) feof(35)

fclose(3S) fflush(3S)

/seekdir(3X) rewinddir(3X)
fcast(7) Dupont 4CAST Digital
system(3S) issue a shell
streamio(7) STREAMS ioctl

ar(4)

output a.out(4)

ftok(3C) standard interprocess
expression regemp(3X) regex(3X)

atan(3M) atan2(3M) trigonometric/ ......cconnuee. trig(3M)
atanh(3M) inverse hyperbolic ........ccoveercerunees asinh(3M)
at/batch/cron queue description .............. queuedefs(4)
atof(3C) convert String to .....eereeeeneecsenenees strtod(3C)
atoi(3C) convert String t0 ....owccvvrvresssnsnisensns strtol(3C)
atol(3C) atoi(3C) convert string .. strtol(3C)
DASE cvrrcirrrin st e hosts(4)

L7 - TR SR networks(4)

DASE oot protocols(4)

DASE e s rhosts(4)

DASE .ot <vw SEIVices(4)

base termcap(d) ... termcap(5)

base terminfo(4) .....vvrneneevieninnnenesesnnnns terminfo(4)
base-64 ASCII string /164a(3C) .....ocvervvcennee. a641(3C)
Bessel functions /j0(3M) j1(3M) bessel(3M)
bessel(3M) jO(3M) j1(BM) jn(BM) ...coccvvrreunnee bessel(3M)
binary input/output .....ccceienneinnnennesnens fread(3S)
binary search a sorted table ........ccccouererreunne bsearch(3C)
binary search trees /tfind(3C) ...cvvveureneeee. tsearch(3C)
DOX cvrrrt st s esass s dlb(?)

bsearch(3C) binary search a .....coeeeeveeeereaee. bsearch(3C)
buffered input/output package ........cooureenns stdio(3S)
buffering to a stream ......occenenininesninnn setbuf(35)
DYLES ittt swab(3C)

cabs(3M) Euclidean distance, .......... ... hypot(3M)
call Stat(5) ..oveiiveniiinisrs it stat(5)

calloc(3C) main memory allocator ..... ... malloe(3C)
calloc(3X) mallopt(3X)/ malloc(3X)
capability data base ........... termcap(5)
capability data base ........... terminfo(4)
card IMAZES ..ovvveirrermssrcmsrssssrsnisssss s s srenses pnch(4)

cbrt(3M) exponential, logarithm,/ ..o exp(3M)
ceil(3M) fmod(BM) fabs(3M) floor, ......cccvueunee. floor(3M)
ceiling, remainder, absolute/ .......coucvenieneunens floor(3M)
Centronix Parallel Port Driver ............ /dev/centrnix(7)
change or add value to ......cceevnernrererrennennenne putenv(3C)
character back into input stream ......cc.coevue. ungetc(3S)
character login name of the user ...........oee.... cuserid(3S)
character or word from a stream ........cccccoverneens getc(3S)
character or word on a Stream .......cococeeesssinns putc(3S)
character Set ... ascii(5)

characters /isgraph(3C) ....cccvueneene ctype(3C)
characters /_tolower(3C) conv(3C)
checklist(4) list of file systems ........cccccvrrenuces checklist(4)
classify characters /isgraph(3C) ......ccccouune. ctype(3C)
clearerr(3S) fileno(3S) stream ........cemervisesinnns ferror(35)
clock(3C) report CPU time used .......ccoecerrvrennae clock(3C)
close or flush a stream .......ccooeevmesnenesneneesessesncnn, fclose(3S)
closedir(3X) directory operations ... ... directory(3X)
Color Printer Driver ..., fcast(7)
COMMANG .vrerrisinsrisisnissinssssssssasassnsse s ssssases system(3S)

COMMANAS ovinrrireresensnrrsne s e streamio(7)

common archive file format ......ccocveiviveninsnicisnnnnns ar(4)
common assembler and link editor .......c.cccceeeue a.out(4)
communication package stdipc3C) ............. stdipc(3C)
compile and execute regular ........oeoenens regemp(3X)
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regexp(5) regular expression
term(4) format of

/erfc(3M) error function and
cabs(3M) Euclidean distance,
resolver(5) resolver

an out-going terminal line
console(7)

klog(7) kernel

math(5) math functions and
values(5) manifest
file header for symbolic

fentl(5) file

tep(7) internet transmission
tty(7)

_toupper(3C) _tolower(3C)/
term(b)

and long/ 13t0l(3C) 1to13(3C)
base-64 ASCII/ a641(3C) 164a(3C)
/asctime(3) tzset(3) tzsetwall(3)
ecvt(3C) fevt(3C) gevi(3C)
scanf(3S) fscanf(3S) sscanf(3S)
strtod(3C) atof(3C)

strtol(3C) atol(3C) atoi(3C)
core(4) format of

mem(7) kmem(7)

atan(3M)/ trig(3M) sin(3M)
functions sinh(3M)
cpio(4) format of

clock(3C) report

timing functions

file tmpnam(3S) tempnam(35)
tmpfile(35)

generate hashing encryption
encryption functions

for terminal

asctime(3) tzset(3) tzsetwall(3)/
islower(3C) isdigit(3C)/

the slot in the utmp file of the
getewd(3C) get path-name of
scr_dump(4) format of
handling and optimization/
name of the user

ttys(5) terminal initialization
hosts(4) host name
networks(4) network name
protocols(4) protocol name
rhosts(4) host name
services(4) service name
termcap(5) terminal capability
- terminfo(4) terminal capability
stat(5)

types(5) primitive system
udp(7) user

compile and match routines .............

it TEEEXP(S)

compiled term file. ..oviicirnneine s term(4)
complementary error function ... erf(3M)
complex absolute value hypot(3M) .............. hypot(3M)
configuration file ...ivennenisnnsinnnsisnnenne resolver(5)
connection dial(3C) establish ......cccevrvrrrrececenne. dial(3C)
console Interface ........emnenserseee .... console(7)
console message 10gging device ......cuemreesersnenee klog(7)
console(7) console interface ........cc....... ... console(7)
CONSEANES uvevveriircinnsisessin st sessssasesions math(5)

constants for Stardent 1500/3000 architecture values(5)
constants UNistd(4) ...cevevmnevenennsenennsssnennn unistd(4)
CONETOl OPHONS oveririisrnierrrre s fentl(5)

control protocol (TCP)/ .ovvvviiniineinennesiseisianins tep(7)
controlling terminal interface ......oeeeeeeernnriiininnns tty(7)
conv(3C) toupper(3C) tolower(3C) conv(3C)
conventional names for terminals ......c.c.coeevuceee term(5)
convert between 3-byte integers .......cvveneee. 13t01(3C)
convert between long integer and a641(3C)
convert date and time to ASCII ........ocoeeeviinnnenne ctime(3)
convert floating-point number to/ ecvt(3C)
convert formatted input scanf(3S)
convert string to/ ... ... strtod(3C)

convert string to iNteger .........vniinniiennnn, strtol(3C)
core image file ..o, core(4)

COTE MEMOTY .evrerrmressnsarsssesssmsessasseseasasans mem(7)

core(4) format of core image file ....occcreiinenn. core(4)
cos(3M) tan(3M) asin(3M) acos(3M) ........c.e.n.. trig(BM)
cosh(3M) tanh(3M) hyperbolic sinh(3M)
CPI0 ATChIVE vttt cpio(4)

cpio(4) format of cpio archive .......oecinicineene. cpio(4)
CPU time used ...ccovvnmrireninensinssinsnssnsiseseenncaes clock(3C)

cputim(3) systim(3) secnds(3) ....oovverieciniienens cputim(3)
create a name for a temporary .......... tmpnam(3S)
create a temporary file ... tmpfile(3S)
crypt(3C) setkey(3C) encrypt(3C) cvvvevcvirinnnes crypt(3C)
crypt(3X) password and file ..o crypt(3X)
ctermid(3S) generate file name ..........cooeeeee. ctermid(3S)
ctime(3) localtime(3) gmtime(3) .....cocvrerrrrines ctime(3)
ctype(3C) isalpha(3C) isupper(3C) wvwvrrrreunees ctype(3C)
current user ttyslot(3C) find ......cocoevveennne ttyslot(3C)
current working directory ... e getcwd(3C)
curses screen image file. ....... ... scr_dump(4)
curses(3X) terminal SCreen .........ccvvenrernenn, CUrses(3X)
cuserid(3S) get character login ........... ceener. Cuserid(3S)
dAtA oo s ttys(5)

data DaSE ..cccveeiriiiiin et hosts(4)

data base networks(4)

data Dase ....cccovrreierien s protocols(4)

data DASE ..oveveverereriiniiie e rhosts(4)

data Dase ....cccoveminceinirnnes e services(4)

data base termcap(5)

data base terminfo(4)

data returned by stat system call ......cvveerreernesenns stat(5)
data tyPes . types(5)

datagram protocol (UDP) interface ......c.coecvuena. udp(7)
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. /tzset(3) tzsetwall(3) convert
timezone(4) set

routines vmath(5) include
queuedefs(4) at/batch/cron queue
dup2(3C) duplicate an open file

Parallel Port Driver

kernel console message logging
dIb(7)

terminal line connection
subroutines for accessing the
accessing the dials

fcast(7) Dupont 4CAST

dir(4) format of

dirent(4) file system independent
get path-name of current working
rewinddir(3X) closedir(3X)
readdir(3X) telldir(3X)/

directory entry

dsk(7) SCSI

hypot(3M) cabs(3M) Euclidean
/1cong48(3C) generate uniformly

udom(7) Unix

/atof(3C) convert string to
Irand48(3C) nrand48(3C)/
/dev /bell(7) speaker

et(7) generic ethernet
kbd(7) keyboard

mouse(7) mouse

udom(7) Unix domain IPC
Centronix Parallel Port
4CAST Digital Color Printer

descriptor

dup2(3C)

Printer Driver fcast(7)

convert floating-point number to/
program _end(3C) _etext(3C)
common assembler and link

time fputim(3)

find the index in an array of the
uuencode(4) format of an
encryption crypt(3C) setkey(3C)
encrypt(3C) generate hashing
crypt(3X) password and file

last locations in program

group/ /getgrnam(3C) setgrent(3C)
/ getpwnam(3C) setpwent(3C)
utmp/ /pututline(3C) setutent(3C)
nlist(3C) get

putpwent(3C) write password file
file system independent directory
utmp(4) wtmp(4) utmp and wtmp
fgetgrent(3C) get group file

date and time to ASCII ......cccovvreverensicricnerenns ctime(3)
default system time zone ... timezone(4)
definitions for vector math .........cccceceenvenenreennes vmath(5)
description file ......ccevevieennesnecsrininans queuedefs(4)
descriptor ....ceiieisiessinsisssnes crvenennenn dUP2(3C)
/dev /bell(7) speaker driver ..... - / dev /bell(7)
/dev/centrnix(7) Centronix .............. / dev / centrnix(7)

device klog(7)
dial DOX «.vvuvrvenrirensisnsrasnesnssnssessanens

dial(3C) establish an out-going ......ceeeeeeeuscusecs dial(3C)
dials dials(3) ...ceerereniensrrnenseenisecennsrenseneses dials(3)
dials(3) subroutines for .............. cererea dials(3)
Digital Color Printer Driver ... feast(7)

dir(4) format of directories ....... ... dir(4)
[o B (= o110} o L= 1 NP dir(4)

directory entry ......eeeeesessesinmnennesenenes dirent(4)
directory getcwd(3C) ...veieiriicrininireninns getewd(3C)
directory operations /seekdir(3X) ........... directory(3X)
directory(3X) opendir(3X) .......ccceuuerrenrensins directory(3X)
dirent(4) file system independent ...........cconeuue.. dirent(4)
disk interface ........cevivnesericinnnennescse s dsk(7)

distance, complex absolute value hypot(3M)
distributed pseudo-random numbers ........ drand48(3C)
dIb(7) dial BOX .couvecnrircnrinrcsernensss e sssssassnns dlb(7)

domain IPC driver ... udom(7)
double-precision number .........cceverreviriininnnnns strtod(3C)
drand48(3C) erand48(3C) ......ccvvevrverirenrenne drand48(3C)
[o b o 0772 SR /dev/bell(7)

AIVEr o et(7)

AIIVET ot s kbd(7)

driver mouse(7)

driver udom(7)

Driver /dev/centrnix(7) ....cceeervereneen. /dev/centrnix(7)
Driver fcast(7) DUpOnt .......cccoveemrneersneenensssennenns fecast(7)
dsk(7) SCSI disk interface ........cceveeeriercrssrcrcnenne dsk(7)
dup2(3C) duplicate an open fxle ................ dup2(3C)
duplicate an open file descriptor ...........ccceeune. dup2(3C)
Dupont 4CAST Digital Color .......ccueencevincvecnee fcast(7)
ecvt(3C) fevt(3C) gevit(BC) vnmrnnnrnnnrnnrenennrnnnenne ecvt(3C)
_edata(3C) last 10cations N ......cceeeeerererrrrreresrens _ end(3C)
editor output 2.0Ut(4) ...c.cvriirienierinenee a.out(4)
elapsed floating point processor ...... ereeeens fputim(3)
element having largest or/ /to ..., IDAMAX(SC)
encoded uuencode file .....cuinriiiiiniannin, uuencode(4)
encrypt(3C) generate hashing ........cceceeeeverinune. crypt(3C)
encryption crypt(3C) setkey(3C) ....ccoeuverrreien. crypt(3C)
encryption functions ..., crypt(3X)
_endBC) _etext(3C) _edata(3C) ...coverveevrernenens _end(3C)
endgrent(3C) fgetgrent(3C) get ......ccouneee. getgrent(3C)
endpwent(3C) fgetpwent(3C) get/ .......... getpwent(3C)
endutent(3C) utmpname(3C) access .......cuwernes getut(3C)
entries from name list .......coomvereerrenrrcrineniernnnns nlist(3C)
<1913 AR ceversenennns, putpwent(3C)

entry dirent(4) tereeereserer e e eneeans dirent(4)

entry formats .....iieienen i utmp(4)

entry /setgrent(3C) endgrent(3C) ............. getgrent(3C)
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fgetpwent(3C) get password file
utmpname(3C) access utmp file

environ(5) user

putenv(3C) change or add value to
profile(4) setting up an

getenv(3C) return value for
nrand48(3C)/ drand48(3C)

and complementary error function
complementary error/ erf(3M)
sys_nerr(3C) system/ perror(3C)
error function erf(3M) erfc(3M)
error function and complementary
sys_nerr(3C) system

line connection dial(3C)

locations in program _end(3C)
et(7) generic

absolute/ hypot(3M) cabs(3M)
regemp(3X) regex(3X) compile and
sleep(3C) suspend

monitor(3C) prepare

sqrt(3M) cbrt(3M) exponential, /
square/ /pow(3M) sqrt(3M) cbrt(3M)
routines regexp(5) regular
compile and execute regular
floor(3M) ceil(3M) fmod(3M)
/mallopt(3X) mallinfo(3X)
abort(3C) generate an IOT

Color Printer Driver

flush a stream

floating-point number/ ecvt(3C)
fopen(35) freopen(3S)

stream status/ ferror(3S)
fileno(3S) stream status/

stream fclose(3S)

or word/ getc(3S) getchar(35)
entry /setgrent(3C) endgrent(3C)
entry /setpwent(3C) endpwent(3C)
stream gets(35)

core(4) format of core image
group(4) group

issue(4) issue identification
null(7) the null

passwd(4) password

scesfile(4) format of SCCS
term(4) format of compiled term
tmpfile(3S) create a temporary
fentl(5)

dup2(3C) duplicate an open
crypt(3X) password and
putpwent(3C) write password
fgetgrent(3C) get group
fgetpwent(3C) get password
utmpname(3C) access utmp

entry /setpwent(3C) endpwent(3C) ........ getpwent(3C)

entry /setutent(3C) endutent(3C) ................... getut(3C)
environ(5) user enviroNMenNt ......ceeeeveveereereens environ(5)
ENVIFONIMENE ..evevveerreierecrrereeriersressssssssssesseesresnns environ(5)
ENVIFONMENt ..oocvvuvirrenareersssnisnssens v putenv(3C)
environment at login time ......ccccereinnininn profile(4)
ENVIroNMent NAME ...vvvcevveereereerenenessesseseeses getenv(3C)
erand48(3C) 1rand48(3C) ...ccvveeerrvvevercernnns drand48(3C)
erf(3M) erfc(3M) error function .......ccceceeeeveveerenens erf(3M)

erfc(3M) error function and ....... - erf(GM)
errno(3C) sys_errlist(3C) ., perror(3C)
error function and complementary ...........eeeeune. erf(3M)
error function erf(3M) erfcBM) ...coceevevnrrennnee. erf(3M)
error messages /sys_errlist(3C) ......uneunns perror(3C)

establish an out-going terminal ............ dial(3C)

et(7) generic ethernet driver ........oievcenecececene, et(7)
_etext(3C) _edata(3C) 1ast .cvvvreveenerierinnrereneneene end(3C)
ethernet driver ..., et(7)

Euclidean distance, complex ........c..ccervevennes hypot(3M)
execute regular eXpression ... regcmp(3X)
execution for interval .......vinniieininin S sleep(3C)
execution profile .......ceevriesnnnnen monitor(3C)
exp(3M) log(3M) log10(3M) pow(BM) .....cceueee exp(3M)
exponential, logarithm, power, ..........ccevuveee.. €Xp(3M)
expression compile and match .......ccceverrnnen. regexp(5)
expression regemp(3X) regex(3X) regcmp(3X)
fabs(3M) floor, ceiling,/ ...c.coerrerneieinnicininnns floor(3M)
fast main memory allocator .......... malloc(3X)
fault i abort(3C)

fcast(7) Dupont 4CAST Digital .....cccoeveirirnrninn. fcast(7)
fclose(3S) fflush(3S) close Or .....veeeereecncrnenes fclose(35)
fentl(5) file control options ....... fentl(5)
fcvt(3C) gevt(BC) CONVErt wuuevvcrerernerieneseesesnaenee ecvt(3C)
fdopen(35) open a stream ........ceerernresenannans fopen(3S)
feof(3S) clearerr(3S) fileno(3S) .....cceeverrinirnee ferror(35)
ferror(3S) feof(3S) clearerr(35) ...... .... ferror(35)
fflush(39S) close or flush a ......cccv.c.. weerennnnnen fClOSE(3S)
fgetc(3S) getw(3S) get character ......ocvveivueneas getc(35)
fgetgrent(3C) get group file ....cvververnernns getgrent(3C)
fgetpwent(3C) get password file .............. getpwent(3C)
fgets(3S) get a string from a ...oeveevereenieniennnnne gets(35)

file core(4)
group(4)
e issue(4)
........................................ null(7)
passwd(4)
scesfile(4)
.............................. term(4)
tmpfile(3S)
................................................. fentl(5)

file AESCIIPLOL evvmeveriireririsctnris e dup2(3C)
file encryption functions ......eevesiiniicrenens crypt(3X)
file NIV oot putpwent(3C)
file entry /endgrent(3C) .....ccuvenerricinnne. getgrent(3C)
file entry /endpwent(3C) getpwent(3C)
file entry /endutent(3C) ....coviirinnnnnninnns getut(3C)
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acct(4) per-process accounting
ar(4) common archive

tar(4) tape archive

pnch(4)

intro(4) introduction to
constants unistd(4)
mktemp(3C) make a unique
ctermid(3S) generate

/find the slot in the utmp
/rewind(395) ftell(35) reposition a
at/batch/cron queue description
resolver configuration

format of curses screen image
entry dirent(4)

mnttab(4) mounted

checklist(4) list of

create a name for a temporary
ftw(3C) walk a

format of an encoded uuencode
volume fs(4)

ferror(3S) feof(3S) clearerr(3S)
intro(7) introduction to special
lockf(3C) record locking on
format specification in text
fstab(4)

ttyname(3C) isatty(3C)
IDAMAX(3C) a set of routines to
the current user ttyslot(3C)
/isnand(3C) isnanf(3C) test for
fputim(3) elapsed

/fevt(3C) gevt(3C) convert
modf(3C) manipulate parts of
/ceil(3M) fmod(3M) fabs(3M)
fabs(3M) floor, ceiling,/
fclose(3S) fflush(3S) close or
remainder,/ floor(3M) ceil(3M)
open a stream

ar(4) common archive file

tar(4) tape archive file

per-process accounting file

pnch(4) file

file uuencode(4)

inode(4)

term(4)

core(4)

cpio(4)

file. scr_dump(4)

dir(4)

man(5)

scesfile(4)

fs(4) file(4)system(4)

files fspec(4)

intro(4) introduction to file
wtmp(4) utmp and wtmp entry
fscanf(3S) sscanf(3S) convert
/viprintf(3S) vsprintf(3S) print

file format
file format
file format
file format for card images

pnch(4)

file formats .....ccveereereereeriiieeenens intro(4)
file header for symbolic .......ccommmrnineninsinenrincs unistd(4)
file NAME ... mktemp(3C)
file name for terminal .......ccoovevvrvsrncniinencesennen: ctermid(35)
file of the current USer .........cevmveeniiininsinins ttyslot(3C)
file pointer in a stream .........cocevcvninersivsneninnnene fseek(3S)
file queuedefs(4) ....ccvuvvevreernrrirerennns ... queuedefs(4)
file 1€SOIVEr(5) .crrverrrireresrtcsctr s resolver(5)
file. scr_dump(4) ....... - scr_dump(4)
file system independent dxrectory ................. dirent(4)
file system table ... mnttab(4)
file systems processed by fsck .....c.cevueiucnne. checklist(4)
file tmpnam(3S) tempnam(39) .................... tmpnam(3S)
file I vttt ftw(3C)
file uuencode(4) .....oevvenconrnnnieeninieeens uuencode(4)

file(4)system(4) format of system ......c.ceeerereerrerncnen fs(4)
fileno(3S) stream status/ .....ccevreesrieninenene ferror(35)
files it R intro(7)

fIlES wriirrniirireii lockf(3C)

files fSPEC(4) wovovurrrrrrrrer et fspec(4)

file-system-table ......cccccenmereerniririreiirnenenes fstab(4)
find name of a terminal ttyname(3C)
find the index in an array of the/ DAMAX@BC)
find the slot in the utmp file of .......ccoeceuenne.e. ttyslot(3C)
floating point NaN (Not-A-Number) ............. isnan(3C)
floating point processor time ..........ccoeeeueees fputim(3)
floating-point number to string ........ccceeeeene ecvt(3C)
floating-point numbers /ldexp(3C) .... frexp(3C)
floor, ceiling, remainder,/ .....cccoceeeuuene ... floor(3M)
floor(3M) ceil(3M) fmod(BM) ..... ... floor(3M)
flush a stream .......cccovririviincinnicencinnnns fclose(35)
fmod(3M) fabs(3M) floor, ceiling, .... floor(3M)
fopen(3S) freopen(3S) fdopen(3S) .......ccvvvevee fopen(3S)
fOrMAL v s ar(4)

format ..covvininennn, vxsoesanbas st anas et s aass st s et s b s enanan tar(4)

format acct(4) ..ocrvevrvnin s —————— acct(4)
format for card iMages ......ceceeeeerreeereveereiennniennians pnch(4)
format of an encoded uuencode ................. uuencode(4)
format of an i-node ... inode(4)
format of compiled term file. .....ccocvereeniiinnnnn term(4)
format of core image file .....coveorivirsniniinniinnenns core(4)
format of cpio archive ... cpio(4)
format of curses screen 1mage .................... scr_dump(4)
format of directories .. e ————— dir(4)
format of man pages ............ man(®)
format of SCCS file .............. ... scesfile(4)
format of system VOIUME ......ccouviureinneneninnrsnnnneninines fs(4)
format specification in text fspec(4)
formats intro(4)

formats UMP(4) woeeeerernrenrerreriiirneeees e utmp(4)
formatted input scanf(3S) .......coeeenirerennenne. scanf(3S)
formatted output of a varargs/ ... vprintf(35)

xxX Permuted Index

Programmer’s Reference, Volume 1



fprintf(3S) sprintf(3S) print
formatted output printf(35)

or word on/ putc(3S) putchar(35)
processor time

stream puts(35)

input/output

main memory allocator malloc(3C)
mallopt(3X)/ malloc(3X)

stream fopen(3S)

manipulate parts of /

system volume

formatted input scanf(3S)

list of file systems processed by
reposition a file pointer in a/

text files

pointer in/ fseek(3S) rewind(35)
communication package stdipc(3C)

gamma(3M) log gamma
lgamma(3M) log gamma

function erf(3M) erfc(3M) error
function and complementary error
math(5) math

intro(3) introduction to

atan(3M) atan2(3M) trigonometric
atanh(3M) inverse hyperbolic
logarithm, power, square root
systim(3) secnds(3) timing
password and file encryption
remainder, absolute value

y0(3M) y1(3M) yn(3M) Bessel
cosh(3M) tanh(3M) hyperbolic
fread(35)

gamma(3M) log

lgamma(3M) log

number to/ ecvt(3C) fevt(3C)
termio(7)

abort(3C)

ctermid(3S)

crypt(3C) setkey(3C) encrypt(3C)
/seed48(3C) lcong48(3C)
srand(3C) simple random-number
et(7)

getw(3S) get character or word /
get character or word/ getc(35)
current working directory
environment name
getgrnam(3C) setgrent(3C)/
setgrent(3C)/ getgrent(3C)
getgrent(3C) getgrgid(3C)

argument vector

formatted output printf(35) ....ccuvmrcriisinirns printf(3S)
fprintf(3S) sprintf(3S) print .......ccewn.. cevereeeens Prntf(3S)
fputce(3S) putw(3S) put character ...........cc.euie.. putc(3S)
fputim(3) elapsed floating point ........cc.cceueeune. fputim(3)
fputs(3S) put a string ON @ weeveeeveeevercnncennncrsnis puts(3S)
fread(3S) fwrite(3S) binary .......ceceeeinisenns fread(3S)
free(3C) realloc(3C) calloc(BC) ...uveeereeuenns malloc(3C)
free(3X) realloc(3X) calloc(3X) .....ccevrevevvevenees malloc(3X)

freopen(3S) fdopen(3S) open a ...... veenn. fOPEN(3S)
frexp(3C) ldexp(3C) modf(3C) ...... cvennnnnn f1EXP(3C)
fs(4) file(4)system(4) format of .....cccocvevreverrencrrescrennes fs(4)
fscanf(3S) sscanf(3S) convert ......ccceveveeeeienenes scanf(3S)
fsck checklist(4) .ovvvvvrvevenveeenernnnnns .... checklist(4)

fseek(3S) rewind(35) ftell(3S) ........ fseek(3S)
fspec(4) format specification in .........cceeevennnenn. fspec(4)
fstab(4) file-system-table .......covureneverinecrnennnen, fstab(4)
ftell(3S) reposition a file ...cveveeeirrceiinieisesnaens fseek(3S)

ftok(3C) standard interprocess ..........eeenes stdipc(3C)
ftw(3C) walk a file tree .....ccvvveinevrvissinenncseeesenn. ftw(3C)
fUNCHON i e gamma(3M)
fUNCHON vttt lgamma(3M)
function and complementary error ........eeeunes erf(3M)

function erf(3M) erfc(3M) error ................ o €1f(3M)
functions and constants ..........oeeecerennsnssnennnns math(5)
functions and libraries .......ccoeveervernneecisisesesnnennns intro(3)
functions /asin(3M) acoSBM) ....cevrrrrererierionne trig(3M)
functions asinh(3M) acosh(3M) .......cccecueuuee. asinh(3M)
functions /cbrt(3M) exponential, ......ccccouervrnens exp(3M)
functions cputim(3) ....c.cveverirmieernnnnieininnns cputim(3)
functions crypt(3X) < CIYp(3X)
functions /floor, ceiling, ....cccoevmeveverieicieiiinnnns floor(3M)
functions /j0(3M) j1(3M) jnBM) ....cceerrureunnne bessel(3M)
functions SiNh(BM) ...c.cevvuememireisenseirieieenennans sinh(3M)
fwrite(3S) binary input/output .......cceeeeeneenne fread(3S)
gamma function ... gamma(3M)
gamma function ... lgamma(3M)
gamma(3M) log gamma function ............... gamma(3M)
gcvt(3C) convert floating-point .......ceeeeeerenenns ecvt(3C)
general terminal interface ......covvveviincnnnns termio(7)
generate an [OT fault .......ccoovvvvveseicneneciinnnes abort(3C)
generate file name for terminal ...........ceee.. ctermid(35)
generate hashing encryption weirrennns Crypt(3C)
generate uniformly distributed / drand48(3C)

generator rand(3C) ............. - rand(3C)

generic ethernet driver ..., et(7)
getc(3S) getchar(3S) fgete(3S) getc(35)
getchar(3S) fgetc(3S) getw(35) getc(35)
getcwd(3C) get path-name of .....cccocvvvneen. getcwd (3C)

getenv(3C) return value for verveenns getenv(30)
getgrent(3C) getgrgid(BC) wvnierirnernnnn. getgrent(3C)
getgrgid(3C) getgrnam(3C) wvvrveevirerncens getgrent(3C)

getgrnam(3C) setgrent(3C)/ getgrent(3C)
getlogin(3C) get login name getlogin(3C)
getopt(3C) get option letter from ......cceoeeee.. getopt(3C)
getpass(3C) read a password .......... getpass(3C)
getpw(3C) get name from UID ..o getpw(3C)
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getpwnam(3C) setpwent(3C)/
getpwent(3C) getpwuid(3C)
setpwent(3C)/ getpwent(3C)
from a stream

and terminal settings used by
settings used by getty
getutid(3C) getutline(3C)/
getutline(3C)/ getut(3C)
getut(3C) getutent(3C)
/getutent(3C) getutid (3C)
getc(3S) getchar(3S) fgetc(3S)

ctime(3) localtime(3)

setjmp(3C) longjmp(3C) non-local
gin(7)

plot(4)

tigr(7) 1500/3000

group(4)

endgrent(3C) fgetgrent(3C) get

ssignal(3C)

curses(3X) terminal screen
hcreate(3C) hdestroy(3C) manage
setkey(3C) encrypt(3C) generate
/index in an array of the element
hash search tables hsearch(3C)
tables hsearch(3C) hcreate(3C)
unistd(4) file

hosts(4)

rhosts(4)

hosts.equiv(4) list of trusted

hosts

hdestroy(3C) manage hash search/
sinh(3M) cosh(3M) tanh(3M)
acosh(3M) atanh(3M) inverse
distance, complex absolute value
find the index in an array of/
issue(4) issue

core(4) format of core

format of curses screen

pnch(4) file format for card
math routines vmath(5)
dirent(4) file system

/a set of routines to find the
inittab(4) script for the

ttys(5) terminal

popen(3S) pclose(3S)

process

inode(4) format of an

gin(7) graphics

sscanf(3S) convert formatted
push character back into
fread(3S) fwrite(3S) binary
stdio(3S) standard buffered

getpwent(3C) getpwuid(3C) ....coevrveniienne getpwent(3C)
getpwnam(3C) setpwent(3C)/ ... getpwent(3C)
getpwuid(3C) getpwnam(3C) ......vvvevenaee getpwent(3C)
gets(35) fgets(3S) get a String ......eceiererceerenacene gets(35)
getty gettydefs(4) speed ......cvvivcveinerennen. gettydefs(4)
gettydefs(4) speed and terminal .........ccoue.... gettydefs(4)
getut(3C) getutent(3C) ....ovvvvecririrnirnirscrierenne getut(3C)
getutent(3C) getutid(3C) ..urvrveriesirissinnenes getut(3C)
getutid(3C) getutline(3C)/ wrereenenennnns GELUE(BC)
getutline(3C) pututline(3C)/ ......oevcrrienrercenanen. getut(3C)
getw(3S) get character or word/ getc(35)
gin(7) graphics input multiplexor ........cecevesnerenes gin(7)
gmtime(3) asctime(3) tzset(3)/ .......... ctime(3)
GO0 it s setjmp(3C)

graphics input multipleXor ..........ccisscsnenne. gin(7)
graphics interface .......ceeerennnnn e plot(4)

graphics interface ... e, tigr(7)
Group file vt group(4)

group file entry /setgrent(3C) ................... getgrent(3C)
group(4) group file ...cvveivnerenieriieccininen group(4)
gsignal(3C) software signals ...........ccocuouucnee.. 88ignal(3C)
handling and optimization package .............. curses(3X)
hash search tables hsearch(3C) ........cccoeunnee. hsearch(3C)
hashing encryption crypt(3C) ....ccovvriirnnnee crypt(3C)
having largest or smallest value ............... IDAMAX(3C)
hcreate(3C) hdestroy(3C) manage ............... hsearch(3C)
hdestroy(3C) manage hash search ............... hsearch(3C)
header for symbolic constants unistd(4)
host name data base b hosts(4)
host name data base rhosts(4)
ROSES v hosts.equiv(4)
hosts(4) host name data base .........cevverresserenenne hosts(4)
hosts.equiv(4) list of trusted hosts.equiv(4)
hsearch(3C) hereate(3C) ...vrnirnnrccsninnnn, hsearch(3C)
hyperbolic functions ........ceeermrneneseeneeens sinh(3M)
hyperbolic functions asinh(3M) ..................... asinh(3M)
hypot(3M) cabs(3M) Euclidean .........ccocceunee. hypot(3M)
IDAMAX(3C) a set of routines to ............ IDAMAX(3C)

identification file .....cceceerevecereeseireeeere e issue(4)
image file ...ccvrireiincininnns rrerrenressernreneeseenenns COTE(4)
image file. scr_dump(4) ....ccovevrevirinrennnnn. scr_dump(4)
IMAGES covevverierinee e saanss pnch(4)
include definitions for vector ...........ceeseerveeurenn. Viath(s)
independent directory entry ..........cveeienn dirent(4)
index in an array of the element/ ..... .. IDAMAX(3C)
INit Process ... s inittab(4)
initialization data ..., ttys(5)
initiate pipe to/from a process ..........coeuuee. popen(3S)
inittab(4) script for the init .....ccccovvvevevcrveennnne, inittab(4)

... inode(4)
inode(4)

INOAE i
inode(4) format of an i-node ......

input MultipleXor .......cveeeeeeveeenireennririeersraes gin(7)
input scanf(3S) fscanf(35) ......ccccovriieeseeiennnnns scanf(3S)
input stream ungetc(3S) ....ooererieenneiericrnacns ungetc(3S)
INput/output e fread(3S)
input/output package .......ccceeeereeverseeserseienienas stdio(3S)
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fileno(3S) stream status

abs(3C) return

/164a(3C) convert between long
atoi(3C) convert string to
/1tol3(3C) convert between 3-byte
between 3-byte integers and long
console(7) console

dsk(7) SCSI disk

mtio(5) UNIX magtape manipulation
plot(4) graphics

termio(7) general terminal

tigr(7) 1500/3000 graphics

tty(7) controlling terminal
protocol raw(7) raw

user datagram protocol (UDP)
raw(7) raw interface to
multiplexor ip(7)

protocol (TCP)/ tcp(7)

stdipc(3C) ftok(3C) standard
sleep(3C) suspend execution for
functions and libraries

formats

miscellany

files

intro(4)

libraries intro(3)

intro(5)

intro(7)

asinh(3M) acosh(3M) atanh(3M)
streamio(7) STREAMS

abort(3C) generate an

ip(7) internet protocol
multiplexor

udom(7) Unix domain
/isdigit(3C) isxdigit(3C)
islower(3C)/ ctype3C)
/isgraph(3C) isentrl(3C)

terminal ttyname(3C)
/isprint(3C) isgraph(3C)
/isupper(3C) islower(3C)
/ispunct(3C) isprint(3C)
ctype(3C) isalpha(3C) isupper(3C)
test for floating point NaN/
floating point NaN/ isnan(3C)
point NaN/ isnan(3C) isnand(3C)
/isspace(3C) ispunct(3C)
/isalnum(3C) isspace(3C)
/isxdigit(3C) isalnum(3C)
system(35)

issue(4)

file

ctype(3C) isalpha(3C)
/islower(3C) isdigit(3C)

y1(3M) yn(3M) Bessel/ bessel(3M)
yn(3M) Bessel/ bessel(3M) jO(3M)
Bessel/ bessel(3M) j0(BM) j1(3M)

inquiries /feof(35) clearerr(3S) ..oovvveereenerines ferror(3S)
integer absolute Value .......ccoeeveeremsssecniesennnnnns @DS3C)
integer and base-64 ASCIIL String ......cccoeeuiienes a641(3C)

integer strtol(3C) atol(3C) ..rnrniiniiniieinnnn, strtol(3C)
integers and long integers .........oeeineiieniene. 13tol(3C)
integers /1tol3(3C) convert ......cviiiiiiiniinennes 13t01(3C)
interface ... console(7)

interface
INEEITACE cuviieererr et s en
interface
interface
interface
interface
interface to internal network

interface UAP(7) woovveeriinesverennenerenninsiniins udp(7)
internal network protocol ... raw(7)
internet protocol (IP) ...coeemremmiscisiiiniisinsnsissesiaens ip(7)
internet transmission CONErol woeeveneserscnisiisinens tep(7)
interprocess communication/ ... stdipe(3C)
INEEIVal .uiveecevee e sleep(3C)
intro(3) introduction to ..., intro(3)
intro(4) introduction to file .....cciiinicninnnnns intro(4)
intro(5) introduction to ... i wo... intro(5)
intro(7) introduction to special ......ovevvcneniscininnns intro(7)
introduction to file formats .......ccevvvniniiiiininnienns intro(4)
introduction to functions and .......c.cceeiiiiiiennnn, intro(3)
introduction to miscellany .......... e intro(5)
introduction to special files ....voveveevinccnsiriinns intro(7)
inverse hyperbolic functions ... asinh(3M)
ioctl commands e streamio(7)
JOT fault eocveeeciee s abort(3C)
(IP) MUIPIEXOY euvritrrriresinserenreer s sinsasss s ip(7)
ip(7) internet protocol (IP) rereer e ip(7)
IPC AYAVEL wuviiiceiiieree e ereee e s ssaessnssssesasanes udom(7)
isalnum(3C) isspace(3C)/ wwmnmmnmeerenrseirenns ctype(3C)
isalpha(3C) isupper(3C) w..eowervnsinnesrsiisinnns ctype(3C)
isascii(3C) classify characters ..o ctype(3C)
isatty(3C) find name of @ wc.ocvvereneiniiininnnns ttyname(3C)
iscntrl(3C) isascii(3C) classify/ ctype3C)
isdigit(3C) isxdigit(3C)/ wvrerrereemeeranens ctype(3C)
isgraph(3C) iscntrl(3C)/ wuvvvuverivriiisinirinisinnns ctype(3C)
islower(3C) isdigit(8C)/ werrenerrerreerieiniiiiniin ctype(3C)
isnan(3C) isnand(3C) isnanf(3C) ......coerererirnne isnan(3C)
isnand(3C) isnanf(3C) test for ....ccvervrirrieienes isnan(3C)
isnanf(3C) test for floating ........ce..... <ureees 180AN3C)
isprint(3C) isgraph(BC)/ vvvivsiemverinisenrsnnass ctype(3C)
ispunct(3C) isprint(3C) / wvvvmvrimrvineirinsiisianaes ctype(3C)
isspace(3C) ispunctBC)/ .vsssssssessesernennenns Ctype3C)
issue a shell command ......ococonvcnnneiniiiinis system(35)
issue identification file issue(4)
issue(4) issue identification ......c.ciiieneneninns issue(4)
isupper(3C) islower(3C)/ w.ovuvrvenirieninseninnns ctype(3C)
isxdigit(3C) isalnum(3C)/ cerveennnn Ctype(3C)
jOBM) j1(3M) jnBM) YOBM) woovirivnerinnins bessel(3M)
j1(3M) in(3M) YOBM) YIBM) oo bessel(3M)
in(BM) yO(3M) y1(BM) yn@BM) .cvvvivvciiniiinns bessel(3M)
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/nrand48(3C) mrand48(3C)

device klog(7)

kbd(7)

logging device

mem(7)

between 3-byte integers and long/
integer and base-64/ a641(3C)

in an array of the element having
/srand48(3C) seed48(3C)

parts of/ frexp(3C)

getopt(3C) get option

update Isearch(3C)

introduction to functions and
operating system magnitude
magnitude limits

establish an out-going terminal
Isearch(3C) lfind(3C)

a.out(4) common assembler and
nlist(3C) get entries from name
fsck checklist(4)

hosts.equiv(4)

output of a varargs argument
varargs(5) get variable argument
tzset(3) tzsetwall(3)/ ctime(3)
_etext(3C) _edata(3C) last

lockf(3C) record

gamma(3M)

lgamma(3M)

cbrt(3M)/ exp(3M) log(3M)
sqrt(3M) cbrt(3M)/ exp(3M)
/sqrt(3M) cbrt(3M) exponential,
klog(7) kernel console message
getlogin(3C) get

cuserid(35) get character
logname(3X) return

setting up an environment at
user

setjmp(3C)

drand48(3C) erand48(3C)
search and update

integers and long/ 13tol(3C)
limits(4) operating system
mtio(5) UNIX

mallopt(3X) mallinfo(3X) fast
free(3C) realloc(3C) calloc(3C)
allocator /calloc(3X) mallopt(3X)
calloc(3C) main memory allocator
calloc(3X) mallopt(3X)/
/free(3X) realloc(3X) calloc(3X)

/tfind(3C) tdelete(3C) twalk(3C)
/hcreate(3C) hdestroy(3C)
architecture values(5)

jrand48(3C) srand48(3C)/ ....ovreuvrencivnece drand48(3C)
kbd(7) keyboard driver

kernel console message 10gging ........cccvuuvuevvincns Klog(7)
keyboard driver ... s kbd(7)
klog(7) kernel console Message ........cceruusrerensene klog(7)
kmem(7) core MemOory ......ooneeesceeenrmsesesesennes mem(7)
13tol(3C) 1to13(3C) CONVErt ....cvrcrrcrrrsrersrresenens 13t01(3C)
164a(3C) convert between 1ong ...........ccicreniennne a641(3C)
largest or smallest value /index ............. IDAMAX(@3C)
lcong48(3C) generate uniformly/ .............. drand48(3C)
Idexp(3C) modf(3C) manipulate .......ccccecusecnes frexp(3C)
letter from argument vector .................. getopt(3C)
Ifind(3C) linear search and ........ccouvereenieeneens Isearch(3C)
lgamma(3M) log gamma function ............. lgamma(3M)
libraries intro(3) ...ueireerrensiiisssss s intro(3)
limits HMits(4) ...eereeneccircniniiiccisesscisens limits(4)

limits(4) operating SYStem .........oueuvervsrsiunenns limits(4)
line connection dial(3C) ......ccorrierivrriircinnnnn, dial(3C)
linear search and update ........ ... Isearch(3C)
link editor output ... a.out(4)

St wrrier e s nlist(3C)

list of file systems processed by ...........ce..c.... checklist(4)
list of trusted hOSts ......coveeieriereriiniininns hosts.equiv(4)
list /print formatted ......cuevvcrieiiciiicininnes vprintf(35)
LSS vttt e varargs(b)

localtime(3) gmtime(3) asctime(3) ......covueeucvnenne ctime(3)
locations in program _end(3C) ....... et —e———— _end(3QC)
lockf(3C) record locking on files .......... lock£(3C)
locking On files .....eeeiercrinrrnrenree e lockf(3C)

log gamma function .........coeecrnenseesnnns gamma(3M)
log gamma function .......ceeeevvecereerennnes lgamma(3M)
log10(BM) pow(BM) sqrt(3M) ......cceevvrevrruncnnenas exp(3M)
log(3M) log10(3M) pow(3M) exp(3M)

logarithm, power, square root/ .......cccoueeeuenrnns exp(3M)
logging device ... Klog(7)
login name ..o getlogin(3C)
login name of the USer .......ccvvuveviniriirisinsicnnnns cuserid(35)
login name of user ....... logname(3X)
login time profile(4) ......ciiiivnennnincnnnns profile(4)
logname(3X) return login name of ............. logname(3X)
longimp(3C) non-local goto ........c.ceeuverrrunncn. setjmp(3C)
Irand48(3C) nrand48(BC)/ ...ovvvvverrvrverrrenns drand48(3C)
Isearch(3C) Ifind(3C) linear .......ccceuveverunean. Isearch(3C)
1to13(3C) convert between 3-byte .......ccceevrrunee. 13tol(3C)
magnitude imits ...ovveniiinessincnnes <eeennnns limits(4)
magtape manipulation interface .......c.ccccoeneunnee. mtio(5)
main memory allocator /calloc(3X) ............. malloc(3X)
main memory allocator malloc(3C) .............. malloc(3C)
mallinfo(3X) fast main memory .........oeeueeee. malloc(3X)
malloc(3C) free(3C) realloc(3C) malloc(3C)
malloc(3X) free(3X) realloc(3X) malloc(3X)
mallopt(3X) mallinfo(3X) fast/ ......ceeeruuenans malloc(3X)
man(5) format of man pages .........ooeeveeerenreenns man(5)
manage binary search trees ....... ... tsearch(3C)
manage hash search tables ............ceeuenueee.. hsearch(3C)
manifest constants for Stardent 1500/3000 ..... values(b)
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frexp(3C) 1dexp(3C) modf(3C)
mtio(5) UNIX magtape

ascii(5)

regular expression compile and
math(5)

include definitions for vector
constants

memcpy(3C) memset(3C)/ memory(3C)
memory(3C) memccpy(3C)

memory(3C) memecpy(3C) memchr(3C)
/memccpy(3C) memchr(3C) mememp(3C)
mem(7) kmem(7) core

realloc(3C) calloc(3C) main

mallinfo(3X) fast main

mememp(3C) memcpy(3C) memset(3C)
mememp(3C) memepy(3C) memset(3C)/
/memchr(3C) mememp(3C) memcpy(3C)
klog(7) kernel console

sys_nerr(3C) system error

intro(5) introduction to

name

table

frexp(3C) Idexp(3C)

profile

mnttab(4)

mouse(7)

/1rand48(3C) nrand48(3C)
interface

gin(7) graphics input

ip(7) internet protocol (IP)
control protocol (TCP)
getlogin(3C) get login
mktemp(3C) make a unique file
hosts(4) host

networks(4) network
protocols(4) protocol

rhosts(4) host

services(4) service

tmpnam(3S) tempnam(3S) create a
ctermid(3S) generate file
getpw(3C) get

return value for environment
nlist(3C) get entries from
ttyname(3C) isatty(3C) find
cuserid(3S) get character login
logname(3X) return login
term(5) conventional

test for floating point
networks(4)

raw(7) raw interface to internal
base

list

setimp(3C) longjmp(3C)

test for floating point NaN

manipulate parts of/ ..o frexp(3C)
manipulation interface mtio(5)

map of ASCII character set ascii(5)
match routines regexp(5) ....weinninnininns regexp(5)
math functions and constants ........ccceevereercenenene math(5)
math routines vmath(5) .....cccoueuue. weeeeees VMath(b)
math(5) math functions and .......... wrererenneenee. Math()
mem(7) kmem(7) core MemMOIY ....ccvvuveereereresrnnes mem(7)

memecpy(3C) memchr(3C) mememp(3C) memory(3C)
memchr(3C) mememp(3C) memcpy(3C)/ memory(3C)
mememp(3C) memepy(3C) memset(3C)/ . memory(3C)

memcpy(3C) memset(3C) memory/ ......... memory(3C)
alS) e ge) o 2P mem(7)

memory allocator /free(3C) malloc(3C)
memory allocator /mallopt(3X) ...ccovuveeneenas malloc(3X)
memory operations /memchr(3C) ............ memory(3C)
memory(3C) memccpy(3C) memchr(3C) .. memory(3C)
memset(3C) memory operations ............ memory(3C)
message logging device ... klog(7)
messages /sys_errlist(3C) ...ciinniininenne perror(3C)
MISCEIlANY ..ovvviiieiriiitc intro(5)

mktemp(3C) make a unique file mktemp(3C)
mnttab(4) mounted file system ........coeeeveenrnes mnttab(4)
modf(3C) manipulate parts of/ ...oeevreennenns frexp(3C)
monitor(3C) prepare execution ... monitor(3C)
mounted file system table ......ccocovevmrieerininennns mnttab(4)
MOUSE AIiVEr ..o mouse(7)

mouse(7) mouse drivVer .......nnciennnn. mouse(7)
mrand48(3C) jrand48(C)/ ....cccvuveienrinennnas drand48(3C)

mtio(5) UNIX magtape manipulation
MUultiplexor ...

1010V1510) (S0} SRR

multiplexor /transmission ...
name

name

name data base

name data base ......cccvvverveenrenennes e

name data bDaSE .....cecceverrerirenseessnereeneereessnnnne protocols(4)
name data base ......cceevevvnernrninresseene s rhosts(4)
name data base .....ccceerevevieerinnenneniene s seseneans services(4)
name for a temporary file vreverenneennss tMpnam(3S)
name for terminal ......ccovevvvinrerenenceninennenenns ctermid(3S)
name from UID ... getpw(3C)
name getenv(3C) ...vvenriiinieenrenn e getenv(3C)
NAME LISt crvvveeriecr e sisr e e nlist(3C)
name of a terminal ....... ttyname(3C)
name of the USEr .....covvivivimniriiinieeniessnssinenes cuserid(3S)
name of USer .......ooovueee logname(3X)
names for terminals .....coccevevievirenerneseneee s term(5)
NaN (Not-A-Number) /isnanf(3C) .......cc.e.c.. isnan(3C)
network name data base ........oceviniieiiiinnn networks(4)
NetWork protocol ... raw(7)
networks(4) network name data networks(4)
nlist(3C) get entries from name .......ovevvevrieenes nlist(3C)
NoN-10cal ZOtO v setjmp(3C)
(Not-A-Number) /isnanf(3C) ....cvrmerverrernnn isnan(3C)

Programmer’s Reference, Volume 1

Permuted Index xxv



/erand48(3C) Irand48(3C)
null(7) the

string to double-precision
gevt(3C) convert floating-point
distributed pseudo-random
parts of floating-point

fopen(39) freopen(3S) fdopen(3S)
dup2(3C) duplicate an
telldir(3X)/ directory(3X)
limits(4)

memcpy(3C) memset(3C) memory
closedir(3X) directory

terminal screen handling and
vector getopt(3C) get

fentl(®) file control

connection dial(3C) establish an
common assembler and link editor
/vsprintf(3S) print formatted
sprintf(3S) print formatted

screen handling and optimization
interprocess communication
standard buffered input/output
man(5) format of man
/dev/centrnix(7) Centronix
/1dexp(3C) modf(3C) manipulate

getpass(3C) read a

functions crypt(3X)

passwd(4)

putpwent(3C) write
endpwent(3C) fgetpwent(3C) get
directory getcwd(3C) get

a process popen(3S)

format acct(4)

sys_errlist(3C) sys_nerr(3C)/
popen(3S) pclose(35) initiate

images

/isnanf(3C) test for floating
fputim(3) elapsed floating
ftell(3S) reposition a file

pipe to/from a process
Centronix Parallel

exp(3M) log(3M) log10(3M)
/cbrt(3M) exponential, logarithm,
monitor(3C)

types(5)

/fprintf(3S) sprintf(3S)
/viprintf(3S) vsprintf(35)
Dupont 4CAST Digital Color
sprintf(3S) print formatted/
inittab(4) script for the init
initiate pipe to/from a
checklist(4) list of file systems
fputim(3) elapsed floating point

nrand48(3C) mrand48(3C)/ ...uvvvvrrrnrerrenens drand48(3C)
NUILFAlE covvirieiecre e e sensaesaenne null(7)

null(7) the null file wvveererereeereeresecssiscsns null(7)
number /atof(3C) convert ..........eeververrinnnee. strtod(3C)
number to string /fcvt(3C) ..inineiiniiininne, ecvt(3C)
numbers /generate uniformly ............i... drand48(3C)
numbers /modf(3C) manipulate ..................... frexp(3C)
(07153 (- -1 ¢=T: 1 o0 U fopen(3S)

open file descriptor ......cvevnimeeeeneniereescsnisnans dup2(3C)
opendir(3X) readdir(3X) ......couurvevvrnrrnsnrinns directory(3X)
operating system magnitude llmlts ................... limits(4)
operations /memchr(3C) mememp(3C) ... memory(3C)
operations /rewinddir(3X) ........cecvnvuneen. directory(3X)
optimization package curses(3X) ........c.ocvueue. curses(3X)
option letter from argument ............ ... getopt(3C)
OPLIONS vttt e fentl(5)

out-going terminal line ........... rre——— dial(3C)
output a.0ut(4) weeeiisnisr e a.out(4)

output of a varargs argument list .... ... vprintf(35)
output printf(35) fprintf(3S) ......cvrverevrirrinnns printf(3S)
package curses(3X) terminal .........cccoceuininnnnes curses(3X)
package /ftok(3C) standard .......coeeeurennunnee stdipc(3C)
package stdio(3S) ... stdio(35)
PAGES cvtinrirnesett st s s esb st e man(5)

Parallel Port Driver / dev/centrnix(7)
parts of floating-point numbers ............cccuveee. frexp(3C)
passwd(4) password file ........coeeriiecrinncennn, passwd(4)
PASSWOI .o vssssssenssssse s getpass(3C)
password and file encryption .......cceceveeerennnee crypt(3X)
password file ... passwd(4)
password file entry putpwent(3C)
password file entry /setpwent(3C) ......... getpwent(3C)
path-name of current working ................... getewd(3C)
pclose(3S) initiate pipe to/from ........oeieeenae popen(3S)
per-process accounting file .......oveeeiineinrisinnnan, acct(4)
perror(3C) errno(3C) .vnirrnnnenn ... perror(3C)
pipe to/from a process ......wvnernecsnsnsnnens popen(3S)
plot(4) graphics interface ......cuvvvcennnnissscniinnns plot(4)
pnch(4) file format for card .......oveeveeerresecnsenns pnch(4)
point NaN (Not-A-Number) ......ccoeerveirinnnnns isnan(3C)
point processor time .....uumrienennns ... fputim(3)
pointer in a stream /rewind(3S) ... fseek(3S)
popen(3S) pclose(3S) initiate ......ccceeveereunnae. popen(3S)
Port Driver /dev/centrnix(7) .....c.eee... /dev/centrnix(7)
pow(@BM) sqrt(3M) cbrtBM)/ ...covvvrerrriieiniinnns exp(3M)
power, square root functions ... exp(3M)
prepare execution profile .............. ... monitor(3C)
primitive system data types ...... cerernrnnnnenennes £y PES(S)
print formatted output ..o printf(35)
print formatted output of a/ ..cveerereeniennennnn. vprintf(3S)
Printer Driver fcast(7) ...cccovininnsnnnnninsienennnnns fcast(7)
printf(3S) fprintf(3S) ..weemeirieieeree printf(3S)
PIOCESS wuvercernrirsaserensessssssssssssssssisnsssssnnns ... inittab(4)

process popen(3S) pclose(3S) popen(3S)
processed by fSCK ..oiineinniniriennienesiins checklist(4)
PIOCESSOT tIME uuvutreieeis st fputim(3)
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monitor(3C) prepare execution
environment at login time

arp(7) Address Resolution

ip(7) internet

protocols(4)

raw interface to internal network
/internet transmission control
udp(7) user datagram

base

/ generate uniformly distributed
stream ungetc(35)

puts(3S) fputs(3S)

/putchar(3S) fputc(3S) putw(3S)
putw(3S) put character or word/
put character or word/ putc(3S)
environment

entry

on a stream

/ getutid(3C) getutline(3C)

a/ putc(3S) putchar(3S) fputc(3S)

queuedefs(4) at/batch/cron
description file

gsort(3C)

random-number generator
rand(3C) srand(3C) simple
protocol raw(7)

network protocol

getpass(3C)

directory(3X) opendir(3X)
memory/ malloc(3C) free(3C)
mallopt(3X)/ malloc(3X) free(3X)
lockf(3C)

execute regular expression
regular expression regcmp(3X)
compile and match routines
match routines regexp(5)
regex(3X) compile and execute
/fmod(3M) fabs(3M) floor, ceiling,
clock(3C)

fseek(3S) rewind(35) ftell(3S)
arp(7) Address

resolver(b)

configuration file

abs(3C)

logname(3X)

getenv(3C)

stat(5) data

file pointer ina/ fseek(3S)
/telldir(3X) seekdir(3X)

logarithm, power, square
expression compile and match
array of the/ IDAMAX(3C) a set of
definitions for vector math

convert formatted input

Profile e, monitor(3C)
profile(4) setting Up an ......ccvevereierieniennns profile(4)
Protocol .ttt arp(7)
protocol (IP) multipleXor .....eeiecinsensinerenens ip(7)
protocol name data base .......c..ccuee.. ..... protocols(4)
Protocol TaW(7) .. raw(7)
protocol (TCP) multiplexor .......... verrennnerennnn tCP(7)
protocol (UDP) interface ........couvvesvernucssennssnnens udp(7)
protocols(4) protocol name data ................. protocols(4)
pseudo-random nUMDETS ......oevvirrirevreennnens drand48(3C)
push character back into input .... ungetc(3S)
put a string on a stream ......occeceveeeeerensineennenenan. puts(3S)
put character or word on a stream ..........cceuee. putc(3S)
putc(3S) putchar(3S) fputc(3S) .ovvvrrvevernrenns putc(3S)
putchar(3S) fputc(3S) putw(3S) ..covveveerereeennnes putc(3S)
putenv(3C) change or add value to .............. putenv(3C)
putpwent(3C) write password file .......... putpwent(3C)
puts(3S) fputs(3S) put a string .....cceeveecvericnenes puts(3S)
pututline(3C) setutent(3C)/ ..ovevverreriireennrenn getut(3C)
putw(3S) put character or word on .......ccceeuue. putc(3S)
qsort(BC) quicker sort ..ot gsort(3C)
queue description file .....eeeeiiniininns queuedefs(4)
queuedefs(4) at/batch/cron queue queuedefs(4)
QUICKET SOTt .ovuvicirieiniree sttt enienns gsort(3C)
rand(3C) srand(3C) simple ........... rand(3C)
random-number generator .........ueieeerinisenns rand(3C)
raw interface to internal network .......cceeeeevveeneen. raw(7)
raw(7) raw interface to internal ........ceveeveevennne raw(7)
read a password ... getpass(3C)
readdir(3X) telldir(3X)/ directory(3X)
realloc(3C) calloc(3C) main ...cvvvecevvevvereinenne malloc(3C)
realloc(3X) calloc(BX) .evvevvreeveneniereererereenens malloc(3X)
record locking on files ......ccovriiinineeiennninnn lockf(3C)
regemp(3X) regex(3X) compile and ............. regemp(3X)
regex(3X) compile and execute .......c.eveeueas regemp(3X)
regexp(5) regular eXpression ........esesnns regexp(5)
regular expression compile and ........ccoeuernunnn. regexp(5)
regular expression regcmp(3X) ....cccvveineees regcmp(3X)
remainder, absolute value/ .....ccceevverrivrnnnnene floor(3M)
report CPU time used .....ccovvviniineencrneieeniinenne. clock(3C)
reposition a file pointer ina/ ....cecveevivvinnree. fseek(35)
Resolution Protocol .........creeriinieens arp(7)
resolver configuration file .... resolver(5)
1€S0IVer(5) reSOIVEL ..vviivirieerecrerrrereiensrseesseens resolver(5)
return integer absolute value .......ccoeeeeveieennees abs(3C)
return login name of User .......coovrrierninns logname(3X)
return value for environment name .............. getenv(3C)
returned by stat system call ......ocoeeiirenieeirinininnne stat(5)
rewind(3S) ftell(35) reposition a .......oceveeerenne. fseek(35)
rewinddir(3X) closedir(3X)/ ..cocvevrnirerrenen. directory(3X)
rhosts(4) host name data base ......cccoevveeveevreneene rhosts(4)
root functions /exponential, e exp(BM)
routines regexp(b) regular ......oeeeinieens regexp(5)
routines to find the index in an ................ IDAMAX(3C)
routines vmath(5) include .....ccocevvvrvervrrvrecininnnn vmath(5)
scanf(3S) fscanf(3S) sscanf(3S) ...ccvvvveervirerierenne scanf(3S)
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sccsfile(4) format of

screen image file.

package curses(3X) terminal
scr_dump(4) format of curses
inittab(4)

dsk(7)

bsearch(3C) binary

Isearch(3C) Ifind(3C) linear
hdestroy(3C) manage hash
twalk(3C) manage binary
cputim(3) systim(3)
/jrand48(3C) srand48(3C)
/readdir(3X) telldir(3X)
services(4)

base

ascii(5) map of ASCII character
timezone(4)

in an array of the/ IDAMAX(@3C) a
buffering to a stream

/ getgrgid(3C) getgrnam(3C)
goto

hashing encryption crypt(3C)
/ getpwuid(3C) getpwnam(3C)
login time profile(4)
gettydefs(4) speed and terminal
/ getutline(3C) pututline(3C)
stream setbuf(35)

system(3S) issue a

ssignal(3C) gsignal(3C) software
rand(3C) srand(3C)

acos(3M) atan(3M)/ trig(3M)
hyperbolic functions

interval

current/ ttyslot(3C) find the
of the element having largest or
ssignal(3C) gsignal(3C)
gsort(3C) quicker

bsearch(3C) binary search a
/dev/bell(7)

intro(7) introduction to
fspec(4) format

by getty gettydefs(4)

output printf(3S) fprintf(35)
exp(3M) log(3M) log10(3M) pow(3M)
exponential, logarithm, power,
generator rand(3C)
/mrand48(3C) jrand48(3C)
input scanf(3S) fscanf(3S)

' signals

package stdio(3S)

stdipc(3C) ftok(3C)

stat(5) data returned by

system call

clearerr(3S) fileno(3S) stream
input/output package

SCCS file s scesfile(4)

scesfile(4) format of SCCS file ...uiiieccnvcnnne. scesfile(4)
scr_dump(4) format of curses .. scr_dump(4)
screen handling and optimization ................ curses(3X)
screen image file. .....ccoeuvenee. s scr_dump(4)
script for the init process inittab(4)
SCSI disk interface ... dsk(7)
search a sorted table ....ccoercecscncneninnes bsearch(3C)
search and update ......ccceeeveveenne. lsearch(3C)
search tables /hcreate(3C) hsearch(3C)
search trees /tdelete(3C) ........... tsearch(3C)
secnds(3) timing functions .........eveeevevenneee. cputim(3)
seed48(3C) lcong48(3C) generate/ ............. drand48(3C)
seekdir(3X) rewinddir(3X)/ ..cocevveverreererenn directory(3X)
service name data base .......coeeerreieciicnnenne services(4)
services(4) service name data services(4)
SEE wuriiieririe i s b ascii(5)

set default system time zone .......ccccovveeennes timezone(4)
set of routines to find the index ... IDAMAX@BC)
setbuf(35) setvbuf(35) assign ........ccemveriuncrnnns setbuf(3S)
setgrent(3C) endgrent(3C)/ ...cccvervrrrrrnnnne getgrent(3C)
setjmp(3C) longjmp(3C) non-local ................ setjmp(3C)
setkey(3C) encrypt(3C) generate ..........cceeuee. crypt(3C)
setpwent(3C) endpwent(3C)/ ....cccvrecunne. getpwent(3C)
setting up an environment at .........cccvevereeenrnnnne profile(4)
settings used by getty .....coveveeenirieeninnes gettydefs(4)
setutent(3C) endutent(3C)/ ............. et getut(3C)
setvbuf(35) assign bufferingto a ..... veeeennennn SEEDUL(3S)
shell command ........ccuverveenenennsrssnnennnenes system(3S)
SIZNALS wuucrireerresee e s ssignal(3C)

simple random-number generator rand(3C)

sin(3M) cos(3M) tan(3M) asin(3M) trig(3M)
sinh(3M) cosh(3M) tanh(BM) .....ccceerevrerreriercnnns sinh(3M)
sleep(3C) suspend execution for .........cceue. sleep(3C)
slot in the utmp file of the .....ccecvvveeecnirniranas ttyslot(3C)
smallest value /index in an array ........... IDAMAX@3C)
software signals ......cowvvnrisiniisnsnnins ssignal(3C)
Y0} o SNSRI gsort(3C)
[=T0) wiTe B 221 o) (R bsearch(3C)
speaker driver oo /dev/bell(7)
special files .....cvmevnrinisrsrsrenr e intro(7)
specification in text files ....uvivnienenisinnniines fspec(4)
speed and terminal settings used ................ gettydefs(4)
sprintf(3S) print formatted .......cccoeueeeinirnnnnene. printf(3S)
sqrt(3M) cbrt(3M) exponential,/ ....cccccceersnenena. exp(3M)
square root functions /cbrt(M) .....occveriininnes exp(3M)
srand(3C) simple random-number ...........c....... rand(3C)
srand48(3C) seed48(3C)/ ovrvrrrerenriernnes drand48@3C)
sscanf(3S) convert formatted ........... wreneerens SCANS(3S)
ssignal(3C) gsignal(3C) software ... ... ssignal(3C)
standard buffered input/output .....cccoevvveennnn stdio(3S)
standard interprocess/ .......mrinecernernens stdipc(3C)
stat system call .....cocoeeriieneinnn stat(5)
stat(5) data returned by stat ......cieneiniiineninnnns stat(5)
status inquiries /feof(35) ..., ferror(3S)
stdio(3S) standard buffered .......cccoeevvvrverrnenns stdio(3S)
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interprocess communication/
/stremp(3C) strnemp(3C)
stremp(3C)/ string(3C)
/strepy(3C) strnepy(3C) strlen(3C)
/strcat(3C) strdup(3C) strncat(3C)
/strcasecmp(3C) strncasecmp(3C)
strpbrk(3C) strspn(3C)

string(3C) strcat(3C)

fflush(3S) close or flush a

get character or word from a
freopen(35) fdopen(3S) open a
put character or word on a
fgets(3S) get a string from a
fputs(3S) put a stringon a
reposition a file pointer in a
setvbuf(3S) assign buffering to a
/feof(3S) clearerr(3S) fileno(3S)
push character back into input
commands

streamio(7)

convert floating-point number to
gets(3S) fgets(35) get a

long integer and base-64 ASCII
puts(3S) fputs(3S) put a

strtod (3C) atof(3C) convert
atol(3C) atoi(3C) convert
strncat(3C) stremp(3C)/
/strepy(3C) strnepy(3C)
/strnemp(3C) strcasecmp(3C)
string(3C) strcat(3C) strdup(3C)
/strdup(3C) strncat(3C) stremp(3C)
/strncasecmp(3C) strepy(3C)
/strlen(3C) strchr(3C) strrchr(3C)
/strnepy(3C) strlen(3C) strchr(3C)
strrchr(3C) strpbrk(3C)

string to double-precision/
convert string to integer

dials dials(3)

tablet tablet(3)

sleep(3C)

swab(3C)

unistd (4) file header for
system/ perror(3C) errno(3C)
/errno(3C) sys_errlist(3C)
stat(5) data returned by stat
types(5) primitive
sys_errlist(3C) sys_nerr(3C)
entry dirent(4) file

limits(4) operating

mnttab(4) mounted file
timezone(4) set default

fs(4) file(4)system(4) format of

checklist(4) list of file
functions cputim(3)

stdipc(3C) ftok(3C) standard ......eceeeveriinenee stdipc(3C)
strcasecmp(3C) strncasecmp(3C)/ e string(3C)
strcat(3C) strdup(3C) strncat(3C) .....cvevnee. string(3C)
strchr(3C) strrchr(BC)/ vvivvieeeveeeereenreerenennns string(3C)
stremp(3C) strnemp(3C)/ v, string(3C)
strepy(3C) strnepy(3C) strlen(3C)/ e string(3C)
strespn(3C /strrchr(3C) .. string(3C)
strdup(3C) strncat(3C) stremp(3C)/ .oovrreneee string(3C)
stream fCloSE(3S) ..cvivveiriiiiiriire e e fclose(35)
stream /fgetc(3S) getw(3S) ....oeervniieeiereininni, getc(395)
stream fopen(3S) ... fopen(35)
stream /fputc(3S) putw(3S) .....ccocveeerrrenicennrennes putc(3S)
stream gets(3S5) gets(35)
stream puts(35) puts(3S)
stream /rewind(3S) ftell(3S) ......cccovurvirerrverennees fseek(3S)
stream setbuf(3S) ...cevvvrevrireniiiicieenns .... setbuf(35)
stream status INQUIries ........cceeveeveinnenesecnne, ferror(3S)
stream UNgetc(3S) ...ovveeveeeeeicrversesirseiesenenans ungetc(35)
streamio(7) STREAMS joctl ........cccunun ... Streamio(7)
STREAMS joct]l commands .......ccoeeereennununne streamio(7)
string /fcvt(3C) gevt(BC) v, ecvt(3C)
string from a Stream .....cccoeveeeniieiieineesiineennen, gets(35)
string /164a(3C) convert between .......... vereens 2641(3C)
String on a Stream .....cccccevceseinesensessisenenns puts(35)
string to double-precision number ................. strtod(3C)
string to integer strtol(3C) ......cuniieereinernenne. strtol(3C)
string(3C) strcat(3C) strdup(BC) .ovvervreriennnn. string(3C)
strlen(3C) strchr(3C) strrchr(3C)/ vvvvcinnns string(3C)
strncasecmp(3C) strcpy(3C)/ string(3C)
strncat(3C) stremp(3C)/ .ovvveirnnns string(3C)
strnemp(3C) strcasecmp(3C) / string(3C)
strncpy(3C) strlen(3C) strchr(3C)/ ..ovceninneee string(3C)
strpbrk(3C) strspn(3C) strespn(3C .....cuunnen. string(3C)
strrchr(3C) strpbrk(3C)/ ovvveeeeriniriiecininas string(3C)
strspn(3C) strespn(3C /strchr(3C) ...vvennecnes string(3C)
strtod(3C) atof(3C) convert ......ccceceeereereereenns strtod(3C)
strtol(3C) atol(3C) atoi(3C) ...ccvvvereevrvcrrererrnnens strtol(3C)
subroutines for accessing the ........... cereennne dials(3)
subroutines for accessing the ......cceeveueereeeee. tablet(3)
suspend execution for interval sleep(3C)
swab(3C) swap bytes ... swab(3C)
SWaP DYLES ..o swab(3C)
symbolic CONStANtS ..oovivrereeinieieniirieersee unistd(4)
sys_errlist(3C) sys_nerr(3C) .......ovvuvrivirennnne perror(3C)
sys_nerr(3C) system error/ ... perror(3C)
system Call ..o stat(5)
system data types types(5)
system error messages /errno(3C) ........... perror(3C)
system independent directory .........cocvevmevenenns dirent(4)
system magnitude limits ceerneneennenn JiMits(4)
system table ... mnttab(4)
system time Zone ........ccoevereenreeeeeinienssnsnacns timezone(4)
System VOIUME ...ccuvuivnecinineieiennirnrne, fs(4)
system(35) issue a shell command ................ system(3S)
systems processed by fscK .........cccvureireirirnnn. checklist(4)
systim(3) secnds(3) timing .....cccceveveisniniennnns cputim(3)
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mnttab(4) mounted file system
binary search a sorted
hdestroy(3C) manage hash search
tb(7)

subroutines for accessing the
accessing the tablet

trig(3M) sin(3M) cos(3M)
sinh(3M) cosh(3M)

tar(4)

transmission control protocol
control protocol (TCP)/
binary/ tsearch(3C) tfind(3C)
/opendir(3X) readdir(3X)
temporary file tmpnam(35)
tmpfile(3S) create a
tempnam(3S) create a name for a
term(4) format of compiled

file.

terminals

data base

termcap(5)

terminfo(4)

generate file name for

- ttys(5)

termio(7) general

tty(7) controlling

dial(3C) establish an out-going
optimization package curses(3X)
gettydefs(4) speed and
isatty(3C) find name of a
term(5) conventional names for
data base

interface

isnan(3C) isnand(3C) isnanf(3C)
fspec(4) format specification in
manage binary search/ tsearch(3C)
interface

time zone

cputim(3) systim(3) secnds(3)
file

name for a temporary file
/_toupper(3C) _tolower(3C)
pclose(3S) initiate pipe
/tolower(3C) _toupper(3C)
conv(3C) toupper(3C)

conv(3C) toupper(3C) tolower(3C)
_toupper(3C)/ conv(3C)
/_tolower(3C) toascii(3C)
(TCP)/ tcp(7) internet

ftw(3C) walk a file

twalk(3C) manage binary search
asin(3M) acos(3M) atan(3M)/
acos(3M) atan(3M) atan2(3M)
hosts.equiv(4) list of

table ..o

table bsearch(3C)

tables hsearch(3C) hcreate(3C) ..........couunueue hsearch(3C)
BADIEL e s tb(7)

tablet tablet(3) ....cvvrirmmrninnne e tablet(3)
tablet(3) subroutines for tablet(3)
tan(3M) asin(3M) acos(BM)/ ....ccceenerreinninennnnes trig(3M)
tanh(3M) hyperbolic functions .........cccceerecrenneen sinh(3M)
tape archive file format .....ccccoeommrennncnesnecesnee tar(4)
tar(4) tape archive file format tar(4)
tb(7) tablet ..ovreerreirrerecreenennas veireassanees tb(7)

(TCP) multiplexor /internet .... tep(7)
tep(7) internet transmission ......cieeieecnne . tep(7)
tdelete(3C) twalk(3C) manage ........cccouurerac tsearch(3C)
telldir(3X) seekdir(3X)/ .ccvvvvmvrniernrncennas directory(3X)
tempnam(35) create a name for a ............... tmpnam(35)
temporary file . tmpfile(3S)

temporary file tmpnam(3S) ... tmpnam(35)
term file. oo term(4)

term(4) format of compiled term ......c.cccovrverenne. term(4)
term(5) conventional names for ............ceceerernnnnns term(5)
termcap(5) terminal capability .......ccocouenenas termcap(5)
terminal capability data base .........ccouucriinin termcap(5)
terminal capability data base terminfo(4)
terminal ctermid(3S) ............... ctermid(3S)
terminal initialization data .....cccennnecininiceninnn ttys(5)
terminal interface ......oevvmnevsnennnnine s termio(7)
terminal interface ... tty(7)

terminal line connection ........eeeevnenrcesnicnennnens dial(3C)
terminal screen handling and ..........ccccovuunne. curses(3X)
terminal settings used by getty .................... gettydefs(4)
terminal ttyname(3C) ....... ttyname(3C)
terminals ..o term(5)

terminfo(4) terminal capability ........cccuueenic. terminfo(4)
termio(7) general terminal .......ccccooovneinmsnninnes termio(7)
test for floating point NaN/ ......cccoveevvrirnne. isnan(3C)
teXt files i fspec(4)

tfind(3C) tdelete(3C) twalk(3C) . tsearch(3C)
tigr(7) 1500/3000 graphics .......... .. tigr(7)
timezone(4) set default system timezone(4)
timing fUNCONS ..uveveveeeins s cputim(3)
tmpfile(3S) create a temporary .........eeieeenns tmpfile(35)
tmpnam(3S) tempnam(3S) create a ............ tmpnam(3S)
toascii(3C) translate characters .........cococevrerennen. conv(3C)
to/from a process popen(3S) ........ivrvrrennnns popen(3S)
_tolower(3C) t0ascii(3C)/ .wvvvrrvncrreserniiinns conv(3C)
tolower(3C) _toupper(3C)/ ........ conv(3C)
_toupper(3C) _tolower(3C)/ ...... ... cONV(3C)
toupper(3C) tolower(3C) ............ conv(3C)
translate characters ... conv(3C)
transmission control Protocol ...nemeseessessennse tep(7)
HEEE ot sensnaeas ftw(3C)

trees /tfind(3C) tdelete(BC) .uvrvnnierirvninnne tsearch(3C)
trig(3M) sin(3M) cos(3M) tan(3M) cervenne trig(BM)
trigonometric functions /asin(8M) .......c.cccee trig(3M)
trusted hosts ..eecnenieinnncn s hosts.equiv(4)
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twalk(3C) manage binary search/
values(5) manifest constants for
interface

of a terminal

data

utmp file of the current user
tsearch(3C) tfind(3C) tdelete(3C)
types(5) primitive system data
types

/localtime(3) gmtime(3) asctime(3)
/gmtime(3) asctime(3) tzset(3)

udp(7) user datagram protocol
(UDP) interface

getpw(3C) get name from

into input stream

/seed48(3C) lcong48(3C) generate
mktemp(3C) make a

symbolic constants

udom(7)

interface mtio(5)

1find(3C) linear search and
logname(3X) return login name of
get character login name of the
interface udp(7)

environ(5)

in the utmp file of the current
utmp(4) wtmp(4)

endutent(3C) utmpname(3C) access
ttyslot(3C) find the slot in the
entry formats

entry /setutent(3C) endutent(3C)
uuencode(4) format of an encoded
uuencode file

abs(3C) return integer absolute
distance, complex absolute
getenv(3C) return

ceiling, remainder, absolute
having largest or smallest
putenv(3C) change or add
Stardent 1500/3000 architecture
/print formatted output of a

lists

varargs(5) get

get option letter from argument
vmath(5) include definitions for
assert(3X)

formatted output of/ vprintf(3S)
vector math routines
file(4)system(4) format of system
vsprintf(3S) print formatted/
output/ vprintf(3S) viprintf(3S)
ftw(3C)

getw(3S) get character or
putw(3S) put character or

get path-name of current

tsearch(3C) tfind(3C) tdelete(3C) ....ovvruenn. tsearch(3C)
Stardent 1500/3000 architecture . values(5)
tty(7) controlling terminal .......eennrnninnnnnnn tty(7)
ttyname(3C) isatty(3C) find name .............. ttyname(3C)
ttys(5) terminal initialization ......cecvveieeinineiennenn. ttys(5)
ttyslot(3C) find the slot in the .....cveerennnne ttyslot(3C)
twalk(3C) manage binary search/ .....c........ tsearch(3C)
TYPES vttt s types(5)

types(5) primitive system data ......cceeevrieiennnnn. types(5)
tzset(3) tzsetwall(3) convert/ ....... s Ctime(3)
tzsetwall(3) convert date and/ ......ccoceeeecrveenennene ctime(3)
udom(7) Unix domain IPC driver .........ccccevuu. udom(7)
(UDP) INterface .....coceuveeveerericnserersnssisssssssssssssssnens udp(7)
udp(7) user datagram protocol ......ceemeseueennens udp(7)
UID oo getpw(3C)

ungetc(3S) push character back ungetc(3S)
uniformly distributed/ .....coovieininrinninnns drand48(3C)
unique file name ......ccoeeueene mktemp(3C)
unistd(4) file header for ......ccovvvvvereinenerernnnnnns unistd(4)
Unix domain IPC driver .....ccueeeinescinnnn. udom(7)
UNIX magtape manipulation ... mtio(5)
update lsearch(3C) ......oooimrrrnineiennininene Isearch(3C)
USET wvuetruessse s es s sss s e s s ens st sns s s sens logname(3X)

user cuserid(3S) ...ovieiiniiiinnie cuserid(3S)
user datagram protocol (UDP) ......cceveneinniscnncnn. udp(7)
USET ENVIIONMENE ..cviuinirierinctneiesresinasssesesnaas environ(5)
user ttyslot(3C) find the slot ttyslot(3C)
utmp and wtmp entry formats ..o utmp(4)
utmp file entry /setutent(3C) ....ovveveiniiniirinnes getut(3C)
utmp file of the current user .........cccoevvervennee. ttyslot(3C)
utmp(4) wtmp(4) utmp and Wtmp ....eoverneerenns utmp(4)
utmpname(3C) access utmp file ......coevverrerrnne. getut(3C)
uuencode file .., uuencode(4)
uuencode(4) format of an encoded ............. uuencode(4)
ValUE it abs(3C)

value /cabs(3M) Euclidean hypot(3M)
value for environment name .....ccoveerrereeens getenv(3C)
value functions /fabs(3M) floor, ...cceevevvvcrirnne floor(3M)
value /in an array of the element ............ IDAMAX(3C)
value to environment ........ocecvverenienieseencenns putenv(3C)
values(5) manifest constants for .........ceeeunee values(5)
varargs argument list ..........cooeevereenns vprintf(3S)
varargs(5) get variable argument .................. varargs(5)
variable argument lists .....ocoovviiiiiininiininnnnne varargs(5)
vector getopt(BC) e getopt(3C)
vector math routines vmath(5)
verify program assertion ... assert(3X)
viprintf(3S) vsprintf(3S) print .......... sverns VPIint£(3S)
vmath(5) include definitions for ......cccounnennes vmath(5)
VOIUME £5(4) wvvvviviiririsici s s fs(4)

vprintf(3S) viprintf(3S) ......ccviriienniniinnnns vprintf(3S)
vsprintf(3S) print formatted .......covoveniiieninne vprintf(3S)
walk a file tree .....ccovviviccinninnieeninnns ftw(3C)
word from a stream /fgetc(3S) ...ccovinnenninnns getc(3S)
word on a stream /fputc(3S) ...ocovininninenninnns putc(3S)
working directory getewd(3C) vvvriiiinnen. getcwd(3C)
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putpwent(3C) write password file entry

utmp(4) wtmp(4) utmp and wtmp entry formats
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SYNOPSIS

DESCRIPTION
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intro — introduction to system calls and error numbers
#include <errno.h>

This section describes all of the System V Release 3 system calls. Most of these calls
have one or more error returns. An error condition is indicated by an otherwise
impossible returned value. This is almost always —1 or the NULL pointer; the indivi-
dual descriptions specify the details. An error number is also made available in the
external variable errno. Errno is not cleared on successful calls, so it should be tested
only after an error has been indicated.

Each system call description attempts to list all possible error numbers. The follow-
ing complete list of the error numbers and their names are defined in <errno.h>.

1 EPERM Not owner
Typically this error indicates an attempt to modify a file in some way forbidden
except to its owner or super-user. It is also returned for attempts by ordinary
users to do things allowed only to the super-user.

2 ENOENT No such file or directory
This error occurs when a file name is specified and the file should exist but
doesn’t, or when one of the directories in a path name does not exist.

3 ESRCH No such process
No process can be found corresponding to that specified by pid in kill(2) or
ptrace(2).

4 EINTR Interrupted system call
An asynchronous signal (such as interrupt or quit), which the user has elected
to catch, occurred during a system call. If execution is resumed after processing
the signal, it will appear as if the interrupted system call returned this error
condition.

5 EIO 1/0O error
Some physical I/O error has occurred. This error may in some cases occur on a
call following the one to which it actually applies.

6 ENXIO No such device or address
I/0 on a special file refers to a subdevice which does not exist, or beyond the
limits of the device. It may also occur when, for example, a tape drive is not
on-line or no disk pack is loaded on a drive.

7 E2BIG Arg list too long
An argument list longer than 20480 bytes is presented to a member of the
exec(2) family.

8 ENOEXEC Exec format error
A request is made to execute a file which, although it has the appropriate per-
missions, does not start with a valid magic number [see a.out(4)].

9 EBADF Bad file number
Either a file descriptor refers to no open file, or a read(2) [respectively, write(2)]
request is made to a file which is open only for writing (respectively, reading).

10 ECHILD No children
A wait was executed by a process that had no existing or unwaited-for child
processes.
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11 EAGAIN No more processes
A fork failed because the system’s process table is full or the user is not allowed
to create any more processes. Or a system call failed because of insufficient
memory or swap space.

12 ENOMEM Not enough space
During an exec(2), brk(2), or sbrk(2), a program asks for more space than the sys-
tem is able to supply. This may not be a temporary condition; the maximum
space size is a system parameter.

13 EACCES Permission denied
An attempt was made to access a file in a way forbidden by the protection sys-
tem.

14 EFAULT Bad address
The system encountered a hardware fault in attempting to use an argument of
a system call.

15 ENOTBLK Block device required
A non-block file was mentioned where a block device was required, e.g., in
mount(2).

16 EBUSY Mount device busy
An attempt was made to mount a device that was already mounted or an
attempt was made to dismount a device on which there is an active file (open
file, current directory, mounted-on file, active text segment). It will also occur if
an attempt is made to enable accounting when it is already enabled. The device
or resource is currently unavailable.

17 EEXIST File exists
An existing file was mentioned in an inappropriate context, e.g., link(2).

18 EXDEV Cross-device link
A link to a file on another device was attempted.

19 ENODEV No such device
An attempt was made to apply an inappropriate system call to a device; e.g.,
read a write-only device.

20 ENOTDIR Not a directory
A non-directory was specified where a directory is required, for example in a
path prefix or as an argument to chdir(2).

21 EISDIR Is a directory
An attempt was made to write on a directory.

22 EINVAL Invalid argument
Some invalid argument (e.g., dismounting a non-mounted device; mentioning
an undefined signal in signal(2) or kill(2); reading or writing a file for which
Iseek(2) has generated a negative pointer). Also set by the math functions
described in the (3M) entries of this manual.

23 ENFILE File table overflow
The system file table is full, and temporarily no more opens can be accepted.

24 EMFILE Too many open files
No process may have more than NOFILES (default 64) descriptors open at a
time.

25 ENOTTY Not a character device -(or) Not a typewriter
An attempt was made to ioctl(2) a file that is not a special character device.
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26 ETXTBSY Text file busy
An attempt was made to execute a pure-procedure program that is currently
open for writing. Also an attempt to open for writing or to remove a pure-
procedure program that is being executed.

27 EBBIG File too large
The size of a file exceeded the maximum file size or ULIMIT [see ulimit(2)].

28 ENOSPC No space left on device
During a write(2) to an ordinary file, there is no free space left on the device. In
fentl(2), the setting or removing of record locks on a file cannot be accomplished
because there are no more record entries left on the system.

29 ESPIPE Illegal seek
An Iseek(2) was issued to a pipe.

30 EROFS Read-only file system
An attempt to modify a file or directory was made on a device mounted read-
only.

31 EMLINK Too many links
An attempt to make more than the maximum number of links (1000) to a file.

32 EPIPE Broken pipe
A write on a pipe for which there is no process to read the data. This condition
normally generates a signal; the error is returned if the signal is ignored.

33 EDOM Math argument
The argument of a function in the math package (3M) is out of the domain of
the function.

34 ERANGE Math result not representable
The value of a function in the math package (3M) is not representable within
machine precision.

35 ENOMSG No message of desired type
An attempt was made to receive a message of a type that does not exist on the
specified message queue [see msgop(2)].

36 EIDRM Identifier removed
This error is returned to processes that resume execution due to the removal of

an identifier from the file system’s name space [see msgctl(2), semctl(2), and
shmctl (2)].

37 ECHRNG
Channel number out of range.

38 EL2NSYNC
Level 2 not synchronized.

39 EL3HLT
Level 3 halted.

40 EL3RST
Level 3 reset.

41 ELNRNG
Link number out of range.

42 EUNATCH
Protocol driver not attached.
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43 ENOCSI
No CSI structure available.

44 EL2HLT
Level 2 halted.

45 EDEADLK Deadlock condition
A deadlock situation was detected and avoided. This error pertains to file and
record locking. This condition is identical with the BSD error EWOULDBLOCK .

46 ENOLCK No record locks available
In fentl(2) the setting or removing of record locks on a file cannot be accom-
plished because there are no more record entries left on the system.

60 ENOSTR Device not a stream

A putmsg(2) or getmsg(2) system call was attempted on a file descriptor that is
not a STREAMS device. :

61 ENODATA No data (for no delay I/0.

62 ETIME Timer expired
The timer set for a STREAMS ioctl(2) call has expired. The cause of this error is
device specific and could indicate either a hardware or software failure, or
perhaps a timeout value that is too short for the specific operation. The status
of the ioctl(2) operation is indeterminate.

63 ENOSR Out of stream resources
During a STREAMS open(2), either no STREAMS queues or no STREAMS head
data structures were available.

64 ENONET Machine is not on the network
This error is Remote File Sharing (RFS) specific. It occurs when users try to
advertise, unadvertise, mount, or unmount remote resources while the machine
has not done the proper startup to connect to the network.

65 ENOPKG Package not installed

This error occurs when users attempt to use a system call from a package which
has not been installed.

66 EREMOTE The object is remote
This error is RFS specific. It occurs when users try to advertise a resource which
is not on the local machine, or try to mount/unmount a device (or pathname)
that is on a remote machine.

67 ENOLINK The link has been severed
This error is RFS specific. It occurs when the link (virtual circuit) connecting to
a remote machine is gone.

68 EADV Advertise error
This error is RFS specific. It occurs when users try to advertise a resource which
has been advertised already, or try to stop the RFS while there are resources
still advertised, or try to force unmount a resource when it is still advertised.

69 ESRMNT Srmount error
This error is RFS specific. It occurs when users try to stop RES while there are
resources still mounted by remote machines.

70 ECOMM Communication error on send
This error is RFS specific. It occurs when trying to send messages to remote
machines but no virtual circuit can be found.
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71 EPROTO Protocol error
Some protocol error occurred. This error is device specific, but is generally not
related to a hardware failure.

74 EMULTIHOP Multihop attempted
This error is RFS specific. It occurs when users try to access remote resources
which are not directly accessible. ’

75 ELBIN
Inode is remote (not really an error).

76 EDOTDOT
Cross mount point (not really an error).

77 EBADMSG Trying to read unreadable
During a read(2), getmsg(2), or ioctl(2) I RECVFD system call to a STREAMS dev-
ice, something has come to the head of the queue that can’t be processed. That
something depends on the system call:
read(2) - control information or a passed file descriptor.
getmsg(2) - passed file descriptor.
ioctl(2) - control or data information.

80 ENOTUNIQ
Given login name is not unique.

81 EBADFD
File descriptor invalid for this operation.

82 EREMCHG
Remoted address changed.

83 ELIBACC Cannot access a needed shared library
Trying to exec(2) an a.out that requires a shared library (to be linked in) and the
shared library doesn’t exist or the user doesn’t have permission to use it.

84 ELIBBAD Accessing a corrupted shared library
Trying to exec(2) an a.out that requires a shared library (to be linked in) and
exec(2) could not load the shared library. The shared library is probably cor-
rupted.

85 ELIBSCN .lib section in a.out corrupted
Trying to exec(2) an a.out that requires a shared library (to be linked in) and
there was erroneous data in the .lib section of the a.out. The lib section tells
exec(2) what shared libraries are needed. The a.out is probably corrupted.

86 ELIBMAX Attempting to link too many libraries
Trying to exec(2) an a.out that requires more shared libraries (to be linked in)
than is allowed on the current configuration of the system. See the System
Administrator’s Guide.

87 ELIBEXEC Attempting to exec a shared library directly
Trying to exec(2) a shared library directly. This is not allowed.

90 EINPROGRESS Operation now in progress
An operation that takes a long time to complete (such as a connect(2)) was
attempted on a non-blocking object (see fcntl(2)).

91 EALREADY Operation already in progress
An operation was attempted on a non-blocking object that already had an
operation in progress.
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92 ENOTSOCK Socket operation on a non-socket
Self-explanatory.

93 EDESTADDRREQ Destination address required
A required address was omitted from an operation on a socket.

94 EMSGSIZE Message too long
A message sent on a socket was larger than the internal message buffer or some
other network limit.

95 EPROTOTYPE Protocol wrong type for socket
A protocol was specified that does not support the semantics of the socket type
requested. For example, you cannot use the ARPA Internet UDP protocol with
type SOCK_STREAM.

96 ENOPROTOOPT not available
A bad option or level was specified in a getsockopt(2) or setsockopt(2) call.

97 EPROTONOSUPPORT Protocol not supported
The protocol has not been configured into the system or no implementation for
it exists.

98 ESOCKTNOSUPPORT Socket type not supported
The support for the socket type has not been configured into the system or no
implementation for it exists.

99 EOPNOTSUPP Operation not supported on socket
For example, trying to accept a connection on a datagram socket.

100 EPFNOSUPPORT Protocol family not supported
The protocol family has not been configured into the system or no implementa-
tion for it exists.

101 EAFNOSUPPORT Address family not supported by protocol
An address incompatible with the requested protocol was used. For example,
you shouldn’t necessarily expect to be able to us NS addresses with ARPA Inter-
net protocols.

102 EADDRINUSE Address already in use
Only one usage of each address is normally permitted.

103 EADDRNOTAVAIL Can’t assign requested address

Normally results from an attempt to create a socket with an address not on this
machine.

104 ENETDOWN Network is down
A socket operation encountered a dead network.

105 ENETUNREACH Network is unreachable
A socket operation was attempted to an unreachable network.

106 ENETRESET Network dropped connection on reset
The host you were connected to crashed and rebooted.

107 ECONNABORTED Software caused connection abort
A connection abort was caused internal to your host machine.

108 ECONNRESET Connection reset by peer
A connection was forcibly closed by a peer. This normally results from a loss of
the connection on the remote socket due to a timeout or a reboot.

109 ENOBUFS No buffer space available
An operation on a socket or pipe was not performed because the system lacked
sufficient buffer space or because a queue was full.
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110 EISCONN Socket is already connected
A connect request was made on an already connected socket; or, a sendto or
sendmsg request on a connected socket specified a destination when already
connected.

111 ENOTCONN Socket is not connected
A request to send or receive data was disallowed because the socket is not con-
nected and (when sending on a datagram socket) no address was supplied.

112 ESHUTDOWN Can’t send after socket shutdown
A request to send data was disallowed because the socket had already been
shut down with a previous shutdown(2) call.

113 ETOOMANYREFS Too many references: can’t splice

114 ETIMEDOUT Connection timed out
A connect or send request failed because the connected party did not properly
respond after a period of time. (The timeout period is dependent on the com-
munication protocol.)

115 ECONNREFUSED Connection refused
No connection could be made becuase the target machine actively refused it.
This usually results from trying to connect to a service that is inactive on the
foreign host.

116 ELOOP Too many levels of symbolic links
A pathname lookup involved more than 8 symbolic links.

117 ENAMETOOLONG File name too long
A component of a pathname exceeded 255 (MAXNAMELEN) characters, or an
entire pathname exceeded 1023 (MAXPATHLEN-1) characters.

118 EHOSTDOWN Host is down
A socket operation failed because the destination host was down.

119 EHOSTUNREACH No route to host
A socket operation was attempted to an unreachable host.

120 ENOTEMPTY Directory not empty
A directory with entries other than “.” and “.”” was supplied to a remove
directory or rename call.

121 EPROCLIM Too many processes
122 EUSERS Too many users

123 EDQUOT Disk quota exceeded
A write to an ordinary file, the creation of a directory or symbolic link, or the
creation of a directory entry failed because the user’s quota of disk blocks was
exhausted, or the allocation of an inode for a newly created file failed because
the user’s quota of inodes was exhausted.

DEFINITIONS

Process ID Each active process in the system is uniquely identified by a positive
integer called a process ID. The range of this ID is from 1 to 30,000.

Parent Process ID A new process is created by a currently active process [see fork(2)].
The parent process ID of a process is the process ID of its creator.

Process Group ID Each active process is a member of a process group that is
identified by a positive integer called the process group ID. This ID is the process ID
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of the group leader. This grouping permits the signaling of related processes [see
kill(2)].

Tty Group ID Each active process can be a member of a terminal group that is
identified by a positive integer called the tty group ID. This grouping is used to ter-
minate a group of related processes upon termination of one of the processes in the
group [see exit(2) and signal(2)].

Real User ID and Real Group ID Each user allowed on the system is identified by a
positive integer (0 to 65535) called a real user ID.

Each user is also a member of a group. The group is identified by a positive integer
called the real group ID.

An active process has a real user ID and real group ID that are set to the real user ID
and real group ID, respectively, of the user responsible for the creation of the process.

Effective User ID and Effective Group ID An active process has an effective user ID
and an effective group ID that are used to determine file access permissions (see
below). The effective user ID and effective group ID are equal to the process’s real
user ID and real group ID respectively, unless the process or one of its ancestors
evolved from a file that had the set-user-ID bit or set-group ID bit set [see exec(2)].

Super-user A process is recognized as a super-user process and is granted special
privileges, such as immunity from file permissions, if its effective user ID is 0.

Special Processes The processes with a process ID of 0 and a process ID of 1 are spe-
cial processes and are referred to as proc0 and procl.

Proc0 is the scheduler. Procl is the initialization process (init). Procl is the ancestor
of every other process in the system and is used to control the process structure.

File Descriptor A file descriptor is a small integer used to do I/O on a file. The value
of a file descriptor is from 0 to (NOFILES - 1). A process may have no more than
NOFILES file descriptors open simultaneously. A file descriptor is returned by sys-
tem calls such as open(2) or pipe(2). The file descriptor is used as an argument by calls
such as read(2), write(2), ioctl(2), and close(2).

File Name Names consisting of 1 to 14 characters may be used to name an ordinary
file, special file, or directory.

These characters may be selected from the set of all character values excluding \0
(null) and the ASCII code for / (slash).

Note that it is generally unwise to use *, ?, [, or ] as part of file names because of the
special meaning attached to these characters by the shell [see sh(1)]. Although per-
mitted, the use of unprintable characters in file names should be avoided.

Path Name and Path Prefix A path name is a null-terminated character string start-
ing with an optional slash (/), followed by zero or more directory names separated by
slashes, optionally followed by a file name.
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If a path name begins with a slash, the path search begins at the root directory. Oth-
erwise, the search begins from the current working directory.

A slash by itself names the root directory.

Unless specifically stated otherwise, the null path name is treated as if it named a
non-existent file.

Directory Directory entries are called links. By convention, a directory contains at
least two links, . and .., referred to as dot and dot-dot respectively. Dot refers to the
directory itself and dot-dot refers to its parent directory.

Root Directory and Current Working Directory Each process has associated with it a
concept of a root directory and a current working directory for the purpose of resolv-
ing path name searches. The root directory of a process need not be the root direc-
tory of the root file system.

File Access Permissions Read, write, and execute/search permissions on a file are
granted to a process if one or more of the following are true:

The effective user ID of the process is super-user.

The effective user ID of the process matches the user ID of the owner of the file
and the appropriate access bit of the “owner”” portion (0700) of the file mode is
set.

The effective user ID of the process does not match the user ID of the owner of
the file, and the effective group ID of the process matches the group of the file
and the appropriate access bit of the “group” portion (0070) of the file mode is
set.

The effective user ID of the process does not match the user ID of the owner of
the file, and the effective group ID of the process does not match the group ID of
the file, and the appropriate access bit of the “other”” portion (0007) of the file
mode is set.

Otherwise, the corresponding permissions are denied.

Message Queue Identifier A message queue identifier (msqid) is a unique positive
integer created by a msgget(2) system call. Each msqid has a message queue and a
data structure associated with it. The data structure is referred to as msgid_ds and
contains the following members:

struct  ipc_perm msg_perm;
struct msg *msg_first;
struct msg *msg_last;
ushort msg_cbytes;
ushort msg_gnum;
ushort msg_gbytes;
ushort msg_lspid;
ushort msg_lrpid;
time_t msg_stime;
time_t msg_rtime;
time_t msg_ctime;

msg_perm is an ipc_perm structure that specifies the message operation permission
(see below). This structure includes the following members:
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ushort cuid; /* creator user id */
ushort cgid; /* creator group id */
ushort uid; /* user id */
ushort gid; /* group id */
ushort mode; /* r/w permission */
ushort seq; /* slot usage sequence # */
key_t key; /* key */

msg *msg_first
is a pointer to the first message on the queue.

msg *msg_last
is a pointer to the last message on the queue.

msg_cbytes
is the current number of bytes on the queue.

msg_qnum
is the number of messages currently on the queue.

msg_gbytes
is the maximum number of bytes allowed on the queue.

msg_lspid

is the process id of the last process that performed a msgsnd operation.
msg_lrpid

is the process id of the last process that performed a msgrcv operation.
msg_stime

is the time of the last msgsnd operation.

msg_rtime
is the time of the last msgrcv operation

msg_ctime
is the time of the last msgctl(2) operation that changed a member of the above
structure.

Message Operation Permissions In the msgop(2) and msgctl(2) system call descrip-
tions, the permission required for an operation is given as "{token}", where "token" is
the type of permission needed, interpreted as follows:

00400 Read by user
00200 Write by user
00040 Read by group
00020 Write by group
00004 Read by others
00002 Write by others

Read and write permissions on a msqid are granted to a process if one or more of the
following are true: '

The effective user ID of the process is super-user.

The effective user ID of the process matches msg_perm.cuid or msg_perm.uid
in the data structure associated with msgid and the appropriate bit of the “user”
portion (0600) of msg_perm.mode is set.

The effective group ID of the process matches msg_perm.cgid or msg_perm.gid
and the appropriate bit of the “‘group” portion (060) of msg_perm.mode is set.
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The appropriate bit of the “other’”” portion (006) of msg_perm.mode is set.

Otherwise, the corresponding permissions are denied.

Semaphore Identifier A semaphore identifier (semid) is a unique positive integer
created by a semget(2) system call. Each semid has a set of semaphores and a data
structure associated with it. The data structure is referred to as semid_ds and contains
the following members:

struct  ipc_perm sem_perm; /* operation permission struct */

struct sem *sem_base; /* ptr to first semaphore in set */
ushort sem_nsems; /* number of sems in set */
time_t sem_otime; /* last operation time */

time_t sem_ctime; /* last change time */

/* Times measured in secs since */
/* 00:00:00 GMT, Jan. 1, 1970 */

sem_perm is an ipc_perm structure that specifies the semaphore operation permis-
sion (see below). This structure includes the following members:

ushort uid; /* user id */

ushort gid; /* group id */

ushort cuid; /* creator user id */

ushort cgid; /* creator group id */

ushort mode; /* r/a permission */

ushort  seq; /* slot usage sequence number */
key_t key; /* key */

sem_nsems
is equal to the number of semaphores in the set. Each semaphore in the set is
referenced by a positive integer referred to as a sem_num. Sem_num values run
sequentially from 0 to the value of sem_nsems minus 1.

sem_otime
is the time of the last semop(2) operation.

sem_ctime
is the time of the last semctl(2) operation that changed a member of the above
structure.

A semaphore is a data structure called sem that contains the following members:

ushort semval; /* semaphore value */

short  sempid; /* pid of last operation */
ushort semncnt; /* # awaiting semval > cval */
ushort semzcnt; /* # awaiting semval = 0 */

semval
is a non-negative integer which is the actual value of the semphore.

sempid
is equal to the process ID of the last process that performed a semaphore opera-
tion on this semaphore.

semncnt
is a count of the number of processes that are currently suspended awaiting
this semaphore’s semval to become greater than its current value.

semzcnt
is a count of the number of processes that are currently suspended awaiting
this semaphore’s semval to become zero.
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Semaphore Operation Permissions In the semop(2) and semctl(2) system call descrip-
tions, the permission required for an operation is given as "{token}", where "token" is
the type of permission needed interpreted as follows:

00400 Read by user
00200 Alter by user
00040 Read by group
00020 Alter by group
00004 Read by others
00002 Alter by others

Read and alter permissions on a semid are granted to a process if one or more of the
following are true:

The effective user ID of the process is super-user.

The effective user ID of the process matches sem_perm.cuid or sem_perm.uid
in the data structure associated with semid and the appropriate bit of the “user”
portion (0600) of sem_perm.mode is set.

The effective group ID of the process matches sem_perm.cgid or sem_perm.gid
and the appropriate bit of the “group” portion (060) of sem_perm.mode is set.

The appropriate bit of the “other”” portion (006) of sem_perm.mode is set.

Otherwise, the corresponding permissions are denied.

Shared Memory Identifier A shared memory identifier (shmid) is a unique positive
integer created by a shmget(2) system call. Each shmid has a segment of memory
(referred to as a shared memory segment) and a data structure associated with it.
(Note that these shared memory segments must be explicitly removed by the user
after the last reference to them is removed.) The data structure is referred to as
shmid_ds and contains the following members:

struct  ipc_perm shm_perm; /* operation permission struct */

int shm_segsz; /* size of segment */

struct  region *shm_reg; /#*ptr to region structure */

char padl[4]; /* for swap compatibility */
ushort shm_lpid; /* pid of last operation */
ushort shm_cpid; /#* creator pid */

ushort shm_nattch; /* number of current attaches */
ushort shm_cnattch; /* used only for shminfo */
time_t shm_atime; /* last attach time */

time_t shm_dtime; /* last detach time */

time_t shm_ctime; /* last change time */

/* Times measured in secs since */
/* 00:00:00 GMT, Jan. 1, 1970 */

shm_perm is an ipc_perm structure that specifies the shared memory operation per-
mission (see below). This structure includes the following members:

ushort cuid; /* creator user id */
ushort cgid; /* creator group id */
ushort uid; /* user id */

ushort gid; /#* group id */

ushort mode; /* r/w permission */
ushort seq; /* slot usage sequence # */
key_t  key; /* key */

12
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shm_segsz

specifies the size of the shared memory segment in bytes.
shm_cpid

is the process id of the process that created the shared memory identifier.
shm_lpid

is the process id of the last process that performed a shmop(2) operation.
shm_nattch

is the number of processes that currently have this segment attached.

shm_atime
is the time of the last shmat(2) operation,

shm_dtime
is the time of the last shmdt(2) operation.

shm_ctime
is the time of the last shmctl(2) operation that changed one of the members of
the above structure.

Shared Memory Operation Permissions In the shmop(2) and shmctl(2) system call
descriptions, the permission required for an operation is given as "{token}", where
"token" is the type of permission needed interpreted as follows:

00400 Read by user
00200 Write by user
00040 Read by group
00020 Write by group
00004 Read by others
00002 Write by others

Read and write permissions on a shmid are granted to a process if one or more of the
following are true:

The effective user ID of the process is super-user.

The effective user ID of the process matches shm_perm.cuid or shm_perm.uid
in the data structure associated with shmid and the appropriate bit of the “‘user”
portion (0600) of shm_perm.mode is set.

The effective group ID of the process matches shm_perm.cgid or
shm_perm.gid and the appropriate bit of the “group” portion (060) of
shm_perm.mode is set.

The appropriate bit of the “other” portion (06) of shm_perm.mode is set.

Otherwise, the corresponding permissions are denied.

STREAMS A set of kernel mechanisms that support the development of network ser-
vices and data communication drivers. It defines interface standards for character
input/output within the kernel and between the kernel and user level processes. The
STREAMS mechanism is composed of utility routines, kernel facilities, and a set of
data structures.

Stream A stream is a full-duplex data path within the kernel between a user process
and driver routines. The primary components are a stream head, a driver and zero or
more modules between the stream head and driver. A stream is analogous to a Shell
pipeline except that data flow and processing are bidirectional.

Stardent 1500/3000
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INTRO(2)

Stream Head In a stream, the stream head is the end of the stream that provides the
interface between the stream and a user process. The principle functions of the stream
head are processing STREAMS-related system calls, and passing data and information
between a user process and the stream.

Driver In a stream, the driver provides the interface between peripheral hardware and
the stream. A driver can also be a pseudo-driver, such as a multiplexor or log driver [see
log(7)], which is not associated with a hardware device.

Module A module is an entity containing processing routines for input and output
data. It always exists in the middle of a stream, between the stream’s head and a
driver. A module is the STREAMS counterpart to the commands in a Shell pipeline
except that a module contains a pair of functions which allow independent bidirec-
tional (downstream and upstream) data flow and processing.

Downstream In a stream, the direction from stream head to driver.
Upstream In a stream, the direction from driver to stream head.

Message In a stream, one or more blocks of data or information, with associated
STREAMS control structures. Messages can be of several defined types, which identify
the message contents. Messages are the only means of transferring data and communi-
cating within a stream. '

Message Queue In a stream, a linked list of messages awaiting processing by a module
or driver.

Read Queue In a stream, the message queue in a module or driver containing messages
moving upstream.

Write Queue In a stream, the message queue in a module or driver containing messages
moving downstream.

Multiplexor A multiplexor is a driver that allows streams associated with several user
processes to be connected to a single driver, or several drivers to be connected to a sin-
gle user process. STREAMS does not provide a general multiplexing driver, but does
provide the facilities for constructing them, and for connecting multiplexed
configurations of streams.

Thread A thread is a copy of the text, data, and stack regions of a process that is
shared

intro(3).

14
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access — determine accessibility of a file

int access (path, amode)
char *path;
int amode;

path points to a path name naming a file. access checks the named file for accessibility
according to the bit pattern contained in amode, using the real user ID in place of the
effective user ID and the real group ID in place of the effective group ID. The bit pat-
tern contained in amode is constructed as follows:

04 read

02 write

01 execute (search)

00 check existence of file

Access to the file is denied if one or more of the following are true:

[ENOTDIR] A component of the path prefix is not a directory.

[ENOENT] Read, write, or execute (search) permission is requested for a null
path name.

[ENOENT] The named file does not exist.

[EACCES] Search permission is denied on a component of the path prefix.

[EROFS] Write access is requested for a file on a read-only file system.

[ETXTBSY] Write access is requested for a pure procedure (shared text) file that
is being executed.

[EACCES] Permission bits of the file mode do not permit the requested access.

[EFAULT] path points outside the allocated address space for the process.

[EINTR] A signal was caught during the access system call.

[ENOLINK] path points to a remote machine and the link to that machine is no

longer active.
[EMULTIHOP] Components of path require hopping to multiple remote machines.

The owner of a file has permission checked with respect to the “owner” read, write,
and execute mode bits. Members of the file’s group other than the owner have per-
missions checked with respect to the “group” mode bits, and all others have permis-
sions checked with respect to the “other”” mode bits.

chmod(2), stat(2).

If the requested access is permitted, a value of 0 is returned. Otherwise, a value of -1
is returned and errno is set to indicate the error.

Stardent 1500/3000
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NAME
acct — enable or disable process accounting
SYNOPSIS
int acct (path)
char *path;
DESCRIPTION
acct is used to enable or disable the system process accounting routine. If the routine
is enabled, an accounting record will be written on an accounting file for each process
that terminates. Termination can be caused by one of two things: an exit call or a sig-
nal [see exit(2) and signal(2)]. The effective user ID of the calling process must be
super-user to use this call.
path points to a pathname naming the accounting file. The accounting file format is
given in acct(4).
The accounting routine is enabled if path is non-zero and no errors occur during the
system call. It is disabled if path is zero and no errors occur during the system call.
acct will fail if one or more of the following are true:
[EPERM] The effective user of the calling process is not super-user.
[EBUSY] An attempt is being made to enable accounting when it is already
enabled.
[ENOTDIR] A component of the path prefix is not a directory.
[ENOENTI One or more components of the accounting file path name do not
exist. A
[EACCES] The file named by path is not an ordinary file.
[EROFS] The named file resides on a read-only file system.
[EFAULT] Path points to an illegal address.
SEE ALSO
exit(2), signal(2), acct(4).
DIAGNOSTICS
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.
16 Stardent 1500/3000
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NAME
alarm — set a process alarm clock
SYNOPSIS
unsigned alarm (sec)
unsigned sec;
DESCRIPTION
alarm instructs the alarm clock of the calling process to send the signal SIGALRM to
the calling process after the number of real time seconds specified by sec have
elapsed [see signal(2)].
Alarm requests are not stacked; successive calls reset the alarm clock of the calling
process.
If sec is 0, any previously made alarm request is canceled.
SEE ALSO
pause(2), signal(2), sigpause(2), sigset(2).
DIAGNOSTICS

alarm returns the amount of time previously remaining in the alarm clock of the cal-
ling process.
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NAME
astat — get status of an asynchronous file read
SYNOPSIS
int astat(fildes) int fildes;
DESCRIPTION ,
fildes is a file descriptor obtained from a creat(2), open(2), or fcntl(2), system call.
astat returns the status of a pending asynchronous file read operation. Upon return
from the call, and if the file was opened with the O_BASYNC flag, a 1 is returned if
the read is complete, and 0 is returned if the read is still pending.
If the file was not opened with the O_BASYNC flag, a 1 is returned.
astat fails if one or more of the following are true:
[EBADF] fildes is not a valid file descriptor open for reading.
[EINTR] A signal was caught during the await(2) system call.
SEE ALSO
creat(2), fentl(2), open(2), read(2), await(2)
18 Stardent 1500/3000
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NAME

await — wait for asynchronous read to complete
SYNOPSYS

int await(fildes) int fildes;
DESCRIPTION

RETURN VALUE

fildes is a file descriptor obtained from a creat(2), open(2), fcntl(2), or pipe(2) system
call.

await suspends execution of the process until no asynchronous file read is pending on
the specified file descriptor.

Upon return from the call, and if the file was opened with the O_BASYNC flag, the
number of bytes actually read is returned if the read is successful. A 0 is returned if
end of file was encountered, and a -1 is returned if an error was encountered.

If the file was not opened with the O_BASYNC flag, return from the await is immedi-
ate, and a 1 is returned.

await fails if one or more of the following are true:
[EBADF] fildes is not a valid file descriptor open for reading.
[EINTR] A signal was caught during the await system call.

In asynchronous mode, upon return, a non-negative integer is returned indicating
the number of bytes actually read. A 0 is returned for end of file, and a -1 is returned
to indicate an error condition, and errno is set to indicate the exact error. SEE ALSO
creat(2), fentl(2), open(2), read (2), astat(2)

Stardent 1500/3000
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NAME
brk, sbrk — change data segment space allocation

SYNOPSIS
int brk (endds)
char *endds;

char *sbrk (incr)
int incr;
DESCRIPTION

brk and sbrk are used to change dynamically the amount of space allocated for the
calling process’s data segment [see exec(2)]. The change is made by resetting the
process’s break value and allocating the appropriate amount of space. The break
value is the address of the first location beyond the end of the data segment. The
amount of allocated space increases as the break value increases. Newly allocated

space is set to zero. If, however, the same memory space is reallocated to the same
process its contents are undefined.

brk sets the break value to endds and changes the allocated space accordingly.

sbrk adds incr bytes to the break value and changes the allocated space accordingly.
incr can be negative, in which case the amount of allocated space is decreased.

brk and sbrk will fail without making any change in the allocated space if one or more
of the following are true:

[ENOMEM]  Such a change would result in more space being allocated than is
allowed by the system-imposed maximum process size [see
ulimit (2)].

[EAGAIN] Total amount of system memory available for a read during phy-
sical IO is temporarily insufficient [see shmop(2)]. This may
occur even though the space requested was less than the
system-imposed maximum process size [see ulimit(2)].

SEE ALSO
exec(2), shmop(2), ulimit(2), end(3C).

DIAGNOSTICS

Upon successful completion, brk returns a value of 0 and sbrk returns the old break
value. Otherwise, a value of -1 is returned and errno is set to indicate the error.
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DIAGNOSTICS
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CHDIR(2)

chdir — change working directory

int chdir (path)
char *path;

path points to the path name of a directory. chdir causes the named directory to
become the current working directory, the starting point for path searches for path
names not beginning with /.

chdir fails and the current working directory is not changed if one or more of the fol-
lowing are true:

[ENOTDIR] A component of the path name is not a directory.

[ENOENT] The named directory does not exist.

[EACCES] Search permission is denied for any component of the path name.
[EFAULT] path points outside the allocated address space of the process.
[EINTR] A signal was caught during the chdir system call.

[ENOLINK] path points to a remote machine and the link to that machine is no

longer active.

[EMULTIHOP]  Components of path require hopping to multiple remote machines.
chroot(2).

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.

Stardent 1500/3000
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NAME ( 1
chmod - change mode of file
SYNOPSIS
int chmod (path, mode)
char *path;
_ int mode;
DESCRIPTION
path points to a path name naming a file. chmod sets the access permission portion of
the named file’s mode according to the bit pattern contained in mode.
Access permission bits are interpreted as follows:
04000  Set user ID on execution.
020#0  Set group ID on execution if #is7, 5,3, or 1
Enable mandatory file/record locking if # is 6, 4, 2, or 0
01000  Save text image after execution.
00400 Read by owner.
00200  Write by owner.
00100  Execute (search if a directory) by owner.
00070  Read, write, execute (search) by group.
00007 Read, write, execute (search) by others.
The effective user ID of the process must match the owner of the file or be super-user
to change the mode of a file.
If the effective user ID of the process is not super-user, mode bit 01000 (save text
image on execution) is cleared. v
If the effective user ID of the process is not super-user and the effective group ID of (
the process does not match the group ID of the file, mode bit 02000 (set group ID on -
execution) is cleared.
If a 410 executable file has the sticky bit (mode bit 01000) set, the operating system
will not delete the program text from the swap area when the last user process ter-
minates. If a 413 executable file has the sticky bit set, the operating system will not
delete the program text from memory when the last user process terminates. In
either case, if the sticky bit is set the text will already be available (either in a swap
area or in memory) when the next user of the file executes it, thus making execution
faster.
If the mode bit 02000 (set group ID on execution) is set and the mode bit 00010 (exe-
cute or search by group) is not set, mandatory file/record locking will exist on a reg-
ular file. This may effect future calls to open(2), creat(2), read(2), and write(2) on this
file.
chmod will fail and the file mode will be unchanged if one or more of the following
are true:
[ENOTDIR] A component of the path prefix is not a directory.
[ENOENT] The named file does not exist. |
[EACCES] Search permission is denied on a component of the path prefix.
[EPERM] The effective user ID does not match the owner of the file and the
effective user ID is not super-user.
[EROFS] The named file resides on a read-only file system.
[EFAULT] path points outside the allocated address space of the process. (
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DIAGNOSTICS

CHMOD (2)

[EINTR] A signal was caught during the chmod system call.

[ENOLINK] path points to a remote machine and the link to that machine is no
longer active.

[EMULTIHOP] Components of path require hopping to multiple remote machines.

chmod(1), chown(2), creat(2), fcntl(2), mknod(2), open(2), read(2), write(2)

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.
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System Calls
CHOWN (2)

chown — change owner and group of a file

int chown (path, owner, group)

char *path;

int owner, group;

path points to a path name naming a file. The owner ID and group ID of the named
file are set to the numeric values contained in owner and group respectively.

Only processes with effective user ID equal to the file owner or super-user may
change the ownership of a file.

If chown is invoked by other than the super-user, the set-user-ID and set-group-ID
bits of the file mode, 04000 and 02000 respectively, will be cleared.

chown fails and the owner and group of the named file are not changed if one or
more of the following are true:

[ENOTDIR]
[ENOENT]
[EACCES]
[EPERM]

[EROFS]

A component of the path prefix is not a directory.
The named file does not exist.
Search permission is denied on a component of the path prefix.

The effective user ID does not match the owner of the file and the
effective user ID is not super-user.

The named file resides on a read-only file system.

SEE ALSO

DIAGNOSTICS

[EFAULT]
[EINTR]
[ENOLINK]

[EMULTIHOP]

path points outside the allocated address space of the process.
A signal was caught during the chown system call.

path points to a remote machine and the link to that machine is no
longer active.

Components of path require hopping to multiple remote machines.

chmod(2), chown(1)

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.
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CHROOT(2)

chroot — change root directory

int chroot (path)
char *path;

path points to a path name naming a directory. chroot causes the named directory to
become the root directory, the starting point for path searches for path names begin-
ning with /. The user’s working directory is unaffected by the chroot system call.

The effective user ID of the process must be super-user to change the root directory.

The .. entry in the root directory is interpreted to mean the root directory itself.
Thus, .. cannot be used to access files outside the subtree rooted at the root directory.

chroot fails and the root directory is not changed if one or more of the following are
true:

[ENOTDIR] Any component of the path name is not a directory.

[ENOENT] The named directory does not exist.

[EPERM] The effective user ID is not super-user.

[EFAULT] path points outside the allocated address space of the process.
[EINTR] A signal was caught during the chroot system call.

[ENOLINK] path points to a remote machine and the link to that machine is no

longer active.

[EMULTIHOP] Components of path require hopping to multiple remote machines.
chdir(2).

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.
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System Calls
CLOSE(2)

close - close a file descriptor

int close (fildes)
int fildes;

fildes is a file descriptor obtained from a creat, open, dup, fentl, or pipe system call.
close closes the file descriptor indicated by fildes. All outstanding record locks owned
by the process (on the file indicated by fildes) are removed.

If a STREAMS [see intro(2)] file is closed, and the calling process had previously
registered to receive a SIGPOLL signal [see signal(2) and sigset(2)] for events associ-
ated with that file [see I_SETSIG in streamio(7)], the calling process will be unre-
gistered for events associated with the file. The last close for a stream causes the
stream associated with fildes to be dismantled. If O_NDELAY is not set and there have
been no signals posted for the stream, close waits up to 15 seconds, for each module
and driver, for any output to drain before dismantling the stream. If the O_NDELAY
flag is set or if there are any pending signals, close does not wait for output to drain,
and dismantles the stream immediately.

The named file is closed unless one or more of the following are true:
[EBADF] fildes is not a valid open file descriptor.
[EINTR] A signal was caught during the close system call.

[ENOLINK] fildes is on a remote machine and the link to that machine is no
longer ctive

SEE ALSO

DIAGNOSTICS

creat(2), dup(2), exec(2), fentl(2), intro(2), open(2), pipe(2), signal(2), sigset(2),
streamio(7)

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.
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NAME
creat — create a new file or rewrite an existing one
SYNOPSIS
int creat (path, mode)
char *path;
int mode;
DESCRIPTION
creat creates a new ordinary file or prepares to rewrite an existing file named by the
path name pointed to by path.
If the file exists, the length is truncated to 0 and the mode and owner are unchanged.
Otherwise, the file’s owner ID is set to the effective user ID, of the process the group
ID of the process is set to the effective group ID, of the process and the low-order 12
bits of the file mode are set to the value of mode modified as follows:
All bits set in the process’s file mode creation mask are cleared [see umask(2)].
The “save text image after execution bit” of the mode is cleared [see chmod (2)].
Upon successful completion, a write-only file descriptor is returned and the file is
open for writing, even if the mode does not permit writing. The file pointer is set to
the beginning of the file. The file descriptor is set to remain open across exec system
calls [see fcntl(2)]. No process may have more than 64 files open simultaneously. A
new file may be created with a mode that forbids writing.
creat fails if one or more of the following are true:
[ENOTDIR] A component of the path prefix is not a directory.
[ENOENT] A component of the path prefix does not exist.
[EACCES] Search permission is denied on a component of the path prefix.
[ENOENT] The path name is null.
[EACCES] The file does not exist and the directory in which the file is to be
created does not permit writing.
[EROFS] The named file resides or would reside on a read-only file system.
[ETXTBSY] The file is a pure procedure (shared text) file that is being executed.
[EACCES] The file exists and write permission is denied.
[EISDIR] The named file is an existing directory.
[EMFILE] NOFILES file descriptors are currently open.
[EFAULT] path points outside the allocated address space of the process.
[ENFILE] The system file table is full.
[EAGAIN] The file exists, mandatory file/record locking is set, and there are
outstanding record locks on the file [see chmod(2)].
[EINTR] A signal was caught during the creat system call.
[ENOLINK] path points to a remote machine and the link to that machine is no
longer active.
[EMULTIHOP]  Components of path require hopping to multiple remote machines.
[ENOSPC] The file system is out of inodes.
SEE ALSO
chmod(2), close(2), dup(2), fentl(2), Iseek(2), open(2), read(2), umask(2), write(2).
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DIAGNOSTICS ( o
Upon successful completion, a non-negative integer, namely the file descriptor, is
returned. Otherwise, a value of —1 is returned and errno is set to indicate the error.
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NAME
dup — duplicate an open file descriptor

SYNOPSIS
int dup (fildes)
int fildes;

DESCRIPTION

fildes is a file descriptor obtained from a creat, open, dup, fcntl, or pipe system call.
dup returns a new file descriptor having the following in common with the original:

Same open file (or pipe).
Same file pointer (i.e., both file descriptors share one file pointer).
Same access mode (read, write or read/write).
The new file descriptor is set to remain open across exec system calls [see fentl(2)].
The file descriptor returned is the lowest one available.
dup fails if one or more of the following are true:
[EBADF] fildes is not a valid open file descriptor.
[EINTR] A signal was caught during the dup system call.
[EMFILE] NOFILES file descriptors are currently open.

[ENOLINK] fildes is on a remote machine and the link to that machine is no
longer active.
SEE ALSO
close(2), creat(2), exec(2), fentl(2), open(2), pipe(2), lockf(3C).
DIAGNOSTICS

Upon successful completion a non-negative integer, namely the file descriptor, is
returned. Otherwise, a value of —1 is returned and errno is set to indicate the error.
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NAME
exec: execl, execv, execle, execve, execlp, execvp — execute a file
SYNOPSIS
int execl (path, arg0, argl, ..., argn, (char *)0)
char *path, *arg0, *argl, ..., *argn;
int execv (path, argv)
char *path, *argv[ ];
int execle (path, arg0, argl, ..., argn, (char *)0, envp)
char *path, *arg0, *argl, ..., *argn, *envp[ 1;
int execve (path, argv, envp)
char *path, *argv[ ], *envp[ ];
int execlp (file, arg0, argl, ..., argn, (char *)0)
char file, *arg0, *argl, ..., *argn;
int execvp (file, argv)
char *file, *argvl 1;
DESCRIPTION
exec in all its forms transforms the calling process into a new process. The new pro-
cess is constructed from an ordinary, executable file called the new process file. This
file consists of a header [see a.0ut(4)], a text segment, a data segment, and an optional
threadlocal data segment (see thread(2)). The data segment contains an initialized
portion and an uninitialized portion (bss).
There can be no return from a successful exec because the calling process is overlaid
by-the-new-process: :
Optionally, the new process file may be an interpreter file. An interpreter file begins with
a line of the following form:
I#interpreter
When an interpreter file is exec’d, the system execs the specified interpreter, giving it
the name of the originally exec’d file as an argument and shifting over the rest of the
optional arguments.
When a C program is executed, it is called as follows:
main (argc, argv, envp)
int argc;
char **argv, **envp;
where argc is the argument count, argv is an array of character pointers to the argu-
ments themselves, and envp is an array of character pointers to the environment
strings. As indicated, argc is conventionally at least one and the first member of the
array points to a string containing the name of the file.
path points to a path name that identifies the new process file.
file points to the new process file. The path prefix for this file is obtained by a search
of the directories passed as the environment line "PATH =" [see environ(5)]. The
environment is supplied by the shell [see sh(1) and csh(1)].
arg0, argl, ..., argn are pointers to null-terminated character strings. These strings
constitute the argument list available to the new process. By convention, at least arg0
must be present and point to a string that is the same as path (or its last component).
argv is an array of character pointers to null-terminated strings. These strings consti-
tute the argument list available to the new process. By convention, argv must have at
least one member, and it must point to a string that is the same as path (or its last
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component). argv is terminated by a null pointer.

envp is an array of character pointers to null-terminated strings. These strings consti-
tute the environment for the new process. envp is terminated by a null pointer. For
execl and execv, the C run-time start-off routine places a pointer to the environment
of the calling process in the global cell:

extern char **environ;
and it is used to pass the environment of the calling process to the new process.

File descriptors open in the calling process remain open in the new process, except
for those whose close-on-exec flag is set; see fcntl(2). For those file descriptors that
remain open, the file pointer is unchanged.

Signals set to terminate the calling process will be set to terminate the new process.
Signals set to be ignored by the calling process will be set to be ignored by the new
process. Signals set to be caught by the calling process will be set to terminate new
process; see signal(2).

For signals set by sigset(2), exec ensures that the new process has the same system sig-
nal action for each signal type whose action is SIG_DFL, SIG_IGN, or SIG_HOLD as
the calling process. However, if the action is to catch the signal, then the action is
reset to SIG_DFL, and any pending signal for this type is held.

If the set-user-ID mode bit of the new process file is set [see chmod(2)], exec sets the
effective user ID of the new process to the owner ID of the new process file. Similarly,
if the set-group-ID mode bit of the new process file is set, the effective group ID of the
new process is set to the group ID of the new process file. The real user ID and real
group ID of the new process remain the same as those of the calling process.

The shared memory segments attached to the calling process are not attached to the
new process [see shmop(2)].

Profiling is disabled for the new process; see profil(2).
The new process also inherits the following attributes from the calling process:

nice value [see nice(2)]

process ID

parent process ID

process group ID

semadj values [see semop(2)]

tty group ID [see exit(2) and signal(2)]

trace flag [see ptrace(2) request 0]

time left until an alarm clock signal [see alarm(2)]
current working directory

root directory

file mode creation mask [see umask(2)]

file size limit [see ulimit(2)]

utime, stime, cutime, and cstime [see times(2)]
file-locks [see fentl(2) and lockf(3C)]

exec will fail and return to the calling process if one or more of the following are true:

[ENOENT] One or more components of the new process path name of the file
do not exist.

[ENOTDIR] A component of the new process path of the file prefix is not a direc-
tory.

[EACCES] Search permission is denied for a directory listed in the new process
file’s path prefix.
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[EACCES] The new process file is not an ordinary file.

[EACCES] The new process file mode denies execution permission.

[ENOEXEC] The exec is not an execlp or execup, and the new process file has the
appropriate access permission but an invalid magic number in its
header.

[ENOEXEC] A multi-threaded process may not exec.

[ETXTBSY] The new process file is a pure procedure (shared text) file that is
currently open for writing by some process.

[ENOMEM] The new process requires more memory than is allowed by the
system-imposed maximum MAXMEM.

[E2BIG] The number of bytes in the new process’s argument list is greater
than the system-imposed limit of NCARGS bytes.

[EFAULTI path, argv, or envp point to an illegal address.

[EAGAIN] Not enough memory.

[ELIBACC] Required shared library does not have execute permission.

[ELIBEXEC] Trying to exec(2) a shared library directly.

[EINTR] A signal was caught during the exec system call.

SEE ALSO
a.out(4), alarm(2), environ(5), exit(2), fentl(2), fork(2), lockf(3C), nice(2), ptrace(2),
semop(2), sh(1), signal(2), sigset(2), spawn(2), thread(2), times(2), ulimit(2), umask(2)
DIAGNOSTICS

If exec returns to the calling process an error has occurred; the return value will be ~1

and errno will be set to indicate the error.
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NAME
exit, _exit — terminate process

SYNOPSIS
void exit (status)
int status;
void _exit (status)
int status;

DESCRIPTION
exit terminates the calling process with the following consequences:

All of the file descriptors open in the calling process are closed.

If the parent process of the calling process is executing a wait, it is notified of the cal-
ling process’s termination and the low order eight bits (i.e., bits 0377) of status are
made available to it [see wait(2)].

If the parent process of the calling process is not executing a wait, the calling process
is transformed into a zombie process. A zombie process is a process that only occupies
a slot in the process table. It has no other space allocated either in user or kernel
space. The process table slot that it occupies is partially overlaid with time account-
ing information (see <sys/proc.h>) to be used by times.

The parent process ID of all of the calling processes’ existing child processes and
zombie processes‘is set to 1. This means the initialization process [see intro(2)] inher-
its each of these processes.

Each attached shared memory segment is detached and the value of shm_nattach in
the data structure associated with its shared memory identifier is decremented by 1.

For each semaphore for which the calling process has set a semadj value [see
semop (2)], that semadj value is added to the semval of the specified semaphore.

If the process has a process, text, or data lock, an unlock is performed [see plock(2)].
An accounting record is written on the accounting file if the system’s accounting rou-
tine is enabled [see acct (2)].

If the process ID, tty group ID, and process group ID of the calling process are equal,
the SIGHUP signal is sent to each process that has a process group ID equal to that of
the calling process.

A death of child signal is sent to the parent.

The C function exit may cause cleanup actions before the process exits. The function
_exit circumvents all cleanup.

In a multi-threaded process, a thread that calls exit or (_exit) causes all other threads
of the process to join before exiting. The process itself then effectively calls exit.
SEE ALSO
acct(2), intro(2), plock(2), semop(2), signal(2), sigset(2), thread(2), wait(2).
WARNING
See WARNING in signal(2).

DIAGNOSTICS
None. There can be no return from an exit system call.
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fentl - file control

#include <fentl.h>

int fentl (fildes, cmd, arg)
int fildes, cmd, arg;

fentl provides for control over open files. fildes is an open file descriptor obtained
from a creat, open, dup, fcntl, or pipe system call.

The commands available are:

F_DUPFD

Return a new file descriptor as follows:

Lowest numbered available file descriptor greater than or equal to
arg.
Same open file (or pipe) as the original file.

Same file pointer as the original file (i.e., both file descriptors share
one file pointer).

Same access mode (read, write or read/write).

Same file status flags (i.e., both file descriptors share the same file
status flags).

The close-on-exec flag associated with the new file descriptor is set to
remain open across exec(2) system calls.

F_GETFD

F_SETFD

F_GETFL
F_SETFL
F_GETLK

F_SETLK

F_SETLKW

F_GETOWN

Get the close-on-exec flag associated with the file descriptor fildes. If
the low-order bit is 0 the file remains open across exec; otherwise the
file is closed upon execution of exec.

Set the close-on-exec flag associated with fildes to the low-order bit of
arg (0 or 1 as above).

Get file status flags.
Set file status flags to arg. Only certain flags can be set [see fcntl(5)].

Get the first lock which blocks the lock description given by the vari-
able of type struct flock pointed to by arg. The information retrieved
overwrites the information passed to fentl in the flock structure. If no
lock is found that would prevent this lock from being created, then
the structure is passed back unchanged except for the lock type
which is set to F_UNLCK.

Set or clear a file segment lock according to the variable of type struct
flock pointed to by arg [see fcntl(5)]. The cmd F_SETLK is used to
establish read (F RDLCK) and write (F_ WRLCK) locks, as well as
remove either type of lock (F_UNLCK). If a read or write lock cannot
be set, fentl returns immediately with an error value of -1.

This c¢md is the same as F_SETLK except that if a read or write lock is
blocked by other locks, the process sleeps until the segment is free to
be locked.

Get the process ID or process group currently receiving SIGIO and
SIGURG signals; process groups are returned as negative values.

34
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F_SETOWN Set the process or process groups to receive SIGIO and SIGURG sig-
nals; process groups are specified by supplying arg as negative, oth-
erwise arg is interpreted as a process ID.

F_GETOWN and F_SETOWN apply only to STREAMS devices, not regular files or
pipes.
A read lock prevents any process from write locking the protected area. More than

one read lock may exist for a given segment of a file at a given time. The file descrip-
tor on which a read lock is being placed must have been opened with read access.

A write lock prevents any process from read locking or write locking the protected
area. Only one write lock may exist for a given segment of a file at a given time. The
file descriptor on which a write lock is being placed must have been opened with
write access.

The structure flock describes the type (I_type), starting offset (I_whence), relative offset
(I_start), size (I_len), process id (I_pid), and RFS system id (I_sysid) of the segment of
the file to be affected. The process id and system id fields are used only with the
F_GETLK cmd to return the values for a blocking lock. Locks may start and extend
beyond the current end of a file, but may not be negative relative to the beginning of
the file. A lock may be set always to extend to the end of file by setting I_len to zero
(0). If such a lock also has I_whence and I_start set to zero (0), the whole file is locked.
Changing or unlocking a segment from the middle of a larger locked segment leaves
two smaller segments for either end. Locking a segment that is already locked by the
calling process causes the old lock type to be removed and the new lock type to take
effect. All locks associated with a file for a given process are removed when a file
descriptor for that file is closed by that process or the process holding that file
descriptor terminates. Locks are not inherited by a child process in a fork(2) system
call.

When mandatory file and record locking is active on a file, [see chmod(2)], read and
write system calls issued on the file are affected by the record locks in effect.

fentl fails if one or more of the following are true:

[EBADF] fildes is not a valid open file descriptor.

[EINVAL] cmd is F_DUPFD. arg is either negative, or greater than or equal to
the configured value for the maximum number of open file descrip-
tors allowed each user.

[EINVAL] cmd is F_GETLK, F_SETLK, or SETLKW and arg or the data it points to
is not valid.
[EACCES] cmd is F_SETLK the type of lock (I_type) is a read (F_RDLCK) lock and

the segment of a file to be locked is already write locked by another
process or the type is a write (F_WRLCK) lock and the segment of a
file to be locked is already read or write locked by another process.

[ENOLCK] cmd is F_SETLK or F_SETLKW, the type of lock is a read or write lock,
and there are no more record locks available (too many file seg-
ments locked) because the system maximum has been exceeded.

[EDEADLK] cmd is F_SETLKW, the lock is blocked by some lock from another
process, and putting the calling-process to sleep, waiting for that
lock to become free, would cause a deadlock.

[EFAULT] cmd is F_SETLK, arg points outside the program address space.
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[EINTR] A signal was caught during the fcnt system call. (
[ENOLINK] fildes is on a remote machine and the link to that machine is no
longer active.
SEE ALSO
close(2), creat(2), dup(2), exec(2), fork(2), open(2), pipe(2), signal(2), fentl(5).
DIAGNOSTICS ,
Upon successful completion, the value returned depends on cmd as follows:
F_DUPFD A new file descriptor.
F_GETFD Value of flag (only the low-order bit is defined).
F_SETFD Value other than -1.
F_GETFL Value of file flags.
F_SETFL Value other than -1.
F_GETLK Value other than 1.
F_SETLK Value other than -1.
F SETLKW Value other than -1.
F_GETOWN Process or process group ID of the file owner.
Otherwise, a value of -1 is returned and errno is set to indicate the error.
WARNINGS

Because in the future the variable errno will be set to EAGAIN rather than EACCES
when a section of a file is already locked by another process, portable application
programs should expect and test for either value.
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fork — create a new process
int fork ()

fork causes creation of a new process. The new process (child process) is an exact
copy of the calling process (parent process). This means the child process inherits the
following attributes from the parent process:

environment

close-on-exec flag [see exec(2)]

signal handling settings (i.e., SIG_DFL, SIG_IGN, SIG_HOLD, function
address)

set-user-ID mode bit

set-group-ID mode bit

profiling on/off status

nice value [see nice(2)]

all attached shared memory segments [see shmop(2)]
process group ID

tty group ID [see exit(2)]

current working directory

root directory

file mode creation mask [see umask(2)]

file size limit [see ulimit(2)]

The child process differs from the parent process in the following ways:
The child process has a unique process ID.

The child process has a different parent process ID (i.e., the process ID of the
parent process).

The child process has its own copy of the parent’s file descriptors. Each of the
child’s file descriptors shares a common file pointer with the corresponding file
descriptor of the parent.

All semadj values are cleared [see semop(2)].

Process locks, text locks and data locks are not inherited by the child [see
plock(2)].

The child process’s utime, stime, cutime, and cstime are set to 0. The time left
until an alarm clock signal is reset to 0.

fork fails and no child process is created if one or more of the following are true:

[EAGAIN] The system-imposed limit on the total number of processes under
execution would be exceeded.

[EAGAIN] The system-imposed limit on the total number of processes under
execution by a single user would be exceeded.

[EAGAIN] Total amount of system memory available when reading via raw 10
is temporarily insufficient.

[EAGAIN] A thread attempts to fork.
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SEE ALSO
exec(2), nice(2), plock(2), ptrace(2), semop(2), shmop(2), signal(2), sigset(2), thread(2),
times(2), ulimit(2), umask(2), wait(2).

DIAGNOSTICS :
Upon successful completion, fork returns a value of 0 to the child process and returns
the process ID of the child process to the parent process. Otherwise, a value of -1 is

returned to the parent process, no child process is created, and errno is set to indicate
the error.
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getdents — read directory entries and put in a file system independent format

#include <sys/dirent.h>

int getdents (fildes, buf, nbyte)
int fildes;

char *buf;

unsigned nbyte;

fildes is a file descriptor obtained from an open(2) or dup(2) system call.

getdents attempts to read nbyte bytes from the directory associated with fildes and to
format them as file system independent directory entries in the buffer pointed to by
buf. Since the file system independent directory entries are of variable length, in
most cases the actual number of bytes returned is strictly less than nbyte.

The file system independent directory entry is specified by the dirent structure. For a
description of this see dirent (4).

On devices capable of seeking, getdents starts at a position in the file given by the file
pointer associated with fildes. Upon return from getdents, the file pointer is incre-
mented to point to the next directory entry.

This system call was developed in order to implement the readdir(3X) routine [for a
description see directory(3X)], and should not be used for other purposes.

getdents fails if one or more of the following are true:

[EBADF fildes is not a valid file descriptor open for reading.

[EFAULT] buf points outside the allocated address space.

[EINVAL] nbyte is not large enough for one directory entry.

[ENOENT] The current file pointer for the directory is not located at a valid
entry.

[ENOLINK] fildes points to a remote machine and the link to that machine is no
longer active.

[ENOTDIR] fildes is not a directory.

[EIO] An1/0 error occurred while accessing the file system.

directory(3X), dirent(4).

Upon successful completion a non-negative integer is returned indicating the
number of bytes actually read. A value of 0 indicates the end of the directory has
been reached. If the system call failed, a -1 is returned and errno is set to indicate the
error.
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BUGS

GETHOSTID (2)

gethostid, sethostid — get/set unique identifier of current host

hostid = gethostid()
long hostid;

sethostid(hostid)
long hostid;

sethostid establishes a 32-bit identifier for the current processor that is intended to be
unique among all UNIX systems in existence. This is normally a DARPA Internet
address for the local machine. This call is allowed only to the super-user and is nor-
mally performed at boot time.

gethostid returns the 32-bit identifier for the current processor.

hostid(1), gethostname(2)

32 bits for the identifier is too small.
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Stardent 1500/3000



GETITIMER(2)

NAME

SYNOPSIS

DESCRIPTION

NOTES

RETURN VALUE

System Calls

GETITIMER (2)
getitimer, setitimer — get/set value of interval timer
#include <sys/time.h>
#define ITIMER_REAL 0 /* real time intervals */
#define ITIMER_VIRTUAL 1 /* virtual time intervals */
#define ITIMER_PROF 2 /* user and system virtual time */

getitimer(which, value)
int which;
struct itimerval *value;

setitimer(which, value, ovalue)
int which;
struct itimerval *value, *ovalue;

The system provides each process with three interval timers, defined in <sys/time.h>.
The getitimer call returns the current value for the timer specified in which in the
structure at value. The setitimer call sets a timer to the specified value (returning the
previous value of the timer if ovalue is nonzero).

A timer value is defined by the itimerval structure:

struct itimerval {
struct timeval it_interval; /* timer interval */
struct timeval it_value; /* current value */

Y;
If it_value is non-zero, it indicates the time to the next timer expiration. If it_interval is
non-zero, it specifies a value to be used in reloading if_value when the timer expires.
Setting it_value to 0 disables a timer. Setting if_interval to 0 causes a timer to be dis-
abled after its next expiration (assuming it_value is non-zero).

Time values smaller than the resolution of the system clock are rounded up to this
resolution (on the VAX, 10 milliseconds).

The ITIMER_REAL timer decrements in real time. A SIGALRM signal is delivered
when this timer expires.

The ITIMER_VIRTUAL timer decrements in process virtual time. It runs only when
the process is executing. A SIGVTALRM signal is delivered when it expires.

The ITIMER_PROF timer decrements both in process virtual time and when the sys-
tem is running on behalf of the process. It is designed to be used by interpreters in
statistically profiling the execution of interpreted programs. Each time the
ITIMER_PROF timer expires, the SIGPROF signal is delivered. Because this signal
may interrupt in-progress system calls, programs using this timer must be prepared
to restart interrupted system calls.

Three macros for manipulating time values are defined in <sys/time.h>. Timerclear
sets a time value to zero, timerisset tests if a time value is non-zero, and timercmp com-
pares two time values (beware that >= and <= do not work with this macro).

If the calls succeed, a value of 0 is returned. If an error occurs, the value -1 is
returned, and a more precise error code is placed in the global variable errno.
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ERRORS ( |
The possible errors are:
[EFAULT] The value parameter specified a bad address.
[EINVAL] A value parameter specified a time was too large to be handled.
SEE ALSO
' sigvec(2), gettimeofday(2)
42
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getmsg — get next message off a stream

#include <stropts.h>

int getmsg(fd, ctlptr, dataptr, flags)
int £d;

struct strbuf *ctlptr;

struct strbuf *dataptr;

int *flags;

getmsg retrieves the contents of a message [see intro(2)] located at the stream head read
queue from a STREAMS file, and places the contents into user specified buffer(s). The
message must contain either a data part, a control part or both. The data and control
parts of the message are placed into separate buffers, as described below. The
semantics of each part is defined by the STREAMS module that generated the mes-
sage.

fd specifies a file descriptor referencing an open stream. ctlptr and dataptr each point
to a strbuf structure which contains the following members:

int maxlen; /* maximum buffer length */
intlen; /#lengthof data  */
char *buf; /* ptr to buffer */

where buf points to a buffer in which the data or control information is to be placed,
and maxlen indicates the maximum number of bytes this buffer can hold. On return,
len contains the number of bytes of data or control information actually received, or
is 0 if there is a zero-length control or data part, or is -1 if no data or control informa-
tion is present in the message. flags may be set to the values 0 or RS_HIPRI and is
used as described below.

ctlptr is used to hold the control part from the message and dataptr is used to hold the
data part from the message. If ctlptr (or dataptr) is NULL or the maxlen field is -1, the
control (or data) part of the message is not processed and is left on the stream head
read queue and len is set to -1. If the maxlen field is set to 0 and there is a zero-length
control (or data) part, that zero-length part is removed from the read queue and len is
set to 0. If the maxlen field is set to 0 and there are more than zero bytes of control (or
data) information, that information is left on the read queue and len is set to 0. If the
maxlen field in ctlptr or dataptr is less than, respectively, the control or data part of the
message, maxlen bytes are retrieved. In this case, the remainder of the message is left
on the stream head read queue and a non-zero return value is provided, as described
below under DIAGNOSTICS. If information is retrieved from a priority message, flags
is set to RS _HIPRI on return.

By default, getmsg processes the first priority or non-priority message available on
the stream head read queue. However, a user may choose to retrieve only priority
messages by setting flags to RS_HIPRIL. In this case, getmsg only processes the next
message if it is a priority message.

If O_NDELAY has not been set, getmsg blocks until a message, of the type(s) specified
by flags (priority or either), is available on the stream head read queue. If O_NDELAY
has been set and a message of the specified type(s) is not present on the read queue,
getmsg fails and sets errno to EAGAIN.

If a hangup occurs on the stream from which messages are to be retrieved, getmsg
continues to operate normally, as described above, until the stream head read queue is
empty. Thereafter, it returns 0 in the len fields of ctlptr and dataptr.
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getmsg fails if one or more of the following are true:

[EAGAIN] The O_NDELAY flag is set, and no messages are available.
[EBADF] fd is not a valid file descriptor open for reading.
[EBADMSG] Queued message to be read is not valid for getmsg.

[EFAULT] ctlptr, dataptr, or flags points to a location outside the allocated
address space.

[EINTR] A signal was caught during the getmsg system call.

[EINVAL] An illegal value was specified in flags, or the stream referenced by fd
is linked under a multiplexor.

[ENOSTR] A stream is not associated with fd.

A getmsg can also fail if a STREAMS error message had been received at the stream
head before the call to getmsg. The error returned is the value contained in the
STREAMS error message.

intro(2), read(2), poll(2), putmsg(2), write(2).

Upon successful completion, a non-negative value is returned. A value of 0 indicates
that a full message was read successfully. A return value of MORECTL indicates that
more control information is waiting for retrieval. A return value of MOREDATA indi-
cates that more data is waiting for retrievall. A return value of
MORECTL | MOREDATA indicates that both types of information remain. Subsequent

1 PR +1 KO | £ 11
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getpid, getpgrp, getppid — get process, process group, and parent process IDs

int getpid ()

int getpgrp ()
int getppid ()

getpid returns the process ID of the calling process.
getpgrp returns the process group ID of the calling process.

getppid returns the parent process ID of the calling process.

exec(2), fork(2), intro(2), setpgrp(2), signal(2).
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getuid, geteuid, getgid, getegid — get real user, effective user, real group, and effec-

tive group IDs

unsigned short getuid ()
unsigned short geteuid ()
unsigned short getgid ()
unsigned short getegid ()

getuid returns the real user ID of the calling process.
geteuid returns the effective user ID of the calling process.
getgid returns the real group ID of the calling process.
getegid returns the effective group ID of the calling process.

intro(2), setuid(2).
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ioctl — control device

int ioctl (fildes, request, arg)
int fildes, request;

ioctl performs a variety of control functions on devices and STREAMS. For non-
STREAMS files, the functions performed by this call are device-specific control func-
tions. The arguments request and arg are passed to the file designated by fildes and
are interpreted by the device driver. This control is infrequently used on non-
STREAMS devices, with the basic input/output functions performed through the
read(2) and write(2) system calls.

For STREAMS files, specific functions are performed by the ioctl call as described in
streamio(7).

fildes is an open file descriptor that refers to a device. Request selects the control func-
tion to be performed and depends on the device being addressed. arg represents
additional information that is needed by this specific device to perform the requested
function. The data type of arg depends upon the particular control request, but it is
either an integer or a pointer to a device-specific data structure.

In addition to device-specific and STREAMS functions, generic functions are provided
by more than one device driver, for example, the general terminal interface [see ter-
mio(7)].

ioctl fails for any type of file if one or more of the following are true:

[EBADF] fildes is not a valid open file descriptor.

[ENOTTY] fildes is not associated with a device driver that accepts control func-
tions.

[EINTR] A signal was caught during the ioct! system call.

ioct] also fails if the device driver detects an error. In this case, the error is passed
through ioct! without change to the caller. A particular driver might not exhibit all of
the following error cases. Other requests to device drivers fail if one or more of the
following are true:

[EFAULT] request requires a data transfer to or from a buffer pointed to by arg,
but some part of the buffer is outside the process’s allocated space.

[EINVAL] request or arg is not valid for this device.

[EIO] Some physical I/O error has occurred.

[ENXIO] The request and arg are valid for this device driver, but the service

requested can not be performed on this particular subdevice.

[ENOLINK] fildes is on a remote machine and the link to that machine is no
longer active.

STREAMS errors are described in streamio(7).
streamio(7), termio(7)

Upon successful completion, the value returned depends upon the device control
function, but must be a non-negative integer. Otherwise, a value of -1 is returned
and errno is set to indicate the error.
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kill - send a signal to a process or a group of processes

int kill (pid, sig)
int pid, sig;

kill sends a signal to a process or a group of processes. The process or group of
processes to which the signal is to be sent is specified by pid. The signal that is to be
sent is specified by sig and is either one from the list given in signal(2), or 0. If sig is 0
(the null signal), error checking is performed but no signal is actually sent. This can
be used to check the validity of pid.

The real or effective user ID of the sending process must match the real or effective
user ID of the receiving process, unless the effective user ID of the sending process is
super-user.

The processes with a process ID of 0 and a process ID of 1 are special processes [see
intro(2)] and are referred to below as proc0 and procl, respectively.

If pid is greater than zero, sig is sent to the process whose process ID is equal to pid.
Pid may equal 1.

If pid is 0, sig is sent to all processes excluding proc0 and proc1 whose process group
ID is equal to the process group ID of the sender.

If pid is -1 and the effective user ID of the sender is not super-user, sig is sent to all
processes excluding proc0 and procl whose real user ID is equal to the effective user
ID of the sender.

SEE ALSO

DIAGNOSTICS

If pid is -1 and the effective user ID of the sender is super-user, sig is sent to all
processes excluding proc0 and procl.

If pid is negative but not -1, sig is sent to all processes whose process group ID is
equal to the absolute value of pid.

kill fails and no signal is sent if one or more of the following are true:

Sending a signal to a multi-threaded process causes the signal to be sent to one and
only one of the threads.

[EINVAL] sig is not a valid signal number.
[EINVAL] sig is SIGKILL and pid is 1 (procl).
[ESRCH] No process can be found corresponding to that specified by pid.

[EPERM] The user ID of the sending process is not super-user, and its real or
effective user ID does not match the real or effective user ID of the
receiving process.

getpid(2), kill(1), setpgrp(2), signal(2), sigset(2), thread(2).

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.
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NAME
link - link to a file
SYNOPSIS
int link (path1, path2)
char *pathl, *path2;
DESCRIPTION
pathl points to a path name naming an existing file. path2 points to a path name
naming the new directory entry to be created. link creates a new link (directory
entry) for the existing file.
link fails and no link is created if one or more of the following are true:
[ENOTDIR] A component of either path prefix is not a directory.
[ENOENT] A component of either path prefix does not exist.
[EACCES] A component of either path prefix denies search permission.
[ENOENT] The file named by pathl does not exist.
[EEXIST] The link named by path2 exists.
[EPERM] The file named by pathl is a directory and the effective user ID is not
super-user.
[EXDEV] The link named by path2 and the file named by pathl reside on dif-
ferent logical devices (file systems).
[ENOENT] path2 points to a null path name.
[EACCES] The requested link requires writing in a directory with a mode that
denies write permission.
[EROFS] The requested link requires writing in a directory on a read-only file
system.
[EFAULT] path points outside the allocated address space of the process.
[EMLINK] The maximum number of links to a file would be exceeded.
[EINTR] A signal was caught during the [ink system call.
[ENOLINK] path points to a remote machine and the link to that machine is no
longer active.
[EMULTIHOP]  Components of path require hopping to multiple remote machines.
SEE ALSO
symlink(2), unlink(2).
DIAGNOSTICS

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.
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NAME
Iseek — move read /write file pointer
SYNOPSIS
long lseek (fildes, offset, whence)
int fildes;
long offset;
int whence;
DESCRIPTION
fildes is a file descriptor returned from a creat, open, dup, or fcntl system call. Iseek
sets the file pointer associated with fildes as follows:
If whence is 0, the pointer is set to offset bytes.
If whence is 1, the pointer is set to its current location plus offset.
If whence is 2, the pointer is set to the size of the file plus offset.
Upon successful completion, the resulting pointer location, as measured in bytes
from the beginning of the file, is returned. Note that if fildes is a remote file descrip-
tor and offset is negative, Iseek returns the file pointer even if it is negative.
Iseek fails and the file pointer remains unchanged if one or more of the following are
true:
[EBADF] fildes is not an open file descriptor.
[ESPIPE] fildes is associated with a pipe or fifo.
[EINVAL and SIGSYS signal]
‘ whence isnot 0,71, or 2:
[EINVAL] fildes is not a remote file descriptor, and the resulting file pointer
would be negative.
Some devices are incapable of seeking. The value of the file pointer associated with
such a device is undefined.
SEE ALSO
creat(2), dup(2), fentl(2), open(2).
DIAGNOSTICS

Upon successful completion, a non-negative integer indicating the file pointer value
is returned. Otherwise, a value of -1 is returned and errno is set to indicate the error.

50 Stardent 1500/3000



sttem Calls

MKDIR(2) MKDIR (2)
NAME
mkdir — make a directory
SYNOPSIS
int mkdir (path, mode)
char *path;
int mode;
DESCRIPTION
The routine mkdir creates a new directory with the name path. The mode of the new
directory is initialized from the mode. The protection part of the mode argument is
modified by the process’s mode mask [see umask(2)].
The directory’s owner ID is set to the process’s effective user ID. The directory’s
group ID is set to the process’s effective group ID. The newly created directory is
empty with the possible exception of entries for “.”” and “..””.
mkdir fails and no directory is created if one or more of the following are true:
[ENOTDIR] A component of the path prefix is not a directory.
[ENOENT] A component of the path prefix does not exist.
[ENOLINK] path points to a remote machine and the link to that machine is no
longer active.
[EMULTIHOP] Components of path require hopping to multiple remote machines.
[EACCES] Either a component of the path prefix denies search permission or
write permission is denied on the parent directory of the directory
to be created.
[ENOENT] The path is longer than the maximum allowed.
[EEXIST] The named file already exists.
[EROFS] The path prefix resides on a read-only file system.
[EFAULT] path points outside the allocated address space of the process.
[EMLINK] The maximum number of links to the parent directory would be
exceeded.
[EIO] An1/0 error has occurred while accessing the file system.
DIAGNOSTICS
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned, and errno is set to indicate the error.
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NAME

SYNOPSIS

DESCRIPTION

MKNOD (2)

mknod — make a directory, or a special or ordinary file

int mknod (path, mode, dev)
char *path;
int mode, dev;

mknod creates a new file named by the path name pointed to by path. The mode of
the new file is initialized from mode. Where the value of mode is interpreted as fol-
lows:

0170000 file type; one of the following:

0010000 fifo special

0020000 character special
0040000 directory

0060000 block special

0100000 or 0000000 ordinary file

0004000 set user ID on execution
00020#0 set group ID on execution if #is 7, 5, 3, or 1
enable mandatory file/record locking if # is 6, 4, 2, or 0
0001000 save text image after execution
0000777 access permissions; constructed from the following:

0000400 read by owner

0000200 write by owner

0000100 execute (search on directory) by owner
0000070 read, write, execute (search) by group
0000007 read, write, execute (search) by others

The owner ID of the file is set to the effective user ID of the process. The group ID of
the file is set to the effective group ID of the process.

Values of mode other than those above are undefined and should not be used. The
low-order 9 bits of mode are modified by the process’s file mode creation mask: all
bits set in the process’s file mode creation mask are cleared [see umask(2)]. If mode
indicates a block or character special file, dev is a configuration-dependent
specification of a character or block I/O device. If mode does not indicate a block spe-
cial or character special device, dev is ignored.

mknod may be invoked only by the super-user for file types other than FIFO special.
mknod fails and the new file is not created if one or more of the following are true:
[EPERM] The effective user ID of the process is not super-user.

[ENOTDIR] A component of the path prefix is not a directory.

[ENOENT!] A component of the path prefix does not exist.

[EROFS] The directory in which the file is to be created is located on a read-
only file system.

[EEXIST] The named file exists.
[EFAULT] path points outside the allocated address space of the process.
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[ENOSPC] No space is available.
[EINTR] A signal was caught during the mknod system call.
[ENOLINK] path points to a remote machine and the link to that machine is no

longer active.

[EMULTIHOP] Components of path require hopping to multiple remote machines.

SEE ALSO
chmod(2), exec(2), mkdir(1), umask(2), fs(4).

DIAGNOSTICS
Upon successful completion a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.

WARNING

If mknod is used to create a device in a remote directory (Remote File Sharing), the
major and minor device numbers are interpreted by the server.
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NAME ( 5
mount — mount a file system
SYNOPSIS
#include <sys/mount.h>
int mount (spec, dir, mflag, fstyp, dataptr, datalen);
char *spec, *dir;
int mflag, fstyp;
char *dataptr;
int datalen;
DESCRIPTION
mount requests that a removable file system contained on the block special file
identified by spec be mounted on the directory identified by dir. Spec and dir are
pointers to path names. fstyp is the file system type number. The sysfs(2) system call
can be used to determine the file system type number. Note that if the MS_FSS flag
bit of mflag is off, the file system type defaults to the root file system type. If the bit is
on, then fstyp is used to indicate the file system type. Additionally, if the MS_DATA
flag is on in mflag, then dataptr and datalen are used to pass mount parameters to the
system. If the MS_DATA flag is off or if either dataptr or datalenis zero, there is no
additional data. In the normal case of a local mount, dafaptr should be null.
Upon successful completion, references to the file dir refer to the root directory on
the mounted file system.
The low-order bit of mflag is used to control write permission on the mounted file
system; if 1, writing is forbidden, otherwise writing is permitted according to indivi-
dualfileaccessibility: -
mount may be invoked only by the super-user. It is intended for use only by the (
mount(1M) utility.
mount fails if one or more of the following are true:
[EPERM] The effective user ID is not super-user.
[ENOENT!] Any of the named files does not exist.
[ENOTDIR] A component of a path prefix is not a directory.
[EREMOTE] spec is remote and cannot be mounted.
[ENOLINK] Pathname points to a remote machine and the link to that machine
is no longer active.
[EMULTIHOP] Components of path require hopping to multiple remote machines.
[ENOTBLK] spec is not a block special device.
[ENXIO] The device associated with spec does not exist.
[ENOTDIR] dir is not a directory.
[EFAULT] spec or dir points outside the allocated address space of the process.
[EBUSY] dir is currently mounted on, is someone’s current working direc-
tory, or is otherwise busy.
[EBUSY] The device associated with spec is currently mounted.
[EBUSY] There are no more mount table entries.
[EROFS] spec is write protected and mflag requests write permission. (
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SEE ALSO

DIAGNOSTICS

MOUNT (2)

[ENOSPC] The file system state in the super-block is not FSOKAY and mflag
requests write permission.

[EINVAL] The super block has an invalid magic number or the fstyp is invalid

or mflag is not valid.
mount(1M), sysfs(2), umount(2), fs(4).

Upon successful completion a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.
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NAME ( )
msgctl — message control operations y
SYNOPSIS
#include <sys/types.h>

#include <sys/ipc.h>
#include <sys/msg.h>

int msgctl (msqid, cmd, buf)
int msqid, cmd;
struct msqid_ds *buf;

DESCRIPTION

msgctl provides a variety of message control operations as specified by cmd. The fol-
lowing cmds are available:

IPC_STAT Place the current value of each member of the data structure associ-
ated with msgid into the structure pointed to by buf. The contents of
this structure are defined in infro(2). {READ}

IPC_SET Set the value of the following members of the data structure associ-
ated with msgid to the corresponding value found in the structure
pointed to by buf:

msg_perm.uid

msg_perm.gid

msg_perm.mode /* only low 9 bits */
msg_qbytes

This ¢md can only be executed by a process that has an effective user

ID equal to either that of super user, or to the value of '
msg_perm.cuid or msg_perm.uid in the data structure associated
with msgid. Only super user can raise the value of msg_qbytes.

IPC_RMID Remove the message queue identifier specified by msgid from the
system and destroy the message queue and data structure associ-
ated with it. This ¢md can only be executed by a process that has an
effective user ID equal to either that of super user, or to the value of
msg_perm.cuid or msg_perm.uid in the data structure associated
with msgid.

msgctl fails if one or more of the following are true:

[EINVAL] msgid is not a valid message queue identifier.

[EINVAL] cmd is not a valid command.

[EACCES] cmd is equal to IPC_STAT and {READ} operation permission is
denied to the calling process [see intro(2)].

[EPERM] cmd is equal to IPC_RMID or IPC_SET. The effective user ID of the
calling process is not equal to that of super user, or to the value of
msg_perm.cuid or msg_perm.uid in the data structure associated
with msgid.

[EPERM] cmd is equal to IPC_SET, an attempt is being made to increase to the

value of msg_qbytes, and the effective user ID of the calling process
is not equal to that of super user.

[EFAULT] buf points to an illegal address.

SEE ALSO
intro(2), msgget(2), msgop(2). (
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Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.
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NAME (
msgget — get message queue :

SYNOPSIS

#include <sys/types.h>

#include <sys/ipc.h>

#include <sys/msg.h>

int msgget (key, msgflg)

key_t key;

int msgflg;

DESCRIPTION

msgget returns the message queue identifier associated with key.

A message queue identifier and associated message queue and data structure [see

intro(2)] are created for key if one of the following are true:

key is equal to IPC_PRIVATE.
key does not already have a message queue identifier associated with it, and
(msgflg & IPC_CREAT) is “true”’.
Upon creation, the data structure associated with the new message queue identifier is
initialized as follows:
Msg_perm.cuid, msg_perm.uid, msg_perm.cgid, and msg_perm.gid are set
equal to the effective user ID and effective group ID, respectively, of the calling
process.
The low-order 9 bits of msg_perm.mode are set equal to the low-order 9 bits of
msgflg. (
Msg_qnum, msg_lspid, msg_lrpid, msg_stime, and msg_rtime are set equal to
0.
Msg_ctime is set equal to the current time.
msg_qgbytes is set equal to the system limit.

msgget fails if one or more of the following are true:

[EACCES] A message queue identifier exists for key, but operation permission
[see intro(2)] as specified by the low-order 9 bits of msgflg would not
be granted.

[ENOENT] A message queue identifier does not exist for key and (msgfly &
IPC_CREAT) is ““false”.

[ENOSPC] A message queue identifier is to be created but the system-imposed
limit on the maximum number of allowed message queue identifiers
system wide would be exceeded.

[EEXIST] A message queue identifier exists for key but ((msgflg & IPC_CREAT)

- & (msgflg & IPC_EXCL)) is “true”.
SEE ALSO
‘ intro(2), msgctl(2), msgop(2).
DIAGNOSTICS

Upon successful completion, a non-negative integer, namely a message queue
identifier, is returned. Otherwise, a value of -1 is returned and errno is set to indicate
the error.
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NAME
msgop — message operations

SYNOPSIS
#include <sys/types.h>
#include <sys/ipc.h>
#include <sys/msg.h>

int msgsnd (msqid, msgp, msgsz, msgflg)

int msqid;

struct msgbuf *msgp;

int msgsz, msgflg;

int msgrev (msqid, msgp, msgsz, msgtyp, msgflg)
int msqid;

struct msgbuf *msgp;

int msgsz;

long msgtyp;

int msgflg;

DESCRIPTION
msgsnd is used to send a message to the queue associated with the message queue
identifier specified by msgid. {(WRITE} msgp points to a structure containing the mes-
sage. This structure is composed of the following members:

long  mtype; /* message type */
char mtext[]; /* message text */

mtype is a positive integer that can be used by the receiving process for message
selection (see msgrcv below). mtext is any text of length msgsz bytes. msgsz can range
from 0 to a system-imposed maximum.

msgflg specifies the action to be taken if one or more of the following are true:
The number of bytes already on the queue is equal to msg_qgbytes [see intro(2)].

The total number of messages on all queues system-wide is equal to the
system-imposed limit.

These actions are as follows:

If (msgflg & IPC_NOWAIT) is “true”’, the message is not sent and the calling
process returns immediately.

If (msgfly & IPC_NOWAIT) is “false”, the calling process suspends execution
until one of the following occurs:

The condition responsible for the suspension no longer exists, in
which case the message is sent.

msgid is removed from the system [see msgctl(2)]. When this occurs,
errno is set equal to EIDRM, and a value of -1 is returned.

The calling process receives a signal that is to be caught. In this case
the message is not sent and the calling process resumes execution in
the manner prescribed in signal (2).

msgsnd fails and no message is sent if one or more of the following are true:
[EINVAL] msgid is not a valid message queue identifier.

[EACCES] Operation permission is denied to the calling process [see intro(2)].
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[EINVAL] mtype is less than 1. ( )
[EAGAIN] The message cannot be sent for one of the reasons cited above and

(msgflg & IPC_NOWAIT) is “true”.
[EINVAL] msgsz is less than zero or greater than the system-imposed limit.
[EFAULT] msgp points to an illegal address.
Upon successful completion, the following actions are taken with respect to the data
structure associated with msgid [see intro (2)].
msg_qnum is incremented by 1.
msg_lspid is set equal to the process ID of the calling process.
msg_stime is set equal to the current time.
msgrcv reads a message from the queue associated with the message queue identifier
specified by msgid and places it in the structure pointed to by msgp. {READ) This
structure is composed of the following members:
long  mtype; /* message type */
char mtext[]; /* message text */
mtype is the received message’s type as specified by the sending process. mtext is the
text of the message. msgsz specifies the size in bytes of mtext. The received message
is truncated to msgsz bytes if it is larger than msgsz and (msgflg & MSG_NOERROR) is
“true”’. The truncated part of the message is lost and no indication of the truncation
is given to the calling process.
msgtyp specifies the type of message requested as follows:
If msgtyp is equal to O, the first message on the queue is received. (
If msgtyp is greater than 0, the first message of type msgtyp is received.
If msgtyp is less than 0, the first message of the lowest type that is less than or
equal to the absolute value of msgtyp is received.
msgflg specifies the action to be taken if a message of the desired type is not on the
queue. These actions are specified as follows:
If (msgflg & IPC_NOWALIT) is “true”, the calling process will return immedi-
ately with a return value of -1 and errno set to ENOMSG.
If (msgflg & IPC_NOWAIT) is ““false”, the calling process will suspend execution
until one of the following occurs:
A message of the desired type is placed on the queue.
msgid is removed from the system. When this occurs, errno is set equal
to EIDRM, and a value of -1 is returned.
The calling process receives a signal that is to be caught. In this case a
message is not received and the calling process resumes execution in
the manner prescribed in signal(2).
msgrco fails and no message is received if one or more of the following are true:
[EINVAL] msgid is not a valid message queue identifier.
[EACCES] Operation permission is denied to the calling process.
[EINVAL] msgsz is less than 0.
[E2BIG] mitext is greater than msgsz and (msgflg & MSG_NOERROR) is
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[ENOMSG] The queue does not contain a message of the desired type and
(msgtyp & IPC_NOWALIT) is “true”.

[EFAULT] msgp points to an illegal address.

Upon successful completion, the following actions are taken with respect to the data
structure associated with msgid [see intro (2)].

msg_qnum is decremented by 1.
msg_lrpid is set equal to the process ID of the calling process.

msg_rtime is set equal to the current time.
intro(2), msgctl(2), msgget(2), signal(2)

If msgsnd or msgrcv return due to the receipt of a signal, a value of -1 is returned to
the calling process and errno is set to EINTR. If they return due to removal of msgid
from the system, a value of -1 is returned and errno is set to EIDRM.

Upon successful completion, the return value is set as follows:
msgsnd returns a value of 0.
msgrcv returns a value equal to the number of bytes actually placed into mtext.

Otherwise, a value of -1 is returned and errno is set to indicate the error.
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NAME ( |
nice — change priority of a process -
SYNOPSIS
int nice (incr)
int incr;
DESCRIPTION

nice adds the value of incr to the nice value of the calling process. A process’s nice

value is a non-negative number for which a more positive value results in lower CPU

priority.

A maximum nice value of 39 and a minimum nice value of 0 are imposed by the sys-

tem. (The default nice value is 20.) Requests for values above or below these limits

result in the nice value being set to the corresponding limit.

[EPERM] nice fails and does not change the nice value if incr is negative or
greater than 39 and the effective user ID of the calling process is not
super-user.

SEE ALSO L
exec(2), nice(1)
DIAGNOSTICS

Upon successful completion, nice returns the new nice value minus 20. Otherwise, a

value of -1 is returned and errno is set to indicate the error.
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open — open for reading or writing

#include <fcntlh>
int open (path, oflag [, mode] )

char *path;

int oflag, mode;

path points to a path name naming a file. open opens a file descriptor for the named
file and sets the file status flags according to the value of oflag. For non-STREAMS
[see intro(2)] files, oflag values are constructed by or-ing flags from the following list
(only one of the first three flags below may be used):

O_RDONLY Open for reading only.
O_WRONLY Open for writing only.

O_RDWR
O_NDELAY

O_APPEND
O_SYNC

O_CREAT

Open for reading and writing.

This flag may affect subsequent reads and writes [see read(2) and
write(2)].

When opening a FIFO with O_RDONLY or O_WRONLY set:
If O NDELAY is set:

An open for reading-only returns without delay. An open for
writing-only returns an error if no process currently opens the
file for reading.

If O_NDELAY is clear:
An open for reading-only blocks until a process opens the file for
writing. An open for writing-only blocks until a process opens
the file for reading.

When opening a file associated with a communication line:

If O_NDELAY is set:
The open returns without waiting for carrier.

If O NDELAY is clear:
The open blocks until carrier is present.

If set, the file pointer is set to the end of the file prior to each write.

When opening a regular file, this flag affects subsequent writes. If set,
each write(2) waits for both the file data and file status to be physically
updated.

If the file exists, this flag has no effect. Otherwise, the owner ID of the
file is set to the effective user ID of the process, the group ID of the file
is set to the effective group ID of the process, and the low-order 12 bits
of the file mode are set to the value of mode modified as follows [see
creat(2)]:

All bits set in the file mode creation mask of the process are
cleared [see umask(2)].

The “‘save text image after execution bit” of the mode is cleared
[see chmod (2)].
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O_TRUNC If the file exists, its length is truncated to 0 and the mode and owner
are unchanged.

O_EXCL If O_EXCL and O_CREAT are set, open fails if the file exists.

When opening a STREAMS file, oflag may be constructed from O_NDELAY or-ed with
either O_RDONLY, O_WRONLY or O_RDWR. Other flag values are not applicable to
STREAMS devices and have no effect on them. The value of O NDELAY affects the
operation of STREAMS drivers and certain system calls [see read(2), getmsg(2),
putmsg(2) and write(2)]. For drivers, the implementation of O_NDELAY is device-
specific. Each STREAMS device driver may treat this option differently.

Certain flag values can be set following open as described in fentl(2).

The file pointer used to mark the current position within the file is set to the begin-
ning of the file.

The new file descbriptor is set to remain open across exec system calls [see fcntl(2)].

The named file is opened unless one or more of the following are true:

[EACCES]

A component of the path prefix denies search permission.

[EACCES] oflag permission is denied for the named file.

[EAGAIN] The file exists, mandatory file/record locking is set, and there are
outstanding record locks on the file [see chmod (2)].

[EEXIST] O_CREAT and O_EXCL are set, and the named file exists.

[EFAULT] path points outside the allocated address space of the process.

[EINTR] A signal was caught during the open system call.

[EIO] A hangup or error occurred during a STREAMS open. ( j

[EISDIR] The named file is a directory and oflag is write or read /write.

[EMFILE] NOFILES file descriptors are currently open.

[EMULTIHOP]  Components of path require hopping to multiple remote machines.

[ENFILE] The system file table is full.

[ENOENT] O_CREAT is not set and the named file does not exist.

[ENOLINK] Path points to a remote machine, and the link to that machine is no
longer active.

[ENOMEM] The system is unable to allocate a send descriptor.

[ENOSPC] O_CREAT and O_EXCL are set, and the file system is out of inodes.

[ENOSR] Unable to allocate a stream.

[ENOTDIR] A component of the path prefix is not a directory.

[ENXIO] The named file is a character special or block special file, and the
device associated with this special file does not exist.

[ENXIO] O_NDELAY is set, the named file is a FIFO, O_WRONLY is set, and no
process has opened the file for reading,.

[ENXIO] A STREAMS module or driver open routine failed.

[EROFS] The named file resides on a read-only file system and oflag is write
or read/write.

[ETXTBSY] The file is a pure procedure (shared text) file that is being executed

and oflag is write or read /write.

64

Stardent 1500/3000



System Calls

P S S A
OPEN(2) OPEN(2)

SEE ALSO
chmod(2), close(2), creat(2), dup(2), fentl(2), intro(2), lseek(2), read(2), getmsg(2),
putmsg(2), umask(2), write(2).

DIAGNOSTICS

Upon successful completion, the file descriptor is returned. Otherwise, a value of -1
is returned and errno is set to indicate the error.
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NAME
pause - suspend process until signal
SYNOPSIS
pause ()
DESCRIPTION
pause suspends the calling process until it receives a signal. The signal must be one
that is not currently set to be ignored by the calling process.
If the signal causes termination of the calling process, pause does not return.
If the signal is caught by the calling process and control is returned from the signal-
catching function [see signal (2)], the calling process resumes execution from the point
of suspension; with a return value of -1 from pause and errno set to EINTR.
SEE ALSO

alarm(2), kill(2), signal(2), sigpause(2), wait(2).
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NAME
phys — allow a process to access physical addresses

DESCRIPTION
The argument vaddr specifies a process virtual address and the argument paddr
specifies a processor physical address. The range [vaddr, vaddr + nbytes - 1] is
rounded up to an integral number of pages and the backing store for these virtual
pages is replaced by the set of real pages specified by the range [paddr + paddr +
nbytes - 1]. The addresses vaddr and paddr must both specify the same offset within
a page. Thatis, vaddr modulo pagesize must equal paddr modulo pagesize.

The virtual pages defined by the parameters must be a set of already valid mappings
in the process address space. Use brk(2) or sbrk(2) to ensure this.

This call may only be executed by the super-user.

RETURN VALUE
Upon successful completion, phys returns a value of 0. Otherwise, a value of -1 is
returned and the global variable errno is set to indicate the error.

ERRORS
Phys will fail and no child processes will be created if one or more of the following
are true:
[EPERM]  The caller is not the super-user.
[EINVAL] No current valid mapping exists for the range specified by the virtual
address vaddr and nbytes argument.
[EINVAL] vaddr modulo pagesize does not equal paddr modulo pagesize.
SEE ALSO

brk(2), sbrk(2)
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DIAGNOSTICS
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pipe — create an interprocess channel

int pipe (fildes)
int fildes[2];

pipe creates an I/O mechanism called a pipe and returns two file descriptors, fildes[0]
and fildes[1]. fildes[0] is opened for reading and fildes[1] is opened for writing.

Up to 5120 bytes of data are buffered by the pipe before the writing process is
blocked. A read only file descriptor fildes[0] accesses the data written to fildes[1] on a
first-in-first-out (FIFO) basis.

pipe fails if:

[EMFILE] NOFILES file descriptors are currently open.
[ENFILE] The system file table is full.

read(2), sh(1), write(2).

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.
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NAME
plock —lock process, text, or data in memory

SYNOPSIS
#include <sys/lock.h>
int plock (op)
int op;

DESCRIPTION
plock allows the calling process to lock its text segment (text lock), its data segment
(data lock), or both its text and data segments (process lock) into memory. Locked
segments are immune to all routine swapping. plock also allows these segments to be
unlocked. The effective user ID of the calling process must be super-user to use this
call. Op specifies the following;:

PROCLOCK - lock text and data segments into memory (process lock)
TXTLOCK -  lock text segment into memory (text lock)

DATLOCK -  lock data segment into memory (data lock)

UNLOCK - remove locks

plock fails and does not perform the requested operation if one or more of the follow-
ing are true:

[EPERM] The effective user ID of the calling process is not super-user.

[EINVAL] op is equal to PROCLOCK and a process lock, a text lock, or a data
lock already exists on the calling process.

[EINVAL] op is equal to TXTLOCK and a text lock, or a process lock already
exists on the calling process.

[EINVAL] op is equal to DATLOCK and a data lock, or a process lock already
exists on the calling process.

[EINVAL] op is equal to UNLOCK and no type of lock exists on the calling pro-
cess.

[EAGAIN] Not enough memory.
SEE ALSO
exec(2), exit(2), fork(2).

DIAGNOSTICS
Upon successful completion, a value of 0 is returned to the calling process. Other-
wise, a value of -1 is returned and errno is set to indicate the error.
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NAME

poll — STREAMS input/output multiplexing
SYNOPSIS

#include <stropts.h>

#include <poll.h>

int poll(fds, nfds, timeout)

struct pollfd fds[];

unsigned long nfds;

int timeout;
DESCRIPTION

poll provides users with a mechanism for multiplexing input/output over a set of file
descriptors that reference open streams [see intro(2)]. poll identifies those streams on
which a user can send or receive messages, or on which certain events have occurred.
A user can receive messages using read(2) or getmsg(2) and can send messages using
write(2) and putmsg(2). Certain ioctl(2) calls, such as I_ RECVFD and I_SENDFD [see
streamio(7)], can also be used to receive and send messages.

fds specifies the file descriptors to be examined and the events of interest for each file
descriptor. It is a pointer to an array with one element for each open file descriptor
of interest. The array’s elements are pollfd structures which contain the following

members:
int fd; /* file descriptor */
short events; /* requested events */
short revents; /* returned events */

where fd specifies an open file descriptor and events and fevents are bitmasks con-
structed by or-ing any combination of the following event flags:

POLLIN A non-priority or file descriptor passing message (see I RECVFD) is
present on the stream head read queue. This flag is set even if the mes-
sage is of zero length. In revents, this flag is mutually exclusive with
POLLPRI.

POLLPRI A priority message is present on the stream head read queue. This flag is
set even if the message is of zero length. In revents, this flag is mutually
exclusive with POLLIN.

POLLOUT  The first downstream write queue in the stream is not full. Priority con-
trol messages can be sent (see putmsg) at any time.

POLLERR  An error message has arrived at the stream head. This flag is only valid
in the revents bitmask; it is not used in the events field.

POLLHUP A hangup has occurred on the stream. This event and POLLOUT are
mutually exclusive; a stream can never be writable if a hangup has
occurred. However, this event and POLLIN or POLLPRI are not mutu-
ally exclusive. This flag is only valid in the revents bitmask; it is not
used in the events field. ‘

POLLNVAL The specified fd value does not belong to an open stream. This flag is
only valid in the revents field; it is not used in the events field.

For each element of the array pointed to by fds, poll examines the given file descriptor
for the event(s) specified in events. The number of file descriptors to be examined is
specified by nfds. If nfds exceeds NOFILES, the system limit of open files [see
ulimit(2)], poll fails.
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DIAGNOSTICS
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If the value fd is less than zero, events is ignored and revents is set to 0 in that entry on
return from poll.

The results of the poll query are stored in the revents field in the pollfd structure. Bits
are set in the revents bitmask to indicate which of the requested events are true. If
none is true, none of the specified bits is set in revents when the poll call returns. The
event flags POLLHUP, POLLERR and POLLNVAL are always set in revents if the condi-
tions they indicate are true; this occurs even though these flags were not present in
events.

If none of the defined events has occurred on any selected file descriptor, poll waits at
least timeout msec for an event to occur on any of the selected file descriptors. On a
computer where millisecond timing accuracy is not available, timeout is rounded up
to the nearest legal value available on that system. If the value timeout is 0, poll
returns immediately. If the value of timeout is -1, poll blocks until a requested event
occurs or until the call is interrupted. poll is not affected by the O_NDELAY flag.

poll fails if one or more of the following are true:

[EAGAIN] Allocation of internal data structures failed but request should be
attempted again.

[EFAULT] Some argument points outside the allocated address space.
[EINTR] A signal was caught during the poll system call.
[EINVAL] The argument nfds is less than zero, or nfds is greater than NOFILES.

intro(2), read(2), getmsg(2), putmsg(2), streamio(7), write(2).

Upon successful completion, a non-negative value is returned. A positive value indi-
cates the total number of file descriptors that has been selected (i.e., file descriptors
for which the revents field is non-zero). A value of 0 indicates that the call timed out
and no file descriptors have been selected. Upon failure, a value of ~1 is returned
and errno is set to indicate the error.

Stardent 1500/3000

71



System Calls

PROFIL(2) PROFIL (2)

NAME
profil — execution time profile

SYNOPSIS
void profil (buff, bufsiz, offset, scale)
char *buff;
int bufsiz, offset, scale;

DESCRIPTION
buff points to an area of core whose length (in bytes) is given by bufsiz. After this
call, the user’s program counter (pc) is examined each clock tick. Then the value of
offset is subtracted from it, and the remainder multiplied by scale. If the resulting
number corresponds to an entry inside buff, that entry is incremented. An entry is
defined as a series of bytes with length sizeof(short).
The scale is interpreted as an unsigned, fixed-point fraction with binary point at the
left: 0177777 (octal) gives a 1-1 mapping of pc’s to entries in buff; 077777 (octal) maps
each pair of instruction entries together. 02(octal) maps all instructions onto the
beginning of buff (producing a non-interrupting core clock).
Profiling is turned off by giving a scale of 0 or 1. It is rendered ineffective by giving a
bufsiz of 0. Profiling is turned off when an exec is executed, but remains on in child
and parent both after a fork. Profiling is turned off if an update in buff would cause a
memory fault.

SEE ALSO
prof(1), times(2), monitor(3C).

DIAGNOSTICS
Not defined.
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ptrace — process trace

int ptrace (request, pid, addr, data);
int request, pid, addr, data;

ptrace provides a means by which a parent process may control the execution of a
child process. Its primary use is for the implementation of breakpoint debugging.
The child process behaves normally until it encounters a signal [see signal(2) for the
list], at which time it enters a stopped state and its parent is notified via wait(2).
When the child is in the stopped state, its parent can examine and modify its “core
image” using pfrace. Also, the parent can cause the child either to terminate or con-
tinue, with the possibility of ignoring the signal that caused it to stop.

The request argument determines the precise action to be taken by ptrace and is one of
the following:

0  This request must be issued by the child process if it is to be traced by its
parent. It turns on the child’s trace flag that stipulates that the child
should be left in a stopped state upon receipt of a signal rather than the
state specified by func [see signal(2)]. The pid, addr, and data arguments
are ignored, and a return value is not defined for this request. Peculiar
results occur if the parent does not expect to trace the child.

The remainder of the requests can only be used by the parent process. For each, pid
is the process ID of the child. The child must be in a stopped state before these
requests are made.

1,2 With these requests, the word at location addr in the address space of the
child is returned to the parent process. Either request 1 or request 2 may
be used with equal results. The data argument is ignored. These two
requests fail if addr is not the start address of a word, in which case a
value of —1 is returned to the parent process and the parent’s errno is set
to EIO.

3 With this request, the word at location addr in the child’s USER area in the
system’s address space (see <sys/user.h>) is returned to the parent pro-
cess. The data argument is ignored. This request fails if addr is not the
start address of a word or is outside the USER area, in which case a value
of -1 is returned to the parent process and the parent’s errno is set to EIO.

4,5 With these requests, the value given by the data argument is written into
the address space of the child at location addr. Either request 4 or request
5 may be used with equal results. Upon successful completion, the value
written into the address space of the child is returned to the parent.
These two requests fail if addr is not the start address of a word. Upon
failure a value of -1 is returned to the parent process and the parent’s
errno is set to EIO.

6  With this request, a few entries in the child’s USER area can be written.
data gives the value that is to be written and addr is the location of the
entry, the scalar floating point status and registers, and certain bits of the
processor status word. The old value at the address is returned. The few
entries that can be written are the general registers and the 32 general
registers.
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7 This request causes the child to resume execution. If the data argument is 0, all
pending signals including the one that caused the child to stop are canceled
before it resumes execution. If the data argument is a valid signal number, the
child resumes execution as if it had incurred that signal, and any other pending
signals are canceled. The addr argument must be equal to 1 for this request.
Upon successful completion, the value of data is returned to the parent. This
request will fail if data is not O or a valid signal number, in which case a value of
-1 is returned to the parent process and the parent’s errno is set to EIO.

8 This request causes the child to terminate with the same consequences as
exit(2).

9  This request sets a breakpoint in the text of the child and then executes the
same steps as listed above for request 7. The breakpoint causes an interrupt
upon completion of one machine instruction. This effectively allows single
stepping of the child. This breakpoint is invisible to both the parent and the
child.

To forestall possible fraud, ptrace inhibits the set-user-id facility on subsequent exec(2) calls. If a
traced process calls exec, it stops before executing the first instruction of the new image showing sig-

nal SIGTRAP.

General Errors

ptrace fails in general if one or more of the following are true:

[EIO] request is an illegal number.
[ESRCH] pid identifies a child that does not exist or has not executed a ptrace
with request 0.
SEE ALSO
exec(2), signal(2), wait(2).
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putmsg - send a message on a stream

#include <stropts.h>

int putmsg (fd, ctlptr, dataptr, flags)
int £d;

struct strbuf *ctlptr;

struct strbuf *dataptr;

int flags;

putmsg creates a message [see intro(2)] from user specified buffer(s) and sends the
message to a STREAMS file. The message may contain either a data part, a control
part or both. The data and control parts to be sent are distinguished by placement in
separate buffers, as described below. The semantics of each part is defined by the
STREAMS module that receives the message.

fd specifies a file descriptor referencing an open stream. ctlptr and dataptr each point
to a strbuf structure which contains the following members:

int maxlen; /* not used */
intlen; /* length of data */
char *buf; /* ptr to buffer */

ctlptr points to the structure describing the control part, if any, to be included in the
message. The buf field in the strbuf structure points to the buffer where the control
information resides, and the len field indicates the number of bytes to be sent. The
maxlen field is not used in putmsg [see getmsg(2)]. In a similar manner, dataptr
specifies the data, if any, to be included in the message. flags may be set to the values
0 or RS_HIPRI and is used as described below.

To send the data part of a message, dataptr must be non-NULL and the len field of
dataptr must have a value of 0 or greater. To send the control part of a message, the
corresponding values must be set for ctlptr. No data (control) part is sent if either
dataptr (ctlptr) is NULL or the len field of dataptr (ctlptr) is set to —1.

If a control part is specified, and flags is set to RS_HIPRI, a priority message is sent. If
flags is set to 0, a non-priority message is sent. If no control part is specified, and flags
is set to RS_HIPRI, putmsg fails and sets errno to EINVAL. If no control part and no
data part are specified, and flags is set to 0, no message is sent, and 0 is returned.

For non-priority messages, putmsg blocks if the stream write queue is full due to inter-
nal flow control conditions. For priority messages, putmsg does not block on this
condition. For non-priority messages, putmsg does not block when the write queue is
full and O_NDELAY is set. Instead, it fails and sets errno to EAGAIN.

putmsg also blocks, unless prevented by lack of internal resources, waiting for the
availability of message blocks in the stream, regardless of priority or whether
O_NDELAY has been specified. No partial message is sent.

putmsg fails if one or more of the following are true:

[EAGAIN] A non-priority message was specified, the O_NDELAY flag is set and
the stream write queue is full due to internal flow control conditions.

[EAGAIN] Buffers could not be allocated for the message that was to be created.
[EBADF] fd is not a valid file descriptor open for writing.
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[EFAULT] ctlptr or dataptr points outside the allocated address space.

[EINTR] A signal was caught during the putmsg system call.

[EINVAL] An undefined value was specified in flags, or flags is set to RS_HIPRI
and no control part was supplied.

[EINVAL] The stream referenced by fd is linked below a multiplexor.

[ENOSTR] A stream is not associated with fd.

[ENXIO] A hangup condition was generated downstream for the specified
stream.

[ERANGE] The size of the data part of the message does not fall within the range
specified by the maximum and minimum packet sizes of the topmost
stream module. This value is also returned if the control part of the
message is larger than the maximum configured size of the control
part of a message, or if the data part of a message is larger than the
maximum configured size of the data part of a message.

A putmsg also fails if a STREAMS error message had been processed by the stream

head before the call to putmsg. The error returned is the value contained in the

STREAMS error message.

SEE ALSO
intro(2), read(2), getmsg(2), poll(2), write(2)
DIAGNOSTICS

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is

returned and errno is set to indicate the error.
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read - read from file

int read (fildes, buf, nbyte)
int fildes;

char *buf;

unsigned nbyte;

fildes is a file descriptor obtained from a creat(2), open(2), dup(2), fentl(2), or pipe(2)
system call.

read attempts to read nbyte bytes from the file associated with fildes into the buffer
pointed to by buf.

On devices capable of seeking, the read starts at a position in the file given by the file
pointer associated with fildes. Upon return from read, the file pointer is incremented
by the number of bytes actually read.

Devices that are incapable of seeking always read from the current position. The
value of a file pointer associated with such a file is undefined.

Upon successful completion, read returns the number of bytes actually read and
placed in the buffer; this number may be less than nbyte if the file is associated with a
communication line [see ioctl(2) and termio(7)], or if the number of bytes left in the
file is less than nbyte bytes. A value of 0 is returned when an end-of-file has been
reached. A read from a STREAMS [see intro(2)] file can operate in three different
modes: “byte-stream’”” mode, “message-nondiscard’”” mode, and “‘message discard”
mode. The default is byte-stream mode. This can be changed using the I_SRDOPT
ioctl request [see streamio (7)], and can be tested with the I_ GRDOPT ioctl. In byte-
stream mode, read retrieves data from the stream until it has retrieved nbyte bytes, or
until there is no more data to be retrieved. Byte-stream mode ignores messsage
boundaries.

In STREAMS message-nondiscard mode, read retrieves data until it has read nbyte
bytes, or it reaches a message boundary. If the read does not retrieve all the data ina
message, the remaining data are replaced on the stream, and can be retrieved by the
next read or getmsg(2) call. Message-discard mode also retrieves data until it has
retrieved nbyte bytes, or it reaches a message boundary. However, unread data
remaining in a message after the read returns are discarded, and are not available for
a subsequent read or getmsg.

When attempting to read from a regular file with mandatory file/record locking set
[see chmod(2)], and there is a blocking (i.e. owned by another process) write lock on
the segment of the file to be read:

If O NDELAY is set, the read returns a -1 and sets errno to EAGAIN.

If O_NDELAY is clear, the read sleeps until the blocking record lock is removed.
When attempting to read from an empty pipe (or FIFO):

If O NDELAY is set, the read returns a 0.

If O NDELAY is clear, the read blocks until data is written to the file or the file is
no longer open for writing.

When attempting to read a file associated with a tty that has no data currently avail-
able:
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If O_NDELAY is set, the read returns a 0.
If O_NDELAY is clear, the read blocks until data becomes available.

When attempting to read a file associated with a stream that has no data currently
available:

If O_NDELAY is set, the read returns a -1 and sets errno to EAGAIN.
If O_NDELAY is clear, the read blocks until data becomes available.

When reading from a STREAMS file, handling of zero-byte messages is determined by
the current read mode setting. In byte-stream mode, read accepts data until it has
read nbyte bytes, or until there is no more data to read, or until a zero-byte message
block is encountered. read then returns the number of bytes read, and places the
zero-byte message back on the stream to be retrieved by the next read or getmsg. In
the two other modes, a zero-byte message returns a value of 0 and the message is
removed from the streamn. When a zero-byte message is read as the first message on a
stream, a value of 0 is returned regardless of the read mode.

A read from a STREAMS file can only process data messages. It cannot process any

type of protocol message and fails if a protocol message is encountered at the stream
head.

read fails if one or more of the following are true:

[EAGAIN] Mandatory file/record locking was set, O_NDELAY was set, and
there was a blocking record lock.

[EAGAIN] Total amount of system memory available when reading via raw
1/0 is temporarily insufficient.

SEE ALSO

DIAGNOSTICS

[EAGAIN] No message waiting to be read on a strearn and O_NDELAY flag set.
[EBADF] fildes is not a valid file descriptor open for reading,.
[EBADMSG] Message waiting to be read on a stream is not a data message.

[EDEADLK] The read was going to go to sleep and cause a deadlock situation to
occur.

[EFAULT] buf points outside the allocated address space.
[EINTR] A signal was caught during the read system call.
[EINVAL] Attempted to read from a stream linked to a multiplexor.

[ENOLCK] The system record lock table was full, so the read could not go to
sleep until the blocking record lock was removed.

[ENOLINK] fildes is on a remote machine and the link to that machine is no
longer active.

A read from a STREAMS file also fails if an error message is received at the stream head.
In this case, errno is set to the value returned in the error message. If a hangup occurs
on the stream being read, read continues to operate normally until the stream head read
queue is empty. Thereafter, it returns 0. ‘

creat(2), dup(2), fentl(2), getmsg(2), ioctl(2),intro(2), open(2), pipe(2), streamio(7), ter-
mio(7)

Upon successful completion a non-negative integer is returned indicating the
number of bytes actually read. Otherwise, a -1 is returned and errno is set to indicate
the error.
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NAME
readlink — read value of a symbolic link

SYNOPSIS
cc = readlink(path, buf, bufsiz)
int cc;
char #path, *buf;
int bufsiz;
DESCRIPTION

readlink places the contents of the symbolic link name in the buffer buf, which has size
bufsiz. The contents of the link are not null terminated when returned.

RETURN VALUE
The call returns the count of characters placed in the buffer if it succeeds, or a -1 if an
error occurs, placing the error code in the global variable errno.

ERRORS
readlink fails and the file mode is not changed if:
[ENOTDIR] A component of the path prefix is not a directory.
[ENOENT] The named file does not exist.
[EACCES] Search permission is denied for a component of the path prefix.
[ELOOP] Too many symbolic links were encountered in translating the path-
name.
[EINVAL] The named file is not a symbolic link.
[EIO] An1/0 error occurred while reading from the file system.
[EFAULT] buf extends outside the process’s allocated address space.
SEE ALSO

stat(2), Istat(2), symlink(2)
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NAME ' ( i
rename — change the name of a file

SYNOPSIS
rename(from, to)
char *from, *to;

DESCRIPTION
rename causes the link named from to be renamed as fo. If fo exists, then it is first
removed. Both from and to must be of the same type (that is, both directories or both
non-directories), and must reside on the same file system.

rename guarantees that an instance of fo will always exist, even if the system should
crash in the middle of the operation.

If the final component of from is a symbolic link, the symbolic link is renamed, not the
file or directory to which it points.

CAVEAT

The system can deadlock if a loop in the file system graph is present. This loop takes
the form of an entry in directory “a”, say “‘a/foo”, being a hard link to directory “b”,
and an entry in directory “b”’, say “b/bar”, being a hard link to directory “a”. When
such a loop exists and two separate processes attempt to perform ‘“rename a/foo
b/bar” and “rename b/bar a/foo”, respectively, the system may deadlock attempt-
ing to lock both directories for modification. Hard links to directories should be
replaced by symbolic links by the system administrator.

RETURN VALUE
A 0 value is returned if the operation succeeds, otherwise rename returns -1 and the

global variable errno indicates the reason for the failure. (

ERRORS
rename fails and neither of the argument files is affected if any of the following are
true:

[ENOENT] A component of the from path does not exist, or a path prefix of Flto
does not exist.

[EACCES] A component of either path prefix denies search permission.

[EACCES] The requested link requires writing in a directory with a mode that
denies write permission.

[EPERM] The directory containing from is marked sticky, and neither the con-
taining directory nor from are owned by the effective user ID.

[EPERM] The to file exists, the directory containing fo is marked sticky, and
neither the containing directory nor to are owned by the effective
user ID.

[ELOOP] Too many symbolic links were encountered in translating either
pathname.

[ENOTDIR] A component of either path prefix is not a directory.
[ENOTDIR] from is a directory, but fo is not a directory.

[EISDIR] to is a directory, but from is not a directory.
[EXDEV] The link named by fo and the file named by from are on different
logical devices (file systems). Note that this error code will not be
returned if the implementation permits cross-device links. (
\
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[ENOSPC]

[EDQUOT]

[EIO]
[EROFS]

[EFAULT]
[EINVAL]

RENAME (2)

The directory in which the entry for the new name is being placed
cannot be extended because there is no space left on the file system
containing the directory.

The directory in which the entry for the new name is being placed
cannot be extended because the user’s quota of disk blocks on the
file system containing the directory has been exhausted.

An I/0 error occurred while making or updating a directory entry.
The requested link requires writing in a directory on a read-only file
system.

path points outside the process’s allocated address space.

i"rr

from is a parent directory of to, or an attempt is made to rename “.
or II“/!.

[ENOTEMPTY] tois a directory and is not empty.

open(2)
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RMDIR(2) RMDIR (2)
NAME ( \;
rmdir — remove a directory '
SYNOPSIS
int rmdir (path)
char #path;
DESCRIPTION
rmdir removes the directory named by the path name pointed to by path. The direc-
tory must not have any entries other than "." and "..".
The named directory is removed unless one or more of the following are true:
[EINVAL] The current directory may not be removed.
[EINVAL] The "." entry of a directory may not be removed.
[EEXIST] The directory contains entries other than those for "." and "..".
[ENOTDIR] A component of the path prefix is not a directory.
[ENOENTI] The named directory does not exist.
[EACCES] Search permission is denied for a component of the path prefix.
[EACCES] Write permission is denied on the directory containing the directory
to be removed.
(EBUSY] The directory to be removed is the mount point for a mounted file
system.
[EROFS] The directory entry to be removed is part of a read-only file system.
[EFAULT] path points outside the process’s allocated address space. (
[EIO] An1/0 error occurred while accessing the file system. :
[ENOLINK] path points to a remote machine, and the link to that machine is no
longer active.
[EMULTIHOP]  Components of path require hopping to multiple remote machines.
DIAGNOSTICS
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is
returned and errno is set to indicate the error.
SEE ALSO
mkdir(2), mkdir{1), rm(1), rmdir(1)
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SEMCTL(2)

NAME

SYNOPSIS

DESCRIPTION

SEMCTL (2)

semct]l — semaphore control operations

#include <sys/types.h>
#include <sys/ipc.h>
#include <sys/sem.h>

int semctl (semid, semnum, cmd, arg)

int semid, cmd;

int semnum;

union semun {
int val;

struct semid_ds *buf;

ushort *array;

}arg;

semctl provides a variety of semaphore control operations as specified by cmd.

The following cmds are executed with respect to the semaphore specified by semid

and semnum:
GETVAL
SETVAL

GETPID
GETNCNT
GETZCNT

Return the value of semval [see intro(2)]. {READ}

Set the value of semval to arg.val. {ALTER} When this cmd is suc-
cessfully executed, the semadj value corresponding to the
specified semaphore in all processes is cleared.

-Return the value of sempid. {READ}

Return the value of semnent. {(READ}

Return the value of semzcent. (READ}

The following cmds return and set, respectively, every semval in the set of sema-

phores.
GETALL
SETALL

Place semvals into array pointed to by arg.array. {READ}

Set semvals according to the array pointed to by arg.array.
{ALTER} When this cmd is successfully executed the semadj values
corresponding to each specified semaphore in all processes are
cleared.

The following cmds are also available:

IPC_STAT

IPC_SET

Place the current value of each member of the data structure asso-
ciated with semid into the structure pointed to by arg.buf. The con-
tents of this structure are defined in intro(2). {READ}

Set the value of the following members of the data structure asso-
ciated with semid to the corresponding value found in the struc-
ture pointed to by arg.buf:

sem_perm.uid

sem_perm.gid

sem_perm.mode /* only low 9 bits */

This emd can only be executed by a process that has an effective
user ID equal to either that of super-user, or to the value of
sem_perm.cuid or sem_perm.uid in the data structure associated
with semid.
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SEMCTL(2)

SEMCTL (2)
IPC_RMID Remove the semaphore identifier specified by semid from the sys- ( )
tem and destroy the set of semaphores and data structure associ-
ated with it. This cmd can only be executed by a process that has
an effective user ID equal to either that of super-user, or to the
value of sem_perm.cuid or sem_perm.uid in the data structure
associated with semid .

semct] fails if one or more of the following are true:

[EINVAL] semid is not a valid semaphore identifier.

[EINVAL] semnum is less than zero or greater than sem_nsems.

[EINVAL] cmd is not a valid command.

[EACCES] Operation permission is denied to the calling process [see intro(2)].

[ERANGE] cmd is SETVAL or SETALL and the value to which semval is to be set
is greater than the system imposed maximum.

[EPERM] cmd is equal to IPC_RMID or IPC_SET and the effective user ID of the
calling process is not equal to that of super-user, or to the value of
sem_perm.cuid or sem_perm.uid in the data structure associated
with semid.

[EFAULT] arg.buf points to an illegal address.

SEE ALSO
intro(2), semget(2), semop(2).
DIAGNOSTICS

Ypornrsuccessfulcompletion, the value returned-dependsoncmd-as follows:

GETVAL The value of semwal. (
GETPID The value of sempid.

GETNCNT The value of semncnt.

GETZCNT The value of semzcnt.

All others A value of 0.

Otherwis<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>