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Chapter 1. Overview

IBM SPSS Collaboration and Deployment Services

IBM® SPSS® Collaboration and Deployment Services is an enterprise-level application that enables
widespread use and deployment of predictive analytics.

IBM SPSS Collaboration and Deployment Services provides centralized, secure, and auditable storage of
analytical assets and advanced capabilities for management and control of predictive analytic processes,
as well as sophisticated mechanisms for delivering the results of analytical processing to users. The
benefits of IBM SPSS Collaboration and Deployment Services include:

 Safeguarding the value of analytical assets
* Ensuring compliance with regulatory requirements
* Improving the productivity of analysts

* Minimizing the IT costs of managing analytics

IBM SPSS Collaboration and Deployment Services allows you to securely manage diverse analytical assets
and fosters greater collaboration among those developing and using them. Furthermore, the deployment
facilities ensure that people get the information they need to take timely, appropriate action.

Collaboration

Collaboration refers to the ability to share and reuse analytic assets efficiently, and is the key to
developing and implementing analytics across an enterprise.

Analysts need a location in which to place files that should be made available to other analysts or
business users. That location needs a version control implementation for the files to manage the evolution
of the analysis. Security is required to control access to and modification of the files. Finally, a backup
and restore mechanism is needed to protect the business from losing these crucial assets.

To address these needs, IBM SPSS Collaboration and Deployment Services provides a repository for
storing assets using a folder hierarchy similar to most file systems. Files stored in the IBM SPSS
Collaboration and Deployment Services Repository are available to users throughout the enterprise,
provided those users have the appropriate permissions for access. To assist users in finding assets, the
repository offers a search facility.

Analysts can work with files in the repository from client applications that leverage the service interface
of IBM SPSS Collaboration and Deployment Services. Products such as IBM SPSS Statistics and IBM SPSS
Modeler allow direct interaction with files in the repository. An analyst can store a version of a file in
development, retrieve that version at a later time, and continue to modify it until it is finalized and ready
to be moved into a production process. These files can include custom interfaces that run analytical
processes allowing business users to take advantage of an analyst's work.

The use of the repository protects the business by providing a central location for analytical assets that
can be easily backed-up and restored. In addition, permissions at the user, file, and version label levels
control access to individual assets. Version control and object version labels ensure the correct versions of
assets are being used in production processes. Finally, logging features provide the ability to track file
and system modifications.

© Copyright IBM Corp. 2000, 2015 1



Deployment

To realize the full benefit of predictive analytics, the analytic assets need to provide input for business
decisions. Deployment bridges the gap between analytics and action by delivering results to people and
processes on a schedule or in real time.

In IBM SPSS Collaboration and Deployment Services, individual files stored in the repository can be
included in processing jobs. Jobs define an execution sequence for analytical artifacts and can be created
with IBM SPSS Collaboration and Deployment Services Deployment Manager. The execution results can
be stored in the repository, on a file system, or delivered to specified recipients. Results stored in the
repository can be accessed by any user with sufficient permissions using the IBM SPSS Collaboration and
Deployment Services Deployment Portal interface. The jobs themselves can be triggered according to a
defined schedule or in response to system events.

In addition, the scoring service of IBM SPSS Collaboration and Deployment Services allows analytical
results from deployed models to be delivered in real time when interacting with a customer. An
analytical model configured for scoring can combine data collected from a current customer interaction
with historical data to produce a score that determines the course of the interaction. The service itself can
be leveraged by any client application, allowing the creation of custom interfaces for defining the process.

The deployment facilities of IBM SPSS Collaboration and Deployment Services are designed to easily
integrate with your enterprise infrastructure. Single sign-on reduces the need to manually provide
credentials at various stages of the process. Moreover, the system can be configured to be compliant with
Federal Information Processing Standard Publication 140-2.

System architecture

In general, IBM SPSS Collaboration and Deployment Services consists of a single, centralized IBM SPSS
Collaboration and Deployment Services Repository that serves a variety of clients, using execution servers
to process analytical assets.

2 IBM SPSS Collaboration and Deployment Services Deployment Manager: User's Guide
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Figure 1. IBM SPSS Collaboration and Deployment Services Architecture

IBM SPSS Collaboration and Deployment Services consists of the following components:
¢ IBM SPSS Collaboration and Deployment Services Repository for analytical artifacts

IBM SPSS Collaboration and Deployment Services Deployment Manager

IBM SPSS Collaboration and Deployment Services Deployment Portal
* Browser-based IBM SPSS Collaboration and Deployment Services Deployment Manager

IBM SPSS Collaboration and Deployment Services Enterprise View
BIRT Report Designer for IBM SPSS

IBM SPSS Collaboration and Deployment Services Repository

The repository provides a centralized location for storing analytical assets, such as models and data. The
repository requires an installation of a relational database, such as IBM DB2, Microsoft SQL Server, or
Oracle.

The repository includes facilities for:
* Security

* Version control

* Searching

* Auditing

Configuration options for the repository are defined using the IBM SPSS Collaboration and Deployment
Services Deployment Manager or the browser-based IBM SPSS Collaboration and Deployment Services
Deployment Manager. The contents of the repository are managed with the Deployment Manager and
accessed with the IBM SPSS Collaboration and Deployment Services Deployment Portal.

Chapter 1. Overview 3



IBM SPSS Collaboration and Deployment Services Deployment
Manager

IBM SPSS Collaboration and Deployment Services Deployment Manager is a client application for IBM
SPSS Collaboration and Deployment Services Repository that enables users to schedule, automate, and
execute analytical tasks, such as updating models or generating scores.

The client application allows a user to perform the following tasks:
* View any existing files within the system, including reports, SAS syntax files, and data files
* Import files into the repository

* Schedule jobs to be executed repeatedly using a specified recurrence pattern, such as quarterly or
hourly

* Modify existing job properties
* Determine the status of a job

* Specify email notification of job status

In addition, the client application allows users to perform administrative tasks for IBM SPSS
Collaboration and Deployment Services, including:

* Manage users
* Configure security providers
* Assign roles and actions

Browser-based IBM SPSS Collaboration and Deployment Services Deployment
Manager

The browser-based IBM SPSS Collaboration and Deployment Services Deployment Manager is a
thin-client interface for performing setup and system management tasks, including:

* Setting system configuration options
* Configuring security providers
* Managing MIME types

Non-administrative users can perform any of these tasks provided they have the appropriate actions
associated with their login credentials. The actions are assigned by an administrator.

You typically access the browser-based IBM SPSS Collaboration and Deployment Services Deployment
Manager at the following URL:

http://<host IP address>:<port>/security/login
Note: An IPv6 address must be enclosed in square brackets, such as [3ffe:2a00:100:7031::1].

If your environment is configured to use a custom context path for server connections, include that path
in the URL.

http://<host IP address>:<port>/<context path>/security/Togin

IBM SPSS Collaboration and Deployment Services Deployment Portal

IBM SPSS Collaboration and Deployment Services Deployment Portal is a thin-client interface for
accessing the repository. Unlike the browser-based IBM SPSS Collaboration and Deployment Services
Deployment Manager, which is intended for administrators, IBM SPSS Collaboration and Deployment
Services Deployment Portal is a web portal serving a variety of users.

The web portal includes the following functionality:
* Browsing the repository content by folder

4  IBM SPSS Collaboration and Deployment Services Deployment Manager: User's Guide



* Opening published content

* Running jobs and reports

* Generating scores using models stored in the repository
* Searching repository content

¢ Viewing content properties

¢ Accessing individual user preferences, such as email address and password, general options,
subscriptions, and options for output file formats

You typically access the home page at the following URL:
http://<host IP address>:<port>/peb

Note: An IPv6 address must be enclosed in square brackets, such as [3ffe:2a00:100:7031::1].

If your environment is configured to use a custom context path for server connections, include that path
in the URL.

http://<host IP address>:<port>/<context path>/peb

IBM SPSS Collaboration and Deployment Services Enterprise View

The IBM SPSS Collaboration and Deployment Services Enterprise View provides a single, consistent view
of enterprise data. It allows users to define and maintain a common view of warehoused and transaction
data needed to perform analytics, optimization, deployment, and reporting.

Underlying data may come from a variety of sources, including a data warehouse, an operational data
store, or an online transaction database. The Enterprise View ensures a consistent use of enterprise data
and hides the complexities of stored data structures from the user. The Enterprise View is the data
backbone for the predictive enterprise.

Data discovery requires a major investment of resources from the organizations deploying predictive
analytics. The process is labor intensive—it can involve representatives from departments across the
organization and often entails resolving differences in data structure and semantics across organizational
boundaries. The Enterprise View provides a mechanism for recording the outcomes of the data discovery
process, versioning and securing the resulting schema, and tracking changes over time.

The Enterprise View includes the IBM SPSS Collaboration and Deployment Services Enterprise View
Driver component designed to provide other applications access to Enterprise View objects stored in the
repository. The driver operates similarly to JDBC and ODBC drivers with the exception that it does not
directly query physical data sources but rather virtualizes the physical data sources according to the
design of the Data Provider Definitions. Note that while the Enterprise View is installed as part of IBM
SPSS Collaboration and Deployment Services Deployment Manager, the IBM SPSS Collaboration and
Deployment Services Enterprise View Driver driver must be installed separately. For more information,
see IBM SPSS Collaboration and Deployment Services Enterprise View Driver documentation.

Execution servers

Execution servers provide the ability to execute resources stored within the repository. When a resource is
included in a job for execution, the job step definition includes the specification of the execution server
used for processing the step. The execution server type depends on the resource.

Execution servers currently supported by IBM SPSS Collaboration and Deployment Services include:

e SAS. The SAS execution server is the SAS executable file sas.exe, included with Base SAS’ Software.
Use this execution server to process SAS syntax files.

Chapter 1. Overview 5



* Remote Process. A remote process execution server allows processes to be initiated and monitored on
remote servers. When the process completes, it returns a success or failure message. Any machine
acting as a remote process server must have the necessary infrastructure installed for communicating
with the repository.

Execution servers that process other specific types of resources can be added to the system by installing
the appropriate adapters. For information, consult the documentation for those resource types.

During job creation, assign an execution server to each step included in the job. When the job executes,
the repository uses the specified execution servers to perform the corresponding analyses.

Scoring server

IBM SPSS Collaboration and Deployment Services Scoring Service is also available as a separately
deployable application, the Scoring Server.

The Scoring Server improves deployment flexibility in several key areas:
* Scoring performance can be scaled independently from other services

* Scoring Server(s) can be independently configured to dedicate computing resources to one or any
number IBM SPSS Collaboration and Deployment Services scoring configurations

* Scoring Server operating system and processor architecture does not need match the IBM SPSS
Collaboration and Deployment Services Repository or other Scoring Servers

* Scoring Server application server does not need match the application server used for IBM SPSS
Collaboration and Deployment Services Repository or other Scoring Servers

BIRT Report Designer for IBM SPSS

The reporting functionality of IBM SPSS Collaboration and Deployment Services is enabled by BIRT
(Business Intelligence and Reporting Tools), an open source package distributed by Eclipse Foundation
under the Eclipse Public License. BIRT provides core reporting features, such as report layout, data
access, and scripting. For more information about BIRT, see the [BIRT project page}

The IBM SPSS Collaboration and Deployment Services installation includes the BIRT reporting engine
server components, which enable the execution of BIRT report syntax files as part of the IBM SPSS
Collaboration and Deployment Services reporting job steps. BIRT Report Designer for IBM SPSS is a
standalone application that can be used in conjunction with IBM SPSS Collaboration and Deployment
Services. It provides a rich user interface with a number of advanced features for creating reports and
must be installed separately.

If a BIRT Report Designer for IBM SPSS report requires a JDBC-based database connection, a
corresponding JDBC driver must be installed with the IBM SPSS Collaboration and Deployment Services
Repository. For application server-specific information on the location of the JDBC drivers, see the
corresponding section of the repository installation instructions.

To start BIRT Report Designer for IBM SPSS, run the file BIRT.exe in the installation directory. For

information on using BIRT Report Designer for IBM SPSS, see the documentation installed with the
application.

6 IBM SPSS Collaboration and Deployment Services Deployment Manager: User's Guide
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Chapter 2. What is new in this release

What is new for IBM SPSS Collaboration and Deployment Services
Deployment Manager users

IBM SPSS Collaboration and Deployment Services Deployment Manager 7 delivers new capabilities that
can help you simplify deployment of predictive analytics and manage costs.

Scoring configuration aliases

A scoring configuration alias provides a fixed name to which scoring clients can send scoring requests.
The alias passes the requests to an assigned scoring configuration. The scoring configuration that is
assigned to the alias can be changed at any time, changing the model that is used for scoring.
Scoring configuration association sets

A scoring configuration association set consists of a primary scoring configuration and one or more
alternative configurations for generating scores. Scoring requests that are submitted to the primary
configuration are assigned to one of the configurations in the set according to specified distribution
percentages.

Scoring configuration A/B split testing

Use A/B split testing to compare different scoring configurations in terms of overall performance. You
can add the best configuration to your existing production tasks to improve their predictive capabilities.

Table caching for analytic data views
You can cache table values during data retrieval to prevent repeated retrieval of the same data.
Record limit for analytic data views

You can specify the maximum number of records to retrieve from a data source.

© Copyright IBM Corp. 2000, 2015
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Chapter 3. Getting started

Launching IBM SPSS Collaboration and Deployment Services
Deployment Manager

To launch the client:
1. From the Start menu, choose:

All Programs > SPSS Inc. > IBM SPSS Collaboration and Deployment Services Deployment Manager

The IBM SPSS Collaboration and Deployment Services Deployment Manager interface appears.

Navigating through the system

IBM SPSS Collaboration and Deployment Services Deployment Manager relies primarily on tab-based
navigation.

The interface is divided into the following major sections:

Table 1. Sections in the IBM SPSS Collaboration and Deployment Services Deployment Manager.

Section Description Location

The Content Explorer is a tree that displays the contents
Content Explorer of your repository. See the topic [“Content Explorer| Left-hand-pane
loverview” on page 13| for more information.

The Properties window displays the properties of the file
that you select in the Content Explorer. Note that this
Properties window is different from the individual
properties that may appear as part of the Status tabs.

Properties window Lower-left-hand pane

The Job Editor allows you to drag-and-drop elements to

create jobs. Upper-right-hand pane

Job Editor

Using the mouse versus pressing Enter

The system is mouse-driven. It is not recommended that you use the Enter key to complete actions.
Typically, pressing Enter will not submit your request.

Dragging and dropping items in the user interface

You can drag items in the user interface. For example, you can reorganize items within the Content
Explorer, or you can drag files from the Content Explorer into the Job Editor.

The system adheres to the following guidelines for drag-and-drop behavior.
* The Content Repository root cannot be moved.

* You can move items from the Content Explorer into the Job Editor. However, you cannot drag items
from the Job Editor to the Content Repository. You must work with items within the Job Editor. See the
topic [“What is a job?” on page 117] for more information.

Accessing help

Help is available via an online help system.
You can access help using any of the following methods:
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Help menu. From the Help menu, choose IBM SPSS Collaboration and Deployment Services
Deployment Manager Help.

Dialog-level help. To view online help in dialog boxes, click the Help button.

F1 help. In certain sections of the system context-sensitive help is available. To access context-sensitive
help, press F1.

Entry field content assist

The content assist feature provides job variables and predefined system property variables that can be
used to insert values into entry fields. Variables available through content assist vary from field to field
and may include timestamps, object paths, object URLs, job/step start and end times, execution
identifiers for jobs and job steps, completion codes, variables passed to a job step by another job step, and
variables defined at the job level. Entry fields that allow content assist are marked with a light bulb icon.

To insert variable values into a field, type $. The list of available variables appears in a drop-down list.
Click the variable name to display its description. Double-click the variable name to select it.

Date and timestamp variables allow the user to select the display format. To select a format after you
have specified a variable, type . (period) after the variable name. The list of available formats appears in
a drop-down list. Click the format name to display its description. Double-click the format name to select
it.

Variables can be used to define file paths. However, a single backslash is an escape character for entry
fields. Consequently, use a double backslash or a forward slash when specifying paths. For example, a
path of

${Jobvariable.varl}\§{Jobvariable.Var2}

should be specified as
${Jobvariable.Var1i}\\§{Jobvariable.Var2}

or
${Jobvariable.varl}/${JobVariable.Var2}

Field conventions

In IBM SPSS Collaboration and Deployment Services Deployment Manager, when property values of
multiple objects or object versions are compared, property fields that have varying values are empty and
marked by alert sign icons.

Naming conventions within the system

At various points in the system, you are prompted to name items. For example, you will be asked to
specify names for folders and jobs. All names within the system must be unique.

Note: Alphanumeric characters are recommended. The following symbols are prohibited:
* Quotation marks (single and double)

* Ampersands (&)

¢ Less-than (<) and greater-than (>) symbols

* Forward slash (/)

* Periods

* Commas

¢ Semicolons
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Exiting the system

You can exit the IBM SPSS Collaboration and Deployment Services Deployment Manager using either of
the following methods:

* From the File menu, choose Exit.

* Click the close button (X) in the title bar of the user interface.

Chapter 3. Getting started 11
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Chapter 4. The Content Explorer

Content Explorer overview

The Content Explorer is your entry point into the IBM SPSS Collaboration and Deployment Services
Repository.

The Content Explorer contains a tree hierarchy of objects in the repository. The objects that appear in the
Content Explorer depend upon your permissions. For example, you can view only folders for which you
have permissions. In the Content Explorer, you can perform the following tasks:

* Log in to and log off from a server

* Establish server and credential definitions

* View object properties

* Access and work with files in the Content Repository

What Is a content object?

A content object is any item that resides in the IBM SPSS Collaboration and Deployment Services
Repository. Objects in the repository are stored in a relational database, such as Microsoft SQL Server or
Oracle, in binary form.

You can add almost any type of file to the Content Repository. Examples of content objects include:
* IBM SPSS Modeler streams

IBM SPSS Statistics syntax files

¢ SAS syntax files

* Jobs

¢ BIRT Report Designer for IBM SPSS reports

Typically, you perform an action on a content object. For example, you may add a IBM SPSS Modeler
stream to a job, or you may run a job. At a minimum, you can move, copy, and paste content objects
within the Content Repository.

Organization of the Content Explorer

The server that hosts your IBM SPSS Collaboration and Deployment Services Repository is represented
by a folder in the Content Explorer.

Within every server folder, the following items appear:
Content Repository. Contains all of your content objects. You can create subfolders within this folder.

Submitted Jobs. Displays the results of running reports using IBM SPSS Collaboration and Deployment
Services Deployment Portal.

Enterprise View. A structure that provides a single, consistent view of enterprise data.
Resource Definitions. This folder contains server, credential, and data source definitions.

These items persist permanently at the root. You cannot move, copy, or delete these folders.
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Working with servers

When working with servers, you can perform the following tasks in the Content Explorer:
* Create new server connections

* Log in to a server

* Log off from a server

* Delete a server

Creating new Content Server connections

Before you begin working, you must establish a connection to the server that houses your repository.

You need to create the server connection only once. After you have created the connection, the server
folder appears in the Content Explorer, and you can simply log in to the server. See the topic
to a server” on page 15| for more information.

To create a server connection:
1. Launch IBM SPSS Collaboration and Deployment Services Deployment Manager .
2. From the File menu, choose:

New > Content Server Connection

The Create New Content Server Connection dialog box opens.

3. In the Connection name field, enter the name of your IBM SPSS Collaboration and Deployment
Services Repository. This name is used in the Content Explorer at the root level.

Note: Alphanumeric characters are recommended. The following symbols are prohibited:
* Quotation marks (single and double)
* Ampersands (&)
* Less-than (<) and greater-than (>) symbols
* Forward slash (/)
* Periods
¢ Commas
* Semicolons
4. In the Server URL field, enter the complete connection URL for the server.
The URL includes the following elements:

¢ The connection scheme, or protocol, as either http for hypertext transfer protocol or https for
hypertext transfer protocol with the secure socket layer (SSL)

e The host server name or IP address

Note: An IPv6 address must be enclosed in square brackets, such as [3ffe:2a00:100:7631::1].

* The port number. If the repository server is using the default port (port 80 for http or port 443 for
https), the port number is optional.

* An optional custom context path for the repository server

Table 2. Example URL specifications. This table lists some example URL specifications for server connections.

Custom
URL Scheme |Host Port path
http://myserver HTTP myserver default | (none)
(80)
https://9.30.86.11:443/spss HTTPS 9.30.86.11 443 spss
http://[3ffe:2a00:100:7031::1]:9080/1bm/cds HTTP 3ffe:2a00:100:7031::1 9080 ibm/cds
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Contact your system administrator if you are unsure of the URL to use for your server.
5. Click Finish.

Logging in to a server

Before you begin working with the Content Explorer, you must log in to a server. The version of the
content repository server must be equivalent to or greater than the IBM SPSS Collaboration and
Deployment Services Deployment Manager version.

At a minimum, you must have one server connection defined in the Content Explorer. To log in to a
server:

1. Double-click the server name. (Alternatively, you can expand the server folder by clicking on the +
sign.) The Login to IBM SPSS Collaboration and Deployment Services Repository dialog box opens.

2. In the User ID field, enter a valid username for the server. Note that the username that you use
determines what you see in the Content Explorer because different users may have different
permission levels. See the topic ["Modifying permissions” on page 28| for more information.

3. In the Password field, enter the password that corresponds to the username.

4. If multiple security providers have been configured for the server, use the Provider field to select the
security provider against which to validate the user/password combination.

5. Click OK. The system opens the server folder and displays the expanded contents in the server
directory.

Note: If single sign-on has been configured by the IBM SPSS Collaboration and Deployment Services
administrator, the login page is bypassed and the repository is accessed without the user providing
credentials. In that case, the user's Windows credentials are authenticated against an external directory
service, for example, Windows Active Directory, which acts as a security provider for the system.

Logging off from a server

You can access multiple servers simultaneously; however, before logging off from any of them, be sure to
save changes to files or jobs on each server because the system does not prompt you to do so.

To log off from a server:
1. In the Content Explorer, right-click the server from which you want to log off.

2. Select Logoff. You are then logged off from the server, and the contents of the server folder are
collapsed.

3. To access stored information, you must log back in to the server. See the topic [‘Logging in to a
for more information.

Changing server passwords

Username and password information is required to log in to a server in the Content Explorer. The
password can be changed at any time. However, availability of the change password option depends on
the security provider associated with the credentials.

For example, passwords can be changed when using IBM SPSS Collaboration and Deployment Services
native security or IBM i providers, but not when using Active Directory.

The password modification takes effect immediately. Logging off and logging back in to the system is not
required.

To change a server password:

1. Right-click the server name and select Change Password. The Change Password dialog box opens.
This dialog box displays the name of the server to which you are currently logged in and your
username. Neither the server name nor the username can be modified in this dialog box.
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2. In the Current Password field, enter your current password.

w

In the New Password field, enter your new password.

4. In the Confirm New Password field, enter your new password again. The OK button is disabled until
all of the fields in the dialog box contain data. In addition, the button is disabled until the information
in the New Password and Confirm New Password fields is identical.

5. Click OK. The Change Password dialog box opens showing the message Password changed
successfully.

6. Click OK.

Working with files

In the Content Explorer, you can perform the following tasks:
¢ Open external files

* Add files to the repository

* Download files from the repository

Opening external files
From the Content Explorer, you can open and view files.

The method used to open and display the file depends on the file type. For example, if you open a text
file, the text is displayed in the Job Editor. However, if you double-click a IBM SPSS Modeler stream, the
system launches the IBM SPSS Modeler application.

Permissions inheritance

It is important to understand the relationship between IBM SPSS Collaboration and Deployment Services
Repository resources, particularly when you copy or move resources.

The following guidelines apply:

e Creating resources. When a resource is added to the repository (for example, when a new job is
created), it inherits the permissions of its parent folder; a user with Write permissions to a folder he
will by default have the same permissions to any resources created in it.

* Copying resources. When you copy a resource to a new folder, the resource retains the permissions of
the original folder. However, if the user copying the resource is not the owner of the original resource,
then the system changes the ownership of the resource to the new user.

* Moving resources. When you move a resource from one folder to another, the resource retains the
permissions of the original folder. When you cut and paste a resource, this is considered a move. Thus,
the resource retains the permissions of the original folder.

Working with the repository

Files can be added to the repository or downloaded from the repository. Typically, individual files are
added or downloaded.

It is important to note that adding or downloading files is different from importing or exporting files. See
the topic|“Overview” on page 63| for more information.

Adding files to the repository

You can add almost any type of file to the repository.

Using the File menu. To add a file to the repository:
1. In the Content Explorer, select the folder to which you want to add the file.
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2. From the File menu, select Add File to Repository. The Add Files dialog box opens. If the Add File
to Repository option is disabled, then you have clicked on an object in the Content Explorer and not
on a folder.

3. Navigate to the file that you want to add to the repository.
4. Click Open.

Dragging and dropping files. Alternatively, you can drag files into the repository.

Downloading files from the repository

Using the Content Explorer, you can download files from the repository to another computer.

To download files:
1. In the Content Explorer, select the file that you want to download.

2. From the File menu, choose Download File. If your file has multiple versions, the Select File Version
dialog box opens. See the topic [’Selecting a version” on page 31| for more information. Otherwise, the
Download Files dialog box opens.

3. Navigate to the folder in which you want to place the file.
4. Click OK. A copy of the file is saved in the folder that you specified.

Deleting files from the repository

Objects can be deleted from the repository individually or in bulk, provided the appropriate permissions
are specified.

However, although multiple IBM SPSS Collaboration and Deployment Services Enterprise View objects
can be selected and deleted simultaneously, IBM SPSS Collaboration and Deployment Services Enterprise
View objects cannot be deleted in conjunction with non-IBM SPSS Collaboration and Deployment Services
Enterprise View objects. If an IBM SPSS Collaboration and Deployment Services Enterprise View object is
selected along with a non-IBM SPSS Collaboration and Deployment Services Enterprise View object, the
delete process will fail. See the topic ['IBM SPSS Collaboration and Deployment Services Enterprise View|
foverview” on page 203|for more information.

Searching

Contents of the IBM SPSS Collaboration and Deployment Services Repository are searchable. The results
appear on the Search Results tab.

The following types of searches are available:
* Simple search.
* Advanced search.

It is important to note that the search function will search for full text matches only. Currently, partial text
and wildcard searches are not supported. Finally, searches cannot be saved and do not persist.

Guidelines for searching

When searching for objects in the system, the following guidelines apply:

* In order to find an object, the name provided must match the repository object's name exactly.

* The search feature looks inside of IBM SPSS Modeler streams to find nodes that contain the search
string.

* Although the following objects are returned if they match a search string exactly, the search feature

does not look within the following types of objects: scenario files, submitted jobs, and resource
definitions.
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* The following characters are not allowed in search strings:
— Single quotation marks (')
— Double quotation marks (")

— Parentheses ( or )

* Certain terms are excluded from the search. See the topic [“Terms Not Included in a Search” on page 21|
for more information.

Accessing the search dialogs
To access the search dialogs:
1. Ensure that you are logged in to the server that contains the repository that you want to search.

2. In the Content Explorer, select any server folder. The search must be conducted at the server instance
level. The search option is disabled at the subfolder level.

3. From the Edit menu, choose Search. By default, the simple search dialog appears. If the Search option
is not enabled, then the appropriate folder level was not selected. The search option is enabled only at
the server level. All subfolders are automatically searched.

4. To perform an advanced search, click Advanced. See the topic[“Advanced Search”| for more
information.

Simple Search

A simple search looks through the repository for objects that match the specified string and returns all
matching results. The simple search does not distinguish among property types (e.g., author or title) or
narrow results by time frame.

To search for a string:
1. In the Search field, enter a text string. Quotation marks are not necessary.

2. Click Search. The Search Results tab is populated with all of the objects that meet the search criteria.
See the topic|”Viewing Search Results” on page 21| for more information.

Advanced Search

The advanced search allows greater refinement of the search. For example, in addition to text strings, the
advanced search option provides the ability to search by date range.

To perform an advanced search, the following options are available:
Property

The list of searchable properties depends on the types of files contained within the repository and may
include:

e Author

* Description

* Keyword

e Label

* MIME type

* Object last modified by
¢ Parent URI

* Title

* URI

* Version created by
* Version URI
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For any property selected, an exact value needs to be specified. A list of options will not appear for any
of these property types. For URI properties, the URI must use the id and version marker specification.
Paths and version labels cannot be used when searching by URIL

To search by property:

1. From the Property drop-down list, select a property type.

2. In the Value field, type a value that corresponds to the property type selected. Quotation marks are
not necessary.

3. Click Add. The property type and the value appear in the Search Terms box. For the initial entry in
the Search Terms box, no AND or OR grouping is specified. By default, any subsequent search terms
are combined with the AND operator. The AND operator can be changed to OR at any time. See the
topic [“Switching Between AND and OR”|for more information.

Date Search

A date range can also be specified in an advanced search. Valid parameters for a search by date range
include:

Date search. Valid values include: Expiration Date, Last Modified, and Version Created On.

Date range. A date range must be provided. The date in the To field must be equal to or greater than the
date in the From field.

Time range. The time range is optional. However, to search by a time range a date range must be
specified first.

Refining Search Terms
After parameters are specified in the property or date fields and added to the Search Terms list, the
selections can be further refined.

Specifically, the following enhancements can be made:
* Switching between AND or OR.

* Grouping search terms

 Editing search term values.

* Reordering search terms.

* Deleting search terms.

Switching Between AND and OR:

By default, search terms are joined by the Boolean operation AND. The Boolean operator can be changed
from AND to OR and vice versa.

The button that is available depends upon the search term selected. If the search term is connected by
AND, then the OR button appears. If the search term is connected by OR, then the AND button appears.

To change the connector:
1. Select the search term whose connector you want to change.
2. Click AND or OR.

Grouping and Ungrouping Search Terms:

Search terms can be grouped to refine a search further. The ability to perform AND and OR searches
allows searches to be organized across attributes. Grouping allows AND and OR searching to occur
within the same attribute. Nested groups are supported.
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For example, suppose that you want to search for an object modified in December 2007 that could have
been created by one of two authors (Joe Author or Jane Author) and carries one of two labels (Test 1 or
Test 2). By default, all search terms are joined by AND. A search for objects authored by Joe Author and
Jane Author AND labeled Test 1 and Test 2 might return limited results. By changing the AND between
authors and labels to OR and using grouping, the search could be refined so that the search results
contain a list of objects authored by either Joe Author or Jane Author and labeled either Test 1 or Test 2
and last modified in December 2007.

Suppose the following property values were set and appeared in the Search Terms list:

'"Author' = 'Joe Author'

OR 'Author' = 'Jane Author'

AND 'Label' = 'Test 1'

OR 'Label' = 'Test 2'

AND LastModified BETWEEN '12/1/07' AND '12/31/07'

When grouped the properties would be organized in the Search Terms list as follows:

('Author' = 'Joe Author'

OR 'Author' = 'Jane Author')

AND ('Label' = 'Test 1'

OR 'Label' = 'Test 2')

AND LastModified BETWEEN '12/1/07' AND '12/31/07'

To group search terms:

1. Select the search terms that should be evaluated as a group. To group selected items, the items must
be adjacent to each other on the list of search terms. To select multiple terms, press Ctrl while
selecting rows from the list.

2. Click Group or Ungroup. The Ungroup option only appears if the search terms selected were
previously grouped together.

Editing Search Terms:

The values for search terms can be edited. However, the property type cannot be edited. To add a new
property type to the Search Terms list, a new property must be selected from the Property drop-down list
and added to the Search Terms list.

To edit a previously specified property value:
1. Select the search term to edit.

2. Click Edit. The Edit Search Value dialog appears. The contents of the dialog may vary depending
upon the search term selected. For example, the dialog for the Author property type contains a text
field for the author's name; whereas, the dialog for the Last Modified property type contains a date
range.

3. Specify a new value for the property type.

4. Click OK.
Reordering Search Terms:

The order in which search terms appear on the list can be reordered. The order of search terms is only
important when grouping terms together. Search terms must be adjacent to each other on the search
terms list in order for grouping to be possible.

However, the order in which search terms (grouped or ungrouped) appear on the search terms list does
not matter. The search feature will return results in order of relevancy. Thus, the search term that matches
the largest number of repository objects will be listed first in the search results. The search term with the
second largest number of hits will be listed second, and so forth.

To reorder items in the search terms list:

1. From the Search terms list, select the search term to move.
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2. Click Up or Down until the search term appears in the target location. It is important to note that
after rows are grouped, the movement of rows is limited. Movement that would potentially affect a
grouping is not allowed.

Deleting Search Terms:

Search terms can be deleted from the search terms list. After a search term is deleted from the list, it
cannot be recovered. The search term would have to be re-created.

To delete a search term:
1. Select the search term to delete.
2. Click Delete. The search term is removed from the list.

Viewing Search Results

By default, the Search Results table is hidden. When a search is executed, the Search Results table
appears.

To open the Search Results table independently, choose Search Results from the View menu.

The search results table contains the following information.

Table 3. Search results.

Column Description

Name The name of the file that contains the search string.

Folder The folder that contains the file.

Author The user who created the file.

Type The file type. External applications are prefaced with application/x-vnd. For

example, the type for a IBM SPSS Modeler stream is application/x-vnd.spss-
clementine-stream.

Last Modified Date and time of the most recent modification to the returned item.

Version Count The number of versions of the search object.

Terms Not Included in a Search

Stopwords are excluded from searches. The words in the following alphabetical list are not indexed:

a, all, am, an, and, any, are, as, at, be, but, by, can, could, did, do,
does, etc, for, from, goes, got, had, has, have, he, her, him, his, how,
if, in, is, it, let, me, more, much, must, my, nor, not, now, of, off,
on, or, our, own, see, set, shall, she, should, so, some, than, that,
the, them, then, there, these, this, those, though, to, too, us, was,
way, we, what, when, where, which, who, why, will, would, yes, yet, you

As a result, the system ignores them when searching for items. Currently, you cannot modify the terms in

this list.

Object Locking

In the Content Explorer, objects can be locked to prevent other users from making changes.
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For example, suppose that a file associated with a step within a job needs to be modified. Locking the file
would prevent others users from making changes that could potentially conflict with the current user's
changes. If another user opens a locked object, the new user receives a message indicating that the file is
locked and can only be opened in read-only mode.

The following guidelines apply to locked objects:

* Most objects in the repository--including resource definitions--can be locked. However, folders cannot
be locked. In addition, objects within the Submitted Jobs folder cannot be locked.

* When an object is locked, all versions of that object are locked. Thus, properties of that object cannot be
edited. However, properties will be visible in read-only mode.

* Locks, which are denoted by the lock icon, persist across sessions.

* Objects remain locked until the lock is explicitly removed. Expiration dates cannot be associated with a
lock.

* A locked object cannot be renamed, moved, or deleted. However, alocked object can be copied. The
lock is not copied along with the object.

¢ Locks do not persist from one repository instance to the next. If a locked object is exported, the lock is
not exported along with the object.

* Any user can lock an object. Users can also unlock their own objects. However, to unlock additional
objects, users must have the action, Manage Locks.

Locking Objects
To lock an object:
1. In the Content Explorer, right-click the object and select Lock. The lock icon appears for the object.

Viewing the Locked Objects Table

The Locked Objects table contains a list of locked objects and corresponding details about those objects.
Specifically, the Locked Objects table contains the following information:

Name. The name and path of the object that is locked.

Locked By. The user who locked the object.

Locked Since. The date and time at which the object was initially locked.

To access the Locked Objects table:

1. From the View menu, select:

Show View > Locked Objects

Unlocking Objects

Objects can be unlocked using either of the following methods:

Content Explorer. To unlock an object, right-click the object and select Unlock. The object is unlocked,
and the lock icon is removed.

Locked objects table. To unlock an object:

1. Navigate to the Locked Objects table.

2. Select the object(s) to unlock. To select multiple rows, press the Ctrl key and click simultaneously.
Note: Only objects for which the user has appropriate permissions can be unlocked.

3. Click the Unlock icon. The selected objects are unlocked and removed from the Locked Objects table.
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Obtaining updates

Periodically, updates may be available on the server. Each time IBM SPSS Collaboration and Deployment
Services Deployment Manager is launched, the system checks the server for updates.

If updates are available, the system automatically applies the updates and sends a message indicating
that the updates have been applied. After updates have been applied, the IBM SPSS Collaboration and
Deployment Services Deployment Manager needs to be restarted for the changes to take effect.

Chapter 4. The Content Explorer 23



24  IBM SPSS Collaboration and Deployment Services Deployment Manager: User's Guide



Chapter 5. Properties

Working with object properties

Properties are metadata associated with a content object, which describe the overall content object.
Author and modification date are characteristics associated with a content object. Typically, more
properties are available as you delve deeper into the content tree.

For example, for a folder at the root of the content tree, title is the only property available. However,
when you view properties for a IBM SPSS Modeler stream, you see additional properties, such as author,
description, version, and so on.

When working with properties, you can:
* View properties
 Edit properties

Viewing object properties

When you select an object in the Content Explorer, properties appear in the Properties pane.

The type and number of properties that are displayed depend upon the object and your location within
the content tree. For example, if you click a server folder at the root level, you will see a title in the
Properties pane.

Although you view object properties in the Properties pane, you edit them in the Properties dialog box.

Table 4. Object properties.

Can you view this Can you modify

Property Description in the Properties this m th.e
ane? Properties dialog
pane box?
Author refers to the creator of the job. Typically,
Author the author c.orr.es.ponds to a user ID in the system Yes No
and not an individual person. For example, the
author of the job may be the administrator.
The description displayed here corresponds to the
Description description that you specified when you created Yes Yes

the object.

e . The modification date and time of the most recent
Modification date e L Yes No
modification to the object is displayed here.

Yes. Title
corresponds to name

Title The title is the name of the object. Yes . .
in the Properties
dialog box.
Identifier that distinguishes one version of an
. object from another. The identifier consists of the
Version . . e Yes Yes
version number, a colon, the version modification
date, and the version modification time.
Yes. Name
. corresponds to title
Name The name of your object. Yes

in the Properties
pane.
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Table 4. Object properties (continued).

Can you view this | €20 You modify

Property Description in the Properties this m th.e
> Properties dialog
panes box?
File type The MIME type associated with the job. No Yes
Last modified by The last user who made changes to the job. No No

Properties defined in the Custom Properties
Custom properties | dialog box. These properties will vary as they are No Yes
specific to each server instance.

Editing object properties
You may want to modify properties. For example, you may want to add keywords, which are used by
the system to search for objects.

Properties are grouped into the following categories:
¢ General

* Labels

* Permissions

* Versions

To access the Properties dialog box:
1. In the Content Explorer, right-click the object whose properties you want to view.
2. Choose Properties. The Properties dialog box opens.

Editing general properties

To edit general object properties:
1. In the Content Explorer, right-click the object whose properties you want to view.

2. Choose Properties. The Properties dialog box opens. By default, the General properties dialog box
opens.

The General properties dialog contains information about the object that you selected. Specifically, this
dialog describes the following information, which is modifiable, unless otherwise noted.

Title. The name of the object.

Object URIL The uniform resource identifier (URI) for the object. This value is generated by the system
and cannot be modified.

Author. The user ID under which the object was created.

Content type. The object type. A new object type can be specified for most objects in the repository.
However, a new content type cannot be applied to the following objects:

* Ajob
* Any object in the Resource Definitions folder
* Any object in the Submitted Jobs folder

Note: Properties can be modified for an object in the Submitted Jobs folder once the object has been moved
out of that folder into the Content Repository. See the topic [Chapter 21, “Submitted jobs,” on page 197 for
more information.
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To change the file type that is associated with the object:

1. Click the ellipsis button. The File Types dialog box opens.

2. From the Type list, select the new file type.

3. Click OK. The new file type appears in the General properties dialog box.

Last modified by. The user ID under which the last modification was made. This value is generated by
the system and cannot be modified.

Modification date. The date and time at which the last modification occurred. This value is generated by
the system and cannot be modified.

Custom properties. If custom properties were defined for this server instance, custom property values
can be assigned in this dialog box.

Topics. If topics were defined for this server instance, topic values can be assigned in this dialog box.
Setting values for custom properties:

After a custom property has been created, you can assign values to the custom properties fields. Custom
properties appear in the General properties dialog box.

It is important to note that you may not see custom properties for all objects on a server. Custom
properties can be restricted to certain objects (for example, jobs) or certain file types.

To set values for an existing custom property:
1. Right-click on any object within the server and choose Properties. The General properties dialog box
opens.

2. Specify the values for the custom properties that appear. The options that appear depend upon the
types of custom properties that were created. See the topic [‘Creating custom properties” on page 39
for more information.

3. To save your changes, click OK.
Assigning topics:
After you have created and saved a topic definition, you can assign the topic to a content object.

To assign a topic:
1. Navigate to the General Properties dialog box. The Topics table lists any previously assigned topics.

2. To assign a new topic, click Add. The Add Topics dialog box opens. This dialog box displays the topic
hierarchy that was established in the Topics Definition dialog box.

3. Select a topic from the hierarchy.

4. Click OK. The Properties dialog box reopens, and the topic is added to the Topics table. Note the
format of the topic reference. Each slash in the topic reference represents a folder in the topic
hierarchy. The first slash represents the uppermost topics folder.

Removing topics: To remove a topic assignment:

1. Navigate to the General Properties dialog box. The Topics table lists any previously assigned topics.
2. Select a topic from the Topics table.

3. To remove a topic, click Remove. The topic is removed from the table.
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Modifying permissions

Each object has a permission level associated with it. At times, you may want to modify permissions. For
example, if you have added steps to a job and scheduled its execution for the next six months, you may
want to restrict other users to read-only permissions to prevent changes to the job.

To access the permissions for the object:

1. In the Properties dialog box, click the Permissions tab. A list of users and their corresponding
permissions appears.

You can perform the following tasks in this dialog box:
* Add a new user or group
* Modify permissions for an existing user or group

* Delete an existing user or group

Adding new users or groups: To add a new user or group and assign permissions:
1. Click Add. The Select User or Group dialog box opens.

2. From the Select provider drop-down list, select the entity that contains your user and group
information. The default is Local User Repository.

3. In the Find field, type the first few letters of the user ID you want to add. To search for all available
user IDs, leave this field blank.

4. Click Search. The list of users and groups that correspond to your search appears in the dialog box.

o

Select a user or group from the list.
6. Click OK. The user or group appears in the Principal list in the Permissions dialog box.

Modifying permissions for an existing user or group: To modify permissions:

1. Click in the Permissions cell that corresponds to the user or group whose permissions you want to
modify.

A

From the drop-down list, select a new permissions level. You can select from the following options:
Read
Write
Delete

Modify Permissions

Cascading permissions:

After permissions have been established in the Permissions table, the permissions changes can be
cascaded, which means that the content of the current folder will have the same permissions as the
parent folder. Permissions can be cascaded completely, partially, or not at all. By default, permissions are
not cascaded.

Note: The ability to cascade permissions to an object is controlled by the Modify Permissions option.
Permissions are cascaded to expired objects as well as active objects. If an object is not visible because it
is expired and the user is not assigned the View Expired action but has Modify Permissions permission,
permissions will still be cascaded. If the user does not have Modify Permissions permission, then
cascading permissions will not be applied.

To cascade permissions:

1. Select the level of cascading from the drop-down list. Valid values include:
* Do not cascade permission changes to child folders and content.
* Cascade only the updated permissions to all child folders and content.
* Cascade all permissions to all child folders and content.
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2. Click OK.

Deleting a user or group from the permissions list: To delete a user or group:
1. Click in the Principal cell of the user or group that you want to remove.

2. Click Delete. The Delete Confirmation dialog box opens.

3. Click OK. The user is removed from the Permissions list.

Working with labels

Version labels allow a version of an object to be distinguished from another version of the same object,
using a user-defined name instead of a system-generated identifier. You can use a label to reference the
specific version without having to determine the version identifier.

For example, version labels are useful when scheduling jobs. Associating the schedule with a specific
label ensures that only the version of the job with that label is executed when the schedule activates. Any
other versions of the job, including those that were created after the labeled version, are ignored by the
schedule.

Although any particular object version can be associated with multiple different labels, labels must be
unique across the versions of an object. For example, there cannot be two versions of a particular job that
are both labeled Production. This restriction allows a one-to-one mapping of label references to object
versions.

Labels can be moved from one version to another version. When you move a label, every item that
references the object with that label will use the new version of the object instead of the old. For example,
if you move the Production label of a report from the first version to the seventh, any job that references
the Production version of the report automatically uses the seventh version instead of the first.

The system automatically associates the internal label LATEST with the most recent version of an object.
Any time a new version of an object is created, the LATEST label is moved to the new version
automatically. Because this behavior is automatic, referencing a version by using the LATEST label is
discouraged. Doing so often results in undesirable results. For example, if a job references the LATEST
version of a report, the most recent version is executed. The most recent version may be a working
version that is not yet finalized. However, if the job references the Production version, the job ignores
every interim version created after the Production version. When a new version is ready for general use,
the Production label can be moved and the job will execute that version.

Version labels persist until they are explicitly changed or removed. It is important to note that removing a
version label does not remove the label from the repository. Removing a version label simply severs the
connection between an object and the version label. The label is still available for use by other objects.

The following information appears on the Labels tab of the Properties dialog box:

e Version. The version identifier, which consists of the version number, suffixed with the date and time
that the version was created. The version identifier cannot be modified.

Label. The labels associated with the version. If a version has multiple labels, the labels appear in this
column separated by commas. If the column width prevents all of the labels from being displayed,
position the mouse cursor over the Labels cell to display the complete list. Apply and remove labels by
using the Edit Version Labels dialog box. See the topic [“Editing the version label” on page 30| for more
information.

e Creation Date. The date and time on which the version was created. The creation date cannot be
modified.

* Expiration Date. The date on which the version is set to expire. The expiration date is set on the

Versions tab of the Properties dialog box. See the topic [“Version properties” on page 37 for more
information.

e Created By. The user who created the version. This value cannot be modified.
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From the Labels tab, you can perform the following actions:
* Apply a new version label

 Edit an existing version label

* Apply a predefined version label

* Specify multiple version labels

* Remove a version label

e Delete a version
Version label recommendations:

A label policy that defines a set of labels and outlines how they should be used is strongly recommended.
Such a policy will help prevent inadvertently breaking automated processes as objects change.

In particular, this policy should consider the following:

* When creating new objects and object versions, apply specific version labels, such as Test or Production,
that associate the version with a procedural stage. The label should be moved to a new version when
that version is ready for general use. This ensures that references to the object will consistently be
linked to the expected version and the references will not change without an explicit label move.

* Job versions should be identified with specific labels that allow execution of an intermediate test
version of the job while the validated production version continues to operate. This allows new objects
or object versions to be tested before being promoted to general use. The test version of the job can be
promoted by moving the version label for production when the test job is ready for general use.

* Job steps should always reference object versions by using a specific version label instead of the system
LATEST label to ensure that a specific object version will be used regardless of whether more recent
versions of that object exist. This permits the job to run successfully while the referenced object is being
revised. If the reference uses the LATEST version, the job will use the most recent object version, which
may require modifications of the job properties. Without those changes, the job could fail. By
referencing a specific version label and by labeling job versions, you can modify the job properties to
accommodate changes to the referenced object version. Once those changes are validated, you can
promote the new object version and the revised job for production use.

* Use label security, which allows for restricting the users allowed to assign or move specific version
labels, to ensure that a proper review and validation of objects and jobs by a qualified individual
occurs before new versions are promoted to production use.

Editing the version label:

To edit the version label, select the object version from the table on the Labels tab of the Properties dialog
box and click Edit.

To apply a new label, perform the following steps:

1. Type the name in the New Label field. Labels cannot contain commas, apostrophes, semicolons,
double quotation marks, greater than symbols, or less than symbols.

2. Click the arrow button to add the label to the Applied Labels field.

To apply an existing label, perform the following steps:

1. Select the label(s) from the Available Labels list. To select multiple labels, press Ctrl and make
multiple selections.

2. Click the arrow button to add the selected label(s) to the Applied Labels list.

To remove the association between a version and a label, perform the following steps:
1. Select the label from the Applied Labels list.
2. Click the arrow button to remove the label from the Applied Labels list.
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When your modifications are complete, click OK. The Versions table displays the updated values.
Resolving duplicate version labels:

Although multiple version labels can be applied to an object, each individual version label must be
unique for that object. (However, a label with the same name can be used for another object.) In the event
of a conflict, the Labels Already Exist dialog box describes the version label duplication.

To resolve a duplicate label conflict, the following options are available:

* Apply the label. To apply the label to the existing version and remove the label from the previous
version, click OK.

* Specify a new label. To maintain the label with the previous version and specify a new label for the
current version, click Cancel. The Edit Version Labels dialog reappears. Specify a new label in this
dialog.

Deleting versions: To delete an IBM SPSS Collaboration and Deployment Services Repository object
version:

1. On the Labels tab of the Properties dialog box, select the version.
2. Click Delete. The Delete Confirmation dialog box opens.

3. Click OK. The version is removed from the list.

Note: Once a version is deleted from IBM SPSS Collaboration and Deployment Services Repository, it
cannot be recovered.

Selecting a version:

At various points in the system, you may be asked to select a version of a file. For example, if you want
to download a file that has multiple versions, the system prompts you to select a version.

To select a version:

1. If your file has multiple versions, the Select file version dialog box opens.
2. Select the version of the file on which you want to perform an action.

3. Click OK.

If the selected version of the file has multiple labels associated with it and the version opens in the IBM
SPSS Collaboration and Deployment Services Deployment Manager environment, the first label appears
with the name of the file in the tab title to assist in identifying the version.

Working With Expiration Dates and Expired Files

Working with Expiration Dates and Expired Files

An expiration date specifies the date after which a file is no longer actively in use. When an item expires,
it is no longer visible to the general user. However, the file owner and administrators can see expired
files.

Note that expiration does not equal deletion. An expired file is not removed from the repository. By
default, files do not expire. An expiration date must be explicitly set. Expiration dates can be set,
modified, or reactivated by any of the following;:

e The owner of the file
* An administrator

* Any user with write permissions to the file
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The file or job itself does not have an expiration date associated with it. Expiration dates are set at the
version level. Version numbering continues sequentially. However, a gap in version numbers may appear
on the versions list if some file versions have expired.

When a file version expires, any corresponding labels are unaffected. If an expired file version is opened,
an error message appears, indicating that the file has expired. When the labeled version of a job expires,
it cannot be executed after the expiration date. Thus, any schedules that contain the expired job version
are affected.

Schedules are not deleted when the associated version expires. The system will still attempt to execute
the scheduled job at the designated time. However, because the job version contained in the schedule has
expired, the job will fail, generating an error message in the log. The failure of the scheduled job is
recorded in the job history. See the topic [‘Job history view” on page 137|for more information.

Setting and Modifying Expiration Dates:

Expiration dates are set in the Properties dialog box. In addition, an expiration date can also be specified
when a job is initially created.

By default, objects do not expire. Expiration dates can be modified at any time. In addition, expiration
dates can be retroactive. To set an expiration date on an object:

1. In the Content Explorer, right-click on the object and select Properties. The Properties dialog box
opens.

2. Click the Versions tab and select the version on which to specify an expiration date.

3. Click the ellipsis button next to the Expiration Date field. The Expiration Date dialog box opens. By
default, no expiration date is set.

4. Select one of the following options:
* No Expiration Date. The version does not expire.

* Expire in. The version expires at a time relative to today's date—for example, in 30 days. Valid
relative time periods include days, weeks, months, or years. The maximum expiration date allowed
is 10 years.

* Expire on. The version expires on the date selected.

5. Click OK. The expiration date appears in the Expiration Date field. For both relative and specific
dates, the exact calendar expiration date appears in this field. If no expiration date was specified, the
field remains blank.

Alternatively, the expiration date can be specified when a new job is created. The process for accessing

and supplying information for the expiration date dialog box is the same. However, the dialog box is

accessed from the New Job Information dialog box instead of the Properties dialog box.

Importing and Exporting Expiration Dates:

When files are imported into and exported out of the system, the expiration date attached to a file
version is included as well.

Restrictions on Expiration Dates:

Expiration dates can be applied to most files within the Content Explorer. However, expiration dates
cannot be applied to objects in the Resource Definitions folder—for example, server, credential, and data
source definitions.

Viewing Expired Files:

Expired files are visible depending upon whether or not all versions of a file have expired.
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Files with some versions expired. For files with some expired versions, the expired versions are
displayed.

Files with all versions expired. The expired files are hidden in the Content Explorer. However, if the
owner of the expired files or an administrator views the tree, the expired files are visible.

Searching for Expired Files:

The process of searching for expired files is the same as the process of searching for other objects in the
Content Explorer.

See the topic|“Searching” on page 17] for more information.

To see expired files in the search results, a user must be one of the following:
* A user with the view expired files action
¢ The owner of the file

¢ An administrator

Reactivating Expired Files: Expired files can be reactivated. To reactivate an expired file version:
1. Navigate to the existing expiration date in the Properties dialog box.
2. Modify the expiration date to a future date.

Working with server properties and user preferences

Server properties are divided into the server properties and user preferences subcategories.

Both types of properties apply to the current server instance (or user) only. To access the Properties dialog
box for a server instance, right-click on a server name in the Content Explorer and choose Properties. The
Server Properties dialog box opens.

Server properties

Server properties are similar to content object properties. However, server properties apply to the overall
server instance.

Users with the appropriate access privileges can view and modify the following:

+ Custom properties. See the topic[“Working with custom properties” on page 38| for more information.

* Server connection
* Label security

* Topic definitions. See the topic ["Working with topic definitions” on page 42| for more information.

Server connection

Server connection properties define the information that is needed to connect to a IBM SPSS
Collaboration and Deployment Services Repository. To access the connection properties, click the + to
expand the server properties options in the Server Properties dialog box and select Server Connection.

Name The name for the server connection.

Server URL
The complete connection URL for the server that hosts the IBM SPSS Collaboration and
Deployment Services Repository.
The URL includes the following elements:

¢ The connection scheme, or protocol, as either http for hypertext transfer protocol or https for
hypertext transfer protocol with the secure socket layer (SSL)
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e The host server name or IP address

Note: An IPv6 address must be enclosed in square brackets, such as [3ffe:2a00:100:7031::1].

* The port number. If the repository server is using the default port (port 80 for http or port 443
for https), the port number is optional.

* An optional custom context path for the repository server

Table 5. Example URL specifications. This table lists some example URL specifications for server connections.

Custom
URL Scheme |Host Port path
http://myserver HTTP myserver default | (none)
(80)
https://9.30.86.11:443/spss HTTPS 9.30.86.11 443 spss
http://[3ffe:2a00:100:7031::1]:9080/1ibm/cds HTTP 3ffe:2a00:100:7031::1 9080 ibm/cds

Contact your system administrator if you are unsure of the URL to use for your server.
Label security

Label security provides control over which principals can view or modify user-defined version labels in
the system, allowing the specification of which users can move or delete a label. Although users may be
able to view a version of a resource in the IBM SPSS Collaboration and Deployment Services Repository,
only those users with permissions for the labels associated with the version can access the labels.
Moreover, label security applies to any version of any resource using the label. For example, to control
who can assign production versions of resources, an administrator may restrict access to the Production
label to prevent other users from moving that label from one version to a newer version. The security
defined for the Production label applies to every version of every resource using that label.

To access label security properties, click the + to expand the server properties options in the Server
Properties dialog box and select Label Security.

The Labels table lists all labels in the system you can access. Select a label to view the associated
principals and their permissions

For a selected label, the Principals table identifies label permissions for principals in the system. A

principal can have one of the following permissions for a label:

* Use versions. Any principal with this permission can view the version of a resource associated with
the label by referencing the label.

* Manage label. Principals with this permission can apply, move, and delete the label, as well as delete
the version of a resource having the label. If a user does not have the Manage label permission for a
label, that user cannot delete a resource or version of a resource to which the label is applied

To edit the security for a label, such as adding or deleting principals, you must have the Manage label
permission for the label. Administrators have this permission for all labels in the system. The Manage label
permission does allow you to alter your own permission for a label, making it possible for you to edit
your permissions for a label in such a way that you will be unable to work with the label in the future.
For example, you might change your permission to Use versions, which would subsequently prevent you
from changing the security for a label. If situations such as this occur, contact your administrator to have
your permissions adjusted as needed.

Adding principals for a label

To add a principal for a label:
1. Select the label from the Labels table.
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2. Click Add. The Select User or Group dialog box appears.
3. Select the principal to add.
4. Click OK.

The principal appears in the Principals table with the default permission.
Modifying permissions for principals

To modify the label permissions for a principal:
1. In the Principals table, click the Permissions cell for the principal.
2. Select the permission.

Deleting principals for a label

To delete a principal for a label:
1. Select the label from the Labels table.

2. In the Principals table, select the principal to be deleted. To select multiple principals, hold down the
Ctrl key while selecting principals.

3. Click Delete.

The principal is removed from the Principals table and will be unable to access the label.

User preferences

User preferences apply to the user ID that is currently logged in to the server.

Users with the appropriate access privileges can view and modify the following:
* Analytic data view editor advanced mode

* Default permissions

* Distribution channels

* Subscriptions recipient

* Version label

Default permissions

The default permissions option allows a user to set up a default permissions for new files and folders
that are created. Thus, when a user creates a new object, such as a job, the object's permissions list
defaults to the list of principals and permissions defined in the user's preferences for the instance of IBM
SPSS Collaboration and Deployment Services.

In the Default Permissions dialog box, the following changes can be made:
* Add a new principal or delete an existing principal

* Modify permissions for a principal

To specify default permissions:
1. Navigate to the Properties dialog box for the server instance.
2. In the Properties tree, expand the User Preferences list and select Default Permissions.

3. Modify the list of principals as needed. Users or groups can be added to or deleted from the Principal
list.

Add a new principal. To add a new principal, click Add. The Select User or Group dialog box opens.
Select a user or group from the list and click OK.

Delete an existing principal. To delete an existing principal, select a principal from the list and click
Delete. The Confirm Deletion dialog box opens. Click OK.
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4. To modify the permissions associated with a principal, click the drop-down arrow in the Permissions
column and select the permission level to associate with the principal. Valid values include:

* Read

* Write

* Delete

* Modify Permissions
5. Click OK.

Important: For members of the administrators group, the permissions of the newly-created objects will
default to Modify Permissions even if they are set to a different level in user preferences.

Distribution channels

The Distribution Channels option allows the user to specify how they receive notifications. For example,
if your company uses IBM SPSS Collaboration and Deployment Services RSS feeds, you may choose to
disable email notifications and only enable RSS feeds.

To select distribution channels for notifications and subscriptions:
1. Navigate to the Properties dialog box for the server instance.
2. In the Properties tree, expand the User Preferences list and select Distribution Channels.

3. To enable notifications via email, select Enable Email. To enable notifications via syndicated feeds,
select Enable RSS.

Note that the Enable RSS option is only available to users who are granted the Access Syndicated
Feeds action by an administrator.

Syndication feeds provide a format for delivering regularly changing content. IBM SPSS Collaboration
and Deployment Services syndicates its notifications as RSS feeds or Atom feeds. An RSS aggregator
(feed reader) that supports authenticated feeds is required for viewing notification feeds. For example,
RSSBandit and Microsoft® Outlook® 2007 are common desktop-based feed readers, and Google
Reader™ and Yahoo® Reader are common Web-based feed readers.

Administrators can override your settings by disabling feeds for all users via the browser-based IBM
SPSS Collaboration and Deployment Services Deployment Manager. Administrators also define the
output format used for all syndication feeds (RSS or Atom), limit the total number of syndication feed
entries served to the RSS/Atom subscribers, control which users can access feeds, etc.

4. Click OK.
Subscriptions recipient

The Subscriptions Recipient option allows the user to choose between the following options:
* Typing in an email address to be used as the default for subscriptions

¢ Using the email address associated with the user from a backing directory, such as active directory

The email address applies per server instance and per user, which means that a user can specify different
email addresses for different servers.

To specify an email address for a subscriptions recipient:
1. Navigate to the Properties dialog box for the server instance.
2. In the Properties tree, expand the User Preferences list and select Subscriptions Recipient.
3. Select one of the following options:
* In the Email Address field, type the email address to use as the default.
 Select the Use email address from directory check box to use an email address from the directory.
4. Click OK.
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Version label (user preferences)

To access server version label properties:

1. In the Content Explorer, right-click on a server name and choose Properties. The Server properties
dialog box opens.

2. Click + to expand the user preference options.
3. Click Version Label. The Version Label dialog box opens.

4. From the Default label used for files in Jobs drop-down list, select the default version label to apply
to files within a job.

5. Click OK.

Version properties

The IBM SPSS Collaboration and Deployment Services Repository allows you to maintain multiple
versions of objects.

To access the version listing for an object:

1. In the Properties dialog box, click the Versions tab. A list of versions for the object appears.

The list displays the version number and the created timestamp of the version. The most recent version is
labeled LATEST. LATEST is the version selected by default in the list. The list also displays the All
Versions entry.

In addition to the general properties defined for IBM SPSS Collaboration and Deployment Services
Repository objects, certain properties can also be defined on a version level.

Default version properties include:

* Description. A user-defined label for the version.

* Keywords. The metadata assigned to IBM SPSS Collaboration and Deployment Services Repository
object versions for the purposes of content search.

* Expiration Date. The date after which IBM SPSS Collaboration and Deployment Services Repository
object versions are no longer active. See the topic ["Working with Expiration Dates and Expired Files”|

for more information.

The dialog box also displays custom version properties defined for the server. See the topic
fcustom properties” on page 39| for more information. The properties are displayed for a selected version
in the right pane of the properties dialog box. They can be set for individual versions, for multiple
versions, or for all existing versions. The properties allow the user to enhance the metadata for a
particular version of an object. For example, the version description property could be used to clearly
state its differences from other versions, while specifying keywords makes the search more precise.

To set or modify properties for a single version:
1. Select the version.

2. Modify the properties as necessary. The properties are set to the specified values for the selected
version.

To set or modify properties for multiple versions:

1. Hold down the Shift key to select the versions. Any property fields that have different values between
the selected versions are empty and marked by alert signs.

2. Modify the properties as necessary. The properties are set to the specified values for the selected
versions.

To set or modify properties for all versions:
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1. Select All Versions in the list. Any property fields that have different values between the existing
versions are empty and marked by alert signs.

2. Modify the properties as necessary. The properties are set to the specified values for all versions.

Working with custom properties

Custom properties consist of user-defined metadata that apply to objects within the repository. You must
have the appropriate access privileges to create and modify custom properties.

Custom properties are applied per server instance. Custom properties persist across sessions and remain
associated with the server instance until they are removed.

Currently, you cannot copy custom properties from one server instance to another. In addition, you
cannot make any of the custom properties fields required.

The process for working with custom properties consists of the following tasks:
* Ensuring that you have access privileges to create custom properties
* Creating custom properties

* Setting values for custom properties

Typically, an administrator creates custom properties, and non-administrative users set values for custom
properties.

Although custom properties are created at the server level, values for custom properties are set at the
content object level. Specifically, the custom properties that you create in the Custom Properties dialog
box appear in the General properties dialog box for each content object. See the topic [“Editing generall
fproperties” on page 26 for more information.

Verifying access privileges to create custom properties

Before you begin working with custom properties, you must have the appropriate access privileges to
create and modify custom properties. If you log in to a server and you do not have access privileges to
create custom properties, the custom properties option will not be visible.

A user with administrative privileges to the server instance automatically has permissions to create, edit,
and delete custom properties.

Suppose that you log in to a repository and you do not have the appropriate access privileges to create
custom properties. If your administrator assigns you access privileges while you are still logged in to the
repository, you will need to log out of the repository and then log back into the repository before the
updated access privileges take effect.

Accessing the custom properties dialog box
To access the Custom Properties dialog box:

1. Log in to the server for which you want to create custom properties. See the topic [‘Logging in to a]
kserver” on page 15 for more information.

2. Right-click on the server name and choose Properties. The Properties dialog box opens.

Note: You must right-click on the server name to view custom properties. If you select any other object
within the server folder, only general properties and permissions appear.

3. Click Custom Properties. The Custom Properties table appears. If you have previously defined
custom properties, they appear in the table.
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Creating custom properties

To create a new custom property:

1. Navigate to the Custom Properties dialog box. See the topic [“Accessing the custom properties dialog|

lbox” on page 3§ for more information.

2. To create a new custom property, click Add. The Custom Property Parameters dialog box opens.

3. In the Custom Property Parameters dialog box, you need to provide the following information:

* Label. The label is the name of the custom property as it will appear in the user interface. The
label can be up to 128 characters in length and must be unique to the server instance. If you specify
a duplicate name, the Duplicate Property dialog box opens indicating that the name is already in
use. However, you may specify the same label for custom properties on two different servers.

* Property Type. The property type describes the input value for the custom property. You have the
following options:

Table 6. Custom property types.

Property type

Description

Representation in the General properties
dialog box

String

Any valid string. String is the default
property type.

Text field.

Number

Any numeric value.

Text field.

Single choice

A single selection from the list of options.

Drop-down list.

Multiple select

One or more selections from the list of
options.

A series of check boxes.

Either yes or no. Selecting the check box
indicates yes. A blank check box connotes

Yes/No no. By default, the check box is cleared. A single check box.
Thus, the default is no.
. . A drop-down calendar that prompts the
Date A valid date in the format m/d/yyyy—for user to specify a date. Alternatively, the

example, 5/18/2006.

user can also type the date.

¢ Selection Values. For custom property types that require the user to choose from a list of values
(for example, single select and multiple select), you need to define the values available to the user
in the Selection Values list. Items in the list are line delimited. Thus, when you add selection values,
each value must appear on a new line.

¢ Property Applies to. This field indicates the objects to which the custom property is applied. You
must select at least one check box. You have the following options:

Property Applies to

Description

Folders

Applies to all folders in the repository.

Files

Applies to all files in the repository.

File types

Applies only to the file types you specify. If you select the File types option, the Files

option is automatically selected. To specify a file type:

1. Click the ellipsis button. The File Types dialog box opens.

2. From the File Types list, select the file type you want to associate with the custom
property. To select multiple file types, press the Ctrl key and select multiple rows. If
you select one file type, that file type appears in the text box. If you select multiple file
types, the first file type appears in the list followed by an ellipsis.

3. Click OK.

Jobs

Applies only to jobs in the repository.
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By default Folders, Files, and Jobs are selected.

* Property value can be set. This field indicates whether the property can be set only at the object
level or the version level.

4. To save your changes, click OK.

Editing custom properties

After you have created and saved a custom property, you can edit its attributes at any time.

In this context, editing refers to modifying the values available to the user. Editing custom properties
takes place at the server level. This process is separate from setting values for the custom property, which

takes place at the content object level.

To edit a custom property:

1. Navigate to the Custom Properties dialog box. See the topic [“Accessing the custom properties dialog]
lbox” on page 3§ for more information.

2. In the Custom Properties table, select the custom property that you want to edit.
3. Click Edit. The Custom Property Parameters dialog box opens.
4. You can modify any of the parameters in this dialog box except for the following;:

* Property Type. When you edit a custom property, the Property Type field is disabled. To change
the property type, you must create a new custom property. See the topic|”Creating custom]
[properties” on page 39| for more information.

* Property Value Can Be Set. The level at which a custom property value is set cannot be modified.
When you edit a custom property, this section of the dialog box is disabled.

5. After you have made changes, click OK to save them.

Editing selection values

For the single select and multiple select property types, you can modify the selection values available to
users. It is important to note that if you add or delete any of the options in the Selection Values table,

that change is propagated to all of the objects on the server associated with that custom property.

For example, suppose you have a multiple select property type with the following options:

* Harry
* Ron

e Fred

*  George

If you remove George from the Selection Values list, the value George would be removed from any content
objects to which it was previously assigned. In addition, any users that had previously selected George
would no longer see George as an option.

Searching for custom properties
Custom properties are searchable and used in auditing reports, with the following exceptions:
* Yes/no label values. The label that you apply to any yes/no property types will not appear in a search.

* Numeric values. For any number property types, the numeric value that you type into the text field
will not appear in a search.

See the topic|“Searching” on page 17] for more information.
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Deleting custom properties

Custom property definitions are stored in the repository. If you delete a custom property, the custom
property and all of its attributes are removed from the repository. Once a custom property is deleted, it
cannot be recovered.

It is important to note that when you delete a custom property, the deletion affects all of the objects in
the repository that contained that custom property. Once deleted, a custom property will no longer be
applied to any object. It is strongly recommended that you do not delete custom properties, unless
absolutely necessary.

For example, suppose you have a custom property called Reviewers that applies to all of the files on
your server. After you delete the custom property and navigate to the Properties dialog box, the

Reviewers custom property will no longer appear for any file on the server.

To delete a custom property:

1. Navigate to the Custom Properties dialog box. See the topic [Accessing the custom properties dialog|
[box” on page 3§ for more information.

2. From the Custom Properties table, select the property that you want to delete. To select multiple
custom properties, press the Ctrl key and select multiple rows.

3. Click Delete. The Confirm Deletion dialog box opens.
4. Click OK. The Custom Properties dialog box reopens, and the Custom Properties table is refreshed.

Custom Properties and Server Connections
When you delete a server connection, the system removes the connection between the client and the

server that hosts your repository. This process does not modify any items in the repository itself. Thus,
deleting a server connection has no effect on the custom properties associated with that repository.

Working with topics

Topics allow the definition of a classification system for the content stored in the IBM SPSS Collaboration
and Deployment Services Repository, providing a hierarchical map to guide users to the resources they
need. Topics function like a directory structure but differ from directories in that a single object can be
listed under multiple topics.

For example, you might want to create a topic structure that mirrors your organization, with separate
topics for marketing, finance, development, and so on. Users can then choose from the available topics
when storing content. In addition, users can limit content searches to specific topics to accelerate the
retrieval process. Because a given item can be listed under multiple topics, cross-indexing is also possible.

Alternatively, consider the following topic hierarchy, in which the model type is the basis for classifying
resources:

Model
association
Apriori
CARMA
GRI
Sequence
clustering
K-means
Kohonen
TwoStep
decision tree
C5
CHAID
C&RT
QUEST
neural network
screening
Anomoly detection
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Feature selection
statistical

factor PCA

lTinear regression

logistic regression
text extraction

Any model in the repository could be assigned a topic in this hierarchy to assist in finding desired
resources. For example, a user might want to find all association models that use a specific field.
Alternatively, the search may be restricted to CARMA models only.

Process overview

Topics consist of user-defined metadata that apply to objects within the repository. You must have the
appropriate access privileges to create and modify topics. Working with topics consists of a two-part
process.

Creating topic definitions. Topic definitions and the topic hierarchy are established in the Topic

Definitions dialog box. The topics that you create in the Topic Definitions dialog box appear in the

General Properties dialog box for each content object. See the topic [“Editing general properties” on page|
for more information.

The following guidelines apply:
* Topic definitions are applied per server instance

* Topic definitions persist across sessions and remain associated with the server instance until they are
removed

* Topic definitions cannot be copied from one server instance to another
* Topics that you define cannot be made into required fields

Assigning topic values. Although topic definitions are created at the server level, values for topics are set
at the content object level. It is important to note that topics are assigned at the object level only. Topics
cannot be assigned to folders. In addition, topics cannot be assigned to any items in the Resource
Definitions folder of the Content Explorer.

Typically, an administrator creates topic definitions, and non-administrative users assign topics.

Verifying access privileges to create topic definitions

Before you begin working with topic definitions, you must have the appropriate access privileges to
create and modify topic definitions. If you log in to a server and you do not have access privileges to
create topic definitions, the topic definition option will not be visible.

A user with administrative privileges to the server instance automatically has permissions to create, edit,
and delete topic definitions.

Suppose that you log in to a repository and you do not have the appropriate access privileges to create
topic definitions. If your administrator assigns you access privileges while you are still logged in to the
repository, you will need to log out of the repository and then log back into the repository before the
updated access privileges take effect.

Working with topic definitions

The following tasks can be performed in the Topic Definitions dialog box:
* Create new topic definitions

* Rename topic definitions

* Move topic definitions within the topic hierarchy

* Delete topic definitions
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Accessing the topic definitions dialog box
To access the Topic Definitions dialog box:

1. Log in to the server for which you want to create topics. See the topic [“Logging in to a server” on|
for more information.

2. Right-click on the server name and choose Properties. The Properties dialog box opens.

Note: You must right-click on the server name to view topics. If you select any other object within the
server folder, only general properties, permissions, and versions appear.

3. Click Topic Definitions. The topics hierarchy appears. If you have previously defined topics, they
appear in the hierarchy. Otherwise, only the main topics folder appears.

Creating new topic definitions

To create a new topic definition:

1. Navigate to the Topic Definitions dialog box. See the topic [“Accessing the topic definitions dialog]
for more information.

2. Select the folder of the topic hierarchy in which to create the new topic definition.

3. To create a new topic definition, click Add. The New Topic dialog box opens.

4. In the Topic Name field, type a name for your topic.

5. Click OK. The Topic Definitions dialog box reopens and the topic hierarchy is refreshed.

Renaming topic definitions
Topic definitions can be renamed. After a topic definition is renamed, the change is propagated to all
content objects to which the topic is assigned.

Any topic definition can be renamed. However, the root topics directory cannot be renamed. The Rename
button is disabled when you select the Topics folder.

To rename a topic definition:

1. Navigate to the Topic Definitions dialog box. See the topic [“Accessing the topic definitions dialog]

for more information.

2. From the topic hierarchy, select the topic you want to rename.

3. Click Rename. The Rename Topic dialog box opens.

4. In the Topic Name field, type a name for your topic.

5. Click OK. The Topic Definitions dialog box reopens, and the topic hierarchy is refreshed.

Moving topic definitions

Topic definitions can be moved by cutting the topic definition and pasting it to a new location within the
topic hierarchy. It is important to note that when a topic is cut from the topic hierarchy, all of topics
within it are cut as well.

Any topic definition can be moved. The only exception is the root topics directory. This directory cannot
be moved. The Cut and Paste options are disabled when you select the Topics folder.

To move a topic definition:

1. Navigate to the Topic Definitions dialog box. See the topic [“Accessing the topic definitions dialog]
for more information.

2. In the topic hierarchy, right-click on the topic you want to move and choose Cut.

3. Right-click on the folder into which you want to paste the topic definition and choose Paste. The topic
definition is moved into its new location.
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Deleting topic definitions
Topic definitions are stored in the repository. If you delete a topic, the topic and all of its attributes are
removed from the repository. Once a topic definition is deleted, it cannot be recovered.

For example, suppose you have a topic definition called Analysis. After you delete the topic definition
and navigate to the Properties dialog box, the Analysis topic will no longer appear for any content object
on the server.

It is important to note the following about deleting topic definitions:

* When you delete a topic definition, the deletion affects all of the objects in the repository that
contained that topic. Once deleted, a topic definition will no longer be applied to any object.

* When you delete a topic definition, all of the topic definitions within it are deleted as well.

* You cannot delete the root topics directory. The Delete button is disabled when you select the Topics
folder.

To delete a topic definition:

1. Navigate to the Topic Definitions dialog box. See the topic [“ Accessing the topic definitions dialog]
[box” on page 43| for more information.

2. From the topic hierarchy, select the topic that you want to delete.
3. Click Delete. The Delete Topic Confirmation dialog box opens.
4. Click OK. The Topic Definitions dialog box reopens, and the topic hierarchy is refreshed.

The effect of deleting server connections on topics:

When you delete a server connection, the system removes the connection between the client and the
server that hosts your repository.

This process does not modify any items in the repository itself. Thus, deleting a server connection has no
effect on the topic definitions or assignments associated with that repository.

Deleting topic definitions versus removing topic assignments:

Deleting a topic definition is different from removing a topic assignment.

Deleting a topic definition removes the definition from the system, preventing any content object from
being associated with that topic definition. Thus, deleting a topic definition affects all content objects
associated with that topic definition.

Removing a topic assignment severs the link between a content object and the topic property. However,

removing a topic assignment from a content object does not affect any other content objects that were
assigned that topic. See the topic ["Removing topics” on page 27| for more information.

Searching for topics
Topics are searchable and used in auditing reports.

See the topic|“Searching” on page 17] for more information.
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Bulk property updates

You can update properties for multiple objects simultaneously (in bulk).

The properties that can be updated in bulk include:

Description
Keywords

Topics
Permissions
Expiration date
Custom properties
Content language

To update properties in bulk:

1.
2.

4.

In the Content Explorer, select the objects. Selected objects can include files, folders, and jobs.

Right-click and choose Properties. The Shared Properties dialog box opens. The dialog box title bar
indicates how many objects have been selected.

Modify properties on the General, Versions, and Permissions tabs as necessary.

Note: The Shared Properties dialog box does not display the Versions tab if any folders are selected
for the bulk update.

Click OK.

Updating general properties in bulk

To access the general properties for the selected objects:

1.

In the Shared Properties dialog box, click General.

¢ If selected objects are files or jobs, Author, Content Type, Last Modified By, and Modification Date
fields are displayed. The dialog box also displays object-level custom properties defined in the
repository and the topics common to all objects.

¢ If selected objects are folders, only Description, Last Modified By, and Modification Date fields are
displayed. The dialog box also displays all custom properties defined for the repository and the
topics common to all objects.

* If selected objects include both files or jobs and folders, only Last Modified By and Modification
Date fields are displayed. The dialog box also displays object-level custom properties defined for
the repository. The dialog box does not display topics.

* Any property fields that have different values between the selected objects are empty and marked
by alert signs. Green boxes are displayed for ch