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Solution Description
The Defiance Security Suite from Protegrity secures data across the enterprise, monitors and 
blocks potential attacks, and reports on security events across protection points – all from a 
central management point. Three core components, all key parts of the integrated solution 
that provide protection across platforms, comprise the Defiance Security Suite:

Defiance Enterprise Security Administrator: delivers central security policy manage-
ment, key management, alerting, reporting, and auditing for security events organization 
wide

Defiance Data Protection System: provides encryption for applications, databases, stor-
age and files

Defiance Threat Management System: a Web application firewall that detects and blocks 
unwanted activity
 
Features & Benefits 
Defiance Security Suite features:

•	 Integrated	data	and	application	security	from	data	collection,	through	use,	to	disposal

•	 Centralized	security	management	for	consistent	policy	distribution	and	enforcement

•	 Complete	reporting	environment	with	operational	alerts	and	triggers,	secure	audit	logs,		
 and analytic forensics

•	 Intuitive	user	interface	with	role-based	permissions

•	 Cross	platform	support	for	easy	enterprise	deployment	and	continuous	protection

•	 Transparency	for	minimal	impact	on	existing	applications	and	operations

•	 High	performance	gained	from	leveraging	existing	infrastructure	processing	power
 

Value Proposition 
Defiance Data Security Suite provides enterprise data protection of applications, databases, 
files and folders through encryption of sensitive data, centralized policy and key management 
while providing reports and forensics.  With its Web application firewall, the Defiance Data 
Security Suite ensures compliance with industry and government mandates and security 
against	internal	and	external	threats.		The	suite	protects	sensitive	data	that	typically	resides	
on multiple platforms and databases throughout an organization, thereby minimizing the 
development, support and implementation time associated with platform specific solutions.

Company Description 
Protegrity delivers centralized data security management solutions that protect sensitive 
information from acquisition to deletion across the enterprise. Protegrity’s customers main-
tain complete protection over their data and business by employing software and solutions 
specifically designed to secure data, safeguard Web applications, and manage and report on 
security policy.

The company’s singular focus is on developing solutions that protect data. Protegrity em-
ployees	are	security	technology	specialists	with	deep	expertise	in	data	security	techniques,	
encryption key management, Web application firewalls and security policy in distributed 
environments.  For more information please visit www.protegrity.com.
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