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• Leading provider of secure information collection 

and output management solutions for mid-market 

and enterprise customers

• Specialize in distributed capture

• Been in business since 1995

• Global presence (US, EMEA, LA & ASEAN)

• IBM is a reseller of NSi AutoStore

Who is Notable Solutions?



Case workers need content in context

• Experience dictates information is needed

• Task requires supporting documentation

• New artifact is submitted by client

How do you quickly add documents to a case?
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Scan Case File Scan to My Folder

Secure Document Scanning

Scan to My Folder Scan to Department
Scan Case File

Enter Case Number 08-AC-01382

Select Document Type 110-Claim

Walk-up case file scanning for authorized users

Screenshot from a networked multifunctional device
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Secure Document Scanning

Scan to My Folder Scan to Department
Scan Case File

Enter Case Number 08-AC-01382

Select Document Type 110-Claim

Indexing data validated real-time against case records
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Personalization

- Present processes unique to

the individual or job function

Ubiquitous

- Same experience on both MFP and 

mobile devices (tablets/smart phones)

15 second rule

- Pick-lists/lookups/LOB integration

Unified user experience



Case Document Conversion

�High volume optical character 

recognition (OCR) conversion of case file 

documents

�Enables automatic conversion to PDF/A 

(Federal Judiciary technical standard for 

filing case documents)



Case file capture is secured

�Restricted access: supports single sign-on with 

government-issued Common Access Cards (CAC) to 

provide authorized access to case file submission

� Encryption: provides FIPS 140-2 compliant encryption 

of case documents from the point of capture

�Audit trail and chain-of-custody: provides complete 

audit of all case file documents captured



More on case file security

� Identifies all documents containing PII

� Applies watermark to any document with PII

� Supports two-factor authentication for printing/scanning/faxing

� Encrypts transmission

� Provides full audit trail

� Enables automated redaction

� Enables scanning to personal/private network destinations instead of share drives
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Sensitive information “filter”
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Chain of Custody – CAC/PIV Integration

Person Identifier # 

(EDIPI)

- Every document scanned on an 

agency’s network is 

indexed/tagged with CAC user 

information 

- Supports HSPD-12 mandate

- Every document scanned on an 

agency’s network is 

indexed/tagged with CAC user 

information 

- Supports HSPD-12 mandate
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