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This presentation covers the monitoring capabilities of CloudBurst. 
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Agenda 

�Managing the cloud – Users 
�Virtual systems 

�Managing the cloud – Administrators 
�Hypervisors 

�Storage 

�IP groups 

This presentation covers the managing and monitoring features of CloudBurst. You will be 
looking at these features from two different roles. The first role is the user; whose primary 
responsibility is to create and deploy patterns. The second role is the administrator, who is 
responsible for managing the underlying infrastructure. 
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Managing the cloudManaging the cloud -- UserUser 

Section 

This section will discuss managing the cloud from the users perspective. 
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Available view 

� Virtual system 
�Start and stop virtual 

system 

�WebSphere® 

Application Server 
administrative console 

�SSH 

�VNC 

Managing and monitoring your patterns once they are deployed can be achieved by going 
to the “Virtual Systems” tab. This allows you to view environment metrics, access the 
WebSphere Application Server administrative console and SSH into the operating system. 
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Virtual system administration 

� From this view you can control and view all aspects of 
your virtual system 

Start virtual 
system 

Stop virtual 
system 

Store 
virtual 
system 

Apply 
emergency fix 

to virtual 
system 

Delete virtual 
system 

The virtual system’s view offers the basic functions of starting, stopping and deleting the 
virtual systems from the cloud. The thing to note here is that deleting the virtual system will 
release all of its resources such as hypervisor storage and IP addresses back to the pool. 
There are three features that deserve a deeper look into; emergency fixes, creating and 
restoring snapshots and storing virtual systems. 

Emergency fixes are applied directly to a running virtual system. IBM maintains the virtual 
images that come preloaded on CloudBurst. When a new fixpack is available these virtual 
images are updated and available for import into the CloudBurst appliance. It is not always 
feasible to wait for the virtual images to be updated and in such cases you can apply an 
emergency fix directly to the virtual system. The emergency fix is specific to the virtual 
system in which it was applied against. What this means is that if you re-deploy the pattern 
this emergency fix is not present in the virtual system. You will need to either update the 
virtual image and re-deploy the pattern or reapply the emergency fix after the pattern has 
been re-deployed. 

Creating a snapshot is the process of taking copy of the entire state of a virtual system. 
Restoring from the snapshot takes you back to the state defined by the snapshot. Taking a 
snapshot of a virtual system will result in every virtual machine that makes up the virtual 
system having its own snapshot taken. CloudBurst calls out to the hypervisors hosting the 
virtual machines to take a snapshot. The snapshots are stored on the hypervisor and not 
in the CloudBurst appliance. 

Storing a virtual system releases the resources associated with the virtual system and 
keeps the virtual system on the hypervisor so that it can be started at a later time. The 
delete operation releases the associated resources as well, but it also removes the virtual 
system from the hypervisor. 
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Virtual system administration (Continued) 

� View virtual system 
and WebSphere 
Application Server 
metrics 

� Access 
WebSphere 
Application Server 
administrative 
console 

� Access the 
operating system 
using SSH or VNC 

Expanding the virtual machines section will present you with metrics for the virtual 
machines that make up the virtual system. It contains information such as what hypervisor 
it is located and the virtual machine it is installed on, what IP was assigned and the cell 
and node name of the WebSphere Application Server environment. 

CloudBurst assumes the responsibility of assigning IP addresses to the virtual machines 
and placement of those virtual machines in the cloud. Since this is the case, CloudBurst 
provides you with a WebSphere Application Server administrative console link, SSH link 
and a VNC link into the operating system. These links are found under the Consoles 
section. Once you open the WebSphere Application Server administrative console you can 
bookmark it for future reference. 
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Managing the cloudManaging the cloud –– AdministratorsAdministrators 

Section 

The next section will discuss managing the cloud from the administrators perspective. 
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Available views 

� Hypervisor 
�Monitor processor 

and memory usage 

�Grant permissions 

� Storage 
�Add and remove 

data stores 

� IP groups 
�Add and remove IPs 

from the pool 

The administrator’s job is to manage and monitor the resources that make up the 
WebSphere cloud. These resources are hypervisors, storage and IP groups. 
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Hypervisor management 

� Hypervisor view 
includes 
�Overall 

performance 
metrics 

�Access to virtual 
machines 

�Access to available 
IP address pool 

�Access to available 
storage 

From the hypervisor view you can check processor and memory statistics for the virtual 
machines running on the hypervisor. When you deploy a virtual system, CloudBurst will 
communicate with the hypervisor to determine the best location to install the virtual image. 
CloudBurst makes its decision on placement only once and that is at pattern deployment 
time. If you find that resources are constrained after deployment it is your responsibility to 
remedy the situation. You can delete the virtual system and re-deploy the pattern at which 
point CloudBurst will find the best location to install the virtual image or you can update the 
virtual machine directly using a hypervisor specific client. 

This view also provides you direct access to the operating system of each machine by way 
of a SSH link. 
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Storage management 

� From this view you can add, remove and modify the 
storage devices 

CloudBurst automatically detects and adds all available storage devices connected to the 
hypervisor. From this view you can see the properties of each storage device. 

Your first pattern deployment will result in the virtual images being transferred from the 
CloudBurst appliance to the hypervisor’s storage device and stored as a master read-only 
copy. Any subsequent pattern deployments will skip the transfer step and use the virtual 
image from the master read-only copy. By using SAN storage as opposed to local storage 
you are effectively creating one master read-only copy for all connected hypervisors. 
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IP group management 
� View available IP addresses 

� Add and remove IP addresses to and from the pool 

� View IP addresses in use 

IP group view allows you to add and remove IP addresses from the available pool. If you 
run into a problem deploying a pattern due to lack of IP addresses you will either need to 
delete or store some number of virtual systems thus freeing up IP addresses or you will 
need to add additional IP addresses to the pool. 
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SummarySummary 

Section 

Here is a summary of this presentation 
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Summary 

� There are two different views of the management 
and monitoring features of CloudBurst and they are 
�Administrative view 

� Responsible for managing the WebSphere cloud resources 

�User view 
� Responsible for managing a WebSphere Application Server environments 

As discussed there are two different views when it comes to managing and monitoring 
your CloudBurst resources. One view is the administrative view which is responsible for 
managing the WebSphere cloud resources such as hypervisors, storage and subnets. The 
other view is the user view which is primarily responsible for the WebSphere Application 
Server environments. 
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Feedback 

Your feedback is valuable 
You can help improve the quality of IBM Education Assistant content to better 

meet your needs by providing feedback. 

� Did you find this module useful? 

� Did it help you solve a problem or answer a question? 

� Do you have suggestions for improvements? 

Click to send e-mail feedback: 
mailto:iea@us.ibm.com?subject=Feedback_about_CloudBurst_Administration_Accessing_and_Monitoring_Virtual_Images.ppt 

This module is also available in PDF format at: 
../CloudBurst_Administration_Accessing_and_Monitoring_Virtual_Images.pdf 

You can help improve the quality of IBM Education Assistant content by providing 
feedback. 
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other countries. A current list of other IBM trademarks is available on the Web at "Copyright and trademark information" at http://www.ibm.com/legal/copytrade.shtml 
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technical inaccuracies or typographical errors. IBM may make improvements or changes in the products or programs described herein at any time without notice. Any 
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document to IBM products, programs, or services does not imply that IBM intends to make such products, programs or services available in all countries in which IBM 
operates or does business. Any reference to an IBM Program Product in this document is not intended to state or imply that only that program product may be used. 
Any functionally equivalent program, that does not infringe IBM's intellectual property rights, may be used instead. 

THE INFORMATION PROVIDED IN THIS DOCUMENT IS DISTRIBUTED "AS IS" WITHOUT ANY WARRANTY, EITHER EXPRESS OR IMPLIED. IBM EXPRESSLY 
DISCLAIMS ANY WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE OR NONINFRINGEMENT. IBM shall have no responsibility to 
update this information. IBM products are warranted, if at all, according to the terms and conditions of the agreements (for example, IBM Customer Agreement, 
Statement of Limited Warranty, International Program License Agreement, etc.) under which they are provided. Information concerning non-IBM products was obtained 
from the suppliers of those products, their published announcements or other publicly available sources. IBM has not tested those products in connection with this 
publication and cannot confirm the accuracy of performance, compatibility or any other claims related to non-IBM products. 

IBM makes no representations or warranties, express or implied, regarding non-IBM products and services. 

The provision of the information contained herein is not intended to, and does not, grant any right or license under any IBM patents or copyrights. Inquiries regarding 
patent or copyright licenses should be made, in writing, to: 

IBM Director of Licensing 
IBM Corporation 
North Castle Drive 
Armonk, NY 10504-1785 
U.S.A. 

Performance is based on measurements and projections using standard IBM benchmarks in a controlled environment. All customer examples described are presented 
as illustrations of how those customers have used IBM products and the results they may have achieved. The actual throughput or performance that any user will 
experience will vary depending upon considerations such as the amount of multiprogramming in the user's job stream, the I/O configuration, the storage configuration, 
and the workload processed. Therefore, no assurance can be given that an individual user will achieve throughput or performance improvements equivalent to the 
ratios stated here. 
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Note to U.S. Government Users - Documentation related to restricted rights-Use, duplication or disclosure is subject to restrictions set forth in GSA ADP Schedule 
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