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This presentation will discuss how to change the WebSphere® Application Server HTTP 

port on a non-clustered WebSphere installation when using Information Server version 

8.5, version 8.7 and version 9.1.
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The objectives of this presentation are to discuss the various steps required to change the 

WebSphere ports for Information Server version 8.5, version 8.7 and version 9.1. This 

presentation will discuss how to modify the virtual host port settings, how to modify the 

application server port, how to verify the required port is open, and how to update the 

version.xml and registered-servers.xml files.
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The first step is to start the WebSphere administrative console. In the panel on the left 

side, click Environment and then Virtual hosts. Next, click default host.
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Under additional properties click Host Aliases.
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Click the asterisk next to the port number you want to change. Change the port number to 

the new port number. Click OK and click Save at the top of the screen to save your 

changes.
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The next step is to change the port number for the WebSphere Application Server. On the 

panel on the left side of the WebSphere administrative console, click Servers, Server 

Types, and then click WebSphere application servers. Click the server on which you want 

to change the port. The default Information Server server is server1.
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Under the configuration tab, click Ports under the Communications section on the right.
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To change the value of the HTTP server port or the HTTP transport port, change the 

WC_defaulthost value. To change the value of the HTTPS port, change the 

WC_defaulthost_secure value. Click the port name you want to change and update the 

port number. Click OK and click Save at the top.

Once this is complete, stop and restart WebSphere Application Server.
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The next step is to verify the new port you are using is not blocked by a firewall. A quick 

test can be done by trying to telnet to the host and port number. If you are on Linux, you 

may also use the nc command to see if the port is open. This slide displays examples of 

the different ways to verify the port is open. If the port is blocked, your network 

administrator will need to open the port. 
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The next step is to update the port value in the Version.xml file. The Version.xml file 

contains installation records that are used by the installation program. Keeping these files 

current avoids problems with future installations. The Version.xml file must be updated on 

both the engine tier and the services tier. If the engine and services tier are on the same 

server, there is only one Version.xml file to update.

The Version.xml file is located in the Information Server installation directory. Using a text 

editor, open the Version.xml file. Find the xml element with name=is.console.port and 

change the value to the new port. Next, find the xml element with name=isf.http.port and 

change the value to the new port. Save the changes.
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Next, if you are using HTTP and changed the WC_defaulthost port in the WebSphere 

Application Server administrative console, find the xml element with 

name=was.default.host.port and specify the new port value. If you are using HTTPS and 

changed the WC_defaulthost_secure port in the WebSphere Application Server 

administrative console, find the xml element with name=was.secure.default.host.port and 

specify the new port value. 
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The next step is to modify the registered-servers.xml file on the services tier. This file is 

located in the locations displayed on this slide, where installdir is the location of the 

InfoSphere® Information Server installation directory. 
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Next, using a text editor, open the registered-servers.xml file. Find the xml element, asb-

server. There may be multiple asb-server elements. Modify the asb-server elements for 

the servers whose port numbers are changing. After changing the value to the new port, 

save your changes.
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Next, modify the registered-servers.xml file on each computer that hosts the engine tier. 

This file is located in the locations displayed on this slide, where installdir is the location of 

your InfoSphere Information Server installation directory. 
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Using a text editor, open the registered-servers.xml file. Find all the asb-server xml 

elements for all of the servers whose port numbers are changing. Change the value to the 

new port and save your changes.
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Optionally, you can choose to modify the registered-servers.xml file on each computer that 

hosts the client tier. The list of servers in these files is used to populate the server lists in 

the login pages for some client applications. You can update these files if you want to have 

the updated port values shown on the next login attempt. Alternatively, you can enter the 

new value in the login page the next time that you log in. However, the old host name and 

port will continue to display in the lists in some client application login pages unless you 

modify the registered-servers.xml file on the computer. To update the file, change the file 

in the same way you modified the registered-servers.xml files on the engine tier. 

Alternatively, you can run the Registration Command as displayed on this slide.
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