WebSphere Business Monitor

Administration
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This presentation will show you the functions in the administrative console for
WebSphere® Business Monitor.
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= Show the administrative menus for use with WebSphere Business Monitor
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This presentation will show you how to use the administrative console for managing
various functions in WebSphere Business Monitor.
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= Monitor models

= Monitor data security
= Event recording

= Purge instance data
= Monitor services

= Action services

= Failed events
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This is the agenda for this presentation. You will see how to manage monitor models,
including configuring data security and viewing the overall security configuration. You will
review the event recording capability, and you will see how to purge monitor instance data.
Also, there are various services associated with your models and you will review the
services management which also includes action services for business situation events.
Finally, you will see where to look for failed event sequences.
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There are several monitor sub-menus in the server administrative console. In the servers
section there is a menu to configure the monitor components in an installation. In the
applications section you can manage your monitor model applications and monitor
services. In the security section you can manage user access to your monitor models.
Then in the troubleshooting section you can view failed event sequences and view the
overall security configuration.
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The monitor models page displays all versions of all models. By default, both installed and
uninstalled applications are displayed, but an option under preferences allows only
installed applications to be displayed. The model ID is displayed in the model column and
the version timestamp is displayed in the version column. The deployment column
displays an indicator of deployment status. ‘OK’ means the model can be started. Other
indicators show you that the schema has not been created, the CEI configuration is
incomplete or the model state is not active. In the application column you see the
application name. In the data security column you will see an indicator to show if users are
assigned to the resource group for the model. The status column shows that the
application is started or stopped.

The start button starts a version in the active state so that events on its event queue can
be processed.

The stop button stops a version in the active state so that events on its event queue are
no longer processed. Events continue to build up on its event queue while a version is
stopped.

If you click the model name for a specific model, you will see model configuration
information. If you click the version number for a specific model, you will see the version
information panel. If you click the application name for a model, you will see the standard
enterprise application menu where you can perform additional server administrative
functions for the application.
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If you click the model name for a model in the monitor models panel, you will see model
configuration information. It shows the model name, number of versions and the resource
group associated with the model. There are also links that allow you to manage CEl
configuration, services, resource groups, and purging.

Purging a monitor model removes the model from the repository database. Before you can
remove all versions of a model from the repository database, you must delete all versions
of the schema and you must uninstall all versions of the model you are purging.
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If you click the version number for a model in the monitor models panel, you will see the
version information panel. You can see the CEI distribution mode, and the number of
active monitoring context instances. In the deployment section, you see the list of setup
steps and an icon indicating the status of each step. There are additional links that you
can use to manage the schema, cubes, distribution mode, runtime configuration and
purging. You can also export, import and purge instance data from the monitor database.

Before you purge the model version you must delete the schema and uninstall the
application. There is also a force option which doesn’t check for the preconditions but you
must use the administrative command to use this option.

On the manage schema page, you can run the schema script and setup the database for
that version of the model. You can run a script to delete the schema for this version of the
model. You can also export the scripts to your file system.

On the manage Alphablox® cubes page, you specify the location and security information
for the Alphablox server.

On the ‘Change CEI distribution mode’ page, you can change the CEI distribution.

For the runtime configuration, you can set tuning fields that affect the monitor server
behavior. You can define the behavior of various error handling situations and you can
specify details for handling the cache for KPI value retrieval, which affect performance by
caching the values for the KPIs rather than recalculating the values every time from the
monitor database.
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On the change CEI distribution mode page, you can change the CEI distribution. You can
change the mode to be active, inactive or “inactive event queue recoverable”. When you
install a new version then the old versions will automatically change to mode “active (no
new monitor context instances)”, so that only the latest version will create new monitoring
instances. The old versions are used to finish any existing monitoring instances. The
mode “inactive (event queue recoverable)” can be used to handle incorrect versions of a
monitor model. In this case you can deploy a newer correct version, and this new version
will process the events for the incorrect versions.

You can also click to change the CEI configuration specifying location, security and group
profile, but you should make sure that all versions for this model are in inactive mode
before using this function.
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Using the administrative console, you can configure security for your monitor models by
setting data access permissions. Monitor models can be grouped into resource groups to
allow easy administration of data access permissions. Permissions must be assigned to a
resource group by way of a three way binding. This binding consists of a resource group,

a role, and a user or group of users.

Monitor data security always has a root resource group defined. All resource groups other
than root are considered children of root. All resources are visible to the root resource
group. By default, all models are deployed to the root resource group unless they are
added to a different resource group during model deployment. A model can be a member
of only one resource group.
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= Tool for diagnosing model access problems
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There is a tool for helping you diagnose monitor model access problems. In the
administrative console, for monitor data security, there is a tab called diagnose. This tab
displays the models assigned to a particular user, and the roles associated with it. You
can also enter a search string to select the users that you want to query. This function

makes it easy to determine the model access for any particular user.
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On the security page in the troubleshooting section you can view security configuration for
WebSphere Business Monitor from a central location. You can access administrative and
application security, Monitor data security, LTPA, and single sign-on security. This makes

it easy to view security information consolidated in one place. To update the

security

configuration, you can click the component link and you are taken to the configuration

page for that component.
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= Use the administrative console to select events to playback or export

= Use toolkit server menu to manage recording during development cycle
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The event recording feature allows you to record an event sequence for subsequent
playback. This is very useful if you want to iteratively test a monitor model as you
continually change and develop the model. For a BPEL application or any other
application, you can enable event recording, then manually step through the process or
the application which will then generate the event sequence. The event sequence is saved
to a database, so then you can replay the event sequence later to re-run the test. You can
use scripts or the administrative console to manage these functions. Also, you can
activate the event recording in the monitor toolkit. And you can import these events into an
integrated test console script.

To enable event recording, you can use the administrative pages or you can also use the
server menu in the monitor toolkit.

You can use the administrative console to manage the events. On the events
management page, you can list the events that have been recorded, and you can click an
event to see the details of an individual event. You can also select options to delete,
import and export. The import and export functions allow you to save events to the file
system. On the play back page, you can select events and model version and then you
can initiate a play back.
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= You can archive data on a one-time or scheduled periodic basis
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Export

Time Filter
How do you want to specify which instance data to export?

Manage Monitor Data

Export Instance Data select the i
Irmport Instance Data Export instancas sfter  [Notspeified B Tme: [pooomo

Purge and Archive Export instances before  |Notspecified Time:  [0:00:00
Instance Data € pased

& Based on instance weation time

reation start and end times (UTC)

(@]l

ation time

on start and end times (UTC)
s after [Hotzpecified Time:  [p000:00 (€]

Time Filter Export instances before  [Notspesifisd Tire:  [p0:00:00 ]
Selact the instance termination end time (UTC).

instances before  [Not spesified EE|  Time: [poonoo &

Purge and archive Export inst

Purge

Archive

¥ srchive the purged instance to s direckary an the semer (CSV files).

Full path

13 Administration © 2010 IBM Corporation

To help you manage your monitored instance data in the monitor database, there are
functions to purge and export. You can invoke these functions using the administrative
console to run them as required. If you want to setup a periodic archive, then you can do
that in the monitor scheduled services menu. These functions do not operate on KPI
history; they just apply to instance data.

In the administrative console, you can access a model version to get to the page to
manage monitor data. On the export page you can specify the date and time information
either based on instance creation time or instance termination time. You can export the
data to your browser or to the server.

On the page for purge and archive, you can specify the instance termination date and
time. You can also optionally select to store the data on the server.

The import page allows you to load previously exported data, but this page is only enabled
for a development server.
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You can access monitor services from the applications section in the console, or from the
model properties section of a monitor model. On the services page you can see the status
of all the scheduled monitor services. You can see the interval, last run, last run duration,
last start, last completion, and current status. If you click a specific service, then you can
view the details of the selected service, and you can update the interval for the service.
For purge and archive instance data, you can also select the records to purge based on
the instance termination date.

You can manage monitor services which include Data Movement Service, KPI History
Calculation, KPI Prediction Calculation, Dynamic Alert Evaluation, Cube Summary Table,
Alphablox Cube Refresh, and Purge and Archive Instance Data.

You must enable the data movement and Alphablox cube refresh services before you can
schedule them. The KPI history and KPI prediction services run once every hour and this
interval is not modifiable.
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WebSphere Business Monitor manages action services and event emissions using
monitor action services. The monitor action services receives situation events emitted by
applications, selects appropriate actions based on user-defined rules and policies, and
invokes one or more actions in the form of alerts.

Any changes to the configuration properties that are made while Monitor action services
are running are not effective until you stop and then restart the Business Monitor server.

You can also create and manage alerts in the dashboard using the alert manager widget.
Using this widget you can create alert notifications from existing key performance
indicators (KPIs). Creating an alert notification involves specifying a trigger condition, and
creating a notification message and subscription list. You can share the alerts that you
create so that other users can view and subscribe to them.
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A system administrator uses the Monitor action services to notify the appropriate people
about events that occur in a model. These notifications can take the form of a dashboard
alert, an email, a call to a cell phone, or a call to a pager. Notifications can also be sent to
web services or Service Component Architecture (SCA) services. There are three types of
templates that are used to create the actions: notification, web service, and SCA.

This slide shows the notification template which is used for notifications using dashboard,
email, cell phone or pager. You specify the query type and then in the ‘To’ field you enter a
guery that is used to retrieve the set of users who will receive this notification. You can
enter an LDAP or a federated repositories query. You can also enter a space separated
list of email addresses or user ID’s.

You can enter a subject and body for the alert. Note in the body of the alert the use of a
substitution variable which is marked with the percent sign. This variable is a field which
was defined on the outbound event in the model, and the value of that field in the event is
substituted into the body text. You can also use substitution variables in the subject of the
notification.
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At the top is a screen capture of the situation event binding in the action services menu.
You see a situation event “Order Fulfillment Event” and there is a template which has
been assigned to this situation event to specify which users will receive the alert. You can
have one or more service templates assigned to a situation event binding.

Business situation events can be generated by the monitor model or from any other
source, as long as the event contains an extended data field with name
BusinessSituationName. The value of ‘Situation event name’ on the binding should match
the value of BusinessSituationName in the outbound event in the monitor model. At the
bottom is a screen capture of the outbound event definition in the monitor model, and the

value of BusinessSituationName is ‘Order
event binding.
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Manage Failed Event Sequences
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You can use the administrative console to manage failed event sequences and view
unrecoverable events.

If an event cannot be processed, the model stops processing all subsequent messages for
the instance in which the fault occurred. Other instances for this model can continue to
process incoming events. Manual intervention is therefore only required to restart
processing of a particular instance. For failed events you can use the console to view,
export, import, replace, delete, re-sequence and resubmit them. You can also use
scripting to manage failed events. Check the information center for detalils.

If a model cannot parse an incoming event for example due to malformed XML, then it
goes to the unrecoverable events queue. Unrecoverable events can be inspected in an
attempt to establish the cause of a failure, but they cannot be resubmitted. So you can use
the console to view, export and delete them.
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= Covered the use of the administrative console for use with WebSphere Business Monitor
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In summary, this presentation covered an overview of the administrative console menus
for use with WebSphere Business Monitor.
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Your feedback is valuable

You can help improve the quality of IBM Education Assistant content to better meet your
needs by providing feedback.

= Did you find this module useful?
= Did it help you solve a problem or answer a question?

= Do you have suggestions for improvements?

Click to send email feedback:

This module is also available in PDF format at:
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You can help improve the quality of IBM Education Assistant content by providing
feedback.
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