
VMware on IBM Cloud uses HyTrust 
Cloud Control (HTCC) and HyTrust
Data Control (HTDC) to prevent sensitive 
workloads from being susceptible to 
malware and human error.

VMware on IBM Cloud has proven to 
help avoid legal risks and protect data
in one of the simplest ways possible.

Run workloads only on
geo-fenced and authorised servers 

NO EntryWRONG WAY

FISMA

CJIS

PCI DSS 3.1

HIPAA

HITECH

FedRAMP

RULES ARE GOOD
MORE SO, WHEN COMPLIANCE IS EASY

SAFE LANE

Use forensic quality logging
for a detailed audit trail

Ensure data encryption for
specified pool of servers

BREAK NON-COMPLIANCE. NOT THE RULES.

NO EntryONE WAY

Control access based on role

Get in touch with expertsKnow more

4 GROUND RULES OF SMARTER COMPLIANCE

http://public.dhe.ibm.com/software/in/downloads/pdf/enabling_Compliance_in_a_Hybrid_Cloud.PDF
http://www.ibm.com/cloud-computing/in-en/solutions/ibm-vmware/#connectwithus



