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Chapter 1. Installing IBM Business Monitor

IBM® Business Monitor can be installed in multiple topologies. You can install all components on a single
server, or you can distribute the components across multiple systems. To achieve a highly available
environment with failover support, you can install IBM Business Monitor into a clustered environment
that uses the clustering mechanism of WebSphere® Application Server or Process Server.

Important: IBM Business Monitor runs on multiple platforms. For details about supported operating
systems, supported hardware, memory requirements, and disk space requirements, see the

|requirements for IBM Business Monitorl
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Chapter 2. Planning to install IBM Business Monitor

IBM Business Monitor has multiple components that can be installed on a single server or across multiple
servers in the network. During the installation process, there are many options to consider. When
planning to install IBM Business Monitor, you must consider the available options and how you want to
deploy the components in your network.

Information is provided to help you to determine which topology is most appropriate for your
environment and to understand the options that are available during the installation.

Review the following information before beginning your IBM Business Monitor installation:

Choosing appropriate topologies

IBM Business Monitor can be installed in many different configurations. A few basic topologies are
provided. You might need to customize these to fit your environment.

To help you understand some of the possible installation deployments, the following topologies illustrate
some common installations:

Single-server topology

When you use the single-server topology, all supporting products and all IBM Business Monitor
components are installed on the same physical server.

Installing IBM Business Monitor on a single server is ideal for development test environments,
proof-of-concept environments, and simple deployments that do not require failover and high availability
capabilities.

You can use the IBM Business Monitor installation program to install IBM Business Monitor and
WebSphere Application Server. When you install IBM Business Monitor on a single server, the Cognos
service is also installed. To view the monitored data, you can use either a business space or the
portlet-based dashboards.

After you install IBM Business Monitor, create a stand-alone profile to define your runtime environment.
All required IBM Business Monitor components are created when you create or augment a stand-alone
profile.

High availability (network deployment) topology

IBM Business Monitor uses the high availability capabilities in WebSphere Application Server or Process
Server Network Deployment (ND) environments. Network deployment provides the capacity, scalability,
and robustness that is generally required of a production environment. In network deployment
environments, a group of servers can be used collaboratively to provide workload balancing and failover.
The servers are managed centrally, using a single administrative console.

IBM Business Monitor uses the same architecture model as WebSphere Application Server or Process
Server. Using this model, you create environments that have cells, nodes, servers, and optionally clusters.

If you choose one of the available deployment environment patterns (single cluster or four-cluster), the

deployment environment wizard helps you to configure the clusters, servers, and components that you
need.

© Copyright IBM Corp. 2005, 2011 3



The cell is the main administrative domain. You can think of a cell as a logical grouping of servers,
clusters, or a combination of both. (A cluster is a group of application servers that collaborate for the
purposes of workload balancing and failover.) Using servers and clusters, you can install IBM Business
Monitor into a single cell that is both highly available and scalable.

A managed node (a node within a cell) contains one or more servers. Each server provides a runtime
environment. Managed servers are created within a managed node, which has been defined by a custom
profile. Each of the managed nodes is federated to the same deployment manager, and the deployment
manager manages all managed nodes in the cell. Servers can be grouped into clusters, which are also
managed by the deployment manager. For a network deployment environment, you should cluster your
applications so that the applications are protected from the failure of a single server (high availability),
the workload of the applications is spread across a number of equivalent servers (workload balancing), or
both.

For more information on high availability, see "High availability and workload sharing" in the related
links.

In an ND environment, you will normally set up a proxy server or an HTTP server for security reasons
and for workload balancing. See the "Scalability" topic for more information about the proxy server.

Scalability

Installing IBM Business Monitor components and monitor models to a cluster enhances your ability to
manage their workload. Distributing the components and monitor models across multiple clusters,
grouping components based on common resource usage patterns, enables you to manage the individual
workload of each cluster based on the resource usage pattern of the installed components. See the
"Four-cluster topology" topic for a suggested starting point when planning for a scalable topology.

The following diagram shows a cell with two managed nodes.
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Cell

Node 1

Deployment manager

Node 2

Node agent

Messaging cluster

Node agent

Cluster member 1
Messaging engine

Cluster member 2
Messaging engine

Application cluster

Cluster member 3
Monitor model applications

Cluster member 4
Monitor model applications

Support cluster

Cluster member 5

CEl event services,
event emitter services,
action services,
scheduled services,
Cognos service

Cluster member 6

CEl event services,
event emitter services,
action services,
scheduled services,
Cognos service

Web cluster

Cluster member 7

Business Space,
REST Services

Cluster member 8

Business Space,
REST Services

4

Proxy node

1
http request

Proxy server

http request

Messaging engines

When deployed to a cluster, the messaging engine created for the IBM Business Monitor service
integration bus is only active on one cluster member at a time. This behavior is specified by the default
service integration bus policy. While the default service integration bus policy can be customized, the
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policy must always be of type "One-of-N." A "One-of-N" policy allows only one instance of the messaging
engine to become active in a cluster, providing high availability (protecting components and models from
the failure of a single server), but not scalability (the ability to expand as resources are added).

You can minimize use of the messaging engine and enable better performance by using the feature that
allows the common event infrastructure (CEI) event service to bypass the use of Java Messaging Service
(JMS) queues and directly submit events into the IBM Business Monitor database. See "Receiving events
using table-based event delivery" in the related task links for more information.

Support components

Support components include the CEI event service, IBM Cognos Business Intelligence service, action
services, event emitter services, and scheduled services. Except for the scheduled services, add new
cluster members for increased capacity.

Most of the workload for the scheduled services occurs on the database server. As the workload of the
scheduled services increases, you should monitor, evaluate, and tune the database server as needed. The
workload of the scheduled services can also be managed by either enabling or disabling the various
scheduled services or by editing the service intervals associated with each scheduled service. See
"Managing Monitor scheduled services" in the related tasks links for more information.

Web components

Web components include Business Space, widgets, and the IBM Business Monitor REST API service. Add
new cluster members for increased capacity.

In an ND environment, you will normally set up a proxy server or an HTTP server for security reasons
and for workload balancing. Instead of incoming HTTP requests going directly to a WebSphere
Application Server, they go to a proxy server that can spread the requests across multiple application
servers that perform the work. Create a proxy server in WebSphere Application Server. You can use other
routing servers in place of or in front of the proxy server, for example IBM HTTP Server. The benefit of
using the proxy server is that it is integrated with WebSphere Application Server and therefore easy to
use and maintain.

Important: The proxy server (or an alternate routing server) is required for workload balancing HTTP
requests across two or more cluster members. The proxy server allows clients to access the applications
within this topology.

Monitor model applications

Monitor model applications are packaged as standard Java enterprise application archives (EARs). The
monitor model application scales with the number of cluster members in the cluster.

Memory considerations

The amount of memory available to a single cluster member depends on the address space layout of the
operating system and on whether the JVM that runs it is a 32-bit or 64-bit process. While a 64-bit JVM
can access anywhere from 500 GB to 4 EB of memory, a 32-bit JVM might only have access to as little as 2
GB of memory (for example on 32-bit Windows).

As a general guideline, consider adding a second cluster for deploying monitor model applications when

deploying more than ten monitor model applications if the cluster members are running on a 32-bit JVM.
This is a guideline only, as individual workloads and models vary.
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Four-cluster topology
You can install IBM Business Monitor into many topologies. You can use the four-cluster topology to set
up a high performance environment.

The following four-cluster topology uses the Remote Messaging, Remote Support, and Web deployment
environment pattern. This pattern groups the IBM Business Monitor applications into four clusters in a
single cell.

Messaging Engine Cluster
WebSphere Business Monitor and CEI buses

Support Cluster
CEl event services, action services, services scheduler,
event emitter services, Cognos service

Application Cluster
Monitor model applications

Web Cluster
Business Space application, Business Space widgets,
REST services application

Messaging engine cluster
Messaging engine for the IBM Business Monitor bus

Messaging engine for the common event infrastructure (CEI) bus

Support cluster
CEI event service

Event emitter services

Action services

Monitor scheduled services

IBM Cognos Business Intelligence service

Application cluster
Monitor model applications

Web cluster
Business Space application

Business Space widgets
Representational State Transfer (REST) services application

Note: For improved performance, place the event emitter services and CEI event service on the same
cluster. Event emitter services includes both the REST event emitter and the JMS event emitter.

Four-cluster topology with IBM Business Process Manager
You can create a combined IBM Business Process Manager and IBM Business Monitor deployment
environment using the Remote Messaging, Remote Support, and Web (four-cluster) pattern. Because one
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IBM Business Monitor deployment environment can monitor all applications in the cell, you should only
create one IBM Business Monitor deployment environment in a given cell.

The four-cluster topology combines IBM Business Monitor and IBM Business Process Manager messaging
engine clusters into a single cluster. The following four-cluster topology uses the Remote Messaging,
Remote Support, and Web deployment environment pattern.

Messaging engine cluster
Messaging engine for the IBM Business Monitor bus

Messaging engine for the common event infrastructure (CEI) bus

Messaging engine for the Process Server bus

Messaging engine for the Performance Data Warehouse bus

(BPM Advanced only) Messaging engine for the Service Component Architecture (SCA) bus
(BPM Advanced only) Messaging engine for the Business Process Execution Language (BPEL) bus

Support cluster
CEI event service

Event emitter services

Action services

Monitor scheduled services

IBM Cognos Business Intelligence service
Performance Data Warehouse

(BPM Advanced only) Business rules manager

Application cluster
Monitor model applications

Process applications
(BPM Advanced only) BPEL applications

Web cluster
Business Space application

Business Space widgets
Representational State Transfer (REST) services application

(BPM Advanced only) Business Process Choreographer tools

Using existing software prerequisites
You can install IBM Business Monitor on servers where the prerequisite software is installed.

Existing application servers

You can install the IBM Business Monitor server on a physical server where an application server
platform is currently installed. The following application server platforms for IBM Business Monitor are
supported:

* WebSphere Application Server
* Process Server

* WebSphere Enterprise Service Bus

You can augment an existing profile, or you can create a new profile to contain the IBM Business Monitor
server.
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Existing WebSphere Portal

IBM Business Monitor no longer provides portlet-based dashboards. However, your IBM Business
Monitor widgets can still be displayed in WebSphere Portal. See the related task link for information.

Profiles

A profile defines the runtime environment and includes all of the files that the server processes in the
runtime environment. In a high availability environment, you need multiple profiles to appropriately
manage the complexity of the system. You can either create new profiles or augment existing profiles.

IBM Business Monitor has profile templates to enable functionality that is specific to IBM Business
Monitor. After installing the product, you can create and augment profiles either using the Profile
Management Tool wizard or with the manageprofiles command. (If you are running Solaris in 64-bit
mode, you must use the manageprofiles command.)

The IBM Business Monitor profile types are an extension of the similarly named profile types provided
by WebSphere Application Server. The profile types provided by IBM Business Monitor are not the same
as the profile types provided by WebSphere Application Server.

Using new profiles is more efficient and less prone to error than installing the product multiple times.
Developers can use separate profiles for development and testing. By using profiles rather than multiple
product installations, you gain the following advantages:

* You need to maintain only a single set of core product files.
* You save disk space.
* You can update the product more easily.

Choosing the profile type

A profile defines a unique runtime environment, with separate command files, configuration files, and
log files. Profiles define three different types of environments: stand-alone single server, deployment
manager, and managed node. Using profiles, you can have more than one runtime environment on a
system, without having to install multiple copies of the product.

For a single-server environment, create a stand-alone profile.

For a network deployment environment, complete the following steps:

1. Create the deployment manager profile before creating the other profiles. If you created a deployment
manager profile before installing IBM Business Monitor (for example, for WebSphere Application
Server or Process Server) and you plan to use the same deployment manager profile to manage IBM
Business Monitor nodes, augment the profile using the template that IBM Business Monitor provides.

2. Create a custom profile for each node that you plan to add to the server cluster. Alternatively,
augment an existing custom profile for each node that you plan to add.

Note: If the database server contains multiple versions of DB2® installed, or multiple DB2 instances,
the server's default DB2 version or instance is used for profile creation. To control which DB2 version
or instance is used, use the "Installing databases manually" procedure so that the database
administrator can ensure that the proper version or instance is used.

Templates for each profile are located in the app_server_root/profileTemplates directory. The following
profile templates are available:

Profile When to use

Stand-alone monitor server For IBM Business Monitor single-server environments.
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Profile When to use

Monitor server deployment manager If you are setting up a network deployment
environment, create or augment this profile first. If you
have created a deployment manager before installing
IBM Business Monitor and you plan to use the same
deployment manager profile to manage IBM Business
Monitor nodes, augment the profile using the template
provided by IBM Business Monitor.

Monitor server custom profile If you are setting up a network deployment
environment, create or augment custom nodes and later
use the administrative console to install specific
applications to the various custom nodes.

Stand-alone profiles
For IBM Business Monitor, use a stand-alone profile, also known as a stand-alone application server
profile, for single-server environments.

Each stand-alone application server node has its own administrative console, which you use to manage
the node. A stand-alone node can include more than one server.

A stand-alone server is easy to set up, and has a First steps console from which you can start and stop
the server and install the Showcase sample. If you install the sample to the stand-alone server, you can
explore the resources used for the sample in the administrative console.

You can deploy your own solutions to a stand-alone server, but a stand-alone server cannot provide the
capacity, scalability, or robustness that is generally required of a production environment. For your
production environment, it is better to use a network deployment environment.

Deployment manager profiles

A deployment manager is a server that manages operations for a logical group, or cell, of other servers.
In network deployment environments, a group of servers are used collaboratively to provide workload
balancing and failover. The deployment manager is the central location for administering the servers and
clusters in the cell.

To create a deployment environment, the deployment manager profile is the first profile that you create
or augment. . The deployment manager has a First steps console, from which you can start and stop the
deployment manager and start its administrative console. You use the administrative console of the
deployment manager to manage the servers and clusters in the cell. This includes configuring servers and
clusters, adding servers to clusters, starting and stopping servers and clusters, and deploying modules to
them.

Although the deployment manager is a type of server, you cannot deploy modules to the deployment
manager itself.

After creating or augmenting the deployment manager for IBM Business Monitor in a network
deployment environment, you can then create or augment custom nodes and federate them into, or make
them a part of, the deployment manager to create a cell, a group of nodes or clusters that are centrally
administered.

Create or augment the deployment manager profile before creating or augmenting the custom profiles. If
you created a deployment manager profile before installing IBM Business Monitor and you plan to use
the same deployment manager profile to manage IBM Business Monitor nodes, augment the profile using
the template provided by IBM Business Monitor.
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Custom profiles

To configure a network deployment environment for IBM Business Monitor, create custom nodes and
federate them into, or make them part of, the deployment manager cell that will manage them.
Alternatively, you can augment an existing custom profile for each node that you plan to add to the cell.
You can later use the administrative console to install specific applications to the various custom nodes.

A custom profile is an empty node that does not include the default applications or server that a
stand-alone server profile includes. During the process of creating or augmenting a custom profile, you
federate the node to identify the deployment manager profile that you plan to use to manage the node.
After the custom profile has been federated to the deployment manager, the node becomes a managed
node.

A managed node contains a node agent and can contain managed servers. In a managed node, you can
configure and run managed servers. The servers that are configured on a managed node make up the
resources of your deployment environment. These servers are created, configured, started, stopped,
managed, and deleted using the administrative console of the deployment manager. Processes on the
managed node can include cluster members that the deployment manager uses to balance the workload
for heavily used applications.

A managed node can contain one or more servers, which are managed by a deployment manager. You
can deploy solutions to the servers in a managed node, but the managed node does not have its own
administrative console. The managed node is defined by a custom profile and has a First steps console.

Database considerations

The main MONITOR database stores the IBM Business Monitor configuration, monitor model metadata,
and monitored data. The IBM Cognos Business Intelligence configuration is stored in a separate IBM
Cognos BI content store database named COGNOSCS. Profile creation assumes that both the MONITOR
and COGNOSCS database are created in the same database instance.

You can use a common database user name for the MONITOR and COGNOSCS databases. However, you
might want to use separate names because IBM Cognos BI creates its own content store tables in the
schema of the provided database name when IBM Cognos BI first starts.

The MONITOR database is also used to store schemas for the following components during stand-alone
profile creation:

* Business Space

¢ Common event infrastructure (CEI) messaging engine message store

 IBM Business Monitor messaging engine message store

If you are not using a stand-alone profile, you can use the same database or different databases for these

components, and additionally for the CEI data store, which is not required and therefore is not created or
enabled by default.

For production environments, you can choose from the following supported database products:
+ DB2

 DB2 for z/OS®

* Oracle

* Microsoft SQL Server

Multiple types of data are stored in the MONITOR database. When you create the IBM Business Monitor
profile or run the database scripts, you create database tables that contain configuration data for IBM
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Business Monitor. Later, when each monitor model is installed, additional tables are created to store data
for that monitor model. When events are processed, monitor model instance data is stored in these tables.
The dashboards then refer to these tables.

Tip: In a network deployment environment, create the MONITOR and COGNOSCS databases before
starting the deployment manager and creating other custom profiles.

Tip: If the COGNOSCS database is remote from the IBM Cognos BI server, you must install a database
client on the IBM Cognos Bl server machine. See the details in the database-specific database
consideration topics.

Creating the databases

There are several ways to create the MONITOR and COGNOSCS databases:

* If the database software is installed on the same server as IBM Business Monitor, you can have the
Profile Management Tool or the manageprofiles command create local databases when the profile is
created.

Note:
— For DB2, the user who creates the profile must have credentials to create the database.

— For Oracle or SQL Server, a database administrator user ID and password must be provided to the
Profile Management Tool or manageprofiles command so that database objects can be created in an
existing database instance.

* You can have the profile management function generate database scripts, using the configuration
values that were selected when the profile was created. Select the profile creation option to delay
execution of database scripts and, at a later time, run the generated scripts to create the database
objects on the database server.

* You can manually create the database using scripts provided on the installation media or in the IBM
Business Monitor installation dbscripts directory. Variables in the scripts can be configured manually or
by using the database design tool (DbDesignGenerator).

In the MONITOR database, if you rename the table spaces for instance data, then when you are creating
the schema for monitor models, you must export the create schema scripts and change the table space
names to match the names that were used during initial database creation.

Database size

The IBM Business Monitor database scripts for the MONITOR database create multiple table spaces to
store data. The table space names and configuration can be altered depending on the enterprise standards
and performance and sizing requirements. For development and test installations with minimal amounts
of data, 1 GB of database storage should be sufficient. For production environments, size the database
based on the amount of data that you intend to monitor.

Securing the databases

When the databases are created, the runtime database user is granted privileges to administer database
objects by default, which simplifies the creation of the databases and enables the IBM Business Monitor
server to automatically manage the monitor model database schema when models are deployed and
removed. If you must secure the databases, see|Securing the MONITOR database environment| and
|C0r1figuring IBM Cognos Bl securityl

MONITOR database considerations for DB2

There are specific recommendations for databases that are hosted on DB2.
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Globalization considerations

DB2 must be installed using the UTF-8 Universal character set. Using this character set ensures that
monitor model metadata and instance data containing native language characters can be saved to the
database. Additionally, IBM Cognos Business Intelligence requires a UTF-8 database. The
createDatabase.sql script creates the database as UTF-8 automatically.

The createDatabase.sql script creates the databases with the following default territory setting:
TERRITORY EN_US

To change the default language, change the TERRITORY to a supported territory setting from the DB2
[Supported territory codes and code pages Territory settings must use the UTF-8 codeset. For example, to
change the territory to French, you would use:

TERRITORY FR_FR

DB2 Express Edition considerations

DB2 Express Edition can use a maximum of 4 GB of instance memory, even if the system has more than 4
GB of memory. For more information about which version of DB2 to use, see the related reference links.

Currently, there is a known limitation in DB2 Express installer related to the inclusion of national
language (NL) strings in properties passed to it from the IBM Business Monitor installer. The following
values, which are passed to DB2 Express when it is being installed cannot have NL strings in them:

. Instance user name and password: bpminst and bpminstl
. Fenced user name and password: bpmfenc and bpmfencl
. Administration server (DAS) user name and Password: bpmadmin and bpmadminl

o M Administrative user name and Password: bpmadmin and bpmadminl
DB2 catalog requirements

If the DB2 database is remote from the IBM Cognos BI server, then the MONITOR database must be
cataloged by the DB2 client installed with the IBM Cognos BI server.

Important: Make sure that the alias name on the remote IBM Cognos BI server is the same as the
cataloged database name of the MONITOR database. Otherwise cube creation will fail when a monitor
model is deployed.

See the IBM Cognos BI database considerations topic for complete details.
MONITOR database security considerations

When you are using the Profile Management Tool or the manageprofiles command to create the DB2
database, the administrative user creating the profile also attempts to create the database. The IBM
Business Monitor runtime database user (@DB_USER@) that is specified during profile creation must
already exist in the operating system.

By default, the IBM Business Monitor runtime database user is granted DBADM (database administrator)
privileges as part of the database creation. This enables the IBM Business Monitor server to automatically
manage the monitor model database schema when models are deployed and removed. To secure the
database, you can create the database manually and grant the runtime database user only the privileges
required for runtime operations. See [“Installing databases manually” on page 54 and [Securing the
Monitor database environment]
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DB2 locking considerations

When there are a large number of events, the MONITOR database can deadlock on two or more different
transactions waiting for the same database lock. When this happens, one of the transactions fails and is
retried.

To eliminate deadlocks on DB2 LUW while maintaining concurrent processing under high volume, enter
the following in the DB2 command window:

db2set DB2_SKIPINSERTED=0ON
db2set DB2_SKIPDELETED =ON

Multiple threads will not deadlock when the DB2 instance registry variables DB2_SKIPINSERTED and
DB2_SKIPDELETED are set to ON.

Health Monitor considerations

If you are using DB2 Health Monitor (Automatic Maintenance), exclude the SIBOWNER from the
automatic statistics collection. For more information, see the technote in related reference.

Cognos database considerations for DB2

IBM Cognos Business Intelligence uses the COGNOSCS (IBM Cognos BI content store) database for
configuration and report specification information, and uses the MONITOR database for actual reporting
data.

COGNOSCS database considerations for IBM Cognos Bl

The IBM Cognos BI service creates tables in the IBM Cognos Bl content store database the first time it is
started. Because the database user provided for accessing the content store database must have privilege
to create tables in the database, it is recommended that you create a new database user for the content
store database only.

The COGNOSCS database must be used only for IBM Business Monitor data. You must not add data
directly to the COGNOSCS database, or use the database with other databases to create reports against
such data (combined or not with data created in IBM Business Monitor).

MONITOR database considerations for IBM Cognos Bl

If your MONITOR database is remote from the server or cluster that the IBM Cognos BI service is
deployed on, you must install a full database client such as the IBM Data Server Client on the IBM
Cognos BI server to deploy cubes.

The remote database must be cataloged before you can publish IBM Cognos BI cube packages during
monitor model deployment. The cataloged name must be the database name that you entered for the
MONITOR database Otherwise, you must change the WBMONITOR_DB data source in IBM Cognos Bl
to point to the correct cataloged name.

IBM Cognos BI needs access to DB2 client commands when publishing cube packages during model
deployment.
- I The DB2 client must be in the server PATH.

. BT The user starting the IBM Business Monitor server must be sourced as a DB2 user
profile.
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32-bit client requirement

The database client that IBM Cognos BI uses to connect to the MONITOR database must be a 32-bit
client. On a Windows system, DB2 makes available both 64-bit and 32-bit libraries without additional
configuration. On a non-Windows system, IBM Cognos BI requires access to the following 32-bit DB2
libraries:

* Libraries in the /1ib directory of the DB2 server install (for example, /opt/ibm/db2/V9.7/11b32)
* Libraries in the /1ib directory in the instance directory (for example, /home/db2inst1/sq11ib/1ib32)

If you are using 64-bit DB2 and are not using Windows, complete the following steps to configure a path
to the DB2 32-bit libraries:

1. In the administrative console, click Servers > Server types > WebSphere application servers >
server_name. The Configuration panel is displayed.

2. Under Server Infrastructure, expand Java and Process Management and click Process Definition.
3. Under Additional Properties, click Environment Entries. Add the path to the 32-bit libraries as
described below:

- I No change required.
. BT Add the path to the DB2 32-bit server libraries to the following environment

"o

variable using a ":" as a delimiter.
For Linux and Solaris: LD_LIBRARY PATH
For AIX: LIBPATH
For HP-UX: SHLIB_PATH

MONITOR database considerations for DB2 for z/0OS

There are specific recommendations for databases that are hosted on DB2 for z/OS. A dedicated storage
group (STOGROUP) is recommended for IBM Business Monitor. The storage group must be created
before the MONITOR database is created.

IBM Cognos BI is not supported on z/OS. IBM Cognos BI is also not supported when you are using DB2
for z/OS for the MONITOR database.

Globalization considerations

DB2 for z/OS must be installed using the UTF-8 Universal character set. Using this character set ensures
that monitor model metadata and instance data containing native language characters can be saved to the
database. The createDatabase.sql script creates the database as UTF-8 automatically.

The DIM_TIME table contains a column for populating dashboard reports with a translated month name.
The location settings in z/OS are not used for creating the month names. There is an SQL statement in
the createTables.sql file that you can use to override the month name entries and define your own
month names.

General database considerations

DB2 for z/OS requires the addition of two bufferpools. The following 32K bufferpools need to be created
by the database administrator before running the database scripts:

* BP32K
 TMPBP32

DB2 for z/OS requires a TEMP database for storing declared temporary tables.
* Create a dedicated STOGROUP to contain the IBM Business Monitor data.
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* Create a TEMP database and a TEMP table space to contain the declared temporary tables for
processing scrollable cursors. Examples are shown below.

For DB2 for z/OS version 8, a temp database and table space must be created if it does not already
exist. The following is an representative example of a TEMP database definition:

CREATE DATABASE TEMP AS TEMP STOGROUP SYSDEFLT;

CREATE TABLESPACE TEMP IN TEMP

USING STOGROUP SYSDEFLT

BUFFERPOOL BP32K

SEGSIZE 32;

For DB2 for z/OS version 9 and version 10 in a non-data-sharing environment, the TEMP database is
DSNDBO07 and is created during database installation. Temporary table spaces are added to the existing
TEMP database. The following is a representative example of a temporary table space:

CREATE TABLESPACE WBITEMP IN DSNDBO7

USING STOGROUP SYSDEFLT

BUFFERPOOL BP32K

SEGSIZE 32;

For DB2 for z/OS version 9 and version 10 in a data-sharing environment, a WORKFILE database
must be created. Only one WORKFILE database can be created per subsystem. The following is a
representative example for creating a WORKFILE database and temporary table space:

CREATE DATABASE WORKTEMP AS WORKFILE STOGROUP SYSDEFLT;

CREATE TABLESPACE WBITEMP IN WORKTEMP

USING STOGROUP SYSDEFLT

BUFFERPOOL BP32K
SEGSIZE 32;

For detailed information about how the TEMP database and TEMP table spaces are set up, refer to DB2
for z/OS information center. See the related link.

Note: If you are using DB2 for z/OS and you intend to use SPUFI for running the database scripts, use
FTP to transfer the files to the z/OS database server. The IBM Business Monitor database scripts end with
a line-feed character. The FTP server on z/OS will correctly map the line feed to an end-of-line character
for the database script.

DB2 for z/OS version 8 also requires work file database storage for SQL statements that require working
storage, such as sorts. This requires the addition of a table space to support sorting operations in addition
to the TEMP database for version 8. In DB2 for z/OS version 9 and 10, the work file database and TEMP
databases are combined. See the DB2 for z/OS information center for the procedures and sizing
recommendations for creating work file databases.

Set the RRULOCK subsystem parameter to YES for greater concurrency.

If data movement service is to be enabled, increase the number of locks per user, NUMLKUS, to at least
100,000.

JDBC driver
IBM Business Monitor uses the JDBC 4.0 driver. By default, the Profile Management Tool points to the

db2jcc4. jar file supplied in app_server_root\jdbcdrivers\DB2. For DB2 for z/OS installations, it is
recommended that you use the JDBC 3.0 driver db2jcc.jar that is shipped with DB2.

Database substitution variables

Monitor model schema generation for DB2 for z/OS requires the database name and storage group
variables to be provided. To minimize the manual substitution of variables, the following file is created
when you create a profile:

properties/monitor_database.properties
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This file contains the following properties:

databaseName=MON75DB
db2z0SStorageGroup=MONSG

Set the databaseName to the database name used in the Profile Management Tool or manageprofiles
command for creating the database. Set the db2zOSStorageGroup to the DB2 storage group for the
MONITOR database. If the variable names are left empty, the values are not substituted for the variables
in the create schema scripts for the monitor models.

MONITOR database considerations for Oracle

There are specific recommendations for databases that are hosted on Oracle.
Globalization considerations

Oracle must be installed using the UTF-8 Universal character set (AL32UTES) instead of the default
database character set (WESISO8859P1 - ISO 8859-1 West European). Using this character set ensures that
monitor model metadata and instance data containing native language characters can be saved to the
database. Additionally, IBM Cognos BI requires a UTF-8 database.

Oracle manages the language and locale settings with two database parameters:
NLS_LANGUAGE
NLS_TERRITORY

To change the default language for the databases, change the NLS_LANGUAGE parameter to a
supported language for Oracle. Territory settings define the defaults for data formatting, currency, and so
on. Set the NLS_TERRITORY parameter to change the Oracle instance.

The DIM_TIME table contains a column for populating dashboard reports containing time dimensions
with a translated month name. By default, the locale code for the NLS_LANGUAGE setting is used for
populating the DIM_TIME table entries. To change the default language, change the NLS_LANGUAGE
for the Oracle instance or for the current session before running the createTables.sql script. There is also
an SQL statement in createTables.sql that you can use to override the month name entries and define
your own month names.

MONITOR security considerations

When you are using the Profile Management Tool or the manageprofiles command to create the Oracle
database objects, the database administrative user specified in the profile creation creates the database
objects and a MONITOR schema. On Oracle, a schema is both a collection of database objects and a user
ID that can log into the database.

By default, the MONITOR schema owner is also the runtime database user, and is granted privileges to
create other schemas and database objects as part of the database creation. This enables the IBM Business
Monitor server to automatically manage the monitor model database schema when models are deployed
and removed. To secure the database, you can create the database manually. The MONITOR schema
owner, or a different user, can be used as the IBM Business Monitor runtime database user. In a secured
environment, you can grant the runtime database user only the privileges required for runtime
operations. See the topics "Installing the database manually" and "Securing the MONITOR database
environment" in the related links.
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JDBC driver

JDBC support is provided by the Oracle JDBC drivers for JVM 1.6. The ojdbc6.jar JDBC driver file is the
Oracle-supported JDBC driver for use with WebSphere Application Server version 7. The ojdbc6.jar file
can be used for both Oracle 10g and Oracle 11g. For information about minimum required settings for
Oracle, see the related link.

By default, the Profile Management Tool points to the 0jdbcé. jar file supplied in|app_server_roof\
jdbcdrivers\Oracle. Alternatively, you can download another Oracle 0jdbc6.jar JDBC driver file and
point to it when you run the Profile Management Tool or the manageprofiles command.

XA recovery

You must apply special grants for Oracle's XA recovery to work correctly. Run the following commands
as user SYS:

grant select on pending_trans$ to <user>;

grant select on dba_2pc_pending to <user>;

grant select on dba_pending_transactions to <user>;

grant execute on dbms_system to <user>;

where <user> is the user name for the MONITOR database that is configured during profile creation.

Cognos database considerations for Oracle

IBM Cognos Business Intelligence uses the COGNOSCS (IBM Cognos BI content store) database for
configuration and report specification information, and uses the MONITOR database for actual reporting
data.

COGNOSCS database considerations for IBM Cognos Bl

The IBM Cognos BI service creates tables in the IBM Cognos Bl content store database the first time it is
started. The database user provided for accessing the IBM Cognos Bl content store database must have
full access to Oracle to create tables, views, sequences, triggers, and so on. In IBM Cognos BI, you cannot
specify a separate schema name; the IBM Cognos Bl objects are created in the default schema and default
table space of the database user. It is recommended that you create a new database user for the content
store database only.

Important: Do not use the SYSTEM user for this purpose, because you do not want the IBM Cognos BI
database objects to be created in the system area.

The COGNOSCS database must be used only for IBM Business Monitor data. You must not add data
directly to the COGNOSCS database, or use the database with other databases to create reports against
such data (combined or not with data created in IBM Business Monitor).

MONITOR database considerations for IBM Cognos Bl

If your MONITOR database is remote from the server or cluster that the IBM Cognos Business
Intelligence service is deployed on, you must install a full database client or the Oracle Instant Client on
the IBM Cognos BI server to deploy cubes.

The Oracle instance for IBM Cognos Bl must be addressable by a TNSNAMES entry in the Oracle client
on the IBM Cognos BI server. The entry in TNSNAMES must use the same name as the database instance
name that you entered for the MONITOR database during profile creation (for example, ORCL).
Otherwise, you must to change the WBMONITOR_DB data source in IBM Cognos BI to point to the
correct TNSNAMES entry.
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If you are using Oracle Instant Client, the path to the client must be in the system path. A TNSNAMES.ORA
file must also be included with an entry for the Oracle database server, and the TNS_ADMIN
environment variable must be set to point to the directory containing the TNSNAMES.ORA file.

Important: Install the SQLPlus command utility with Oracle Instant Client for troubleshooting purposes.

The following example shows the contents of a valid TNSNAMES.ORA file. (The uppercase ORCL is the alias
for the database connection.)

ORCL =

(DESCRIPTION =

(ADDRESS = (PROTOCOL = TCP) (HOST = 127.0.0.1) (PORT = 1521))
(CONNECT_DATA =

(SERVER = DEDICATED)

(SERVICE_NAME = orcl)

)

)

IBM Cognos Bl needs access to Oracle client commands when publishing cube packages during model
deployment.

o I The Oracle client must be in the server PATH.

. BT The user starting the IBM Business Monitor server must be profiled as an Oracle
user profile.

Oracle Instant Client

To use Oracle Instant Client, you must download and install the following libraries:
* Instant Client Package - Basic Instant Client Package
¢ SQL*Plus (useful for connection troubleshooting)

Add the installation directory to the server path and create a TNSNAMES.ORA file as described in the
previous section. Add a TNS_ADMIN environment variable and specify the path to the directory
containing the TNSNAMES.ORA file.

32-bit client requirement

An Oracle 32-bit client must be installed for IBM Cognos BI cube deployment. If Oracle is installed on a
separate server, the 32-bit Oracle Instant Client is recommended. If Oracle is installed on the same server
as IBM Cognos BI and 64-bit Oracle is installed, the 32-bit Oracle Instant Client must be installed as well.

If you are using 64-bit Oracle, complete the following steps to configure a path to the Oracle 32-bit
libraries:

1. In the administrative console, click Servers > Server types > WebSphere application servers >
server_name. The Configuration panel is displayed.

2. Under Server Infrastructure, expand Java and Process Management and click Process Definition.
3. Under Additional Properties, click Environment Entries. Add the path to the Oracle Instant Client as
described below:

- I Add the path to the 32-bit Oracle Instant Client to the PATH environment variable using a

"non

;" as a delimiter:

. BT Add the path to the 32-bit Oracle Instant Client to the following environment

"non

variable using a ":" as a delimiter.
For Linux and Solaris: LD_LIBRARY_PATH
For AIX: LIBPATH
For HP-UX: SHLIB_PATH
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MONITOR database considerations for Microsoft SQL Server

There are specific recommendations for databases that are hosted on Microsoft SQL Server.

Important: When you are installing SQL Server, you must select mixed mode (Windows Authentication
or SQL Server Authentication) as the authentication mode.

Important: To use SQL Server with IBM Business Monitor, you must configure SQL Server for XA
transactions. SQL Server is not pre-configured for XA transactions. The XA support is delivered as part of
the Microsoft JDBC driver distribution and contains a dynamic link library (sqljdbc_xa.dll) and an
installation script (xa_install.sql). Because XA transactions are not enabled by default, you must change
the configuration in the Microsoft Windows Distributed Transaction Coordinator (MSDTC). For
instructions to enable XA support for SQL Server, see "Understanding XA Transactions" in the Microsoft
SQL Server online documentation.

When you are using the Profile Management Tool or the manageprofiles command to create the SQL
Server database, the database administrative user specified in the profile creation creates the database.
The IBM Business Monitor runtime database user (@DB_USER®@) that is specified during profile creation
should already exist as an SQL Server login and database user. You can use the following command to
create the database login and database user:

CREATE LOGIN @DB_USER® WITH PASSWORD = '@DB_PASSWORD@', DEFAULT_DATABASE=QDB_NAME®
CREATE USER @DB_USER@ FOR LOGIN @DB_USER@

where DB_USER is the IBM Business Monitor runtime database user, DB_PASSWORD is the runtime
database password, and DB_NAME is the IBM Business Monitor database name.

By default, the IBM Business Monitor runtime database user is granted db_owner privileges as part of
the database creation. This enables the IBM Business Monitor server to automatically manage the monitor
model database schema when models are deployed and removed. To secure the database, you can create
the database manually and grant the runtime database user only the privileges required for runtime
operations. See the topics "Installing the database manually" and "Securing the MONITOR database
environment" in the related links.

The SQL Server JDBC drivers for JVM 1.6 provide JDBC support. IBM Business Monitor uses the
Microsoft JDBC 2.0 driver sqljdbc4.jar file. By default, the Profile Management Tool points to the
sqljdbc4. jar file supplied in fapp_server_root\jdbcdrivers\SQLServer. Alternatively, you can download
another Microsoft sq1jdbc4. jar JDBC driver file and point to it when you run the Profile Management
Tool or the manageprofiles command. For information about minimum required settings for SQL Server,
see the related link.

Globalization considerations

SQL Server manages the locale settings with the COLLATE option when creating the database. The create
database statement for the MONITOR and COGNOSCS databases contains the following option:

COLLATE SQL_Latinl_General_CP1_CS_AS

To change the locale settings, change the collation parameter to a supported collation for the language
you want. For example, to change the collation to French, you would use:

COLLATE French_100_CS_AS

SQL Server manages the default language based on the login user. To change the default language, in the
createDatabase.sql file, add the DEFAULT_LANGUAGE option to the create login with a different
default language. For example, to create the login with a default language of French, you would use:

IF NOT EXISTS (SELECT * FROM syslogins WHERE NAME = '@DB_USER@') CREATE LOGIN @DB_USER@ WITH PASSWORD = '@DB_PASSWORD@', D
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The DIM_TIME table contains a column for populating dashboard reports containing time dimensions
with a translated month name. By default, the locale code for DEFAULT_LANGUAGE setting is used for
populating the DIM_TIME table entries. To change the default language, change the
DEFAULT_LANGUAGE for the database user before running the createTables.sql script.. There is also
an SQL statement in createTables.sql that you can use to override the month name entries and define
your own month names.

Cognos database considerations for Microsoft SQL Server

IBM Cognos Business Intelligence uses the COGNOSCS (IBM Cognos Bl content store) database for
configuration and report specification information, and uses the MONITOR database for actual reporting
data.

Important: The IBM Cognos BI database requires a case-insensitive collation while the IBM Business
Monitor database requires a case-sensitive collation. If the default collation is changed for the IBM
Cognos BI database, the collation must be case-insensitive.

COGNOSCS database considerations for IBM Cognos Bl

The IBM Cognos BI service creates tables in the IBM Cognos Bl content store database the first time it is
started. Because the database user provided for accessing the content store database must have privilege
to create tables in the database, it is recommended that you create a new database user for the content
store database only.

The COGNOSCS database must be used only for IBM Business Monitor data. You must not add data
directly to the COGNOSCS database, or use the database with other databases to create reports against
such data (combined or not with data created in IBM Business Monitor).

MONITOR database considerations for IBM Cognos Bl

If your MONITOR database is remote from the server or cluster that the IBM Cognos Business
Intelligence service is deployed on, you must install a full Microsoft SQL Server database client on the
IBM Cognos BI server to deploy cubes.

Microsoft offers a SQL Server Native Client that can be used in place of the full SQL Server client
installation. This minimal installation includes all of the required native drivers. Along with the native
client, you should also download and install the SQL Server command line utilities. Both items are
available from the [Microsoft SQL Server 2008 Feature Pack, August 2008| page.

IBM Cognos BI needs access to SQL Server client commands when publishing cube packages during
model deployment. The SQL Server client must be in the server PATH.

User registry considerations

The user registry stores information that is used to authenticate users using basic authentication. Your
choice of user registry is an essential consideration when planning your environment. You must configure
WebSphere Application Server to use the user registry in your environment.

The user registry stores information that is used to authenticate users requesting access to IBM Business
Monitor. You can configure multiple user registry types under federated repositories. Most production
deployments use a Lightweight Directory Access Protocol (LDAP) server. For small deployments that are
contained on a single server, you can use a file-based user registry.

You can select any of the following for your user account repository:
* Federated Repositories

* Local operating system
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* Standalone Lightweight Directory Access Protocol (LDAP) registry
 Standalone custom registry

Note: For fine-grained security, the supported user registries are federated repositories (file-based),
federated repositories (LDAP), and standalone LDAP registry.

Nonadministrative user considerations

If you are installing IBM Business Monitor as a nonadministrative or nonroot user and you want to create
a test profile during installation, you must have the DB2 server installed before you begin the installation.
Remember the database details so that you can enter them during the installation.

The considerations described in this topic apply to any install scenario where you choose to install using
the Typical install option. Profiles are created automatically when you install using the Typical option.

To install as a nonadministrative user, you have the following choices:

* Before installing the product, install a DB2 server separately. For information about installing DB2 as a
nonadministrative or nonroot user, see

- BT 8 [Non-root installation overview (Linux and UNIX)|

- B [Required user accounts for installation of DB2 server products (Windows)|

* Logon as an administrator and use the product installer to install the DB2 server alone. Grant special
permission to the nonadministrative user. Then logon as the nonadministrative user and install the
product using the installed DB2 server.

Alternatively, instead of creating a test profile, you can create a profile after installation . Use these steps:

1. Install the product without creating a profile. When you install as a nonadministrative user, on the
Install Packages page, you must clear the check box for DB2 Express. On Windows, if you have the
option to install IBM Cognos Business Intelligence, you must clear that check box as well.

2. On the Features page, expand the servers and make sure that none of the test profiles are selected.

3. Use the Profile Management Tool to create a stand-alone profile, or to create the deployment manager
and the custom profiles. If you do not have a database installed, use the Advanced path for all. Do
not use the Typical path. Select the option to delay the execution of the database scripts during profile
creation.

4. If the databases were not created in advance. have the database administrator create the databases
and tables after profile creation or augmentation.

5. For a network deployment:
a. Federate the custom profiles to the deployment manager.
b. Using the administrative console, create the required deployment environment

Note: If you choose to use the DB2 Express database included (and optionally installed) with the
product, you must meet the following criteria:

* Uninstall any other versions of DB2 from the system

* Install IBM Business Process Manager as a nonadministrative or nonroot user

Sample installation paths

In IBM Business Monitor, you can select from several different installation paths to create your
deployment environment.

A cross-cell environment is one in which IBM Business Monitor receives events from a server that is in a
different cell from the IBM Business Monitor server. A cross-cell environment can involve either network
deployment (ND) or single-server topology. In either case, you must perform several steps to enable
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communication between the common event infrastructure (CEI) server and the IBM Business Monitor
server. For information on how to enable cross-cell communication, see "Configuring how to receive
events." For an example of a cross-cell topology, see the "Monitoring events from an SAP enterprise
information system (EIS) without mediation" scenario.

Installation path for single-server topology

When you use the single-server topology, IBM Business Monitor and all required components are
installed on the same physical server.

To install the IBM Business Monitor server and all required components on the same server, use the
following high-level steps:

1. Complete the pre-installation steps found in [Chapter 3, “Preparing to install,” on page 29/

2. Install IBM Business Monitor, following the steps in|[Chapter 4, “Installing the IBM Business Monitor|
oftware,” on page 35| When you install the product, you are given the option of creating a
development profile, which provides a test environment but cannot be used in a production
environment.

3. If you did not create a development profile, create a stand-alone profile using either the Profile
Management Tool or the manageprofiles command, following the steps in [Chapter 6, “Creating and|
liugmenting profiles,” on page 57

All required IBM Business Monitor components are installed and configured for you.

You can optionally check the status of the components and make updates using the configuration wizard
in the administrative console.

Installation path for network deployment topology using deployment
environment patterns

Network deployment (ND) in IBM Business Monitor builds upon network deployment functions
implemented in WebSphere Application Server Network Deployment. If you choose one of the available
deployment environment patterns, use the deployment environment wizard to configure the clusters,
servers, and components that you need.

If you are familiar with network deployment in WebSphere Application Server Network Deployment, the
concepts are the same. For IBM Business Monitor, two patterns are available: the Single Cluster pattern
and the Remote Messaging, Remote Support, and Web (four-cluster) pattern.

To install the IBM Business Monitor server and all required components using the single cluster or
four-cluster deployment environment, use the following high-level steps:

1. Complete the pre-installation steps found in [Chapter 3, “Preparing to install,” on page 29

2. Install IBM Business Monitor, following the steps in|Chapter 4, “Installing the IBM Business Monitor]
lsoftware,” on page 35.| Do not create a development profile.

3. Create a deployment manager profile using either the Profile Management Tool or the manageprofiles
command, following the steps in [Chapter 6, “Creating and augmenting profiles,” on page 57/

4. Unless you created the MONITOR database as part of creating the profile, run the scripts to create the
database, following the instructions in [Chapter 5, “Creating the databases,” on page 49

5. Start the deployment manager.

6. Create custom nodes that are federated into the deployment manager cell, following the steps in
[Chapter 6, “Creating and augmenting profiles,” on page 57|

7. Create the deployment environment, choosing either the Single Cluster pattern or the Remote
Messaging, Remote Support, and Web (four-cluster) pattern. Follow the steps in [’Creating the
ldeployment environment using a pattern” on page 83.|
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8. Configure additional components such as Business Space and IBM Cognos BI, following the
instructions in |[Chapter 10, “Configuring IBM Business Monitor components,” on page 115

The clusters are created and all required IBM Business Monitor components are installed and configured
for you.

You can optionally check the status of the components and make updates using the configuration wizard
in the administrative console.

Installation path for custom network deployment topology

Rather than use the deployment environment wizard to create a single-cluster or four-cluster topology for
network deployment (ND), you can create any topology you choose using the configuration wizard or
the wsadmin task.

To install the IBM Business Monitor server and all required components in a custom ND topology, use
the following high-level steps:

1. Complete the pre-installation steps found in [Chapter 3, “Preparing to install,” on page 29

2. Install IBM Business Monitor, following the steps in [Chapter 4, “Installing the IBM Business Monitor]
[software,” on page 35| Do not create a development profile.

3. Create a deployment manager profile using either the Profile Management Tool or the
manageprofiles command, following the steps in [Chapter 6, “Creating and augmenting profiles,” on|

4. Unless you created the MONITOR database as part of creating the profile, run the scripts to create
the database, following the instructions in [Chapter 5, “Creating the databases,” on page 49|

5. Start the deployment manager.

6. Create custom nodes that are federated into the deployment manager cell, following the steps in
[Chapter 6, “Creating and augmenting profiles,” on page 57|

7. Use the administrative console to create the clusters, following the instructions in|”’Creating IBM
[Business Monitor clusters” on page 95/

8. Configure the required common event infrastructure (CEI) event services, following the instructions
in[“Configuring CEI event services” on page 97

9. Use the configuration wizard or the wsadmin command to configure the environment, following the
instructions in [‘Configuring the environment using the configuration wizard” on page 9§ or
[“Configuring the environment using wsadmin commands” on page 103 For the required shared
components, however, you must follow the manual steps provided in|’Configuring the environment]
[manually” on page 105

10. Configure additional components such as Business Space and IBM Cognos BI, following the
instructions in [Chapter 10, “Configuring IBM Business Monitor components,” on page 115,

Installation paths for the managed deployment environment for
WebSphere Business Modeler

If you are using WebSphere Business Modeler to create and deploy monitor models for testing purposes,
you must set up a managed deployment environment. You can create the managed deployment
environment on the same system where you installed WebSphere Business Modeler or on a different
server that is shared by multiple WebSphere Business Modeler users.

Before you create the managed deployment environment, verify you have at least 3GB of memory on the
system where you are creating the managed deployment environment.
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Single WebSphere Business Modeler user using one managed deployment
environment

If you are creating the managed deployment environment on the same system where you installed
WebSphere Business Modeler, use the following high-level path to help you set up the environment.

Before beginning this installation path, ensure that you installed the following products on a single
workstation:
* WebSphere Business Modeler 7.0

¢ Integration Designer 7.5

When you installed Integration Designer, ensure that you selected the option to install the Process Server
test environment.

To install WebSphere Business Modeler for a single user using one managed deployment environment:
1. Install Business Monitor development toolkit into the existing Integration Designer environment.

2. Create a configuration XML file that contains the connection information for the IBM Business
Monitor server and Business Space. If you already have a configuration XML file from your
Integration Designer installation, you can add the IBM Business Monitor information as an additional
server component. See "Setting up a server configuration file" in the related tasks.

3. Configure WebSphere Business Modeler to use the newly installed managed deployment environment.

Multiple WebSphere Business Modeler users using one managed deployment
environment

If you are creating the managed deployment environment on a different system than where you installed
WebSphere Business Modeler or for multiple WebSphere Business Modeler users to access, use the
following high-level path to help you set up the environment.

Before beginning this installation path, ensure that you installed the following products on a single
workstation:

* WebSphere Business Modeler 7.0
* Process Server 7.5 with a stand-alone profile

To install WebSphere Business Modeler for multiple users using one managed deployment environment:

1. Using the IBM Business Monitor product launchpad, install IBM Business Monitor into the existing
Process Server environment. Do not create a profile. You will augment the existing Process Server
stand-alone profile.

2. Using the Profile Management Tool, augment the existing Process Server profile with the IBM
Business Monitor template. If you did not configure Business Space during the initial profile creation,
you should configure Business Space during the profile augmentation.

3. Using the administrative console, modify the server to run in development mode. Navigate to Servers
> Server types > WebSphere application servers, and click server_name. On the Configuration tab,
select the Run in development mode check box, and click Apply and save your changes to the
configuration.

4. Create a configuration XML file that contains the connection information for the IBM Business
Monitor server and Business Space. If you already have a configuration XML file from your Process
Server installation, you can add the IBM Business Monitor information as an additional server
component.

5. Configure WebSphere Business Modeler to use the newly installed managed deployment environment.

See the WebSphere Business Modeler information center in the related link for more information.
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Task overview: installation and configuration

Before installing and configuring IBM Business Monitor for z/OS, it is useful to understand the task flow
for the supported configurations.

The following diagram illustrates the high-level flow of tasks that you need to perform before and after
installing IBM Business Monitor for z/OS, and for configuring the product.
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To create a complete, customized IBM Business Monitor for z/OS application serving environment, you
must complete the following steps:

1. Install and configure the base application server (WebSphere Application Server or Process Server).

2. Install the product binaries.
3. Create databases.

4. Configure the product.

5. Start your server.

Depending on environment configuration variables and how you configured your response file, you
might need to perform additional configuration tasks to complete the configuration.

28 Installing



Chapter 3. Preparing to install

Before installing IBM Business Monitor, ensure that you have the required hardware and software
prerequisites. Some operating platforms also require special preparation before you can install.

Hardware and software requirements

IBM Business Monitor runs on AIX®, HP-UX, Windows, Linux, Linux on zSeries, Solaris, and z/OS
operating systems.

For the most current software and hardware requirements, see the [System requirements for IBM Business|

These links include supported LDAP servers. Stand-alone LDAP registries are also supported by IBM
Business Monitor. All of the following current realm definitions are available for your current user
account repositories:

* Federated Repositories
* Local operating system
* Standalone LDAP registry

 Standalone custom registry

Preparing operating systems for product installation

Before you can install IBM Business Monitor, you must prepare your operating system. The configuration
depends on the type of operating system you are using.

Before preparing the installation environment, complete the following tasks:

 Disable the firewall if you have a firewall running on the system where you plan to install IBM
Business Monitor.

* Ensure that your user login provides access to your DB2 or Oracle database commands.
* Complete additional tasks specific to your operating system.

Preparing AIX systems for installation

Before you can install IBM Business Monitor, you must prepare your AIX operating system.

Because WebSphere Application Server is a prerequisite of IBM Business Monitor, you must complete the
required preparation steps in the [Preparing the operating system for product installation| topic in the
WebSphere Application Server information center.

Note: However, please note the following points related to the WebSphere Application Server installation:

* The WebSphere Application Server Network Deployment V7.0 that is installed by IBM Business
Monitor V7.5.1 uses IBM Installation Manager to install and does not use InstallShield Multiplatform
(ISMP). Ignore any prerequisite instructions that refer specifically to running ISMP.

* The WebSphere Application Server Network Deployment V7.0 that is installed by IBM Business
Monitor V7.5.1 uses IBM Installation Manager to install fix packs and interim fixes and does not use
the WebSphere Update Installer. Ignore any prerequisite instructions that refer specifically to running
the WebSphere Update Installer.

© Copyright IBM Corp. 2005, 2011 29


http://www.ibm.com/software/integration/business-monitor/sysreqs/
http://www.ibm.com/software/integration/business-monitor/sysreqs/
http://publib.boulder.ibm.com/infocenter/wasinfo/v7r0/topic/com.ibm.websphere.installation.nd.doc/info/ae/ae/tins_aixsetup.html

Because certain steps are specific to a version of the operating system, all steps might not apply to your
environment. If no qualifier is provided for a particular step, complete the step for all versions of the
operating system.

Refer to the following technote for additional preparation information for configuring Installation
manager to run on 64-bit AIX systems: |https:/ /www-304.ibm.com /support/|
[docview.wss?uid=swg21330190&wv=1| .

Complete the following steps on your AIX system before installing IBM Business Monitor:

1. If you are installing 32-bit WebSphere Application Server on a 64-bit operating system, ensure that the
appropriate 32-bit libraries are installed on your 64-bit system.

2. If you are planning to install portlet-based dashboards, set the maximum number of open files using
the following command before installing WebSphere Portal or portlet-based dashboards:

ulimit -n 8800

Alternatively, you can use the following steps to edit the resource limits file:
a. Open /etc/security/limits.
b. Edit or add the default section and include this line:
nofiles = 8800
€. Save and close the file.
d. Log off from the operating system and log in again.
3. Set the umask value to 022 using the following command:
umask 022
4. Ensure that you have Mozilla Firefox installed at version 3.5.x.x or higher.

5. Before starting the data movement service, increase the number of processes configured in the AIX
operating system to avoid a connection reset error. You can increase the number of processing using a
command, or using the AIX interface.

* Run the command:
chgdev -1 sysO -a maxuproc='256"

* In the AIX interface, enter smitty, then select System Environments > Change / Show
Characteristics of Operating System > Number of processes allowed per user(Num.).

6. Complete the steps to [Tune AIX systems]

Preparing HP-UX systems for installation

Before you can install IBM Business Monitor, you must prepare your HP-UX operating system.

Because WebSphere Application Server is a prerequisite of IBM Business Monitor, you must complete the
required preparation steps in the [Preparing the operating system for product installation| topic in the
WebSphere Application Server information center.

Because certain steps are specific to a version of the operating system, all steps might not apply to your
environment. If no qualifier is provided for a particular step, complete the step for all versions of the
operating system.

Complete the following steps on your HP-UX system before installing IBM Business Monitor:

1. If you are installing 32-bit WebSphere Application Server on a 64-bit operating system, ensure that the
appropriate 32-bit libraries are installed on your 64-bit system.

2. If you are planning to install portlet-based dashboards, set the maximum number of open files using
the following command before installing WebSphere Portal or portlet-based dashboards:

ulimit -n 8800

Alternatively, you can use the following steps to edit the resource limits file:
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a. Open /etc/security/limits.
b. Edit or add the default section and include this line:
nofiles = 8800

C. Save and close the file.

d. Log off from the operating system and log in again.
3. Set the umask value to 022 using the following command:

umask 022

4. Complete the steps to [Tune HP-UX systems|

Preparing Linux systems for installation

Before you can install IBM Business Monitor, you must prepare your Linux operating system.

Because WebSphere Application Server is a prerequisite of IBM Business Monitor, you must complete all
the required preparation steps in the [Preparing the operating system for product installation| topic in the
WebSphere Application Server information center.

Note: However, please note the following points related to the WebSphere Application Server installation:

¢ The WebSphere Application Server Network Deployment V7.0 that is installed by IBM Business
Monitor V7.5.1 uses IBM Installation Manager to install and does not use InstallShield Multiplatform
(ISMP). Ignore any prerequisite instructions that refer specifically to running ISMP.

* The WebSphere Application Server Network Deployment V7.0 that is installed by IBM Business
Monitor V7.5.1 uses IBM Installation Manager to install fix packs and interim fixes and does not use
the WebSphere Update Installer. Ignore any prerequisite instructions that refer specifically to running
the WebSphere Update Installer.

Ensure that you have Mozilla Firefox installed at version 3.5.x.x or higher.

Because certain steps are specific to a version of the operating system, all steps might not apply to your
environment. If no qualifier is provided for a particular step, complete the step for all versions of the
operating system. To install Installation Manager on Red Hat Enterprise Linux 6.0 (64-bit), see
finstall Installation Manager on RHEL 6.0 (64-bit)|

If you are planning to install IBM Business Monitor using DB2 Express with Red Hat Enterprise Linux 6,
you must have administrative privileges (root user), must not have an existing DB2 database server on
the system, and you must also ensure that all kernel requirements are met before the DB2 Express
installation begins. You can locate the current values by parsing the output of the ipcs -1 command.

To change the values:
1. Add the following lines, in the below order, to the /etc/sysct1.conf file:

kernel.shmmni=4096

kernel.shmmax=4294967296
kernel.shmal1=8388608
#kernel.sem=<SEMMS><SEMMNS><SEMOPM><SEMMNI>
kernel.sem=250 256000 32 4096
kernel.msgmni=16384

kernel.msgmax=65536

kernel.msgmnb=65536

2. Add the following lines to the end of /etc/security/Timits.conf:

# - stack - max stack size (KB)

soft stack 32768

hard stack 32768

- nofile - max number of open files
soft nofile 65536

* ok *
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* hard nofile 65536
# - nproc - max number of processes
* soft nproc 16384
* hard nproc 16384

3. Reboot your system.

Complete the following steps on your Linux system before installing IBM Business Monitor:

1. If you are installing 32-bit WebSphere Application Server on a 64-bit operating system, ensure that the
appropriate 32-bit libraries are installed on your 64-bit system.

2. If you are planning to install IBM Business Monitor using DB2 Express with Red Hat Enterprise Linux
6 as a root user, follow the previous instructions and skip this step. Otherwise, increase the maximum
number of open files to at least 8800. The default setting is usually not enough. You can check your
current maximum number of open files by using ulimit -n to see the maximum number of open files.

The following example shows the maximum number of open files being increased to 8800.
a. Open /etc/security/limits.conf.

b. Locate the nofile parameter and increase the value. If a line containing the nofile parameter does
not exist, add the following lines to the file:

* hard nofile 8800

* soft nofile 8800
c. Save and close the file.
d. Log off and log in again.

For more information about this setting, run man limits.conf or see the [Preparing the operating]
lsystem for product installation| topic in the WebSphere Application Server information center.

3. Install the following packages for your operating system:

Option Description

Red Hat Enterprise Linux 4 compat-libstdc+-+-33-3.2.3-47.3
compat-db-4.1.25-9

xorg-x11-deprecated-libs-6.8.1 or xorg-x11-deprecated-
libs-6.8.2

rpm-build-4.3.3-7.nonptl
compat-libstdc++-296-2.96-132.7.2

Red Hat Enterprise Linux 5 compat-libstdc++-33-3.2.3-61

compat-db-4.2.52-5.1

libXp-1.0.0-8

rpm-build-4.4.2-37 .el5

64-bit kernel only: compat-libstdc++-296-2.96-138

Red Hat Enterprise Linux 6 ksh-version.rpm Korn shell

See the detailed instructions and list of packages in
Unable to install Installation Manager on RHEL 6.0|

SUSE Linux Enterprise Server 9.0 XFree86-libs-32bit-9
glibc-32bit-9
glib-32bit-9
gtk-32bit-9

You can also install a later release of any of these packages if there are new packages as errata. If you
have additional packages that are specific to your hardware, install them.
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You can use single-line commands to install dependencies (all required packages). The following
commands are examples using the default package managers on supported Linux distributions.

* Red Hat Enterprise Linux 5 (32-bit):
yum install compat-Tibstdc++-33 compat-db TibXp rpm-build RHEL 5.x
* Red Hat Enterprise Linux 5 (64-bit):
yum install compat-Tibstdct++-33 compat-db TibXp rpm-build compat-Tibstdc++-296
* SUSE Linux:
zypper install XFree86-1ibs-32bit-9 glibc-32bit-9 glib-32bit-9 gtk-32bit-9
4. Set the umask value to 022 using the following command:
umask 022
5. On Red Hat Enterprise Linux 5 systems, disable SELinux, or set it to a permissive mode.

6. Restart the computer.

7. Complete the steps to[Tune Linux systems|

Preparing Solaris systems for installation

Before you can install IBM Business Monitor, you must prepare your Solaris operating system.

Because WebSphere Application Server is a prerequisite of IBM Business Monitor, you must complete the
required preparation steps in the [Preparing the operating system for product installation| topic in the
WebSphere Application Server information center.

Note: However, please note the following points related to the WebSphere Application Server installation:

* The WebSphere Application Server Network Deployment V7.0 that is installed by IBM Business
Monitor V7.5 uses IBM Installation Manager to install and does not use InstallShield Multiplatform
(ISMP). Ignore any prerequisite instructions that refer specifically to running ISMP.

¢ The WebSphere Application Server Network Deployment V7.0 that is installed by IBM Business
Monitor V7.5 uses IBM Installation Manager to install fix packs and interim fixes and does not use the
WebSphere Update Installer. Ignore any prerequisite instructions that refer specifically to running the
WebSphere Update Installer.

The HotSpot Java JVM was developed by Sun Microsystems for the Solaris operating system and ported
to the HP-UX operating system. The Java heap structure and management for the HotSpot JVM is
different from those of other JVMs. In your environment, you might need to tune the heap management
of the JVM to avoid any java.lang.OutOfMemoryError: PermGen errors during profile creation or server
runtime. You might need to update the value for the MaxPermSize JVM parameter.

Because certain steps are specific to a version of the operating system, all steps might not apply to your
environment. If no qualifier is provided for a particular step, complete the step for all versions of the
operating system.

Refer to the following technote for additional preparation information for configuring Installation
manager to run on Solaris systems: [http:/ /www-01.ibm.com /support/docview.wss?uid=swg24027719|

Complete the following steps on your Solaris systems before installing IBM Business Monitor:

1. If you are installing 32-bit WebSphere Application Server on a 64-bit operating system, ensure that the
appropriate 32-bit libraries are installed on your 64-bit system.

2. If you are planning to install portlet-based dashboards, set the maximum number of open files using
the following command before installing WebSphere Portal or portlet-based dashboards:

ulimit -Hn 8800
Alternatively, you can use the following steps to edit the resource limits file:
a. Open /etc/system
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b. Add the following line to the end of the file:
set rlim_fd_max=8800
c. Save and close the file.
d. Log off from the operating system and log in again.
3. Set the umask value to 022 using the following command:
umask 022
4. Complete the steps to [Tune Solaris systems}

Before creating or augmenting IBM Business Monitor profiles on your Solaris system, change the
MaxPermSize [VM parameter, following the steps in [Eliminating profile creation OutOfMemoryErrors on|
[Solaris and HP-UX|

Preparing Windows systems for installation

Before you can install IBM Business Monitor, you must prepare your Windows operating system.
Because WebSphere Application Server is a prerequisite product for IBM Business Monitor, you must
complete all of the preparation tasks for WebSphere Application Server before installing IBM Business

Monitor.

Complete the following steps on your Windows system before installing IBM Business Monitor:

1. Complete the steps in the [Preparing Windows systems for installation| topic in the WebSphere
Application Server information center.

2. Complete the steps to [Tune Windows systems]
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Chapter 4. Installing the IBM Business Monitor software

You can install IBM Business Monitor interactively or silently. You can use IBM Business Monitor with
other software in your monitoring environment, including WebSphere Portal or Process Server.

When you install IBM Business Monitor interactively, you must use the Installation Manager, whether
you are installing all IBM Business Monitor components on a single server or installing the components
to clusters in a network deployment environment.

Alternatively, you can set up a response file in advance and install IBM Business Monitor silently from a
command line without interacting with the IBM Business Monitor installation program.

Installing from the product launchpad

The IBM Business Monitor product launchpad program provides you with a single location to view
release information for IBM Business Monitor, install WebSphere Application Server if required, and start
the installation process.

Complete the preinstallation tasks described in [Chapter 3, “Preparing to install,” on page 29| if you have
not done so already.

For the default installation locations, see the related reference.

Important: To install or run IBM Business Monitor on Windows 7, Windows Vista, or Windows Server
2008, you must elevate your Microsoft Windows user account privileges. Whether you are an
administrative user or a non-administrative user, right-click Taunchpad.exe and select Run as
administrator.

Use the product launchpad program to start the installation of IBM Business Monitor in the following
cases:

¢ Installing from the product DVDs
* Installing from an electronic installation image on your local file system

* Installing from an electronic installation image on a shared drive

To start the launchpad program and install WebSphere Application Server if you have not already done
so, complete the following steps:

1. Insert the first IBM Business Monitor DVD into your DVD drive.

ITE Ensure that you have mounted the DVD drive.

2. If auto-run is enabled on your system, the IBM Business Monitor launchpad program automatically
opens. If auto-run is not enabled on your system:

* Run launchpad.sh located in the root directory of the DVD.

* Run launchpad.exe, or launchpadé4.exe for a 64-bit system, located in the root directory of the
DVD.

3. Optional: Click Help System installation to install the product Help System and documentation on
your computer. The Help System is an Eclipse framework for displaying the documentation.
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4. If you are in the Administrator group on Windows, or if you are a root user on a Linux or UNIX
system, ensure that Install as administrative user is selected. Clear this check box only if you are not
an administrative user, or if you want to install to your own user name without giving privileges to
other users.

5. If you do not yet have WebSphere Application Server installed, click the Install button to start the

installation of IBM Business Monitor. The Installation Manager is started and configured for you. Go
to [“Installing IBM Business Monitor interactively”| for the remainder of the installation instructions.

6. To install IBM Business Monitor on an existing installation of WebSphere Application Server, click
Installation on existing WebSphere Application Server.

a. If you are in the Administrator group on Windows, or if you are a root user on a Linux or UNIX
system, ensure that Install as administrative user is selected. Clear this check box only if you are
not an administrative user, or if you want to install to your own user name without giving
privileges to other users.

b. Click Import or Update.
¢ If the Open file window displays, click Run. The Installation Manager opens.

* Click Import to import WebSphere Application Server into Installation Manager. You must
import WebSphere Application Server if it has never previously been imported or if it has been
updated with the Update Installer after it was last imported.

* Click Browse and select the directory where WebSphere Application Server was installed, for
example, [app_server_root]

* Click Next, and then click Import.
* (Click Finish.
¢ From the Installation Manager window, click Update.

* Select the package group IBM WebSphere Application Server - ND.

Tip: On the Update Packages page, select Show All to display available updates.

¢ Click Next and follow the instructions on each page, accepting the defaults. The Feature Pack
for XML is updated to the required level.
* Close the Installation Manager and return to the launchpad application.
c. Click Install to start the installation of IBM Business Monitor. If the Open file window displays,
click Run.

d. Click Install IBM Business Monitor. The Installation Manager is started and configured for you.
Go to [“Installing IBM Business Monitor interactively”| for the remainder of the installation
instructions.

If your operating system supports it, you can click Help System Installation on the launchpad to install
the information center.

Installing IBM Business Monitor interactively

You can install IBM Business Monitor 7.5 interactively using the Installation Manager, whether you are
installing all the components on a single server or installing the components to clusters in a network
deployment environment.

Launch the Installation Manager from the product launchpad. See [Installing from the product|
llaunchpad” on page 35|

For the default installation locations, see the related reference link.

To install IBM Business Monitor, complete the following steps:

1. From the Installation Manager Start page, click Install Packages and click Next to continue. The
following packages are selected for you:
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* IBM Cognos Business Intelligence (clear the check box if you are using Windows and are not an
administrative user)

* WebSphere Application Server - ND (clear the check box if the package is already installed)

* WebSphere Application Server Feature Pack for XML (clear the check box if the package is already
installed)

¢ DB2 Express (clear the check box if you already have a database that you intend to use or if you
are not an administrative user)

* IBM Business Monitor

If you receive the following warning message during the prerequisite checking, follow the
platform-specific steps below to increase the ulimit number.

Current system has detected a lower Tevel of ulimit than the recommended value of 8799. Please increase the ulimit nu
Shutdown your installer. If you are a root user open a command prompt and issue ulimit -n 8799 and then restart the i

a. Set the maximum number of open files using the following command:
1) Open /etc/security/limits.conf.

2) Locate the nofile parameter and increase the value. If a line containing the nofile parameter
does not exist, add the following lines to the file:

* hard nofile 8800
* soft nofile 8800
3) Save and close the file.
4) Log off and log in again.
b. Restart the computer.
C. Restart the installer.
On the Licenses page, read the license agreement for the selected package.

If you selected more than one package to install, there might be a license agreement for each package.
On the left side of the License page, click each package version to display its license agreement. The
package versions that you selected to install (for example, the base package and an update) are listed
under the package name.

a. If you agree to the terms of all of the license agreements, click I accept the terms of the license
agreements.

b. Click Next to continue.

If IBM Business Monitor V7.5 is the first package installed using Installation Manager, type the path
for the shared resources directory in the Shared Resources Directory field on the Location page, or
accept the default path. The shared resources directory contains resources that can be shared by one
or more package groups.

Important:

a. You can specify the shared resources directory only the first time that you install a package. Use
your largest disk for this to help ensure adequate space for the shared resources of future
packages. You cannot change the directory location unless you uninstall all packages.

b. Ensure that your installation path does not contain parentheses.

c. T3 Ensure that your installation path does not contain spaces.
Click Next to continue.

On the next Location page, you can create a package group to install the IBM Business Monitor package
into. To create a new package group:

a. Select Create a new package group.

b. Type the path for the installation directory for the package group. Ensure that your installation
path does not contain parentheses. (For Linux or UNIX, ensure that you do not include any spaces
in the directory path.) The name for the package group is created automatically.
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c. Click Next to continue.

The Install Packages wizard displays a message if it detects any running processes (such as the
WebSphere Application Server server). If you see the message, click Cancel, shut down the
running processes, and begin the installation again.

On the Features page, select the package features that you want to install.

a. Optional: To see the dependency relationships between features, select the Show Dependencies
check box.

b. Optional: Click a feature to view its brief description under Details.

C. Select or clear features in the package. Installation Manager will automatically enforce any
dependencies with other features and display updated download size and disk space requirements
for the installation.

* If you do not select any features, Business Space and the IBM Business Monitor license files are
installed.

* If you expand Business Monitor Server and select one or more stand-alone development
profiles, the profiles are created for you during installation. To create Process Server or
WebSphere Enterprise Service Bus development profiles, you must have those packages already
installed.

A stand-alone development profile is a default development profile that provides a IBM
Business Monitor test environment. The Process Server development profile also comes with
Business Rules Manager enabled. To create a stand-alone development profile, you must supply
the administration security credentials (user name and password) for the server that you are
creating.

A stand-alone development profile cannot be used in a production environment. If you choose
not to install a default stand-alone development profile, you can install one later by launching
the Installation Manager and clicking Modify on the first page.

d. When you are finished selecting features, click Next to continue.

If you selected a stand-alone development profile, on the Profiles page, enter the credentials for your
profile. The default user name is admin and the default password is admin.

On the Common Configurations page, if you already have a database, enter the credentials for the
database. If you selected DB2 Express, enter a user name and password for DB2. The default user
name is bpmadmin and the default password is bpmadminl.

Important: You must change the default password if it does not comply with the password policy on
your operating system (such as Windows 2008).

Restriction: User names must not contain NL strings.
Click Next to continue.

On the Summary page, review your choices before installing the IBM Business Monitor package. If
you want to change the choices that you made on previous pages, click Back and make your changes.
When you are satisfied with your installation choices, click Install to install the package. A progress
indicator shows the percentage of the installation completed.

When the installation process is complete, a message confirms the success of the process.

a. Optional: Click View log file to open the installation log file for the current session in a new
window. You must close the Installation Log window to continue.

b. Under Which program do you want to start?, select whether you want the Profile Management
Tool to start when you exit. If you have already created a stand-alone development profile, you
can select None. For production, you must define a stand-alone server profile or a deployment
manager using the Profile Management Tool or the manageprofiles command. See "Creating and
Augmenting profiles" for more information.

c. Click Finish to close the Installation Manager.
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For production, you must create a stand-alone server profile or a deployment manager using the Profile
Management Tool or the manageprofiles command.

Restriction: If you created a stand-alone development profile during installation, remember that it does
not work in a production environment. It is intended to help you gain familiarity with IBM Business
Monitor without having to create a working production profile. You can start the profile from its First
steps console.

* Open a command window. Go to firststeps.wbm and run the firststeps.sh command.
* Go to Start > All Programs > IBM > Business Monitor 7.5 > Profiles > profile_name > First Steps.

* Goto firststeps.wbm and run the firststeps.bat command.

Important: To install or run First Steps on Windows 7, Windows Vista, or Windows Server 2008, you
must elevate your Microsoft Windows user account privileges by right-clicking firststeps.bat and
selecting Run as administrator. This is required for both administrative and nonadministrative users.

If your operating system supports it, you can click Help System Installation on the launchpad to install
the information center.

Installing IBM Business Monitor silently

You can install the IBM Business Monitor product package in silent installation mode. When you install in
silent mode, the user interface is not available.

Important: Only one IBM Installation Manager is required to install multiple instances of IBM Business
Monitor.

Installing IBM Business Monitor silently using the command line
You can install IBM Business Monitor using the command line.

Before you install IBM Business Monitor, review the system requirements for the product.

Operating system and software prerequisite levels are particularly important. Although the installation
process automatically checks for prerequisite operating system patches, review the system requirements if
you have not already done so. The system requirements link lists all supported operating systems and the
operating system fixes and patches that you must install to have a compliant operating system. It also
lists the required levels of all prerequisite software.

If you are planning to install IBM Business Monitor using DB2 Express with Red Hat Enterprise Linux 6,
you must have administrative privileges (root user), must not have an existing DB2 database server on
the system, and you must also ensure that all kernel requirements are met before the DB2 Express
installation begins. You can locate the current values by parsing the output of the ipcs -1 command.

If you receive the following warning message during the prerequisite checking, follow the
platform-specific steps below to increase the ulimit number.

Current system has detected a Tower Tevel of ulimit than the recommended value of 8799. Please increase the ulimit numbe
Shutdown your installer. If you are a root user open a command prompt and issue ulimit -n 8799 and then restart the inst.
1. Set the maximum number of open files using the following command:

a. Open /etc/security/limits.conf.

b. Locate the nofile parameter and increase the value. If a line containing the nofile parameter does
not exist, add the following lines to the file:

* hard nofile 8800
* soft nofile 8800
c. Save and close the file.
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d. Log off and log in again.
2. Restart the computer.
3. Restart the installer.

If you do not have the prerequisite base products necessary for IBM Business Monitor installation, you
must install them as part of the silent installation. The required base products are:

¢ Installation Manager

* WebSphere Application Server Network Deployment

¢ Feature Pack for XML

The silent installation performs the following tasks:

* Installs Installation Manager if it is not already installed or updates it to the appropriate level if it is

installed.

¢ Installs the required base products and IBM Business Monitor.

To silently install IBM Business Monitor, complete the following steps:

1. Read and accept the license terms before installing. Adding -acceptLicense to the command line

means that you accept all licenses.
2. Run the following command:

Important: If you are running Windows 7, Windows Vista, or Windows Server 2008, start your
command prompt by right-clicking and selecting Run as administrator.

extract_directory\imcl install list_of product IDs -acceptLicense -installationDirectory location -repositories repositc

_unix i

extract_directory/imcl install list_of product_IDs -acceptLicense -installationDirectory location -repositories reposit

where:

e list_of product_IDs is a list of the IDs for the products and features you want to install. The syntax is
productID feature feature, with multiple products separated by spaces.

Table 1. Product IDs

Product

Product ID

IBM Business Monitor

com.ibm.ws.WBM75 (use for default features)
or

com.ibm.ws.WBM?75,wbm.core.feature,wbm.profile.feature
(use to install IBM Business Monitor with an IBM
Business Monitor profile)

or

com.ibm.ws.WBM75,wbm.core.feature,wbm.wps.profile.fez
(use to install IBM Business Monitor with an IBM
Business Monitor and IBM BPM Process Server profile)

or

com.ibm.ws.WBM75,wbm.core.feature,wbm.wesb.profile.f¢
(use to install IBM Business Monitor with an IBM
Business Monitor and IBM WebSphere Enterprise Service

Bus profile)
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Table 1. Product IDs (continued)

Product

Product ID

WebSphere Application Server Network Deployment

com.ibm.websphere.ND.v70,core.feature,samples,import.productProviders

(includes all required features)

Feature Pack for XML

com.ibm.websphere. XML.v10

Installation Manager

com.ibm.cic.agent,agent_core,agent_jre

DB2 for Linux 32-bit

com.ibm.ws.DB2EXP97 linuxia32

DB2 for Linux 64-bit

com.ibm.ws.DB2EXP97 linuxia64

DB2 for Windows 32-bit

com.ibm.ws.DB2EXP97. . winia32

DB2 for Windows 64-bit

com.ibm.ws.DB2EXP97.winia64

IBM Cognos Business Intelligence for Windows x86
(32-bit)

com.ibm.ws.cognos.winia32

IBM Cognos BI for Windows x64 (64-bit)

com.ibm.ws.cognos.winia64

IBM Cognos BI for AIX PPC 32-bit

com.ibm.ws.cognos.aix32

IBM Cognos BI for AIX PPC 64-bit

com.ibm.ws.cognos.aix64

IBM Cognos BI for HP-Unix 1A64

com.ibm.ws.cognos.hpuxia64

IBM Cognos BI for Linux x86 (32-bit)

com.ibm.ws.cognos.linuxia32

IBM Cognos BI for Linux x86-64 (64-bit)

com.ibm.ws.cognos.linuxia64

IBM Cognos BI for Linux PPC (32-bit)

com.ibm.ws.cognos.linuxppc32

IBM Cognos BI for Linux PPC (64-bit)

com.ibm.ws.cognos.linuxppc64

IBM Cognos BI for Solaris SPARC (32-bit)

com.ibm.ws.cognos.solaris32

IBM Cognos BI for Solaris SPARC (64-bit)

com.ibm.ws.cognos.solaris64

IBM Cognos BI for Linux on System z

com.ibm.ws.cognos.zlinux64

* location is the path to the directory where you want to install the products

* repository is the path to the repository where you have extracted the files, one of the following

directories:

extract_directory/repository/repos_32bit
extract_directory/repository/repos _64bit

For more than one repository, separate the repository names with commas.

* key=value is a list of the keys and values you want to pass to the installation, separated by commas.

Do not put spaces between the commas.

Table 2. Keys

Key

Description

user.select.64bit.image

If you are installing on a 64-bit operating system, add the
following line exactly:

user.select.64bit.image, ,com.ibm.websphere.ND.v70=try

The default value is false.

user.db2.admin.username

Windows only. User name with authority to access the
DB2 database. The default value is bpmadmin.

user.db2.admin.password

Windows only. Password for the user name above. The
default value is bpmadminl.
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Table 2. Keys (continued)

Key

Description

user.bpm.admin.username

User name for the administrative console. The default
value is admin. This property is needed only if you are
creating a profile.

user.bpm.admin.password

Password for the user name above. The default value is
admin. This property is needed only if you are creating a
profile.

user.db2.port

Port for the DB2 database. The default value is 50000.

user.db2.instance.username

Linux and UNIX only. DB2 instance user name. The
default value is bpminst.

user.db2.instance.password

Linux and UNIX only. Password for the user name
above. The default value is bpminst1.

user.db2.fenced.username

Linux and UNIX only. Fenced user name. The default
value is bpmfenc.

user.db2.fenced.password

Linux and UNIX only. Password for the user name
above. The default value is bpmfencl.

user.db2.das.username

Linux and UNIX only. Administration server (DAS) user
name. The default value is bpmadmin.

user.db2.das.password

Linux and UNIX only. Password for the user name
above. The default value is bpmadminl.

* logName is the name of the log file to record messages and results.

Running this command installs the product with the default features. If you want to install specific
features or make other changes, see the reference link for the command-line arguments for imcl.

Installation Manager installs the products that are listed and writes a log file to the directory that you

specified.

The following example installs IBM Business Monitor, WebSphere Application Server Network
Deployment, Feature Pack for XML, IBM Cognos BI for Windows x86 (32-bit), and DB2 for Windows

32-bit on Windows.

imc1 install com.ibm.ws.WBM75 com.ibm.websphere.ND.v70,core.feature,samples,import.productProviders.feature,import.configla

You must define a stand-alone server profile or a deployment manager in the Profile Management Tool or
using the manageprofiles command. Only profiles created with the Profile Management Tool or
manageprofiles command can be used in production.

Installing IBM Business Monitor silently using a response file

You can install IBM Business Monitor by creating a response file and then running a command to use

that response file to install the product.You must install silently from an electronic installation image (not
a DVD).

Before you install IBM Business Monitor, review the system requirements for the product.

Operating system and software prerequisite levels are particularly important. Although the installation
process automatically checks for prerequisite operating system patches, review the system requirements if
you have not already done so. The system requirements link lists all supported operating systems and the
operating system fixes and patches that you must install to have a compliant operating system. It also
lists the required levels of all prerequisite software.
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If you are planning to install IBM Business Monitor using DB2 Express with Red Hat Enterprise Linux 6,
you must have administrative privileges (root user), must not have an existing DB2 database server on
the system, and you must also ensure that all kernel requirements are met before the DB2 Express
installation begins. You can locate the current values by parsing the output of the ipcs -1 command.

If you receive the following warning message during the prerequisite checking, follow the
platform-specific steps below to increase the ulimit number.

Current system has detected a lower level of ulimit than the recommended value of 8799. Please increase the ulimit numbe!
Shutdown your installer. If you are a root user open a command prompt and issue ulimit -n 8799 and then restart the inst.

1. Set the maximum number of open files using the following command:
a. Open /etc/security/limits.conf.

b. Locate the nofile parameter and increase the value. If a line containing the nofile parameter does
not exist, add the following lines to the file:

* hard nofile 8800
* soft nofile 8800
c. Save and close the file.
d. Log off and log in again.
2. Restart the computer.
3. Restart the installer.

If you do not have the prerequisite base products necessary for IBM Business Monitor installation, you
must install them as part of the silent installation. The required base products are:

* Installation Manager
* WebSphere Application Server Network Deployment
* Feature Pack for XML

The silent installation performs the following tasks:

¢ Installs Installation Manager if it is not already installed or updates it to the appropriate level if it is
installed.

* Installs the required base products and IBM Business Monitor.

To silently install IBM Business Monitor, complete the following steps:

1. Read and accept the license terms before installing. Adding -acceptLicense to the command line
means that you accept all licenses.

2. Create the response file that will install the required base products and IBM Business Monitor. Copy
the sample response file from the following directory to create your own response file:

extract_directory/responsefiles/WBM/template_response.xml

3. Modify the parameters as directed in the text of the response file template to create your response file.
You can also create a response file by recording your actions in Installation Manager. When you
record a response file, the selections that you make in Installation Manager are stored in an XML file.
When you run Installation Manager in silent mode, Installation Manager uses the data in the XML
response file to perform the installation.

Important: Verify that the repository locations at the top of the sample response file point to the
correct location in your environment.

4. Run the following command:

Important: If you are running Windows 7, Windows Vista, or Windows Server 2008, start your
command prompt by right-clicking and selecting Run as administrator.

Administrator or Root user: BTN
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extract_directory\IM\installc.exe -acceptLicense input
extract_directory\responsefiles\productID\template_response.xml -log preferred _log location\silent_install.log

| UNIX_|

extract_directory/IM/installc -acceptLicense input
extract_directory/responsefiles/productID/template_response.xml -log preferred log location/silent_install.log
Nonadministrator /nonroot user: IS

extract_directory\IM\userinstc.exe -acceptLicense input
extract_directory\responsefiles\productID\template response.xml -log preferred log location\silent install.log

extract_directory/IM/userinstc -acceptLicense input
extract_directory/responsefiles/productID/template_response.xml -log preferred log location/silent_install.log

Installation Manager installs any required prerequisites and IBM Business Monitor, and writes a log file
to the directory you specified.

You must define a stand-alone server profile or a deployment manager in the Profile Management Tool or
using the manageprofiles command. Only profiles created with the Profile Management Tool or
manageprofiles command can be used in production.

Working with IBM Installation Manager

This section deals with some common tasks relating to IBM Installation Manager. For more information,
see the [[nstallation Manager information center|

Installing Installation Manager on Windows

If you start the installation of your product from the launchpad program, then the installation of IBM
Installation Manager is performed automatically if it is not already installed on your workstation. In
other cases, you must manually start the installation of Installation Manager.

To install Installation Manager manually:
1. Run install.exe from the IM folder in the installation image.
2. Click Next on the Install Packages page.

3. Review the license agreement on the License Agreement page and select I accept the terms in the
license agreement to accept. Click Next.

4. Click the Browse button on the Destination Folder page to change the installation location if required.
Click Next.

5. Click Install on the Summary page. When the installation process is complete, a message confirms the
success of the process.

6. Click Finish. IBM Installation Manager opens.

Installing Installation Manager on Linux and UNIX

If you start the installation of your product from the launchpad program, then the installation of IBM
Installation Manager is performed automatically if it is not already installed on your workstation. .

To install Installation Manager manually:

1. Open a terminal window with root user privileges.

2. Run install from the IM_linux folder in the installation image.
3. Click Next on the Install Packages screen.
4

Review the license agreement on the License Agreement page and select I accept the terms in the
license agreement to accept. Click Next.
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5. If necessary, edit the installation directory location. Click Next.

6. Click Install on the information summary page. When the installation process is complete, a message
confirms the success of the process.

7. Click Finish. If you start the installation of your product from the launchpad program, then the
installation of IBM Installation Manager is performed automatically if it is not already installed on
your workstation.

Starting Installation Manager on Windows

If you start the installation of your product from the launchpad program, then the installation of IBM
Installation Manager is performed automatically if it is not already installed on your workstation. This
automatic installation starts Installation Manager with a configured repository preference and selected
IBM Business Monitor packages. If you start Installation Manager directly, then you must set a repository
preference and choose product packages manually.

To start Installation Manager manually:
1. Open the Start menu from the Taskbar.
2. Select All Programs > IBM Installation Manager > IBM Installation Manager.

Starting Installation Manager on Linux and UNIX

If you start the installation of your product from the launchpad program, then the installation of IBM
Installation Manager is performed automatically if it is not already installed on your workstation. This
automatic installation starts Installation Manager with a configured repository preference and selected
IBM Business Monitor packages. If you start Installation Manager directly, then you must set a repository
preference and choose product packages manually.

To start Installation Manager manually:
1. Open a terminal window with root user privileges.

2. Change directory to the installation directory for Installation Manager (by default,
/opt/IBM/InstallationManager/eclipse for an installation by a root user; user_home/IBM/
InstallationManager/eclipse for an installation by a non-root user) and run IBMIM.

Uninstalling Installation Manager on Windows

To uninstall Installation Manager manually:

1. Click Start > Settings > Control Panel, and then double-click Add or Remove Programs.
2. Select the entry for IBM Installation Manager and click Remove

Uninstalling Installation Manager on Linux and UNIX

IBM Installation Manager must be uninstalled using the package management tool that is included with
your Linux or UNIX version.

To uninstall Installation Manager manually:
1. Open a terminal window with root user privileges.

2. Change directory to the uninstallation directory of Installation Manager. By default, this is
/var/ibm/InstallationManager/uninstall.

3. Run ./uninstall.

Updating Installation Manager through a proxy server

Proxy servers enable connections to remote servers from behind a firewall. You can set preferences for
proxy servers in Installation Manager or in a response file. After the proxy server is enabled, the proxy
server is used for all server communications. For details on how to configure Installation Manager for a
proxy server see [Internet Preferences|in the Installation Manager information center.
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Silently installing and uninstalling Installation Manager

IBM Installation Manager can be silently installed and uninstalled.

Silently installing Installation Manager
To install Installation Manager silently, extract the installer and switch to the IM subdirectory, then use the
following commands:

* install --Tauncher.ini -acceptlLicense silent-install.ini -log <log file path and name>. For
example, install --launcher.ini -acceptLicense silent-install.ini -log /root/mylogs/mylogfile.xml

* installc —Tauncher.ini -acceptlLicense silent-install.ini -log <log file path and name>. For
example: installc --launcher.ini -acceptLicense silent-install.ini -log c:\mylogfile.xml

After installation, you can use Installation Manager or the Installation Manager installer to silently install
packages.

Silently uninstalling Installation Manager from Windows
To silently uninstall Installation Manager on Windows:

1. From a command line, go to the uninstall directory for the Installation Manager. By default, this is
C:\Documents and Settings\ All Users\ Application Data\IBM\Installation Manager\uninstall.

2. Enter the following command: uninstallc.exe --Tauncher.ini silent-uninstall.ini

Silently uninstalling Installation Manager on Linux
To silently uninstall Installation Manager on other platforms:

1. From a terminal window, go to the directory uninstallation directory of Installation Manager. By
default, this is /var/ibm/InstallationManager/uninstall).

2. Run the following command: uninstall --Tauncher.ini silent-uninstall.ini

Package groups and the shared resources directory

When you install the IBM Business Monitor for z/OS package using IBM Installation Manager, you must
install into an existing package group containing WebSphere Application Server.

Package groups

A package group represents a directory in which packages share a common user interface or workbench
with other packages in the same group.

Note that when you install multiple packages at the same time, all the packages are installed into the
same package group.

A package group is assigned a name automatically; however, you choose the installation directory for the
package group.

The installation directory contains files and resources specific to the packages installed into that package
group. Eclipse plug-ins in the product package that can potentially be used by other package groups are
placed in the shared resources directory.

Shared resources directory

The shared resources directory is the directory where Eclipse plug-ins are located so that they can be used
by one or more product package groups.

Important: You can specify the shared resources directory once: the first time that you install a package.

For best results, use your largest drive for the shared resources directory. You cannot change the directory
location unless you uninstall all packages.
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Setting repository preferences in Installation Manager

If you start Installation Manager directly (for example from a repository located on a Web server), you
must specify the URL for the directory that contains the product package in Installation Manager before
you can install the product package.

Note: If not installing from DVD or a local installation image, obtain the installation package repository
URL from your administrator before starting the installation process.

To add, edit, or remove a repository location in Installation Manager:

1. Start Installation Manager.

2. On the Start page of Installation Manager, click File > Preferences, and then click Repositories. The
Repositories page opens, showing any available repositories, their locations, and whether they are
accessible.

3. On the Repositories page, click Add Repository.

4. In the Add repository window, type the URL of the repository location or browse to it and set a file

path. The repository location is typically image_directory/repository.config, where image_directory
contains the extracted installation image of the product you want to install.

5. Click OK. The new or changed repository location is listed. If the repository is not accessible, a red x
is displayed in the Accessible column.
6. Click OK to exit.

Note: If you want the Installation Manager to search the default repository locations for the installed
packages, ensure that the Search service repositories during installation and updates preference on the
Repositories preference page is selected.

Installing the information center

The IBM Business Monitor information center is available on the Internet. You can also install it from the
product launchpad if it is supported on your operating system.

¢ Install and start the information center from the product launchpad.
1. From the launchpad, click Help System installation.
2. Specify the location for the local information center.
3. Click Install and start the Help System. If the Open file window displays, click Run.

* View the information center on the Internet. See the [BM Business Process Management Information|

Starting and stopping the local information center

After you have installed the IBM Business Monitor information center, you can view the information on
your local system or to host it for access for other users in your network.

In this procedure, doc_root represents the directory where you chose to install the information center.
¢ To view the information center locally, complete the following steps:
1. Change directories to the directory where you installed the information center.
2. To start the information center, run the script that is appropriate for your operating system:
— help_start.sh
— help_start.bat

Your default browser opens and displays the information center that was installed with the
product.

3. To stop the information center, close the browser and run the script that is appropriate for your
operating system:
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— help_end.sh
— help_end.bat

* To host the information center and view on other systems in your network, complete the following
steps:

1. Change directories to the directory where IBM Business Monitor is installed.

2. To start the information center, run the script that is appropriate for your operating system:
- IC_start.sh
— IC_start.bat

Users can open a browser, and navigate to the following URL to access the information center from
another system:

http://host_name:8888/help/index.jsp
3. To stop the information center, close the browser and run the script that is appropriate for your
operating system:
— IC_end.sh
— IC_end.bat

Updating the local information center

Your locally installed version of the documentation can be updated as new documentation becomes
available if you have an Internet connection. Other products might also have updated documentation that
you can pull into your local information center.

To update the documentation, complete the following steps:

1. Click the Update icon (W.-.— ) in the help system toolbar. You see a list of any documentation sets that
are already installed.

2. Click Next at the bottom of the installed documentation list. You see a list of documentation sets to
install. These sets include product documentation in different languages and can also include
documentation sets for different products.

3. Select the documentation that you want to install.
Tip: You can select more than one set of documentation.

The documentation for the product or products you selected is installed in the help system on your
computer.
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Chapter 5. Creating the databases

IBM Business Monitor requires two databases, one for the IBM Business Monitor configuration and one
for the IBM Cognos Business Intelligence content store.

MONITOR and COGNOSCS databases

By default, the database for IBM Business Monitor is named MONITOR and the database for the IBM
Cognos BI content store is named COGNOSCS.

You can create the MONITOR and COGNOSCS databases as part of creating a stand-alone or deployment
manager profile, you can use the database design tool (dbDesignGenerator), or you can manually create
the databases by running the database script files before or after profile creation. In a network
deployment environment, it is best to create the databases before starting the deployment manager and
creating custom profiles.

If you have an existing IBM Cognos BI server, you do not need to create a COGNOSCS database because
the content store is already defined.

Tip: If the COGNOSCS database is remote from the IBM Cognos BI server, you must install a database
client on the IBM Cognos BI server machine. See the details in the database-specific database
consideration topics.

The MONITOR and COGNOSCS databases can be located on the same server as the IBM Business
Monitor server or on a different server. For profile creation to create the databases automatically, your
database server must be local to the machine where you run the Profile Management Tool or the
manageprofiles command. Otherwise, use the database script files to create the databases. Also use the
database script files to create the databases if you are using z/OS, or if the database server contains
multiple versions of the database or multiple database instances.

Database scripts

When you create a stand-alone or deployment manager profile, database scripts are generated that match
the values entered during profile creation, ensuring that names are consistent between the IBM Business
Monitor server and the IBM Business Monitor database.

You can also create the database scripts yourself using one of the following methods:

* Configure the values using the database design tool (DbDesignGenerator) that is installed with the
IBM Business Monitor server. One advantage of using the database design tool is that you can design
the MONITOR database, the IBM Cognos BI database, the Business Space database, and the databases
for the messaging engines for IBM Business Monitor and the common event infrastructure (CEI) all at
the same time. See [‘Creating or configuring database scripts using the database design tool” on pagé

for instructions.

» Configure the values manually. See|“Configuring database scripts manually” on page 51 for
instructions.

After the database scripts are generated or customized, run the scripts using the procedures described in
[“Installing databases manually” on page 54

Messaging engine tables

The messaging engines for the IBM Business Monitor service integration bus and the common event
infrastructure (CEI) bus require database tables. Except on z/OS, these tables can be created automatically
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by WebSphere Application Server if the IBM Business Monitor database user has sufficient privileges and
the option to create tables automatically is set in the service integration bus message store options. This
option is set to true by default unless you are using DB2 for z/OS.

The database scripts for the messaging engine tables can also be generated using one of the following
options:

* Create the script using the database design tool (DbDesignGenerator). See [‘Creating or configuring|
[database scripts using the database design tool”| for instructions.

* Create the tables manually. See [‘Creating messaging engine tables manually” on page 55| for
instructions.

Business Space tables

If you are using Business Space, you must also configure the Business Space tables, using either the
scripts that were generated during stand-alone profile creation or the database design tool. For more
information, see|Configuring Business Space database tables|in the Business Space information center.

Database security

When the databases are created, the runtime database user is granted privileges to administer database
objects by default, which simplifies the creation of the databases and enables the IBM Business Monitor
server to automatically manage the monitor model database schema when models are deployed and
removed. If you must secure the databases, see[Securing the MONITOR database environment| and
[Configuring IBM Cognos BI security|

Creating or configuring database scripts using the database design
tool

The database design tool (DbDesignGenerator) installed with the IBM Business Monitor server can be
used to generate database scripts that can be executed before or after IBM Business Monitor profile
creation.

One advantage of using the database design tool is that you can design the databases for IBM Business
Monitor, IBM Cognos BI, Business Space, and the messaging engine all at the same time. Database scripts
are generated for each component, and a dbdesign file is generated that can later be passed into the
deployment environment wizard, to automatically configure the data sources when creating a complex
IBM Business Monitor topology.

If you choose the Advanced path through the Profile Management Tool, you can choose Configure the
database using a design file and select a design file that you have already created.

For more information about the database design tool, see the related links.

To edit the database script files using the database design tool, complete the following steps:

1. Change directory to the [app_server_rootfutil/dbUtils directory.

2. Run the command to start the utility.
* DbDesignGenerator.bat
* DbDesignGenerator.sh.

3. From the main menu, select option (1) Create a database design for Standalone profile or
Deployment Environment.

4. At the Please pick one of the following db designs that are supported prompt, select either option
()monitor.nd.topology or option (2)monitor.standalone. The monitor.nd.topology option provides
more flexibility for distributing the database components across multiple databases.
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10.

11.

12.

13.

14.

15.

At the Please pick one of the following [database component(s)] prompt, select option (1)[Monitor]
MONITOR : [master] [status = not complete].

At the Edit this db component? prompt, enter y.

At the Please pick one of the following DB types that are supported prompt, select the number of
your database platform.

Respond to the series of prompts or press Enter to accept the defaults where applicable. You are
asked to enter your database name, schema name, user name and password, and table space location
directory prefix.

At the To skip data source properties, enter 's'; or enter anything else to continue prompt, enter c
(or any character except s) to continue entering information.

Respond to the series of prompts or press Enter to accept the defaults where applicable. You are
asked to enter the properties for your data source.

Verify that the IBM Business Monitor database component is complete before configuring the other
components. The IBM Cognos BI database is shown as not complete and requires a database user
and password. You can accept the defaults for the other settings.

When you see the Please pick one of the following [database component(s)] prompt again, you
have finished entering properties if all the lines display [status = complete], for example
(D[Monitor] MONITOR : [master] [status = complete]. Enter 5 [save and exit] and press Enter to
save the database design.

The [Cognos] COGNOSCS database component requires additional configuration after completing
the MONITOR configuration. The COGNOSCS status is [status = not complete] until this component
is fully configured.

At the Please enter the output directory prompt, press Enter to accept the default
(app_server rootfutil/dbUtils) or enter the location to write the database design files.

At the Please enter the output filename prompt, press Enter to accept the default
(monitor.standalone.dbdesign) or enter the name for the file.

At the Generate db script? prompt, enter y and keep pressing Enter to accept the default locations.
Subdirectories are created for the MONITOR and COGNOSCS database scripts, messaging engine
datastore script, and Business Space database scripts.

Configuring database scripts manually

The database scripts required for creating the MONITOR database and COGNOSCS database are shipped
on the installation media and are copied to the application server during IBM Business Monitor server
installation. These database scripts can be customized manually so that you can create the databases
before server installation or profile creation.

To edit the database script files manually, complete the following steps:

1.

Using a text editor, open the database script file for your database software. The createDatabase.sql
script creates the database and all required tables for IBM Business Monitor. The following files are
provided:

Create database: createDatabase.sql

Create tables (for the MONITOR database only): createTables.sql
By default, the files are located in the following directories:

(distributed only) DVD_root/scripts/database/Monitor/platform

DVD_root/scripts/database/Cognos/platform

|app_server_root|/dbscr1’ pts/Monitor

app_server_root)/dbscripts/Cognos

app_server_rootyprofiles/profile_name/dbscripts/Monitor (stand-alone)

app_server_rootyprofiles/profile_name/dbscripts.wbm (deployment manager)
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bpp_server_rooty/profiles/profile_name/dbscripts/Cognos

where
DVD_root is the directory where you extracted the DVD or downloadable image
platform is the operating system of the database (for example DB2, Oracle, or SQL Server)
app_server_root is the directory where IBM Business Monitor is installed
Edit the following variables in the database script files for your database software:
* For DB2, edit the following variables:
@DB_NAME@

Represents the name of the IBM Business Monitor database, for example MONITOR or
Cognos

@SCHEMA@
Represents the name of the IBM Business Monitor schema, for example MONITOR or
Cognos

@TSDIR@
Represents the table space directory

If @TSDIR@ is omitted from data file specification of a table space, the data file is created
in the database manager directory.

@DB_USER@
Represents the runtime IBM Business Monitor database user
* For DB2 for z/OS, edit the following variables:

@STOGRP@
Represents the DB2 storage group name, for example SYSDEFLT

@DB_NAME@
Represents the name of the IBM Business Monitor database

@SCHEMA®@
Represents the name of the IBM Business Monitor schema qualifier

@DB_USER@
Represents the runtime IBM Business Monitor database user
* For SQL Server, edit the following variables:

@DB_NAME@
Represents the name of the IBM Business Monitor database, for example MONITOR

@SCHEMA®@
Represents the name of the IBM Business Monitor schema, for example MONITOR

@DB_USER@
Represents the runtime IBM Business Monitor database user

@DB_PASSWORD@
Represents the password of the runtime IBM Business Monitor database user. You can
create the database user and password before running the script, or you can design the
script to create the database user and password for you. If the script will create the
database user and password, you must specify @DB_PASSWORDR in the script.

* For Oracle, edit the following variables:

@SCHEMA@
Represents the name of the database user that owns the IBM Business Monitor database
tables

@DB_PASSWORD@
Represents the password for the database user identified by $SCHEMA$
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@TSDIR@
Represents the table space directory

If @TSDIR@ is omitted from data file specification of a table space, the data file is created in
the database manager directory. If a fully qualified path is specified for @TSDIR@ the
directory must exist before you invoke this script.

@DB_USER@
Represents the runtime IBM Business Monitor database user

The table spaces are created in the createDatabse.sql file. If you decide to replace the default table
space names with your own table space names, when models are deployed you must export the
model schema scripts and modify them to refer to your chosen table space names.

Note: For the MONITOR database only: If you are configuring an additional monitoring instance in
one Oracle installation, you must also replace the string DEFAULTTS in createDatabase.sql with a
unique identifier for this additional monitoring instance in the following four lines:

CREATE TABLESPACE MONDSTS

DATAFILE 'DEFAULTTS_MONDSTS.dbf' SIZE 500M AUTOEXTEND ON
NEXT 100M MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONDMSTS
DATAFILE 'DEFAULTTS_MONDMSTS.dbf' SIZE 106M AUTOEXTEND ON
NEXT 20M MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONIDXTS
DATAFILE 'DEFAULTTS_MONIDXTS.dbf' SIZE 250M AUTOEXTEND ON
NEXT 50M MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONLOBTS
DATAFILE 'DEFAULTTS_MONLOBTS.dbf' SIZE 200M AUTOEXTEND ON
NEXT 40M MAXSIZE UNLIMITED LOGGING; ;

For example, if the unique identifier of the additional monitoring instance was
MONDEV1_MONDSTS, the edited lines would look like this:
CREATE TABLESPACE MONDSTS

DATAFILE 'MONDEV1_MONDSTS.dbf' SIZE 500M AUTOEXTEND ON
NEXT 100M MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONDMSTS
DATAFILE 'MONDEV1_MONDMSTS.dbf' SIZE 100M AUTOEXTEND ON
NEXT 20M MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONIDXTS
DATAFILE 'MONDEV1_MONIDXTS.dbf' SIZE 250M AUTOEXTEND ON
NEXT 50M MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONLOBTS
DATAFILE 'MONDEV1_MONLOBTS.dbf' SIZE 200M AUTOEXTEND ON
NEXT 40M MAXSIZE UNLIMITED LOGGING;

Repeat this procedure for each additional monitoring instance.

Note: Version 6.2 of IBM Business Monitor used different table spaces from previous versions. This
means that if you are using Oracle and intend to deploy a 6.1 model to IBM Business Monitor 7.5,
you must choose one of the following options:

— Run the 6.1 table space statements during the installation of the 7.5 database.

— When you deploy a monitor model, export the model database script and manually change the
table space references to point to the 7.0 table space names. If you choose the second option, you
must do this each time you deploy a 6.1 model to the 7.0 server.
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A simple way to avoid this issue is to migrate from 6.1 to 7.5 with existing models deployed, and
then generate new models in 6.2 or 7.5 IBM Business Monitor development toolkit.
The map of table space names is shown in the table below.

Table 3. Map of table space names from previous versions of IBM Business Monitor

Current Table Space 6.1.x Table Space
MONDSTS INSTANCE
MONDMSTS DMSTS
MONIDXTS INDEXTS
MONLOBTS LOBTS

3. Save and close the file.

Installing databases manually

You can use the database scripts to install the IBM Business Monitor and IBM Cognos Business
Intelligence content store databases manually, either on the same server as the IBM Business Monitor
server or as remote databases on another server. Before running the scripts, ensure that the
environment-specific variables in the database scripts have been configured, either manually or using the
database design tool.

Before you complete this task, make sure that you have read "Database considerations" and any
prerequisites for your specific database product. For example, if you are using DB2 for z/OS, a dedicated
storage group (STOGROUP) is recommended for IBM Business Monitor. The storage group must be
created before the database is created.

Complete the following steps on the server where the database software is installed:
1. Log in to the database server as a user with authority to create table spaces and database objects.

2. Locate the DDL scripts.

 If you are using the scripts that are delivered when IBM Business Monitor is installed, they are
found in the fapp_server_rootfdbscripts/Monitor and |app_server_rootfdbscripts/Cognos directories.

* If you used DbDesignGenerator to generate the scripts with your variable values substituted, they
are in the output directory you chose while running the utility (by default|app_server_root/util/
dbUtils).

¢ If you had profile creation generate the scripts with your variable values substituted, they are in the
output directory that you chose when creating the profile (by default |app_server_rootyprofi1es/
<profile>/dbscripts/Monitor).

3. From the command line interface, run the createDatabase script twice, once for the MONITOR
database and once for the COGNOSCS database, using the following command for your database
software. The createDatabase script creates the database and all required tables for IBM Business
Monitor.

* DB2: db2 -tf createDatabase.sql

¢ DB2 for z/OS: db2 -tf createDatabase.sql. The database script can be run using either the SPUFI or
the DSNTEP2 utility.

* Microsoft SQL Server: sqlemd -U dbadmin -P password -e -i createDatabase.sql where

dbadmin is a SQL Server user with administrative authority
4. For the MONITOR database, run the createTables script using one of the following commands (You
do not need to create tables for the IBM Cognos Bl database):
* DB2:

db2 connect to MONITOR
db2 -tf createTables.sql
db2 connect reset
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Note: While running the DDL file, you might see the following warning message: SQL0347W The
recursive common table expression "MONO023.WBITIME" may contain an infinite loop.
SQLSTATE=01605. You can safely ignore this message.

* Oracle: sqlplus user/password@database_name @createTables.sql
* Microsoft SQL Server: sqlemd -U user -P password -e -i createTables.sql
5. Start WebSphere Application Server.

Creating messaging engine tables manually

If you did not automatically create the service integration (SI) bus tables for the IBM Business Monitor
messaging engine during stand-alone profile creation, or while using the deployment environment
configuration wizard or configuration wizard, you must create the tables manually. You must also create
the tables manually if you are using DB2 for z/OS for the messaging engine data store.

You can also create a common event infrastructure (CEI) messaging engine table. When the deployment
environment is created, the database scripts for CEI are generated. You must run the scripts manually to
complete the configuration if you would like to enable the CEI event store (not recommended for
production environments).

Use the database design tool (DbDesignGenerator) to generate scripts for the SI bus tables in version 7.5.

You can also use sibDDLGenerator as an alternative. For example, the command to generate SIB DDL
scripts for DB2 for z/OS is sibDDLGenerator -system db2 -version 8.1 -platform zos.

The documentation for the sibDDLGenerator shows the versions of DB2 that are supported. It does not
list all the versions of DB2 that are supported by IBM Business Monitor; however, you can specify
version 8.1 as shown in the example above and the resulting DDL should be compatible with all
supported versions.

Because IBM Business Monitor can have a CEI messaging engine as well as the IBM Business Monitor

messaging engine, each created with the same table space and table names, ensure that you either use
two different databases or two different schema names.
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Chapter 6. Creating and augmenting profiles

After you have installed IBM Business Monitor, create at least one profile to prepare your runtime
environment. You can create and augment profiles either through the Profile Management Tool or
through the manageprofiles command.

If you are using Solaris in 64-bit mode, the Profile Management Tool user interface is not available. You
must use the manageprofiles command. If you are using z/OS, you cannot use either the command or
the Profile Management Tool. See "Creating common configurations for IBM Business Monitor for z/OS"
instead.

There are three types of profiles: a stand-alone server profile, a deployment manager profile (a
management profile with a deployment manager server), and a custom profile (managed node). Each
profile defines a separate runtime environment, with separate files (commands, configuration files, and
log files).

Creating and augmenting profiles using the Profile Management Tool

The Profile Management Tool lets you create or augment profiles to manage your runtime environment.

Restriction: If you are using Solaris in 64-bit mode, the Profile Management Tool user interface is not
available. You must use the manageprofiles command. If you are using z/OS, see "Creating common
configurations for IBM Business Monitor for z/0OS."

Important: To install or run the Profile Management Tool on Windows 7, Windows Vista, or Windows
Server 2008, you must elevate your Microsoft Windows user account privileges. Whether you are an
administrative user or a non-administrative user, right-click the pmt.bat file and select Run as
administrator. Alternatively, use the runas command at the command line. For example:

runas /user:ADMINNAME /env pmt.bat
Non-administrative users are prompted for the administrator password.
For a single-server environment, create a stand-alone profile.

For a network deployment environment, complete the following steps:

1. Create the deployment manager profile before creating the other profiles. If you created a deployment
manager profile before installing IBM Business Monitor (for example, for WebSphere Application
Server or Process Server) and you plan to use the same deployment manager profile to manage IBM
Business Monitor nodes, augment the profile using the template that IBM Business Monitor provides.

2. Create a custom profile for each node that you plan to add to the server cluster. Alternatively,
augment an existing custom profile for each node that you plan to add.

Note: If the database server contains multiple versions of DB2 installed, or multiple DB2 instances,
the server's default DB2 version or instance is used for profile creation. To control which DB2 version
or instance is used, use the "Installing databases manually" procedure so that the database
administrator can ensure that the proper version or instance is used.

If you are using an Oracle database, JDBC support is provided by the Oracle JDBC drivers for JVM 1.6.
The ojdbc6.jar JDBC driver file is the Oracle-supported JDBC driver for use with WebSphere Application
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Server version 7. The ojdbc6. jar file can be used for both Oracle 10g and Oracle 11g. For information
about minimum required settings for Oracle, see the related link.

By default, the Profile Management Tool points to the 0jdbc6. jar file supplied in|app_server_roof\
jdbcdrivers\Oracle. Alternatively, you can download another Oracle 0jdbc6.jar JDBC driver file and
point to it when you run the Profile Management Tool or the manageprofiles command.

If you are using an SQL Server database, the SQL Server JDBC drivers for JVM 1.6 provide JDBC support.
IBM Business Monitor uses the Microsoft JDBC 2.0 driver sqljdbc4.jar file. By default, the Profile
Management Tool points to the sq1jdbc4. jar file supplied in app_server_root\jdbcdrivers\SQLServer.
Alternatively, you can download another Microsoft sq1jdbc4.jar JDBC driver file and point to it when
you run the Profile Management Tool or the manageprofiles command. For information about minimum
required settings for SQL Server, see the related link.

Creating stand-alone profiles

If you have not created the IBM Business Monitor profile during a single-server installation, you must
create the profile. The profile will be created in the WebSphere Application Server profiles directory.

Before completing this task, you must have completed the following tasks:
* Verified that all hardware and software prerequisites have been met
¢ Installed IBM Business Monitor

* Logged in to the system as a user with appropriate permissions (read, write, and execute) on the
profiles directory of WebSphere Application Server

Important: To install or run the Profile Management Tool on Windows 7, Windows Vista, or Windows
Server 2008, you must elevate your Microsoft Windows user account privileges. Whether you are an
administrative user or a non-administrative user, right-click the pmt.bat file and select Run as
administrator. Alternatively, use the runas command at the command line. For example:

runas /user:ADMINNAME /env pmt.bat
Non-administrative users are prompted for the administrator password.

Complete the following steps to create a stand-alone application server profile using the Profile
Management Tool:

1. Open the Profile Management Tool using one of the following methods:

* From the IBM Business Monitor First Steps console, click Profile Management Tool.
- HI™ Click Start > Programs > IBM > Business Monitor 7.5 > Profile Management Tool.

» I Run pmt.bat, which is located in the following directory: app_server_root\bin\
ProfileManagement

. BT Change to the |app_server_root}’bin/ProfileManagement directory and type
Jpmt.sh in a terminal window.

2. On the Welcome to the Profile Management Tool panel, review the information, and click Launch
Profile Management Tool.

3. On the Profiles panel, click Create to create a new profile.

4. On the Environment Selection panel, expand IBM Business Monitor, click Stand-alone monitor
server, and click Next.

Restriction: If you cannot see the IBM Business Monitor option, it might indicate that you are using
Solaris in 64-bit mode. In that case, you cannot use the Profile Management Tool and must use the
manageprofiles command.
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10.

11.

12.

13.

On the Profile Creations Options panel, select the type of installation you want to perform and click
Next.

* Typical profile creation (default): Creates the IBM Business Monitor profile that uses default
configuration settings. The Profile Management Tool assigns unique names to the profile, node,
and cell. The tool also installs the administrative console, installs default applications, and assigns
unique port values. You can choose to enable administrative security during the configuration.
Depending on the operating system and your user permissions, the tool might create a system
service to run IBM Business Monitor.

¢ Advanced profile creation: Creates the IBM Business Monitor profile using default configuration
settings, or you can select your own IBM Business Monitor components. You can assign your own
port values. You can choose to deploy the administrative console, deploy sample applications, and
create a Web server definition. Depending on the operating system and your user permissions,
you might choose to run IBM Business Monitor as a system service. You can determine the IBM
Business Monitor model configuration. You can specify a database design file or assign your own
values for the IBM Business Monitor database configuration. . You can choose the IBM Cognos BI
configuration for multidimensional data analysis.

If you selected Typical profile creation, skip to [Step 11: Administrative Security panel]

Advanced: On the Optional Application Deployment panel, select Deploy the administrative
console and Deploy the default application. The default application is a WebSphere Application
Server application. Click Next.

Advanced: On the Profile Name and Location panel, accept the default name and location, or specify
a profile name and directory path to contain the files for the runtime environment, such as
commands, configuration files, and log files. The default profile name is WBMon01. On Windows, a
typical profile directory is C:\IBM\WebSphere\AppServer\profiles\WBMonO1.

Advanced: Set a performance tuning level appropriate for the profile you are creating. This
parameter is a WebSphere Application Server parameter. For more information, see

[application server] in the WebSphere Application Server information center.

Advanced: On the Node and Host Names panel, enter new values or accept the default values, and
click Next.

¢ The node name is used for administration. If the node is federated, the node name must be
unique within the cell.

* The server name is a logical name for the IBM Business Monitor server.

* The host name is the domain name system (DNS) name (short or long) or the IP address of this
computer.

* The cell name is a logical name for the group of nodes administered by this deployment manager.
On the Administrative Security panel, select one of the following options and click Next.

* To enable security, select the Enable administrative security check box and enter the user name
and password information.

* To disable security, clear the Enable administrative security check box.

For information about whether to enable security, see |[Administrative security|in the WebSphere
Application Server information center.

If you selected Typical profile creation, skip to [Step 21: Database Configuration panell

Advanced: On the Security Certificate (Part 1) panel, choose whether to create a default personal
certificate and root signing certificate, or import them from keystores. To create new certificates, click
Next to proceed to the verification page. To import existing certificates from keystores, browse to the
certificates and then click Next to proceed to the verification page.

Advanced: On the Security Certificate (Part 2) panel, modify the certificate information to create new
certificates during profile creation. If you are importing existing certificates from keystores, use the

information to verify that the selected certificates contain the appropriate information. If the selected
certificates do not, click Back to import different certificates. You should change the default keystore
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18.
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password to protect the security of the keystore files and SSL certificates. For more information on
securing communications between a server and a client, see [Securing communications|in the
WebSphere Application Server information center.

Advanced: On the Port Values Assignment panel, review the ports that will be assigned during
profile creation. You might want to keep track of these port values. Accept the given values or
specify alternate port numbers and click Next.

BT Advanced: On Windows systems, the Windows Service Definition panel is displayed. The
option to Run the Application Server process as a Windows service is enabled by default and is
configured to use local system account information to log on. Accept the default Windows service
settings or disable the option, and click Next. To change the Windows service log on information,
select the Log on as specified user account option and enter the user name and password for the
alternate account.

The Windows service Startup type is set to Automatic by default. You can optionally change the
Startup type to Manual or Disabled using the list.

Because services are global settings on Windows operating systems, any profile could start the
service and as a result, you could lose track of which profile issued, for example, a “startServer”
command. To avoid potential service request conflicts between different profiles, disable the Run the
Application Server process as a Windows service option.

Advanced: On the Web Server Definition panel, select one of the following options:

* If you want to create a Web server definition, enable the Create a Web server definition option.
Accept the subsequent Web server information that is provided or make modifications as needed.

Web server type
Options include IBM HTTP Server, Microsoft Internet Information Services, Sun Java'"
System, Lotus® Domino® Web Server, and Apache Web Server.

Web server operating system
Options include Windows, AIX, HP, Solaris, and z/OS.

Web server name
Enter a name for the Web server. The default name is "webserverl".

Web server host name or IP address
Enter the host name or IP address of the Web server. The local host name appears by
default.

Web server port (Default 80)
Enter the Web server port number or accept the default (80).

 If you do not want to create a Web server definition, clear the Create a Web server definition
check box.

Web server definitions define an external Web server to WebSphere Application Server, enabling you
to manage Web server plug-in configuration files for the Web server and in some cases to manage
the Web server. If you have not installed a Web server or want to do this step later, you can easily
do this step from the administrative console.

Advanced: On the Web Server Definition (Part 2) panel, enter a path for the Web server installation
directory and for the Web server plug-in installation directory.

Advanced: On the IBM Business Process Manager Monitor Models panel, select Deploy IBM
Business Monitor global process monitor model to install and configure the global process monitor
model application. This model enables you to monitor BPEL or BPMN processes running on IBM
Business Process Manager without generating and deploying monitor models.

Click Deploy human task monitor model (requires IBM Business Process Manager Advanced) to
install and configure the human task application. The human task application is required to view
human tasks in your dashboard using the Human Tasks widget. To install this applications, you
must provide the host name and RMI port number for the existing IBM Business Process Manager.

Installing
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(The default port number is 2809.) You must also have an existing database or allow the Profile
Management tool to create the MONITOR database before continuing with the profile creation or
augmentation.

If you do not install these applications during installation, you can install them later following the

instructions in "Configuring human task monitoring" and "Configuring the global process monitor
model."

Optional: Advanced: Configure the databases using a design file.

a. Select Use a database design file for database configuration if you would like to use a design
file instead of specifying the database parameters in the following panels.

Click Browse.

Specify the fully qualified path name for the desi