7.3 APPENDIX C. Technical Description of Solution Required
7.3.1 Availability Requirements

Techline does not have the information/resources to provide answers for sections 7.3.1-7.3.3.  

Ø The availability of the total solution is required to be of 100% for the scheduled backup windows. The calculation will be based on the total backup schedule.

7.3.2 TCO Requirements

Ø Total Cost of Ownership (TCO) measurement must be done considering a 3 year period.

7.3.3 Growth Requirements

Ø The complete solution must consider fulfilling all the requirements using only the 65% of the total capacity.

Ø The solution proposed must be scalable and have growth capacity of at least 20% Annually.

7.3.4 Scalability/Capacity Planning

The solution must be:

Ø able to support multiple and concurrent clients without solution degradation;

TSM is capable of this requirement

Ø able to add capacity to the enterprise backup solution without disrupting ongoing operations;

TSM is capable of this requirement

Ø able to use current trends and to predict future requirements in a reliable, repeatable, and predictable manner.

Tivoli Storage Manager can be integrated with Tivoli Decision Support to analyze current trends and make decisions about future requirements. It lets you strategically manage your enterprise network. Storage Management Analysis helps you make decisions concerning storage management by providing an overview of your system performance and resource usage.

7.3.5 Encryption

Ø The solution must include an encryption scheme but its use must be optional.

Tivoli Storage Manager includes optional DES 56 bit encryption between the client and server
7.3.6 Disaster Recovery Support

Ø The solution must support, improve, and optimize the recovery process of a system in case of a major problem that includes recover any computer environment from backed-up data from scratch, locally or in a remote facility.

Tivoli Disaster Recovery  allows you to prepare a disaster recovery plan that can help you to recover your applications in the case of a disaster. You can recover at an alternate site, on replacement computer hardware, and with people who are not familiar with the applications.

Tivoli Disaster Recovery Manager also allows you to manage your offsite recovery media, store your client recovery information and  use the disaster recovery plan for audits to certify the recoverability of the server..
Ø The solution must support XYZ’s DRP implemented for our clients and the vendor must assists XYZ in the first DRP tests which includes the usage of the solution.
Tivoli Disaster Recovery Manager provides default settings for the preparation of the recovery plan file and for the management of offsite recovery media. However, you can override these default settings for specific Disaster Recovery needs. 

7.3.7 Vault management

The solution must manage offsite vaults. XYZ has different requirements to protect

data for up to ten years.

Tivoli Disaster Recovery provides a number of levels of volume tracking. Although we refer to tape volumes here and in following sections, we can just as easily use optical volumes or even virtual volumes (discussed in Chapter 12, “Virtual Volumes” on page 145) for offsite data requirements. Tivoli DRM volume management includes: 

•  Identifying what offsite volumes are needed for a given recovery: Tivoli DRM knows the volumes which are associated with each primary storage pool so that you can initiate a complete recovery of all storage pools, or only a partial recovery, depending on the extent of the disaster. You can also configure DRM to track volumes only from certain storage pools. This might be useful in the case where you have some critical client nodes where you offer full offsite protection, and other less critical nodes where limited or no offsite protection is available. In this case, you would separate the two sets of clients to use different primary storage pools and only use Tivoli DRM for the critical pools. 

•  Integrating with tape management systems: Since Tivoli Disaster Recovery Manager is fully integrated with tape management, every time a new tape is created in the corresponding copy storage pools, it is automatically eligible for offsite movement. 

•  Recycling partially filled volumes: Offsite volumes are reclaimed just like onsite volumes. Tivoli DRM allows you to see which volumes have reached an empty state because of reclamation, so that you can request them to be returned onsite. 

•  Tracking offsite volumes: This is one of the strongest features of Tivoli Disaster Recovery Manager. Tivoli DRM manages tapes by assigning a special, predefined set of states to each offsite tape. Depending where the tape should be, there are two possible directions for a tape: from Onsite to Offsite and from Offsite to Onsite. The first starts during normal backup processing to save up-to-date data to the copy storage pool. The tapes pass through a number of states in their journey from the production tape library to the safe vault. Then, time elapses while the tape remains offsite, ready to be used for restore in the event of disaster. During this time, data is gradually expiring from the tape. When the tape finally reaches its reclamation threshold, it is reclaimed by normal processes. Once empty, it moves in the reverse direction, that is, it is returned onsite for reuse.

Ø Ability to report tapes location.
Ø Tivoli Disaster Recovery Manager database allows you to track tape location.

Ø Ability to use hot site as an offsite vault.

Ø TSM/Disaster Recovery Manager is capable of this requirement 

Ø Ability to consider data centers as vaults

Ø TSM/Disaster Recovery Manager is capable of this requirement

Ø Ability to require the movement between external vaults and data center for scratched tapes
Ø TSM/Disaster Recovery Manager is capable of this requirement

7.3.8 Backup and Restore Requirements

7.3.8.1 Backup Capabilities

Ø The solution must provide backup capabilities, which do not impact the performance of the client during backup processing.
Ø TSM is capable of this requirement
Ø The solution must have the flexibility to perform backups, either over SCSI or Fiber Channel Connections.

Ø TSM is capable of this requirement 

Ø The proposed solution must provide backup capabilities which are platform independent including operating system, volume managers, file systems, database engines, applications, clustering software.

TSM is capable of this requirement
Ø Ability to integrate seamlessly with application’s backup utilities, like BR Tools (SAP), RMAN (Oracle).

Ø TSM is capable of this requirement with our “TSM for….” products i.e. TSM for Databases and TSM for ERP
Ø The provider must consider that XYZ is using the following databases, file systems and applications:

Ø Oracle, Sybase, Informix, DB2, SQL Server, SAP, Exchange, Exchange 2000

Ø Our “TSM for….” products support Oracle, DB2, SQL, SAP, Informix and Exchange.  Sybase is supported with BMC’s SQL BackTrack product.

Ø NT File Systems (WinNT, Win2000 ActiveDirectory), VxFS, JFS, UFS, AdvFS, NFS, and RAW devices.

Ø TSM supports the file systems listed above and more

Ø Any cluster environment (TruCluster, Sun Cluster, Veritas Cluster, MC/Service Guard, MS Cluster, etc.)

Ø TSM directly supports AIX HACMP and MSCS clusters and is functional in most other cluster environments
Ø Solution must provide script-less backup integration with SAP, EXCHANGE, Oracle environments and all EMC Symmetrix and HDS.

Ø TSM offers script-less backup of SAP, Exchange, Oracle and EMC Symmetrix with Timefinder with our “TSM for….”  products
Ø Fully supported EMC and HDS Software solutions such as SRDF, Time Finder, Shadow Image, TrueCopy where needed. In case of EMC integration, the solution must also have the ability to repeatedly backup a single BCV that is used by multiple applications/databases. This also needs to be accomplished without custom scripting.

Ø TSM is not capable of this requirement

Ø The solution should be able to automatically re-route a client backup in the event of a backup server failure.

Ø TSM is not capable of this requirement

Ø Error handling.

Ø TSM is capable of error handling with our CRC redundancy checking capability.
Ø Solution should provide an error handling mechanism for unattended mode and recover from network errors automatically.

Ø TSM is capable of this requirement
Ÿ     The solution should provide checkpoint mechanism and restart capabilities.

      TSM is capable of this requirement
Ÿ    The solution should provide error detection and handle media failures.

     TSM is capable of this requirement with our CRC redundancy checking.
Ÿ    Ability to verify that a backup was successful and can be restored.

     TSM is capable of this requirement
Ø Ability to backup open files ensuring data integrity. It is important to take care on Exchange (pst) and Access data base files.

Ø TSM provides open file backup support with our “TSM for…” product for Exchange.  No open file backup support for Access

Ø The solution must preserve file attributes (owner, permissions, hidden files, etc.) during backup.  

Ø TSM is capable of this requirement
Ø Solution must provide the ability to create a secondary set of tapes for off-site storage, without performing a second backup of the original data.

TSM is capable of this requirement by utilizing copy storage pools which are replicas of the primary storage pool.  A copy storage pool provides an additional level of protection for client data. It is created by the administrator backing up a primary storage pool. The copy storage pool contains all current versions of all files, active and inactive, exactly as they appear in the primary storage pool. A copy storage pool provides recovery from partial and complete failures in a primary storage pool. An example of a partial failure is a single tape in a primary storage pool being lost or defective. When a client attempts to restore a file which was on this volume, the server will automatically switch to the right copy storage volume if it is available to seamlessly restore the client’s data. If a complete primary storage pool is destroyed, for example in a major disaster, the copy storage pool is used to recreate the primary storage pool. A copy storage pool can use sequential access storage, or copy storage pools can also be created remotely on another Tivoli Storage Manager server, therefore providing electronic vaulting. Copy storage pool volumes can be moved offsite and still will be tracked by Tivoli Storage Manager. Moving copy storage volumes offsite provides a means of recovering from a disaster at your primary site. Tivoli Disaster Recovery Manager helps automate offsite media tracking and storage pool recovery.
Ÿ    The media duplication process must run as a low priority task, which can be paused automatically without administrative intervention.

Ÿ   The copy pool creation process can be scheduled to occur during periods of low demand on the server.

Ÿ    The media duplication feature must provide the flexibility of creating the duplicate copy in the same library, or an alternate library unit.

Ÿ TSM is capable of this requirement

Ÿ    The media duplication functionality must provide the ability to duplicate a single tape or group of tapes.

Ÿ TSM is capable of this requirement

Ø The solution must also provide the ability to process multiple backup jobs from a single client to more than one tape drive simultaneously.

Ø TSM is capable of this requirement via the maxnummp setting on the client which designates how many drives are allocated to the client during the backup process
Ø Solution must interoperate with actual applications on clients. Provider must assure the coexistence of their product with the software installed actually in the involved Servers.

The ‘TSM for…’ products interoperate directly with the products they were designed to support, i.e. Oracle, Exchange, SAP, DB2, etc.

7.3.8.2 Recovery Capabilities

Ø Ability to support a Full Restore to rebuild a complete server.

Ø TSM is capable of this requirement
Ø Ability to recover either full backups or individual components

Ÿ For UNIX/Microsoft operating systems they can be complete file systems or individual files.

Ÿ TSM is capable of this requirement by backing up files, file system images or raw logical volumes.
Ÿ In case of Data Bases they can be full ON-LINE /OFF-LINE backups and/or Archive Logs.

Ÿ TSM is capable of this requirement with our ‘TSM for Databases’ product
Ÿ In case of EXCHANGE they can be Mail Boxes or individual messages.

Ÿ TSM is capable of recovering individual mailboxes in conjunction with MS Exchange utility called Exmerge
Ø Ability to recover the data to the last incremental backup without restoring obsolete data.

Ø TSM is capable of this requirement
Ø During file system recoveries the backup solution must be capable of tracking both file renames and deletes, such that it recreates an exact image of the file system as it existed at the point in time of backup.

Ø TSM is capable of this requirement
Solution must provide restore capabilities, which do not impact the performance of the client during restore processing.

Ø  TSM is capable of this requirement
Ø Ability to relocate a restore either to another path in the same source server or to another server.

Ø TSM is capable of this requirement
Ø The solution must provide the ability to restore data to the following entities:

Ÿ The primary BCV
Ÿ TSM is capable of this requirement
Ÿ The primary disk set
Ÿ TSM is capable of this requirements
Ÿ Any host on the network
Ÿ TSM is capable of this requirement provided the host is a supported operating system
Ÿ Any host on the SAN
Ÿ TSM is capable of this requirement provided the host is a supported operating system
Ÿ Other arbitrary EMC disk
Ÿ TSM is capable of this requirement
Ÿ Other non-EMC disk
Ÿ TSM is capable of this requirement
Ø Ability to integrate seamlessly with application’s restore utilities, like BR Tools (SAP), RMAN (Oracle).

Ø TSM is capable of this requirement with our “TSM for….” Products, i.e. TSM for Databases and TSM for ERP
Ø Solution must provide script-less restore integration with SAP, EXCHANGE, Oracle environments and all EMC Symmetrix and HDS.

Ø TSM is capable of this requirement with our “TSM for….” products for SAP, Exchange, Oracle, and EMC Symmetrix with Timefinder
Ø Error handling

TSM is capable of this requirement with our CRC redundancy checking which offers optional cyclic redundancy checking capability between the IBM Tivoli Storage Manager server and client. This allows IBM Tivoli Storage Manager to identify data corruption introduced either by the network or by errors within the storage environment. For the exchange of information between the client and server, the use of cyclic redundancy checking will allow for the detection of situations that the communication protocol may not have been able to handle. Cyclic redundancy checking may also be used by the server or storage agent as data is written to a storage device. This use of a cyclic redundancy check will allow for the detection of situations where data written to a storage device is invalid due to a connection error or a storage device error. This is very useful in new communication and SAN hardware products that are more susceptible to data loss.

Ÿ Solution should provide an error handling mechanism for unattended mode and recover from network errors automatically.

TSM is capable of this requirement with our CRC redundancy checking feature.
Ÿ The solution should provide checkpoint mechanism and restart capabilities.

TSM is capable of this requirement with our CRC redundancy checking feature.
Ÿ The solution should provide error detection and handle media failures.

TSM is capable of this requirement with our CRC redundancy checking feature.
Ø Ability to warn in case of restoring an existing file and allow the action to overwrite, rename or ignoring the restoring process.

Ø TSM is capable of this requirement

Ø The proposed backup solution must maintain user file permissions and preserve the Access Control Lists

Ø TSM is capable of this requirement.
Ø The recovery interface, must automatically display the media required to complete a recovery successfully. It should include the barcode label and the status and location of the media

Ø TSM is capable of this requirement

Ø The solution must provide the ability to restore automatically (with-out administrative intervention) from the duplicate, in the event that the original backup tape is not in the tape library and the duplicate is in the tape library unit.

Ø TSM is capable of this requirement.  If a volume in the primary storage pool is missing or damaged it will revert to the copy storage pool without user intervention.
7.3.8.3 Full Product Restore Capability

Ø Capable of performing a bare metal restore in the event of a complete server failure, i.e., the product must provide a mechanism to fully restore itself in the event of a server disaster.  

Ø TSM is capable of this requirement using Disaster Recovery Manager
Ø Bare metal restore should be supported for the backup master server, media servers and clients.

TSM is capable of this requirement once the base OS is reinstalled on each system
Ø 7.3.9 Administration/Usability

Ø Central management console from which all backups on a global basis can be managed.
Ø Tivoli Storage Manager supports management of backups on a global basis with the web interface GUI

Ø Support to Graphical User Interface (GUI) and Command Line Interface (CLI) for both Unix and NT/W2K.

Ø TSM is capable of this requirement
Ø Consistent GUI and CLI interface on all supported platforms.
Ø TSM has a consistent GUI and CLI on all supported platforms. It also includes backup management through the Web interface.

Ø Able to distribute client agents from a central point

Ø TSM is not capable of this requirement, but this can be done in conjunction with          Tivoli’s Software Distribution product

Ø Ability to manage the resources of the whole environment.

Ø TSM is capable of this requirement

Ÿ Backups Database
Ÿ       TSM is capable of this requirement
Ÿ TLU’s 
Ÿ Don’t know what a TLU is
Ÿ Tapes
Ÿ     TSM is capable of this requirement
Ÿ Media Drives
Ÿ     TSM is capable of this requirement
Ÿ Backup Policies
Ÿ     TSM is capable of this requirement
Ÿ Retention Periods
Ÿ     TSM is capable of this requirement
Ÿ Vaults
Ÿ     TSM is capable of this requirement
Ÿ Network Infrastructure
Ÿ ? Don’t know what they mean
Ø Security

Ÿ Ability to handle different user roles (administrative, operational, etc.)

TSM is highly configurable in respect to roles.  Below are the different authority levels that can be granted within TSM:

System- An administrator with system privilege can perform any Tivoli Storage Manager administrative task. All other privileges are included when an administrator is assigned system privilege. 

Policy- An administrator can have either unrestricted or restricted policy privilege. An administrator with unrestricted policy privilege can manage the backup and archive policy definitions (for example, management classes, copygroups and schedules) for client nodes assigned to any policy domain. When new policy domains are defined to the server, an administrator with unrestricted policy privilege is automatically authorized to manage the new policy domains.  An administrator with restricted policy privilege can perform the same operations as an administrator with unrestricted policy privilege but only for specified policy domains. 

Storage- An administrator can have either unrestricted or restricted storage privilege. An administrator with unrestricted storage privilege has the authority to manage the Tivoli Storage Manager database, recovery log, and all storage pools. An administrator with unrestricted storage privilege cannot define or delete storage pools as this requires system privilege. Administrators with restricted storage privilege can manage only those storage pools to which they are authorized. They cannot manage the Tivoli Storage Manager database or recovery log. 

Operator- Administrators with operator privilege control the immediate operation of the Tivoli Storage Manager server and the availability of storage media. 

Analyst- An administrator with analyst privilege can issue commands that reset the counters that track server statistics, but otherwise can perform only query commands. 

Node- Administrators with node privilege can remotely access a Web backup-archive client and perform backup and restore actions on that client using an administrative user ID and password. The privilege can be for specific node/s or all client nodes in a domain. 

Client Owner Authority- A user with client owner authority is able to access the client and its data from either a remote Web client or the native backup client so that data can be restored either to the original client or to another client. 

Client Access Authority- A user with client access authority can access the client and its data from the remote Web client and can only restore the client data back to the original client.

Ÿ Ability to allow end users to backup/restore only information owned by each one.

Ÿ TSM is capable of this requirement
Ÿ The solution must work in an isolated network.

Ÿ TSM is capable of this requirement
Ÿ Ability to work in a Network infrastructure with different security layers (Firewall, proxy, DMZ, etc)

Ÿ TSM is capable of this requirement
Ø Ability to perform an accounting of the use of the solution for chargeback purposes.

Ø TSM is not capable of this requirement
Ø The proposed backup solution must provide an interface for self-service end user recovery.

Ø TSM is capable of this requirement
Ø The backup administrator must have the ability to extend or deny self-service recovery privileges.

Ø TSM is capable of this requirement
Ø The backup administrator must also have the ability to enable super users to perform recoveries of their own systems data as well as cross client recoveries for other users in their work group.

Ø TSM is capable of this requirement
Ø The recovery interface must allow the user to browse the entire directory structure of the client including directories, subdirectories, and individual files.

Ø TSM is capable of this requirement
Ø The recovery interface must allow the user to mark files and view a calendar, which displays all of the previous backup revisions of the file, for as long as the backup

retention policy history permits.

 TSM is capable of this requirement

Ability to show the tape use percentage

Ø TSM is capable of this requirement
Ø Ability to optimize the tapes usage

Ø TSM is capable of this requirement
Ø Ability to manage and use scratch tapes

Ø TSM is capable of this requirement
7.3.10 Network Performance

Ø The solution must support the TCP/IP network protocol.

TSM is capable of this requirement
Ø Ability to define bandwidth associated with the configuration on each backup client.

Ø TSM is capable of this requirement with the Tcpbuffsize and Tcpwindowsize parameters set on the client
Ø Able to compress data at the client level to reduce network traffic.

TSM is capable of this requirement

7.3.11 Resource Throttling

Ø The solution must support a combination of multiplexing scenarios to ensure efficient utilization of high-speed tape drive bandwidth.

Ø TSM is capable of this requirement via the Resourceutilization parameter which controls how many sessions the client can open with the server and the Maxnummp parameter which specifies how many mount points the client can allocate
Ø The backup solution must have the ability to throttle resources at both a global level and granular levels.

TSM is capable of this requirement.  The administrator and the user each have controls to influence the number of sessions that a client can start. On the server, the global setting MAXSESSIONS limits the total number of sessions of any kind which may be present. The client node setting MAXNUMMP, in its server definition, controls how many mount points (for sequential devices such as tape drives) a client may allocate. Finally, the RESOURCEUTILIZATION setting in the client option file increases or decreases the ability of the client to create multiple sessions.

7.3.12 Monitoring and Alarm Management

Ø Administrative tasks

Ÿ Ability to send alarms to TM10 Tivoli, for monitoring

Ÿ TSM is capable of sending notifications to Tivoli Enterprise Console
Ÿ Ability to be administrated from Tivoli Framework

Ÿ TSM is not capable of this requirement
Ÿ Ability to notify the backup operations staff or end-user of an alarm condition by either E-mail, beeper, on-screen display; all of these or any combination.

Ÿ TSM is capable of this requirement when integrated with Tivoli Event Console or other similar event receivers

Ÿ Ability to roll all backup alarms to a single console.

Ÿ TSM is capable of this requirement when integrated with Tivoli Event Console

Ø Backup Network Equipment & TLU

Ø Don’t know what they’re referring to “network equipment and tlu”.

Ÿ Ability to monitor infrastructure in real-time.

Ÿ TSM is capable of this requirement.

7.3.13 Scheduling

Ø The backup solution must include a macro-scheduling capability that:

Ÿ Allows the user to specify the start time of the backups.

Ÿ TSM is capable of this requirement

Ÿ Schedule backups from the backup server or from the client.

Ÿ TSM is capable of this requirement
Ÿ Allow to start backups from an external macro-scheduling package (cron scripts).

Ÿ TSM is capable of this requirement
Allow to trap return code in case of a backup was started by an external package.

Ÿ TSM is capable of this requirement
Ÿ The proposed backup solution must provide advanced micro-scheduling capabilities, which allow the backup application to load balance full and incremental backups throughout the week.

Ÿ TSM is capable of this requirement
Ÿ In addition to automated scheduling the proposed backup solution should allow backups to be run on demand.

Ÿ TSM is capable of this requirement
Ÿ Support multiple schedules within the same time period.

Ÿ TSM is capable of this requirement
Ÿ Ability to use calendar and/or frequency based scheduling.

Ÿ TSM is capable of this requirement
7.3.14 Reporting

Ø The backup reports must provide real time as well as historical information about backups. 

Ø TSM is capable of this requirement
Ø The proposed solution must provide a real time means to determine which backup jobs are in the queue, currently running, completed successfully, or failed with descriptive reason. 
Ø TSM is capable of this requirement
Ø The reporting interface must provide standard reports as well as the ability to create and save custom reports.

Ø TSM is capable of this requirement.
Ø Reports must be able to be saved in text, html, and csv formats.

Ø Tivoli Decision Support views can be exported to different applications and published as html file
Ø The user must have the ability to have saved reports run automatically at a scheduled time and send out-put via e-mail or to a specific server location on the network.

Ø Special Reports Required

Ÿ Capacity planning

Ÿ TSM is capable of this requirement.
Ÿ Trends

Ÿ TSM is capable of this requirement.
Ÿ Application Reporting

Ÿ TSM is capable of this requirement.
Ÿ Schedule Reporting

Ÿ TSM is capable of this requirement.
Ÿ Vault Information Report

Ÿ TSM is capable of this requirement.
Ÿ Disaster recovery report

TSM is capable of this requirement.

7.3.15 Licensing

Ø The licensing proposal must explain in a detailed form the licensing scheme.

Ø Must be considered a modular licensing scheme.

IBM supports a modular approach to licensing.  With IBM Tivoli Storage Manager Extended Edition, IBM Storage Manager for Storage Area Networks, and IBM Tivoli Storage Manager for Space Management, you choose the advanced storage management functions you need.

IBM Tivoli Storage Manager Extended Edition provides the following support:

o   Disaster Recovery Manager

o   NDMP (for selected network attached storage devices)

o   Large tape libraries (greater than 3 drives or 40 slots)

o   Library sharing over LAN for libraries that support that function

Based on your company's needs, you can purchase the following for the systems that require the functions:

o   IBM Tivoli Storage Manager for Storage Area Networks - for just

those systems to be managed over a storage area network (SAN) as an extension to either IBM Tivoli Storage Manager or IBM Tivoli Storage Manager Extended Edition.

o   IBM Tivoli Storage Manager for Space Management - for systems that

require hierarchical storage management (HSM) as an extension of either IBM Tivoli Storage Manager or IBM Tivoli Storage Manager Extended Edition.

 Licensing for all systems in your location must be at either the IBM

 Tivoli Storage Manager or IBM Tivoli Storage Manager Extended Edition

 level - there is no mixing-and-matching at a site level.

 Licensing for IBM Tivoli Storage Manager now includes tape library    support for up to 3 drives and 40 slots. 

 The following products build a consistent solution.

o   IBM Tivoli Storage Manager

o   IBM Tivoli Storage Manager for Mail

o   IBM Tivoli Storage Manager for Databases

o   IBM Tivoli Storage Manager for Application Servers

o   IBM Tivoli Storage Manager for Hardware

o   IBM Tivoli Storage Manager for Enterprise Resource Planning

IBM Tivoli Storage Manager: IBM Tivoli Storage Manager is a multi-function storage software product that addresses the challenges of complex storage management across distributed environments. It protects and manages a broad range of data, from the laptop to the corporate server environment. Over 30 different operating-system platforms are supported. With IBM Tivoli Storage Manager you can obtain: 

Centralized backup and archive of your company's data, one of your company's most important assets 

Centralized administration for data and storage management 

Efficient management of information growth 

High-speed automated data recovery 

Compatibility with hundreds of storage devices, as well as LANs and WANs 

Use of a library with up to two drives or up to 40 tape slots 

IBM Tivoli Storage Manager Enterprise Edition: IBM Tivoli Storage Manager Enterprise Edition builds on IBM Tivoli Storage Manager's backup and data management to produce a completely integrated storage management solution that fits the needs of enterprise customers. The Enterprise Edition expands the IBM Tivoli Storage Manager offering to include Managed Systems for SAN, which allows LAN-free backup and recovery using tape, the ability to do LAN-free backups and recovery using disk, tape library sharing, and the zSeries Tivoli Storage Manager Linux client (SuSE OS and e390 Hardware). 

IBM Tivoli Storage Manager Enterprise Edition is required if you want to use a library that has more than two drives or more than 40 tape slots. 

The functions that were in Tivoli Disaster Recovery Manager, Tivoli Space Manager, and Tivoli Data Protection for NDMP, are included in IBM Tivoli Storage Manager Enterprise Edition. 

The Tivoli Disaster Recovery Manager function helps you maintain business continuance by: 

Establishing and helping to automate a thorough disaster recovery plan 

Automating vital recovery steps to bring your business back to normal 

Managing and identifying offsite media needed for recovery 

Tracking and reporting systems destroyed, in event of disaster 

Performing restores in order of priority 

The Tivoli Space Manager function uses hierarchical storage management (HSM) to automatically and transparently migrate rarely accessed files to Tivoli Storage Manager storage while the files most frequently used remain in the local file systems. By migrating rarely accessed files to the server storage, Tivoli Space Manager frees administrators and users from manual file system pruning tasks by enabling you to have sufficient free storage at your workstation or file server, deferring the need to purchase additional disk storage. The Tivoli Space Manager function is supported on the AIX and Sun Solaris platforms. 

The Tivoli Data Protection for NDMP function provides backup and recovery support on Tivoli Storage Manager servers for network-attached storage (NAS) file servers from Network Appliance. NAS file servers often require a unique approach to providing backup and recovery services, because these file servers typically will not run third-party software. Tivoli Data Protection for NDMP utilizes the Network Data Management Protocol (NDMP) to communicate with and provide backup and recovery services for NAS file servers. NDMP is an industry-standard protocol that allows a network storage-management application to control the backup and recovery of an NDMP-compliant file server without installing third-party software on that server. The implementation of the NDMP server protocol enables the NAS file servers to be backup-ready and enables higher-performance backup to tape devices without moving the data over the LAN. 

IBM Tivoli Storage Manager for Mail: IBM Tivoli Storage Manager for Mail complements IBM Tivoli Storage Manager to help protect Lotus® Domino™ and Microsoft™ Exchange data within the IBM Tivoli Storage Manager storage hierarchy. It supports incremental and full backup as online (hot) backup and exploits the backup certified utilities and interfaces provided by Lotus Domino and Microsoft Exchange. This maximizes the protection of the data and the performance of the backups and restores. 

Individual and policy based offload mail or attachments is provided by IBM Content Manager CommonStore for Lotus Domino and IBM Content Manager CommonStore Exchange Server which are complementary products to Tivoli Storage Manager for Mail. For more information refer to: 

http://www-4.ibm.com/software/data/commonstore/ 

IBM Tivoli Storage Manager for Application Servers: IBM Tivoli Storage Manager for Application Servers works in conjunction with IBM Tivoli Storage Manager server to safeguard the WebSphere® Application Server environment, without disrupting the availability of the application. It offers reproducible backup and restore of WebSphere Application Server environments, including the WebSphere administration database, configuration data, and deployed application program files. Changes to the WebSphere environment, such as the addition of applications, are automatically detected and included in the backup to help keep backup data up-to-date. 

IBM Tivoli Storage Manager for Databases: IBM Tivoli Storage Manager for Databases complements IBM Tivoli Storage Manager to help protect Informix, Oracle, and Microsoft SQL data within the IBM Tivoli Storage Manager storage hierarchy. It supports incremental and full backup as online (hot) backup and exploits the backup certified utilities and interfaces provided by Informix, Oracle, and Microsoft SQL. This maximizes the protection of the data and the performance of the backups and restores. 

IBM DB2 Universal Database® (UDB) is enabled to backup to IBM Tivoli Storage Manager and does not require IBM Tivoli Storage Manager for Databases. IBM DB2® backup and restore works with IBM Tivoli Storage Manager to help protect the DB2 data no matter where it is or how it is stored. 

IBM Tivoli Storage Manager for Enterprise Resource Planning: IBM Tivoli Storage Manager for Enterprise Resource Planning and its Administrative Assistant work with IBM Tivoli Storage Manager to protect your vital SAP R/3 system data. The Administration Assistant is used to assist in configuration, monitoring, and administration of Tivoli Data Protection for R/3. This powerful solution enables SAP R/3 system administrators to manage the large volumes of data involved in system operations more efficiently, consistently, and reliably. 

IBM Tivoli Storage Manager for Hardware: IBM Tivoli Storage Manager for Hardware protects your mission-critical databases which require 24 x 7 availability. It offers exciting new options to implement high-efficiency backup of business-critical applications, while virtually eliminating backup-related performance impact on the production host. This is done by integrating IBM's Enterprise Storage Server™ FlashCopy function with IBM Tivoli Storage Manager and its database protection capabilities for Oracle, R/3, and DB2. Likewise, EMC's Symmetrix TimeFinder integrates with IBM Tivoli Storage Manager and its protection capabilities for Oracle and R/3. 

7.3.16 Trade in

Ø It is possible and encouraged to propose a trade in of software and hardware (back up

software, backup servers and TLU’s)

