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About this road map

This road map is designed to help you evaluate
the IBM eNetwork Software solution for host
access. Inside, the advantages and benefits of
this comprehensive solution are highlighted.
Included are selected step-by-step configuration
scenarios for host access. Take a look and start
building your e-business future with the leading

networking provider in the industry.
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IBM eNetwork Software

Introduction

Today businesses are transformed into new ones just by enhancing and applying
information that was previously overlooked. In the past, you could still be competitive if
you had the best product. But, in this stay-up-or-go-broke time of business computing, the
world no longer beats a path to the door of those who build better, faster widgets. Now, the
name of the game is to build a better path to customers and business partners.

Corporate computing systems house valuable business information. A company’s ability
to make use of information resources is a major factor in its ability to compete in a global
economy. Customer responsiveness; collaboration with customers, suppliers, and
vendors; ability to control cost; and opportunities to reach new markets—all hinge on a
company’s access to useful information. To play the game, you must be able to provide
quick and seamless access to central data repositories. Browser-based access to the
host is just one step toward integrating business computing with intranets, extranets,

and the Internet that can help you deliver quality products to market faster than the
competition.

Along with the promise of benefits gained from the Internet technology, comes the task of
effectively harnessing and leveraging the network and its capabilities. A truly advanced
network communication infrastructure must deliver on certain promises:

Platform and protocol-independent access to enterprise applications and data

Internal networks that extend beyond the enterprise

Seamless integration of heterogeneous environments and networks

Departmental and workgroup networks that are connected to each other, the Internet,
and the corporate intranet

Reliable and fast access to enterprise applications for mobile users

The challenge is that all of this must be done cost-effectively, with the reliability and
dependability demanded by the enterprise. IBM®can provide you with the complete
solution to this challenge and, also offer a wide range of services to help you design, plan,
and roll out your solution. IBM eNetwork Software solution for host access is not only a
great technical solution, but it's a smart business solution.



eNetwork Software solution for host access

IBM eNetwork Software solution for host access—what is it?

The IBM eNetwork™ Software solution for host access provides all of the software
necessary to enable secure access for every user, regardless of platform or network
environment, to your mission-critical business systems. It enables you to tie diverse
networks together for seamless communication across the enterprise. Whether you have
an SNA network, TCP/IP network, or both, the IBM eNetwork Software solution for host
access can be easily implemented. It also provides you with the open, standards-based
networking capabilities required to build the foundation for your future e-business
infrastructure. You can choose from best-of-breed Communications Suite or gateway
software to provide your users,whether at the office, at home, or mobile, with access to
critical applications through a familiar user interface.

To be effective, your host access solution must be secure, cost-effective, and able to
leverage existing investments in information technology. The solution must be scalable to
grow with your business and flexible enough to seamlessly integrate new networking
technologies. You need a host access solution that includes communication clients and
servers, border servers, Web-to-host emulation, multiprotocol gateways, and mobile
clients and servers.

IBM eNetwork Software solution for host access offers enterprise-class universal
connectivity and information access for Network Computing with a scalable range of
both communication clients and communication servers. It provides IBM traditional
dependability, any-to-any access, and easy implementation and usability.

The host access solution is:

¢ Secure. The host access solution provides secure intranet and extranet access to
mission-critical business systems for your users—regardless of platform or network
environment. Even mobile employees can have the same secure and reliable access
to business applications.

e Competitive. Now, with host access, you'll be open for e-business. Link new customers,
business partners, and business data smoothly, without implementation worries,
and watch your business grow. IBM provides a complete solution for host access
including a wide range of services to help you design, plan, and roll out—yes, transform—
your business.

e Flexible. Host access lets you reach your customers or business partners, regardless of
where they are or what network connectivity they need. When requirements change, you
can handle changes without delay or impact to productivity and profits.



e Cost-effective. With the host access solution, you can continue to use existing information
technology where it fits and add browser-based access as required, with the confidence
your business will grow at a pace you set. Working with an infrastructure already in place,
you can build a highly scalable and reliable network to meet future needs.

e Simple. The host access solution is so simple. Special offerings from IBM let you quickly
and easily assess the cost of ownership, easing the burdens of evaluation, configuration,
license administration, and pricing complexities. A total solution available at one simple
price per user.

Communications Suite

IBM eNetwork Communications Suite is for customers who have diverse desktop
communication requirements. Communications Suite is an ideal solution for customers
who have, or are in the process of, deploying corporate intranets. Communications Suite
provides the world-class applications necessary to access data on mainframe hosts and
corporate intranets, as well as across the Internet. Access to this data is quick and easy
with the extensive multiprotocol support delivered as an integral part of Communications
Suite, and delivery of all these functions from a single vendor package gives users a
single point of contact for service.

Host On-Demand

eNetwork Host On-Demand, Version 2.0, provides Java™-based host access, so users in
different operating environments get the same look and feel, whether they are using
network computers, traditional PCs, or advanced workstations. This consistency in look
and feel reduces retraining costs when users change operating environments. Service
costs are also reduced because each user has the same version of the code.



Personal Communications

The IBM Personal Communications products are IBM'’s response to the terminal-emula-
tion needs of the PC marketplace. With these emulators, you get 3270, 5250, and VT
emulation support tailored to the operating environment for personal computers running
DOS/Windows®, Windows 95, Windows NT®, and OS/2®. The Personal Communications
clients for Windows 3.1, Windows 95, and Windows NT are available separately or as part
of Communications Suite.

Communications Server

IBM eNetwork Communications Server extends your reach to intranets and the Internet
providing network integration and complete connectivity solutions. With Communications
Server products, IBM delivers the broadest array of networking functions, scalability, and
connectivity available, all based on industry standards and optimized for the platform of
choice. Communications Server includes solutions for Windows NT, AIX®, 0S/2, 0S/390™
and Novell NetWare and is fully interoperable with IBM OS/400® networks.

Communications Server products provide powerful multifunction gateways for connect-
ing diverse applications and network environments. With Communications Server, you
have the freedom to choose applications based on your business needs, not your
network protocol, because Communications Server enables workstations to communi-
cate with other workstations and host computers, regardless of platforms and network
configurations. These multiprotocol gateways are also critical for quick integration of
diverse networks. For example, during business mergers, information contained in one
network can be converted for use in the other network with minimal impacts to business
applications.

IBM is the only company that can provide this broad range of clients and scalable servers.
Choosing the host access solution from IBM allows a company to focus on the real
business problems rather than using resources to research, purchase, test, and integrate
parts from many vendors to build an intranet. These benefits continue after the initial
installation because you have only one vendor to call for service questions. No other
networking software provider can even think about providing this full range of products
and services.



eNetwork Software solution for host access

IBM eNetwork Software solution for host access—what do you need?

To be competitive in today’s fast-moving marketplace, you must seek new ways to quickly,
securely, and cost-effectively deliver your products and services to new markets on a
global scale. Paramount is the ability to support and effectively use intranets, extranets,
and the Internet to deliver your company’s goods, services, and information. Because the
bulk of the world's business applications and data resides on host systems from IBM,
integrating these information technology (IT) systems with the new technology of the
Internet is vital. You must deliver connectivity and access across a variety of clients
(traditional PCs, Network Computers, laptops, and hand-held computers), networking
technologies (TCP/IR SNA, SPX/IPX), operating systems (Windows, OS/2, AIX and UNIX),
and network types (intranets, extranets, Internet, wireless). To build this kind of networking
infrastructure requires a complete host access and network integration solution. When
evaluating the host access solution, you need to be sure that it delivers the following
critical features:

¢ Internet access to business applications and data on the host

e Access from any client machine to business applications on any host or server over
any networking protocol

e Wireless or disconnected access for mobile users, to business applications and data
on the host

e Seamless integration of diverse networks across the entire enterprise

e Secure access to your corporate intranet from outside business partners, customers,
vendors, and suppliers

e Reliable service and support options for the entire networking infrastructure

e Standard application interfaces across any operating system to improve user
productivity and reduce training costs

¢ A scalable infrastructure to accommodate growth and new technology within
your business

¢ The ability to do all of the above while leveraging your existing networking investment



IBM eNetwork Software solution for host access—why do you need it?
You need a solution that extends the reach of your business to new target audiences so
you remain competitive in today’s global business environment. IBM eNetwork Software
solution for host access enables the integration of the Internet, intranets, extranets, and
your current critical business data, allowing you to provide access to external users such
as customers and business partners. IBM industry-leading multiprotocol networking
enables secure, reliable access throughout the extranet, letting you focus on business
growth rather than worry about network complexities.

You need a solution that is simple so that you can choose client and server software that
best meets your needs, regardless of platform or network environment. It provides all of
the software necessary to enable secure access for every user, regardless of platform or
network environment. IBM is the only company that can provide this complete solution,
and also offer a wide range of services to help you design, plan, and roll it out.

You need a solution that leverages your existing IT investment so that you can keep using
your current networks as you plan for the future. IBM eNetwork Software solution for host
access is highly scalable and reliable, it helps you get the most out of your investment
today while building for the future. Whether you currently have an SNA network, a TCP/IP
network, or both, the IBM eNetwork Software solution for host access can be easily
implemented, working with what you have today. It gives you the open, standards-based
networking capabilities required to build the foundation for your future e-business
infrastructure.

You need a solution that offers implementation flexibility so you can meet your users’
many different needs, whether it's type of platform, type of network connectivity, or type of
host system. You can satisfy those needs with IBM eNetwork Software solution host
access products. These choices include the best-of-breed software, eNetwork Commu-
nications Suite, industry-leading emulator, eNetwork Personal Communications, the new
Java'-based eNetwork Host On-Demand, which extends your host access to the Web. All
provide your users with the access they need to 3270, 5250, DEC, or UNIX applications,
with a familiar user interface, reducing training costs and increasing productivity. And
coupled with IBM eNetwork Wireless products, this access can be extended to your
mobile workforce.



You are also free to implement the IBM Communications Server as many times as you
need in your environment to provide the desired level of performance and reliability.
Choose either eNetwork Communications Server for Windows NT, eNetwork Communi-
cations Server for AIX, eNetwork Communications Server for OS/2 Warp, or any combina-
tion. This solution allows you to make the right choice for your environment, whether it
utilizes SNA, TCP/IR, or a fully integrated global network, including the Internet, intranets,
and extranets.

You need a solution that gives you lower cost of ownership that can change your bottom
line. You can choose to implement the eNetwork Software solution for host access
solution by purchasing individual components to suit your needs, or take advantage of
special offerings from IBM that provide a total solution at one simple price per user,
regardless of platform, or network environment. These special offerings can reduce the
cost of ownership further by simplifying the burden of evaluation, configuration alterna-
tives, license administration, and pricing complexities so you can concentrate on
implementing the best host access solution for your business.

The IBM eNetwork Software solution for host access is the most complete answer to host
access and network integration in the industry and it’s available from a single vendor.
Build your e-business future with the leading networking provider in the industry and take
advantage of the benefits of the most comprehensive solution, with the best support, all
from one company.



Host access solutions comparison

Host access IBM eNetwork
Software

requirement

Microsoft Host
Integration Software

Internet access to host
applications and data

Yes

No*

Cross-platform Internet
access to host applications
and data

Yes

No

Consistent host access
interface across multiple
operating systems,
communication protocals,
and network technologies

Yes

No

Any client-to-any server
connectivity

Yes

No

Seamless interconnection
of existing SNA networks
with IP networks, intranets,
and the Internet

Yes

No

Networking technologies
matched to application
requirements through support
of TCP/IP and SNAWANSs

Yes

No

Support for the latest SNA
technologies for cost-effective
networking (HPR, APPN, DLUR)

Yes

No

Investment protection for
existing hardware, software,
and applications through
cross platform support and
advanced SNA technology

Yes

No

Secure mobile access over
wired and wireless networks

* available through third party software vendors

Yes
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Host access products comparison

Communications Server

Communications Server supports multiprotocol networking, such as TCP/IP Sockets
over SNA. SNA Server does not.

Communications Server supports APPN, High-Performance Routing (HPR), which
enables nondisruptive traffic rerouting around network failures, and dependent LU
requester (DLUR), which provides 3270 support across APPN networks. SNA Server
does not.

Communications Server protects your existing IT investment across multiple operating
systems. SNA Server does not.

Communications Server allows intranet and Internet access across either your TCP/IP
or SNA backbone. SNA Server does not.

Host On-Demand

Host On-Demand is a pure open architecture, no proprietary flows. It runs as a normal
TN3270 emulator on the client, communicating standards-based TN3270 back to the
server. The OpenConnect product WebConnect uses a proprietary data flow from the
browser to the server.

By not requiring a proprietary server like WebConnect, Host On-Demand has greater
flexibility and scalability on a server-no middle-tier bottleneck. For example, Host
On-Demand can take advantage of CS/390’s multi-processor TN3270 capabilities.

Host On-Demand was built to be a true TN3270 emulator with emulator function-feel-
font resize, file transfer, print screen, cut-copy-paste, keyboard remap, toolbar, and list
of active sessions with the same look and feel as Personal Communications.
WebConnect has no companion emulator product.

Host On-Demand has a full function API set in Java™-“Host Access Class Library”.
Not only does this provide ultimate programmability, but also is the same API set in
Personal Communications. HACL, and future JavaBean™ objects allow for using any
vendor’s Java™ IDE. WebConnect requires its own proprietary development tool.



Host access products comparison

Communications Suite

Communications Suite offers a desktop communication solution on one CD-ROM, with
a common look and feel for all operating systems and host environments. Extra!,
Attachmate, and WallData RUMBA do not share a common look and feel among their
respective operating systems.

Communications Suite offers Personal Communications, Netscape Navigator,
Microsoft® Internet Explorer, TCP/IP applications, and Lotus® Notes Mail® all in one
package, from one vendor. Extral does not offer this complete solution.

Communications Suite includes support for Internet Protocol, Version 6 (IPv6), IP
multicast, and Winsock 2.0, which are industry-standard technologies that maximize
desktop communication. Extra! and Microsoft Windows operating systems do not
support these technologies.

Communications Suite uses industry-standard technology. Extra! uses Attachmate’s
proprietary developer products.

Personal Communications

Personal Communications offers host access and workstation support on one

CD-ROM with a common look and feel for all operating systems and host environments.

Extral and RUMBA offer multiple products which do not share a common look and feel.
Mixed and matched, they do not give the same function as Personal Communications.

Personal Communications is a multiprotocol solution, working in S/390®, AS/400, and
System/36™ host environments. RUMBA focuses on AS/400 and appears to be weak
in the other environments.

Personal Communications supports HPR, which enables nondisruptive traffic rerouting
around network failures. Extra! and Wall Data RUMBA do not support HPR.

Personal Communications doesn't require applications rewriting when migrating to a
TCP/IP backbone, TCP/IP LAN, or different operating system. Extra! does, sometimes
rewriting as much as 30 percent of an application.

11
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Extend the reach of your business

SNA host access solutions

Industry analysts estimate that more than 50 percent of the world’'s corporations have
SNA backbone networks. In many companies, applications supported by an SNA
backbone are critical to the success of the business. Thus, rapid response times, high
availability, and secure access to sensitive data are crucial.

The IBM eNetwork Software host access solution

eNetwork Communications Servers, Personal Communications clients, and Communica-
tions Suite provide industrial-strength access to host applications over SNA wide area
networks. These eNetwork Software host access solutions incorporate the latest SNA
technologies, such as Advanced Peer-to-Peer Networking® (APPN®), HPR, dependent LU
requester (DLUR), and SNA data compression.

In peer-to-peer implementations, eNetwork Software solutions manage connectivity,
using the APPN protocol. This APPN capability provides a robust, low-maintenance,
networking backbone that scales easily. APPN lowers your network administration and
maintenance costs by utilizing dynamic and simplified configuration, dynamic LU 6.2
session routing, and powerful application programming features. These solutions provide
improved reliability and performance through support for HPR. DLUR extends these
capabilities to dependent logical units, providing investment protection for existing SNA
applications and devices. In addition, IBM eNetwork Software solution for host access
supports compression of SNA data to optimize available bandwidth and improve network
performance. The coupled value of the eNetwork Software clients and servers offers

you the most robust, reliable, secure, manageable SNA host access solution in the
industry.

eNetwork Software advantages
¢ Advanced SNA technologies for high availability,improved performance,
and optimum bandwidth management

* Reduced network and administration costs

e Investment protection through APPN support for dependent SNA devices
and applications



Scenario1
3270 and 5250 emulation
In this scenario, a customer has PC workstations requiring 3270 and 5250 emulation on a

LAN to access mainframe and AS/400 applications (with no APPC or APPN).

The recommended solution for this customer is to use Communications Server as a
gateway and use:

e Personal Communications on desktops that need only 3270 emulation
e Personal Communications for AS/400 on desktops that need only 5250 emulation

¢ Personal Communications on desktops that need both 3270 and 5250 emulation

Personal Gateway
Communications server AS/400
B .

WAN

| = |
AN

Communications

Personal Server Personal
Communications Communications

Personal
Communications
Key AS/400




Scenario 2
32-bit APPC application on a remote LAN to an AS/400

In this scenario, a customer needs APPN connectivity from desktops to a remote AS/400.
The application requiring the APPC support is a new 32-bit client/server application.

The recommended solution for this customer is to use:

e Communications Server as a gateway providing APPN

¢ Access feature on desktops to provide APPC because the 32-bit application
requires 32-bit Application Programming Interfaces (APIs)

Communications
Server AS/400

Gateway server
with APPN
network node

WAN

=
[T —=— @l |
AN
—

Communications Server

Communications Server
for OS/2 access feature

for OS/2 access feature

- -]
T
— =1

Desktop with

Desktop with
APPN end node

APPN end node

- [
LLLLECCEVTPO TR
=;

desktop desktop

Key

APPN network traffic ~ ——
5250  ------



Scenario 3
APPC application between two LAN desktops
In this scenario, the customer has developed a custom 32-bit APPC application,
running on a desktop, that interacts with another 32-bit APPC application, running
on a Communications Server.
The recommended solution for this customer is to use:

¢ Access Feature on each desktop, running the 32-bit APPC client application

e Communications Server, running the partner 32-bit APPC server application

In this scenario, a new server was installed (in place of the existing desktop system) in
anticipation of the required additional computing power for the server application.

Gateway server

Communications
Server for 0S/2

access feature i Communications Server

with 32-bit

APPC application
e

=
(LT

desktop desktop

Key

APPN traffic
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Scenario 4

New desktop with APPN and 3270 emulation requirements

In this scenario, the customer is adding a new desktop, primarily running a client for an
AS/400 server application that uses APPN. Additionally, the user of this desktop occasion-
ally needs to access a 3270 application.

The recommended solution for this customer is to use:

¢ Personal Communications, which includes APPN end node and 3270 emulation on the
new desktop

e Communications Server

Communications )
Server AS/400 with

APPN server

application

Gateway server

providing PU
services for 3270 . O
emulationand an  Eim==8r K WAN
APPN network node |
Personal

desktop Communications

_____________ -

| —=— |
A

New desktop running
APPN end node and
occasional 3270 emulation

e E|
NN

— =

—x
desktop desktop

Key

3270 traffic  ———

APPN traffic ------
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Scenario 5

APPN

In this scenario, the customer requires multiple logical protocols to flow over a single,
common transport.

The recommended solution is to define and deploy Advanced Peer-to-peer Networking
(APPN) to allow:

* Asingle consolidated network

e Network node (NN) auto-backup, rerouting of bad links over efficient links
(optimized for either cost-per-bit or bandwidth)

VTAM APPN
* NN
*DLUS

Communications Server (Dependent LU server node)

* APPN network node (NN)
* DLUR (dependent LU
requester node)

Communications Server
for OS/2 access feature

APPN end node (EN) AS/400 APPN

i )
LLCCT RNy

Communications Server
for OS/2 access feature

Personal Communications
AS/400

e [
I

e )
JLLLECLTRNTTRTITCUC

desktop desktop
E Personal
—=1a % Communications
i
AS/400
5250 desktop

Key

3270 traffic ———

APPN traffic ------
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Scenario 6

Finance industry application

Abank is rolling out a new IT infrastructure that is positioned for growth and exploitation of
new technological features that can protect its existing investment.

The recommended solution for this customer is to:

Use Communications Server as the gateway for a branch to an outside network to
provide the following network support:

® 3270 gateway
e APPC gateway
e APPN network node

This solution supports today’s investment and positions the customer to exploit
tomorrow’s new technology.

Communications

Personal Server

Communications

. -]
AN

e

ATM 4702 Controller

Key

3270 traffic
APPN traffic ------




Extend the reach of your business

TCP/IP host access solutions

IBM eNetwork Software products provide access to all network resources for general-
purpose clients and servers. The solution enables network computing access to diverse
sources of data across multiple network types and multiple platforms. Because many
new applications today are being written for TCP/IR IBM is building on its leadership
foundation to deliver enterprise-class TCP/IP networking software that is reliable, avail-
able, and scalable. For existing applications and data, the goal is to enable the same high
level of access from both SNA and TCP/IP networks, so that you can choose the applica-
tion that's right for your business, feeling sure the network will accommodate your
application choice.

As enterprises deploy intranets, access to SNA applications over TCP/IP networks is
rapidly becoming a key part of networking strategy. In support of this strategy, IBM is
committed to providing the most reliable, robust, secure TCP/IP host access solution in
the industry.

The IBM eNetwork Software host access solution

With eNetwork Software clients and servers, you can provide TCP/IP users easy access
to 3270 applications with TN3270E server function. You can connect TCP/IP clients on
0S/2, DOS, Windows, Windows 95, and Windows NT to TN3270E servers on OS/2, AlX,
NetWare, and Windows NT. eNetwork Software TN3270E support is compliant with
industry standard Request for Comments (RFCs) 1576, 1646, and 1647. IBM supports
TN3270 in its eNetwork Communications Suite, Personal Communications, and Wireless
software clients. Any other TN3270 or TN3270E client that adheres to these RFCs is also
supported.

The TN3270E server enables SNA APPN connectivity to the host and TCP/IP connectivity
to the clients. TCP/IP connections are mapped to SNA sessions and passed through the
3270 data stream. Because the TCP/IP connections are mapped to SNA sessions, you
can take full advantage of SNA and APPN on the host side of the network, with no TCP/IP
required on the host computer. The 3270 data stream coming from the TN3270 client can
be transported, using dependent LU requester (DLUR).

With DLUR you get the benefit of APPN networking for older SNA devices and applica-
tions. eNetwork TN3270 support also gives you HPR from the TN3270E server all the way
to the host computer, delivering nondisruptive session rerouting. eNetwork Software
servers also support TN3270E IP address filtering, which gives you centralized adminis-
tration of resources.

IBM is working closely with leading networking vendors to ensure interoperability of its
TN3270 implementations. Combined with the multiple platform capabilities of eNetwork
Software, this interoperability assures you maximum flexibility in the deployment of TCP/IP
host access solutions.

19



eNetwork Software advantages
e Fasy access from IP clients to 3270 applications and print services

e Multiplatform TN3270 server support for maximum flexibility

e Investment protection through support for SNA backbone networks, APPN, and DLUR

Scenario1

TN3270E server

In this scenario, a customer with TCP/IP desktops can easily access 3270 applications
with the TN3270E server. Either standard or extended Telnet 3270 clients can run interac-
tive 3270 display application programs. With the Telnet 3270 standard extensions
(TN3270E), users can print from 3270 applications to printers attached to their desktops,
or in their TCP/IP network using LU1 or LU3 print sessions. Also, TN3270E clients can send
both positive and negative responses and ATTN and SYSREQ keys.

TN3270E server supports both standard and extended Telnet 3270 clients. Personal
Communications offers a rich set of functions for TN3270E clients.

The recommended solution for this customer is to install a Communications Server with
TN3270E and Personal Communications for the client software.

Mainframe
S/390

SNA
network

TCPIE
network

TN3270E

client

TN3270E
client



Scenario 2

Split-stack client support
In this scenario, the customer has TCP/IP-attached clients that require access to main-
frame or AS/400 applications, using SNA APIs.

The recommended solution is to use Communications Server SNA AP client solution that
gives you the ability to run SNA applications without installing an SNA stack on each
client. Because almost all SNA configuration and processing is done on the server, you
can reduce DASD, memory, and processor demands on your clients. The SNA API clients
provide support for CPI-C, APPC, EHNAPPC, and LUA request unit interface (RUI) APIs
and are packaged with the Communications Server.
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Extend the reach of your business

Internet host access solutions

To reach new market opportunities, companies are actively deploying intranets and
extranets, and utilizing the Internet to expand the reach of existing and new business
applications. Building an infrastructure to support e-business creates a unique set of
problems:

How can | provide consistent, reliable, secure host access to existing business applica-
tions and data over my intranet, extranets, and the Internet?

How can | provide enterprise-wide access to host applications without incurring
significant expenses for training, administration, and support and without rewriting
my applications?

How can | deliver my business applications over my intranet, extranets, and the Internet
without costly changes to my existing network?

With IBM eNetwork Software you can find answers to these important questions.

The IBM eNetwork Software host access solution

The explosion in the use of the Internet has driven a business requirement to provide
Internet access to the critical data and applications on host systems. Most businesses will
want to provide this access through the browsers Internet-based users already have. This
Web-to-host access can be based on traditional emulation for S/390, AS/400, or UNIX
systems, or it can be based on publishing customized pages of information for the user.
IBM provides both types of access as part of its solution for host access. Businesses may
choose to use one or both forms of Web-to-host access depending on their particular
requirements.

eNetwork Host On-Demand provides an easy-to-use 100 percent Pure Java™-based
3270,5250, and VT terminal emulation with a standard Web browser. This provides a
high-performance, cost-effective solution for intranet and Internet users who require
access to host-based business applications from a Web browser. By incorporating
Java™ technology, Host On-Demand offers you several key benefits:

Operating system independence. Host On-Demand provides a consistent user interface
across multiple client, server, and host environments. This allows you to reduce training
expenses if your users change or upgrade their operating environment. In addition, the
common look and feel between Host On-Demand and IBM eNetwork Personal Commu-
nications helps maintain user productivity.



® Reduced administration and support costs. The latest level of Host On-Demand software
is automatically downloaded to your users each time they access it.

e User interfaces tailored to business needs. Host On-Demand includes the Host Access
Class Library that allows you to customize user interfaces for existing host applications
and data without rewriting the applications.

Complementing Host On-Demand is eNetwork Communications Server. This powerful
communication gateway gives protocol and platform independence to network commu-
nication. Communications Server allows you to easily incorporate intranets, extranets,
and the Internet as part of your existing network environment, without incurring major
network changes. For example, using eNetwork Communications Server, you can
seamlessly interconnect TCP/IP-based local area networks, an existing SNA-based
intranet, extranets, and the Internet.

In addition, Communications Suite provides diverse desktop communication require-
ments. Communications Suite is made up of market leading products like Personal
Communications, Lotus Notes Mail Client, FTP Software, Netscape Navigator, Microsoft,
and Internet Explorer making it an unparalleled client offering. It is a valued member of the
IBM eNetwork Software products that connect your workstation users to enterprise-wide
information. Communications Suite offers advanced Interent and intranet infrastructure
support to position your business for future technologies, secure connectivity options,
and provide user friendly access no matter where it resides.

With eNetwork Software clients and servers, the Internet becomes simply an extension of
your enterprise network.
eNetwork Software advantages

e Cross-platform Internet access to host applications and data

e Consistent user interface for increased productivity and reduced operating costs

e Easy, seamless interconnection of existing networks and the Internet
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Scenario1

Host On-Demand

In this scenario, the customer requires the power of Java™ to open the doors of your
enterprise data whenever and wherever it's needed, straight from a browser. A single click
launches a distinct Java™ applet to give broad access to your intranet data, with TN3270,
TN5250, and VT 52/100/220 emulation in a single package.

The recommended solution for this customer is to use:

® Host On-Demand, Version 2.0

e Communications Server

Host On-Demand
Communications Server
Web server

Mainframe Internet
S/390

Web browser
Scenario 2

Host On-Demand (enhanced security)

To protect your data from the client to the server, you can implement a virtual private
technology using open standard-based IPSEC. This would provide network layer security
to augment the secure sockets layer (SSL) in Host On-Demand. The AlX firewall box acts
as a gateway to protect your corporate intranet from Internet hackers.

Host On-Demand
Communications Server
Web server

Mainframe
S/390

Firewall [
Web browser




Scenario 3:

Communications Suite

In this scenario, the customer requires their clients to have access to enterprise-wide informa-
tion needs, such as mainframe, AS/400, DEC, and UNIX applications, Web access, collaborate
and exchange e-mail. And they need to share information with colleagues who use the latest
NFS and FTP TCP/IP applications, all “plug and go” with secure network access.

The recommended solution is to install eNetwork Communications Suite on each desktop.
This complete desktop communication solution provides:

¢ IBM Personal Communications

¢ Lotus Notes Malil

¢ FTP Software TCP/IP protocol stacks and applications

e Your choice of browsers: Netscape Navigator or Microsoft Internet Explorer

¢ Netscape-compatible plug-ins: FirstFloor Smart Bookmarks and Adobe Acrobat Reader

Now the clients have easy access to data on the host computer, corporate intranet, Lotus
Notes®, and the Internet, all in one package.

Netscape Microsoft
Navigator Internet Explorer

Lotus Notes
Personal Mail
Communications N
3270 and 5250 ™ i —
Corporate J
v Intrar:;:t Internet

Communication
and

Host ™ Collaboration

Applications
P

Local or Wide
FTP v  Area Network NFS, FTP,
VT52-420 F [ and IPSEC

Plug and Go anywhere with
secure network access:

* In the office e
* On the road it
* At home

Communications Suite
Windows 3.1, Windows 95,
and Windows NT 25
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Extend the reach of your business

Network integration solutions

Most large networks include multiple networking technologies, such as SNA, TCP/IR IPX,
and NetBIOS. Connecting and managing these diverse technologies can be complex
and expensive. You need a cost-effective way to run any application over any network
type with the reliability and performance required for critical business applications.

The IBM eNetwork Software host access solution

It's in your best interest to seek a network integration solution that leverages current
investments while capitalizing on a large number of new network capabilities. The IBM
eNetwork Software host access solution offers integrated client and server software to
address your need for:

e Seamless access to your SNA applications over IP networks, without reprogramming
those applications

e Access to your sockets IP applications over SNA networks
e Bridging together networks with different protocols

Using the eNetwork Software host access solution, you can choose the network and
applications that best suit the needs of your business, without compromise. The result is,
you can implement networks based on criteria, such as response time, security, manage-
ability, reliability, and interoperability—not on the operating system. With eNetwork
Software you get an integrated multiprotocol, multiplatform solution, which enables users
to access applications and data using whatever wide area network protocol is most
effective for the application.

eNetwork Software advantages
e Select applications based on business needs, not networking technology
e Optimize network technologies to application requirements

¢ Enable any-to-any communication



Scenario1

TCP/IP over SNA

Intranets are a very popular way for enterprises to streamline communication internally.
Here is an example of how TCP/IP over SNA technology in Communications Server can
be used to build an intranet in an enterprise that has an SNA and APPN backbone. The
enterprise can choose the Web server platform based on the scalability of its require-
ments. Communications Servers on OS/390, AIX, Windows NT, OS/2, as well as OS/400®
all have integrated TCP/IP over SNA support which allows a Web server to run over SNA .

Once the Web server is established, Web browsers on branch IP LANs can easily get
information from the Web server on the SNA central site through Communications Server
TCP/IP over SNA gateway function. With this implementation, you can easily operate
almost any TCP/IP sockets-based applications, such as FTR Telnet, SAP R/3, SNMR and
Lotus Notes.

Central site Branch offices

Web server H
MVS Me
AlIX

Windows NT [
0S/2

Communications Web browser
Server for Windows NT
TCP/IP over SNA gateway
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Scenario 2

SNA over TCP/IP
In this scenario, a customer with SNA applications, like APPC, printer, and 3270 emulator
programs needs to communicate over a TCP/IP backbone.

The recommended solution for this customer is to install a Communications Server with
an SNA gateway. With this function, existing LU6.2 APPC applications, LU2 terminal
emulator applications, or LU1and LU3 printer applications can be used across TCP/IP
networks. The dependent LU SNA application support is provided by the VTAM® DLUR
and Communications Server DLUR functions. Examples of SNA applications which
can now run over TCP/IP networks, include CICS®, DB2°, IMS®, DCAF, and TSO. APPC
and SNA applications which were primarily confined to SNA networks are able to
communicate with users in a TCP/IP network, and the application does not need to be
changed. With this configuration, the customer can now reduce the operational and
management costs by enabling network consolidation while leveraging investments in
SNA applications.

Communications Server
for MVS

VTAM
TCP/IP
AnyNet

—o—
1

Personal Communications Server
| Communications for Windows NT
SNA over SNA over
TCP/IP TCP/IP Gateway



Scenario 3

IPX over SNA

In this scenario, a desktop on an IPX LAN needs to access a NetWare server on another
IPX LAN, connected by an SNA backbone.

Customer can use the Communications Server IPX over SNA gateway capability on each
to connect the IPX LANs across the SNA backbone.

NetWare
server

Te—
(i B
i
-

VTAM

Communications Server
IPX over SNA Gateway

4

AS/400
Communications Server
IPX over SNA Gateway

NetWare desktop
desktop

C—=—m -
N

desktop desktop
Key

IPX —
IPX over SNA




Extend the reach of your business

Mobile and wireless host access solutions

Companies today are extending host data access to mobile workers through the use of
wireless technology. With wireless technology, you can build a competitive advantage
through easy application integration, improved customer service, and reduced communi-
cation costs.

The IBM eNetwork Software host access solution

IBM eNetwork Wireless Software is setting the standard in wireless middleware by
developing key technologies that allow companies to extend vital applications to their
mobile workforces while protecting their existing investments in software and information
technology (IT) infrastructure. Mobile workers can now access applications transparently
over a variety of wireless or dial-up networks with few software modifications. By leverag-
ing industry standards and offering easy installation and simple operation, eNetwork
Wireless Software reduces the expense, complexity, and time required to implement a
complete mobile solution. eNetwork Wireless Software consists of products that provide
your mobile workers with access to mission-critical enterprise information, whether host-
or Web-based. It offers broad network coverage and multiple language support. It
provides anytime-anywhere communication facilities through eNetwork Wireless
Gateway and Client, eNetwork Web Express Server and Client, and eNetwork Emulator
Express Server and Client.

These products incorporate state-of-the-art technology that allow secure access to 3270
and 5250 applications over wireless and/or dial networks from LANs, WANSs, intranets,
and the Internet. This gives your mobile workers access to the same data and applica-
tions as though they were in the office, connected directly to the enterprise network.

An open, industry-standard TCP/IP interface is provided for simple application deploy-
ment. eNetwork Wireless solutions support leading client and server platforms so you
can leverage existing IT investments. Multiple applications can be supported across a
single wireless link, using a patented, cost-effective optimized data transmission capabil-
ity. To ensure maximum protection for your important data, eNetwork Wireless Software
solutions incorporate enterprise-level security, data encryption, and built-in authentica-
tion. No other wireless offering delivers the unique combination of features, functions, and
characteristics as the eNetwork Wireless Software solution.

eNetwork Software advantages
e Comprehensive, open, complete wireless solution
¢ Anytime, anywhere access to business information

¢ Patented optimization techniques for faster access and lower cost



Scenario1

Mobile desktop with dial 3270 requirements
In this scenario, a mobile desktop needs to attach to a 3270 application, using a switched
asynchronous connection.

The recommended solution, in this case, is to use Personal Communications, with its
switched asynchronous support, directly to IBM Global Services Network™ Services
(IGSNS), Communications Server, or a host controller.

Personal
Communications VTAM

Mobile desktop with
dial 3270 requirements

Gateway
server

. -]
NN

—=N
desktop

l‘ o o ’ﬁ"\
desktop desktop

Key

Asynchronous 3270
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Scenario 2

Wireless solution using Emulator Express

In today’s marketplace, having the competitive edge in your industry is vital. Workers need
enterprise connections from a home office, hotel room, or even a car to access critical
host data and applications.

Workers are turning to wireless solutions to provide their connectivity, giving them the
edge they need to conduct business while on the move.

eNetwork Emulator Express is specifically designed to extend the reach of host-based
3270 applications to your mobile workforce.

The eNetwork Emulator Express Client resides on the mobile device with a Telnet
emulator, such as IBM eNetwork Personal Communications. The eNetwork Emulator
Express Client communicates with a remote eNetwork Emulator Express Server, using a
TCP protocol, which in turn communicates with a Telnet server, such as IBM eNetwork
Communications Server.

eNetwork Emulator Express Software is designed to run with IBM eNetwork Wireless
Gateway and Client, which supports the leading international data packet radio, analog
and digital cellular, and wireline networks under a single interface.

Wireless and wireline networks

Cellular Digital Packet Data L
GSM Digital Cellular '\
PCS 1900

PHS and PDC Digital Cellular
AMPS Cellular

Mobitex (Ericsson)
DataTAC (Motorola)

DataTAC - Private io Mainframe
DataRadio - Privi adio applications
PSTN ¥ (3270)

(
( ( ( eNetwork Wireless Gateway
. eNetwork Emulator Express Server

Bace . eNetwork Communications Server -~

Station *\_
Mobile computer N
eNetwork Wireless Client
eNetwork Emulator Express Client

Wireline network
LAN or WAN
SNA/AF::N

——a

—w H]
Ty




Planning and installation

Getting started

Getting ready for the test cases using Communications Server for Windows NT
¢ Review the information found in the README.TXT file on the CD-ROM or in the installation
source directory.

¢ Obtain access to the installation media (either a CD-ROM or the appropriate LAN
environment).

¢ Use an administrator user ID with local authority when installing Communications Server
for Windows NT.

e The Communications Server for Windows NT CD-ROM contains:
— Communications Server for Windows NT product files

— Communications Server for Windows NT documentation
— Adobe Acrobat Reader

In addition to the product files, the following can be selectively installed from the CD-ROM,

after installing Communications Server for Windows NT:

e Clients for SNA API client services

-0S/2

— Windows 31

— Windows 95

— Windows NT (Intel only)
e Remote administration and configuration clients (Windows NT and Windows 95)
¢ IBM eNetwork Host On-Demand, Version 1.0 (a Web-based emulator)

¢ IBM Communications Server for Windows NT (Web-based Server Administration)

e Entry-level eNetwork Personal Communications emulator
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Software requirements
Communications Server for Windows NT requires either Windows NT Server, Version 3.51
or Windows NT Server, Version 4.0. In addition:

¢ \When using Windows NT Server, Version 3.51, Service Pack 4, or higher, is required to
support the SNA API clients.

e TCP/IP is required for communication with the remote administration.
e TCP/IP and/or IPX/SPX is required for communication with SNA API clients.
Remote administration clients require either Windows NT Workstation or Server, Versions

3.510r 40.TCP/IP is required for communication with Communications Server for
Windows NT (Server).

SNA API client requires either:

e OS/2 Warp, Version 3.0, or higher
¢ Windows 311, or higher
¢ \Windows 95, with Service Pack 1 and the following fix:

— Microsoft Knowledge Base article ID: Q128366

— Creation data: 11Mar96

— Web site for downloading fix: www.microsoft.com/windows/software/kmlupd.htm
e Windows NT Workstation or Server
e Windows NT Server 3.51 with Service Pack 4, or above

¢ \Windows NT Server 4.0

e TCP/IP and/or IPX/SPX is required for communication with Communications Server for
Windows NT (Server).

Host On-Demand, Version 1.0, requires any Web server capable of serving Java™ applets
to be installed on the same machine as Communications Server for Windows NT.



Hardware requirements
Following are the minimum recommended hardware requirements for installing
Communications Server for Windows NT:

¢ Intel Pentium® computer

¢ 100-MHz CPU

¢ 75 MB of disk space

¢ 32 MB of RAM
Notes:

e Communications Server for Windows NT requires 10 MB of disk space on the startup
drive (the drive that contains the Windows NT operating system) to store temporary files
used during installation. These files are deleted after Communications Server is com-

pletely installed.

e Viewing and printing the documentation directly from the CD-ROM is an alternative to
installing it.

¢ The clients for SNA API client services will automatically be installed on the server.
Communication adapters

One or more network communication adapters (and appropriate cable) may be required.
Communications Server for Windows NT is compatible with the following adapters:

IBM ISA/EISAWAN Adapters
e Multiprotocol communication adapter for SDLC over leased and switched connections
¢ Wide area connector for SDLC, X.25 over leased and switched connections
e Serial/parallel adapters (asynchronous port) for SDLC

IBM Micro Channel® WAN Adapters
e Multiprotocol communication adapter for SDLC over leased and switched connections
¢ Wide area connector for SDLC, X.25 over leased and switched connections

e Serial and parallel adapters (asynchronous port) over asynchronous connections
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IBM PCIl and PCMCIA WAN Adapters
e Serial and parallel adapters (asynchronous port) over asynchronous connections

¢ Wide area connector for SDLC, X.25 over leased and switched connections

X.25 and SDLC, using COM port and Autosync modem

SDLC, using COM port and asynchronous modem

IBM Twinaxial Adapters for AS/400
¢ Enhanced 5250 display station emulation adapter

¢5250 AT-BUS communication adapter

*5250 emulation PCMCIA adapter

*System 36/38 workstation emulation adapter/A
*5250 emulation adapter/A

5250 emulation PCl adapter

Non-IBM ISA/EISA and PCI WAN adapters

e Eicon Technology Corp. for frame relay over leased, switched, and ISDN connections, and
X.25 over leased and switched connections (work in process)

¢ MicroGate Corp., DSA adapter for SDLC

e Quadron Service Corp., IP and frame relay for IBM ARTIC adapters

e Interphase Corp. (Synaptel), DLSW, SDLC, X.25, and ISDN adapters (work in progress)
Non-I1BM direct-attached channel adapters

e Bus Tech, Inc,, bus and tag and ESCON adapters over SNA channel connections

e Barr Systems, Inc., bus and tag adapter over SNA channel connections



Before you install
e Close other application programs you are running.

e Install Communications Server for Windows NT before installing any version of the
Personal Communications product (including the entry-level emulation program). If
Personal Communications is already installed on your server, remove it before installing
Communications Server for Windows NT.

e If you have any version of Communications Server for Windows NT already running,
stop it before starting to install.

Installing Communications Server for Windows NT

1. Insert the Communications Server for Windows NT CD-ROM into the CD-ROM drive and
follow the steps displayed. Use any editor to read the README.TXT file for the latest
product notes. Online help is available during the installation by clicking the Help button.

2. Click Setup to begin the installation of the Install Shield wizard. Once installed, the wizard
guides you through the rest of the installation. Upon completion of the installation of the
wizard, a Welcome to IBM Communications Server window appears. Click Next to
continue.

Note: OnWindows NT 4.0, the CD-ROM Installation Graphic Interface will automatically
start. From the Installation window, select Communications Server icon and click Install
to continue with installation.

3. Choose the drive and directory for the installation of Communications Server. The default
is C\IBMCS, which appears in the Destination Directory box. Click Browse to display the
dialog box that allows you to change your drive or directory by typing in a new path name
or choosing a directory from the provided list. Click Next to continue to the Select
Program Folder window.

4.The Select Program Folder window shows which program folder contains the Communi-
cations Server icons. The IBM Communications Server folder is the default. To use a
different folder, type the name of the desired folder in the entry box provided. When you
select a new name, a new folder is created. You can also select a folder from the Existing
Folders list. Click Next to continue.

5. The next window requests the name of one existing user ID to be initially added to the
group; more user IDs can be added later using the Windows NT User Manager. This
window is used to establish the BMCSADMIN group, which allows users to be authorized
to remotely configure and administer Communications Server.
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The next window requests the number of user licenses purchased for this installation.
Enter the number purchased and click Next to continue.

6. The Start Copying Files window shows your current settings for the installation of
Communications Server. To change a setting, click Back to go backward through the
previously mentioned installation screens and make the necessary changes.

7. Click Next to begin copying the Communications Server files to your system. Once the
horizontal Progress Bar appears on the screen to indicate copying has started, do not
stop the installation.

During the copying procedure, there are vertical Progress Bars at the left of the window
that enable you to watch the installation's progress. The Progress Bar on the far left
monitors how much data remains in each file as it is being transferred. The Progress Bar
in the middle shows the percentage of the installation files that have been copied. The
Progress Bar on the right shows how much disk space remains for you to use during
the installation.

8. Once all product files have been copied, the Installing NT Services window appears.

9. At the end of the installation, a dialog box is displayed enabling you to install the IEEE
802.2 interface for the local area network (LAN) using the IBM LLC2 protocol interface.
If you know that you will use Communications Server over a LAN adapter or if you are not
sure, choose Yes. If you know that you will not use Communications Server over a LAN
adapter, choose No.

If you select Yes to install the IBM LLC2 protocol, the install program launches a network
control window with instructions for configuring IBM LLC2 to operate over your LAN
adapters.

10.0Once you have completed the installation, you will be prompted to shut down and restart
your computer.



Installing Host On-Demand

Once you have installed Communications Server for Windows NT, you can optionally
install IBM eNetwork Host On-Demand, Version 1.0, if you want to access host data
through a Java™-enabled Web browser.

To install Host On-Demand, do the following:

1. From the Communications Server for Windows NT Installation window, double-click the
Host On-Demand icon to display a welcome message on the first installation window.
Click Next to continue with the installation.

2. Specify the directory where you want the Host On-Demand files extracted. The default
directory is <CSNT install directory> (where CSNT represents Communications Server
NT), but you can specify the directory of your choice. Click Next to continue.

3. The next installation window provides the program group into which Host On-Demand
icons are to be placed. By default, the choice is the IBM Communications Server program
group. Click Next to continue.

4. The Host On-Demand installation window is displayed to confirm the choices you have
made. Click Next to begin the file extraction.

At the end of installation, you will be prompted for the method to use when configuring any
Web servers on the system. Choose the method and click OK. AWeb server must exist on
this system and be properly configured to use this function.

Installing Web-based server administration

Once you have installed Communications Server for Windows NT, you can optionally
install Web-based server administration if you want to manage your Communications
Server over the Web. From your Web browser, you can start, stop, and monitor your
network resources.

To install Web-based server administration, do the following:

—

. From the Communications Server for Windows NT Installation window, double-click the
Web Administration icon to display a welcome message on the first installation window.
Click Next to continue with the installation.

2. Specify the directory where you want the Web-based server administration files extracted.
The default directory is <CSNT install directory> (where CSNT represents Communica-
tions Server for WindowsNT), but you can specify the directory of your choice. Click Next
to continue.
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3. The next installation window provides the program group into which Web-based Server
Administration icons are to be placed. By default, the choice is the IBM Communications
Server program group. Click Next to continue.

4. The Web-based Server Administration Installation window is displayed to confirm the
choices you have made. Click Next to begin the file extraction.

At the end of installation, you will be prompted for the method to use when configuring any

Web servers on the system. Choose the method and click OK. A Web server must exist on
this system and be properly configuredto use this function.

Uninstalling Communications Server for Windows NT
To uninstall Communications Server, do the following:

1. For Windows NT 3.51, click the Uninstall icon from the IBM Communications Server folder
and follow the procedures provided.

2. For Windows NT 4.0, click the Control Panel icon. Click the Add/Remove Programs
icon. In the list box provided, click your folder name, and then click the Remove button.

3. If you have the IBM LLC2 protocol interface installed, Help panel helps you uninstall the
LLC2 protocol.

4. Shut down and restart your computer.
Accessing and installing the SNA API clients
Once you have installed Communications Server for Windows NT, you will be able to
access the SNA API clients that work with the server. The SNA API clients are for the
following operating systems:

¢ 0S/2

¢ Windows 3.x

¢ \Windows 95

e Windows NT



The client installation packages are located in the following directories under your
Communications Server installation directory:

e Clients\WinNT
e Clients\Win95
e Clients\Win31
¢ Clients\OS2

To install a package on a client, the client must have access to the information in these
directories (for instance, using net use, FTP or diskette transfer).

Change to the appropriate drive;and, at the command prompt, type install to access the
0S/2 client and setup to access all of the other clients.

Alternatively, install the SNA API clients directly from the CD-ROM to a client machine
instead of from a server. Follow the steps provided on the Communications Server
CD-ROM.

Accessing the remote administration clients

Remote administration and configuration clients (for Windows NT) can remotely adminis-
ter and configure the server. To access the remote administration and configuration
clients, specify the following path:

Drive letter: \IBMCS\clients\admin

Note: Do not put the remote administration and configuration clients on the same
machine as your server because they are already available on that machine.
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Host access scenarios

Introducing the test scenarios

These scenarios illustrate common networking problems faced by businesses today, and they
show how Communications Server for Windows NT provides the solutions to those problems.
Before beginning the scenarios, be sure that you have the necessary software and hardware.

Note: The network diagrams included with the scenario descriptions are generic. The actual test
scenarios may only require you to configure selected portions of the illustrated networks.

Test Scenario 1

Configuring a TN3270E server

In Scenario 1, a customer’s computers are connected using a TCP/IP LAN, but employees need to
access critical host applications.

The recommended solution is to configure Communications Server for Windows NT as a TN3270E
server and provide workstations with TN3270 emulation software. The TN3270E server would
function as a gateway, enabling users to access the host system.

To complete this scenario, you will need to perform the following steps:

Step 1: Configure the node, devices, and gateway on the server machine.

Step 2: Configure IBM eNetwork Personal Communications for Windows NT on the
client machine.

The following figure shows how the TN3270E Server function enables you to configure your solution.

SNA host

L 4

Communications
Server

TCP/IP D]
network

—rw [
TN

TN3270
clients

—iw [
T

TN3270E server with wide area TCF/IP network



Scenario 1: Configuring a TN3270E server

To complete this scenario, you will need to perform the
following:

Step 1:
Configure the node, devices, and gateway
on the server machine

1. Click Start on the task bar, then select:

—Programs
—IBM Communications Server
—SNA Node Configuration

2.The Communications Server SNA Node Configuration
window is displayed.

—Select File, then select New

IS E3

ntitled - Communications Server SHA Hode Configuration

Scenarioz Options  Help

3.Select Scenarios, then select TN3270E server.

IS 3

ntitled - Communications Server SNA Mode Configuration

File m Optionz  Help

SMA Gateway...

DLUR/DLUS support for local Ls...

DLUR/DLUS support for downstream LU s,

AnpMet SHA over TCPAP Gateway...

AnyMet Sockets over SMA...

SMA AP Clients running APPC applications...

SMA API Clients running 3270 ar ather LUA applications...
CPI-C, APPC or 5250 Emulation...

Dependent LU 6.2 Sezsions to a Host...

3270/LUA Applications. ..

Focal-Paint...

Adwanced...

Show steps for the TH3270E Server scenario

Crl+h

DOpen... Chil+D
Save Chl+5
Save Az

Frecent Eie

Exit

Create a new document

Configure the node

1. Highlight Configure Node, then select New.

IS[E E3

ntitled - Communications Server SNA Mode Configuration

File Scenarioz Options  Help

— Configuration options:

Configure Devices
Corfigure the Gateway

— Description:
Click on the New button to define the node. “'ou can then view and
change its parameters or delste it

— Mode:
| Mew... I
wiewyEhange/sdd. |
[elete |
Ready
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2. The Define the Node window is displayed. Select the Basic 2. The Define a LAN Device window is displayed. Click OK to

tab, and provide the following information. accept the default values.
—Fully qualified CP name = USIBMSL.CSWNTO1
—Node Type = End Node B asic |Advanced| Performancel

3.When you are done, click OK.

Part name: LAND_D4

Define the Node |
Basic I.t'l'l.dvancedl DLLI Hequesterl Adapter number. m
— Control Point [CP] Local SAP: T
Fully qualified CP name:
[USIBMSL L |ESWNT DT
CP aliaz:

—

—Local Hode 1D Cancel Lol Help

Block 10 Phwsical Unit 10

050 IEIEIEIEIEI

Configure the Gateway
1. Highlight Configure the Gateway, then press View/

—MNode Type
Change/Add....
& End Mode 9
" Metwork Mode . Untitled - Communications Server SNA Mode Configuration M= E

File Scenarioz Optionz  Help

— Configuration options:

Cancel Sppi Help

Configure Node
Configure Devices
afiqure the [ atev gy

Configure Devices
1. Highlight Configure Devices, then select New.

— Descrphion:
Click on the View/Change/Add button to define the Gateway. You can
ntitled - Communications Server SNA Mode Configuration (- =] e oz & @i (s pevemetar
File Scenaroz Options  Help

. . . —Gat :

— Configuration options: i
[Ew. I
View/Changetbdd.. |
[VElere |

— Diescription: Ready

When you select a definition in the list belove, pou can view and change its
parameters or delete it. Click on the Mew button to add a new definition.

— LAMN Devices:
Mew... |
iew/Ehange sdd. |
[elete |
Ready
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2.The Define a Gateway Configuration window is displayed.
Select the Host Links tab, then press Create to define a
new link.

S Lok | TRIOWE | bt Pnda |

S Ly

S

el | | |

L
Vi bl et il b it o ik i i el b e il ALY il B & bl

=

Cand |

3. The Host Link Type window is displayed. Select DLC type
=LAN, then press OK.

Saslasc e DLL b ko g hical conmschan

T

PR e

Lzt
Lt (F. i sppls tha change: ad Same e Sakog

I: fE | oo

hio |

4. The Define a LAN Connection window is displayed.

—Enter the 12 character hexadecimal address
of the /390 host. In this example the destination
address = 100010010010.

5. When you are done, select the Advanced tab.

Define a LAN Connection

B asic | Advanced I Security |

[LiNkoaoo
[Lano_os -]

Link. ztation name:

Device name:

Dizcover netwaork. addrezses. |

Destination address: |1 000 001 0o 0
Remaote SAR: T~
ak. I Cancel Apply Help

6. On the Advanced property page, enter the Local Node
ID.The Local Node ID consists of two parts: the Block ID
and the Physical Unit ID. In this example, the Block ID =
05D, and the Physical UnitID = 12345.

— After entering the Local Node ID information, press
OK to create the LAN connection.

Define a LAN Connection

Basic Advanced | Securit_l,ll

<]

Activate link at start
HPFFR support
SEEM spEars

KU

Auto-activate suppart

[Lirke b prefermred ki semer

7

Solich S SR sessinms

ILINKEIDEID

P narme:

Local Mode 1D
Block. 1D:

IDSD

FPhizical Uit [D:

I‘l 2345

Cancel | Apply | Help
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7. This SNA Node Configuration window is displayed. Press  11. The Define a Gateway Configuration property sheet is
Yes to create a new LU for this host link. displayed.

- Sectthe TNGRT0E b

— Select PUBLIC from the Default pool dropdown list
& Do you wizh to create and assign new LU s to this ink?

12.Press OK.
Mo (i o Gy kg 0|
Sl THMETIE | o Prasds |
Dnisbi B s
r— T |
8. The Define LUs window is displayed. Enter the following
. . = e
information. T |
Lligra L iris | PR O | oo erien |
Pl Liga —1
—Base LU name = LU = :
—Number of LUs = 4
9. When you're done, click OK to define the range of LUs. e T T
[wmepers
110N 011 LTI e b o ol L
e el 0 g o gl 1L e
At e LwrOE0
= Flwge 11 cirlesiera Sl L L) i M m 1 ceca | I |
[T | FETerer ey pe—— e
Dt L e Jeratd LU wEra LI s
| [ I
St L b i b ks 13. The Communications Server SNA Node Configuration
§ iR  E— window is displayed. Select File, then select Save As....
Phraimbei ol L
I- i2-2H1
Untitled - Communications Server SHA Node Configuration ME KR
e o o e e L beodel Tt Scenatios  Options  Help
= | E L 5 Mew Ctrl+M
':':'_""“um Open... Chrl+00 .
= Save Ctrl+5
- EIr
v vl A1) o o v h
1 D:ABMCSAPRIVAT ELsnacll
2 D:ABMCSAPRIVAT Evnewnaode
T[] | 3 DBMCSPRIVATE \anyrieth

4 D:ABMCSYPRIVATEYnodeb

Exit Hefine the Gateway. Y'ou can

10. When the Assigned LUs window is displayed, press OK. ‘ T

1 - Getonay

L, P oo okt L Lbs ibite” bl wallhi Pl Pl ik = |

Ak e e ek | B
S ey —
LT LAY L] H
. S pi e : [elEte |

View/Chanas/idd. |

Save the active document with a new name

4 1.4
[ooin. | Oww | fo |

oo
T e see i P L) sy sesgrad oo e i Ik dafreian
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14.The Save As window is displayed. 2. Configure as shown in the following example. When you

are done, double-click TCP/IP in the Attachment column.
—Enter File name = cswnt01.acg

—Press Save

Save As

Save in: I a Private

1.&H vis EEE A

Cree —gH

LM win Moy wn fon 184

L

4
Glal

T
BEQ)

Corn: )—8 | 8

File name: IcswnlD'I .acg

Save as lype: IEonFiguration Files [*.acq) j Cancel | ok | Cancal | Corfigua I- L=l

15.When this SNA Node Configuration window is displayed, 3. The Telnet 3270 window is displayed.
select Yes.

—Enter the IP address of the TN3270E server. In this
SNA Node Configuration example, the IP address is 9.24.104.285.

& "D you want to set this configuration to be the default?™ 4.When you are done, click OK.

Telnet3270
Mo

Host Hame or IP Address: IQ. 24,104,285

. X Backup... | Advanced... |
You have completed the TN3270E server configuration.
Next, you will want to start the node, and then verify that ﬂl &I

the link is active.

You have completed the TN3270 client configuration
Step 2: which will enable you to connect to the TN3270E server
Configure IBM eNetwork Personal Communica- and access an emulation screen.
tions for Windows NT on the client machine
If you have not already done so, install Personal
Communications for Windows NT on a client workstation
where TCP/IP is installed, configured, and attached to a
TCP/IP LAN.

1. To configure, click Start on the task bar and then select:
—Programs

—IBM Personal Communications
—Start or Configure Session




Test Scenario 2

Configuring TCP/1P over SNA Gateway

In Scenario 2, a customer has TCP/IP LANs which are represented by Node A and Node E
in the following figure. They would like to access each other’s socket applications over an
SNA network backbone.

The recommended solution is to configure AnyNet® Sockets over SNA Gateway on each
of two Communications Server for Windows NT servers.

To complete this scenario, you will need to perform the following steps:
Step 1: Configure the TCP/IP address for Node A
Step 2: Configure the TCP/IP address for Node B
Step 3: Configure the TCP/IP address for Node D
Step 4: Configure the TCP/IP address for Node E

Step 5: Configure Communications Server for Windows NT on Node B(this includes
configuring the Gateway Adapter device driver)

Step 6: Configure Communications Server for Windows NT on Node D
(this includes configuring the Gateway Adapter device driver)

Step 7: PING Node E from Node Ato test your configurations

Node A Node E

Sockets over
SNA gateway

AnyNet sockets over SNA gateway

Sockets over
SNA gateway



Scenario 2: Configuring TCP/IP over SNA gateway

In this scenario, you will enable communication between
a sockets application on Node A on a TCP/IP network

and a sockets application on Node E on a TCP/IP network.

Node A and Node E, connected by an SNA network, will
communicate through two AnyNet® sockets over SNA

gateways.

Before beginning this scenario, collect the following
information that is unique to your machines:

e | ocal IP addresses for Nodes A, B, D, and E. (Issue
ipconfig at the command prompt at each node to deter-
mine if you have an adapter installed, and what the native
IP address is once it is configured.)

¢ 12-character hexadecimal LAN adapter node address
(MAC address) for Node B and Node D. (Issue net config
wksta at the command prompt.)

Note: For purposes of this example, the following values
will be used:

Node A:

Node B:

Node D:

Node E:

Microsoft TCP/IP Configuration
IP address = 1010101

Subnet mask = 255.255.255.0
Default gateway = 1010.10.2 (GW B)

Microsoft TCP/IP Configuration
|P address interface = 101010.2
Subnet mask = 255.255.255.0

Microsoft TCP/IP Configuration
|P address interface = 30.30.30.2
Subnet mask = 255.255.255.0

Microsoft TCP/IP Configuration

IP address = 30.30.301

Subnet mask = 255.255.255.0
Default gateway = 30.30.30.2 (GW D)

Node B: Sockets over SNA Configuration

Local: sna0 configuration

IP address = 20.20.20.2

Subnet Mask = 255.255.255.0
LUs: IP address to LU mapping;
generate LU names

IP address = 20.20.20.2

Subnet Mask = 255.255.255.0

Netid = NETZ

Template = ITSO

Routes
Route type = Network
Destination address = 30.30.30.0
Destination mask = 255.255.255.0
Router address = 20.20.20.3
Direct connection: No

Gateway Adapter Configuration
IP address interface = 20.20.20.2
Subnet mask = 255.255.255.0
Enable IP forwarding

SNA Configuration
Node: CP name NETZ.CPB
Network Node
Devices: LAN

Connections: Destination address = Address of
Gateway D SNA adapter (use net config wksta from
command line to get this information)

Node D: Sockets over SNA Configuration

Local: sna0 configuration

IP address = 20.20.20.3

Subnet Mask = 255.255.255.0
LUs: IP address to LU mapping;
generate LU names

IP address = 20.20.20.3

Subnet Mask = 255.255.255.0

Netid = NETZ

Template = ITSO
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Routes
Route type = Network
Destination address = 10.1010.0
Destination mask = 255.255.255.0
Router address = 20.20.20.2
Direct connection: No

Gateway Adapter Configuration
IP address interface = 20.20.20.3
Subnet mask = 255.255.2550
Enable IP forwarding

SNA Configuration
Node: CP name NETZ.CPD
Network Node
Devices: LAN

Connections: Destination address = Address of Gateway
B SNA adapter (use net config wksta from command line
to get this information)

Step 1:Configure the TCP/IP address for Node A
Using the values provided at the beginning of this
scenario for Node A, perform the following:

To configure the TCP/IP address (and to configure native
TCP/IP mode), go to Control Panel, Network applet.

1. On the Network Settings panel of the NT Network Installa-
tion program, click Protocols.

2.Select TCP/IP Protocol.
3.Click Properties.

4.Click the IP Address tab and from the Adapter pull down,
select your native adapter.

5. Click the Specify an IP Address tab and enter the
TCP/IP address, subnet mask, and default gateway
listed for Node A.

6. Click OK on the TCP/IP Properties panel. Ignore the
warning that one of the adapters has an empty WINS

address, and click Yes to continue.

7. When the Network Settings Change warning is displayed,
click Yes to restart the computer.
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Step 2: Configure the TCP/IP address for Node B
Using the values provided at the beginning of this
scenario for Node B, perform the following:

To configure the TCP/IP address (and to configure native
TCP/IP mode), go to Control Panel, Network applet.

1. On the Network Settings panel of the NT Network Installa-
tion program, click Protocols.

2.Select TCP/IP Protocol.
3.Click Properties.

4. Click the IP Address tab and from the Adapter pull down,
select your native adapter.

5. Click the Specify an IP Address tab and enter the
TCP/IP address, subnet mask, and default gateway
listed for Node B.

6.Click OK on the TCP/IP Properties panel. Ignore the
warning that one of the adapters has an empty WINS
address, and click Yes to continue.

7. When the Network Settings Change warning is displayed,
click Yes to restart the computer.

Step 3: Configure the TCP/IP address for Node D
Using the values provided at the beginning of this
scenario for Node D, perform the following:

To configure the TCP/IP address (and to configure native
TCP/IP mode), go to Control Panel, Network applet.

1. On the Network Settings panel of the NT Network Installa-
tion program, click Protocols.

2.Select TCP/IP Protocol.
3.Click Properties.

4. Click the IP Address tab and from the Adapter pull down,
select your native adapter.

5.Click the Specify an IP Address tab and enter the
TCP/IP address, subnet mask, and default gateway
listed for Node D.

6.Click OK on the TCP/IP Properties panel. Ignore the
warning that one of the adapters has an empty WINS
address, and click Yes to continue.

7. When the Network Settings Change warning is displayed,
click Yes to restart the computer.



Step 4:Configure the TCP/IP address

for Node E

Using the values provided at the beginning of this
scenario for Node E, perform the following:

To configure the TCP/IP address (and to configure native
TCP/IP mode), go to Control Panel, Network applet.

1. On the Network Settings panel of the NT Network
Installation program, click Protocols.

2.Select TCP/IP Protocol.
3.Click Properties.

4.Click the IP Address tab and from the Adapter pull down,
select your native adapter.

5. Click the Specify an IP Address tab and enter the
TCP/IP address, subnet mask, and default gateway
listed for Node E.

6. Click OK on the TCP/IP Properties panel. Ignore the
warning that one of the adapters has an empty WINS
address, and click Yes to continue.

7 When the Network Settings Change warning is displayed,
click Yes to restart the computer.

Step 5: Configure Communications Server for
Windows NT on Node B (this includes configur-
ing the Gateway Adapter device driver)

Using the values provided at the beginning of this
scenario for Node B, perform the following:

1. Click Start on the task bar, then select:
- Programs

— IBM Communications Server
— SNA Node Configuration

window is displayed.

Select File, then select New

/i Untitled - Communications Server SNA Node Configuration

ﬁcenarios Optionz  Help

2.The Communications Server SNA Node Configuration

IS[E E3

Mew Cirl+N
Open.. Crl+0
Save Crl+5
Save iz

Hecent ke

Ezit

Create a new document

T

SNA....

ntitled - Communications Server SNA Mode Configuration

o=l Optiohs  Help
SMA Gateway. .
TMN3270E Server...
APPN Metwark Mode...
DLURADLUS support for local LU s...
DLURADLUS suppart For downstream LUs. ..
AnpMet SHA over TCPAP Gateway. .

£ 2

ients running APFPC applications. ..

LCPI-C, APPC or 5250 Emulation....
Dependent LI 6.2 Sessions to a Host. ..
3270/LUA Applications. ..

Focal-Point...

SMA AP Clients running 3270 or other LUA applications. ..

3. Select Scenarios, then select AnyNet Sockets over

I 3

Advanced...

Show steps for the AnyMet Sockets over SHA scenarno
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Configure the Node

1. Highlight Configure Node, then click New.
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Untitled - Communications Server SMA Node Configuration

File  Scenarioz Options  Help

Configure Devices
1. Highlight Configure Devices, then select New.

Untitled - Communications Server SHA Node Configuration

File  Scenarios Options  Help

— Configuration options:

Configure Devices
Configure Connections

Configure Partrer LU 6.2

Configure AnyMet Sockets over Sha

— Description:
Click an the Mew buttan to define the node. “ou can then view and
change itz parameters or delste it

— Mods:
| MNew...
WienyChangesddd,.
[VElete
Ready

2. The Define the Node window is displayed. Select the

Basic tab, and provide the following information.

— Fully qualified CP name = NETZ.CPB
— Node Type = Network Node
— When you are done, click OK

Define the Node E3

B asic |.-i‘-.d\-'anced| DLU Hequesterl

— Contral Paint [CP)

Fully qualified CF name:
[NETZ _|cPE

CP alias:

INDDE_B

— Local Mode [0
Block 1D: Phyzical Urit 1D:

050 IDEIEIEIEI

—Mode Type

" End Node

ak. I Cancel ][] Help

— Configuration options:

Eonfigure Connections
Carfigure Partner LU B.2
Configure ArwMet Sockets aver SHA

— Descriptian:
“when you select a definition in the list below, you can view and change its
parameters or delete it. Click on the Mew button to add a new definition.

— LAN Devices:
MNew... |
VienEhengelkaa |
[E(Ete |
Ready

2. The Define a LAN Device window is displayed. Click OK to
accept the default values.

Define a LAN Device x|

Basic | Advanced | Performance I

Part hame: LAND_D4

Local 5aP:

Adapter number: M
|D4 "l

Ok I Cancel Aol Help




Configure Connections
1. Select Configure Connections, then select New.

Untitled - Communications Server SHA Hode Configuration

File Scenarioz Optiohe Help

— Configuration optiohs:

Corfigure Mode

| Configurs Device:
:Configure Conmec
Configure Partner LI 6.2
Configure AnyMet Sockets over SMA

— Description:
“When you select a definition in the list below, you can view and change its
parameters or delete it Click on the Mew button to add a new definition.

r— LAN Connections:

MNew...

wieryEhangeddd.

[VElete

Feady

2.The Define a LAN Connection window is displayed.

— Select the Basic tab

— Issue the net config wksta command at the
command prompt to obtain the 12-character
hexadecimal destination address requested.
In this example, it is 400050000000.

— When you are done, click OK

Define a LAN Connection

Basic I Advanced I Security I

ILINKEIEIEIEI
IL;'-‘I.N 004 "I

Link. station name:

Device name:

rr-r

Digcover network addresses... |
Destination address: IdDDDEDDDDDDD
Remote SAF: 04 -
Cancel Apply Help

Configure AnyNet Sockets over SNA
1. Select Configure AnyNet Sockets over SNA, then
click New.

I [ 3

Untitled - Communications Server SHA Mode Configuration

File Scenarios Optionz Help

— Configuration options:

Configure Mode
Configure Devices
Caonfigure Connections
| Configure Partner LU 6.2
Lanfi

:Lonfigure Syl

— Description:
‘when pou select a definition in the list below, you can view and change its
parameters or delete it. Click on the Mew buttan ta add & new definition.

- Sockets:
| Mew... I
ViEw/Ehengeraa
[elete |
Ready

2. The AnyNet Sockets over SNA window is displayed.

— Select the Local tab
- Click Change

Lot ||.I| | i | cues |

Frimrmadsn o kot Hay seosh plglen

[ | P wibsi | B ko sk |

= | e |

'l B corligereton ba weed o ek
&

"~
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3.The Local Interface window is displayed.

— Specify the IP address (20.20.20.2)
and subnet mask (255.255.255.0)
— When you are done, click OK

]|

Local Interface

The network, connection iz identified by an interface name
and azsociated |P address information.

Interface:

IP address:
P F
Subnet magk:

= =

Cancel | Help

4.When you return to the AnyNet Sockets over SNA window,
ensure that Yes is selected for Gateway Adapter Configu-
ration is required. When you are done, select the LUs tab.

Loal | e | Aouten | bicrden |
ety s nd o i e i slee
|ﬂ.|_.=- [ | Basbws mash 1 |[" I
k=W fw coninegor. v o B ewirpaon !
17 ot (G e g ConTgen @ L)
1™ i [l sty Bdarve conbpe shor 5 e sl
et |
o | Lo | | Halp |
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5. The LUs tab is displayed. Click New....

finplat Doche asai THE

Loce  Adlr |Hmm|uur!

Felag P wcilmaiE i Lo et
Lii vara | P | Tigges | B s e |
g | | |
| I, | L | | Hily.

6. The IP Address to LU Mapping window is displayed.

— Leave Generate LU names selected
— Enter the following information for this example:
IP address = 20.20.20.2
Address mask = 255.255.255.0
SNA network ID = NETZ (Default)
LU Template = ITSO
—When you are done, click OK

IP Address to LU Mapping

Mapping type

i Generate LU names

| will explicitly define a LU name

|IP address: Address mask:
SHA network, [0 LU template:
INETZ IITSD
Cancel | Appll Help




7 When you return to the AnyNet Sockets over SNA property 10.When you return to the AnyNet Sockets over SNA window,
click OK.

sheet, select the Routes tab.

8 The Routes property page is displayed. Select New....

9. The Route Types window is displayed. Select Network,
then enter the values listed for Node B. When you are
done, click OK.

Route Types

FPEFP FERPP
R

11. The Communications Server SNA Configuration Help
window is displayed. Be sure to follow the instructions on
this Help window before proceeding.

Gateway Adapter Installation and Configuration
on 4.0

Thin ghass of canfguration ca only be dare lecally, on the mechins for ]
whbch b5 inlended ¥t corlgarabion i5 mol insaaded for (his
miachire, or you 60 fol vash 0 pe ced, Sikie Canesl

Iy o b pabie Sockeis over SHA 1 |5 necegsany e neial ard
conigus Catiwey Sdiplir support.  Sedict Condigiiie 5a rwaks Ihe
Wiradrae HT Network melaliabian progaam

From tham you well ke shie 1o nolsl he Gelrsay Sdegter desice drer
arpconfigare e TCPEP sddimes Tor Ae Guiesay Afapns Lise e
vabaw shiren is 1he Gateway Adaptar Inlsimation pasel 1o
confpusin confgure he Guiesyy Adsrisrar TOPIR address. Tre
fodiest g SC1 K06 precednl Glip M arrataling e ecoviguning &
iratererny Adupler or TCRAP addrees

Imataling i Gatiwy Ad gt

To sl Tie Galeway desce diver sugport: !
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12.On the Gateway Adapter Information screen, write down
the Software Location, TCP/IP address, and subnet
mask information (you will need this later), then click
Configure....

Gateway Adapter Information

G ateway Adapter installation

Enter the following path when prompted:
C:4IBMESGW

Software location:

Gateway Adapter TCPAP configuration

Configure the Gateway ddapter uging the following values:

TCPAP address: 20.20.20.2
Subnet mask: 255.255.2585.0

‘wihen prompted by the TCP/IF configuration program that nebwork. settings have
changed, DO NOT chooze to Festart Mow. vYou must complete, zave and end the
Communications Server for MT configuration before rebooting.

Cancel

14. The Select Network Adapter panel is displayed. Click
Have Disk....

Select Metwork Adapter

[ 2]
Click the MNetwork Adapter that matches your hardware, ahd then

click OK. If you have an installation disk for thiz component, click
Have Disk.

HE

Metwark Adapter:

B8 3Com Etherlink || &dapter [also 1416 and 11416 TF) :‘
BI8 3Com Etherlink, |1l 1I54/PCMCLS Adapher
BI8 3Com EtherLink Il PCI Bus-Master Adapter [3C530)

B3 3Com Etherlink16/EtherLink 16 TP &dapter

B 2 e C ot Dl il D AU OADACE T Adorbn

=
Harve Dizk. ..

DK|

- FACEORL

Cancel |

13.0n the Network panel, select the Adapters tab, then
click Add....

Metwork

HE
Identification] Services] Protocols  Adaplers l Bindings]

Metwark, Adapters:

Add... Remove Properties. .. Update ‘
tem Mobes:
ACarm Etherlink 111 PCI Buz-t aster Adapter [3C530)
ak. | Cancel

15.The Insert Disk window is displayed. Enter DNIBMCS\GW,
then click OK.

&

Inzert disk with software provided by the software or
hardware manufacturer. If the files can be found at &
different location, for example on another drive type a
new path to the files below.

D EMCSAGW

16. The Select OEM Option panel is displayed. Select AnyNet
Gateway Adapter and click OK.

Select OEM Option E

Choose a software supported by thiz hardware manufacturer's disk.

Cancel Help




17. The Network panel is displayed, indicating the AnyNet
Gateway Adapter is installed.

Metwork EHE
Identificatinnl Servicesl Protocols  Adaphers |Bindings|
Metwork Adapters:
BB [1] 3Com Etherlink 1 PCI Bus-b aster Adapter [3C590] |
B8 2] &g et Gateway Adapter
Add.. HEmove Eropertes.. Pl ate
[temidotes:
Cloze I [Eanice]

Next, configure the Gateway Adapter device driver.

The following describes the configuration sequence for
Microsoft TCP/IP (this is the same information that appears
on the Communications Server SNA Configuration Help
panel).

1. From the Network panel, click Close. TCP/IP Configuration
will be invoked.

2. Click the IP Address tab and from the Adapter pull down,
select AnyNet Gateway Adapter.

3. Click the Specify an IP Address tab and enter the
TCP/IP address and subnet mask that were displayed in
the Gateway Adapter Information panel. No other fields
should be entered on the IP Address panel.

4. Click the Routing tab, and then click Enable IP
Forwarding so that IP forwarding is enabled.

5. Click the WINS Address tab and, from the Adapter
pull down, select AnyNet Gateway Adapter.

6. Deselect the Enable DNS for Windows Resolution
option. No other fields should be selected or filled in
on this panel.

Note: The DNS Configuration panel may contain data
pertinent to other adapters. These fields should not be
modified.

7. Click OK on the TCP/IP Properties panel. Ignore the
warning that one of the adapters has an empty WINS
address, and click Yes to continue.

8. When the Network Settings Change warning is displayed,
click No so that the computer is not restarted.

9. Click OK on the Gateway Adapter Information panel and
save your configuration. Restart the computer for the
adapter changes to take effect.

Step 6: Configure Communications Server for
Windows NT on Node D (this includes configur-
ing the Gateway Adapter device driver)

1. To configure Node D:

— Repeat the procedure followed when configuring
Node B but do not Configure Connections.

— Substitute the appropriate values provided at the
beginning of this scenario.

2. You have completed the AnyNet Sockets over SNA
Gateway configuration.

3. After configuring and rebooting Nodes A, B, D, and E, start
Communications Server for Windows NT on Nodes B and
D using the configurations that you previously saved.

4. Next, you will want to start the node, and then verify that
the link is active.

Step 7: PING Node E from Node A to
test your configurations
Enter the following from the command line:

ping 30.30.30.1
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Test Scenario 3

Configuring SNA-API clients running APPC applications
with Personal Communications

In Scenario 3, Windows NT clients want to connect to a AS/400 host, using a 5250
emulator over APPC without installing an SNA communication stack on their machines.

The recommended solution is to configure:

— Communications Server for Windows NT server to support SNA API clients
and their applications

— SNA API client to communicate with Communications Server

— A 5250 emulator

By doing this, employees will be able to run the 5250 emulator while using the SNA stack
on the Communications Server node to manage the session. Communications Server
establishes and manages a session as if the origin were the local node, but forwards the
application data to the SNA API client instead of to its own application APIs.



To complete this scenario, you need to perform the following steps:

Step 1: Configure Communications Server (on the server machine)

Step 2: Define a user ID and password (on the server machine)

Step 3: Configure Communications Server SNA client (on the client machine)

Step 4: Configure eNetwork Personal Communications for Windows NT
(on the client machine) to begin a 5250 session

The following figure illustrates how Communications Server for Windows NT supports
SNA API clients on Windows 95, Windows NT, Windows 3.x, and OS/2.

TCP/IP-attached SNA API clients
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Scenario 3: Configuring SNA-API clients running

APPC applications with Personal Communications

Step 1: Configure Communications Server
(on the server machine)
. Click Start on the task bar, then select:

—

— Programs
—IBM Communications Server
— SNA Node Configuration

2.The Communications Server SNA Node Configuration
window is displayed.

— Select File, then select New

IS E3

Untitled - Communications Server SHA Hode Configuration

Scenarioz Options  Help

New Crl+h

Open... Chl+0
Save Chrl+5
Save Az

Frecent Eie

E it

Create a news document
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3.Select Scenarios, then select SNA API Clients running
APPC applications....

= E3

Untitled - Communicationsz Server SHA Node Configuration

3 Options Help

SHA Gateway...

TMH3270E Server...

APPM Metwork Mode...

DLUR/DLUS support for lacal LU s...
DLUR/DLUS support for downstream LU s,
AnyMet SHA over TCPAP Gateway...
AnyMet Sockets over SKA
SHA AP Clients running APPC applications...
SMA API Clients running 3270 or other LUA applications...
LCPI-C, APPC or 5250 Emulation...

Dependent LU 6.2 Sezsions to a Host. .

3270/LUA Applications. ..

Focal-Paint...

Adyvanced...

Show steps For the SMA AP Clients iunning APPC applications scen:

Configure the Node
1. Highlight Configure Node, then click New.

IS = B3

ntitled - Communications Server SMA Mode Configuration

File  Scenarioz Optionz Help

— Configuration options:

Configure Devices
Configure the Gateway
Configure Connections
Configure Local LU B.2
Configure Partner LU B.2 LI

— Description:
Click on the Mew button to define the node. You can then view and
change its parameters or delete it.

—Mode:
| MHew... I
ViewShangeliads |
[Uelete |
Ready




2.The Define the Node window is displayed. Select the 2.The Define a LAN Device window is displayed. Click OK to
Basic tab, and provide the following information. accept the default values.

— Fully qualified CP name = NET1.CP1 Define a LAN Device
— Node Type = End Node
— When you are done, click OK

Define the Node | Part name: LAND 04

B asic I.t'l'l.dvancedl DLU Hequesterl

B asic | Advanced I Performance I

Adapter number:

— Contral Paint [CF)

ID v|
Lacal S&F; m

Fully qualified CP name:
[NETT _er

CF alias:

—

— Local Mode 1D
Block 10 Phwsical Unit 10 Cancel Aol Help
050D IDDDDD
Configure the Gateway
—MNode Type . .
1. Select Configure the Gateway, then select View/
* EndMode

Change/Add....
" Network Mode

ntitled - Communications Server SNA Mode Configuration M= ER

File Scenariozs  Options  Help

Cancel Spply Help

— Configuration options:

Configure Hode -
Configure Devices
Carfigure the [ ateway

Configure Connechions
Configure Local LU B.2

Configure Devices

1. ngh“ght Configure DeViCGS,then click New. Configure Partner LU B.2 LI
Untitled - Communications Server SNA Node Configuration  [H[E [E3 B DES.CIiDlilJnZ ) )
- : : Click on the %iew/Change/Add button to define the Gateway. Y'ou can
File  Scenarios  Options Help then wiew ar change ite parameters,
— Configuration options:
— Gateway:
| 5
Configure the Gateway HED I
Configure Connections
Configure Local LU 6.2 Wiew/Change/add... |
Canfigure Parther LU 6.2 ;I
[elete |
— Description:
When you select a definition in the list belows, pou can view and change its
parameters or delete it. Click on the Mew button to add a new definition. Fieady
— LAMN Devices:
MNew... |
iew/Ehange sdd. |
[elete |
Ready




2.The Define a Gateway Configuration window is displayed.

— Ensure that Enable SNA API Client Services

is checked
- Click OK
Define a Gateway Configuration [ X]
SN Clients |

SMA Client Service
[V Enable SHNA AR Client Services

Default pool for SHA AP Client Services

|<N0ne> VI

Cancel

Apply Help

Configure Connections
1. Select Configure Connections, then click New.

Untitled - Communications Server SHA Node Configuration

File Scenaroz Options  Help

— Configuration options:

Configure Made -
Configure Devices
Configure the Gateway

anfiqure Connections
Configure Local LU 6.2
Canfigure Parther LU 6.2 ;I

— Description:
When you select a definition in the list belows, pou can view and change its
parameters or delete it. Click on the Mew button to add a new definition.

— LAMN Connections:

MNew... |

iew/Ehange sdd. |

[elete |

Ready
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2.The Define a LAN Connection window is displayed.

— Select the Basic tab

— Enter the 12 character hexadecimal address
of the AS/400 host. In this example the destination
address = 001001001001.

- Click OK

Define a LAN Connection

Basic | Advanced | Security |

ILINKDDDD

Link station name:

Device name: IL.t'-‘n.ND 04 v|
Discover network, addreszes. |
Destination address: Igm oA oo oo
Remote S4F: 04 =
Cancel Apply Help

3.The Communications Server SNA Node Configuration
window is displayed. Click the X in the upper right corner
of the window.

S E3

ntitled - Communications Server SHA Hode Configuration

File  Scenarioz Options Help

— Configuration options:

Configure Node N
Configure Devices
Configure the Gatew

Configure Connections
Configure Local LU 6.2
Configure Partner LU B.2 ;I

— Description:
wihen you select a definition in the lizt below, you can view and change its
parameters or delete it. Click on the Mew button to add a new definition.

~ L&N Connections:

Mew... I
View/Change/add.. |
Delete |
Ready




4. The following window is displayed. Select Yes to save the
changes.

=]|

& Save changes to Untiled?
1 Mo | Eancell

SHA Mode Configuration

5. The Save As window is displayed. Save the file as
snacl.acg.

& E3

Save As

IaPrivate j gl E

Save in:

Cswnt0l
Modea
Madeb
Nodec

File name: Isnacl.acg

j Cancel |

Save as lype: IConfiguration Files [*.acq)

6. When the following window is displayed, select Yes for this
configuration to be the default.

S5MA Node Configuration

& "o pou want to et thiz configuration to be the default?"

o |

7. Now that you have completed the SNA API Clients
Running APPC Applications configuration, you will want
to start the node and then verify that the link is active.

Step 2: Define a user ID and password

(on the server machine)

You can restrict which SNA API clients can connect with
the Communications Server by defining user IDs and
passwords under the user group IBMCSAPI. Only clients
using a user ID under this group will be allowed access to
Communications Server.

To define a user ID (username) and password and the
IBMCSAPI user group, do the following:

— Invoke the User Manager for Domains application
for Windows NT under Start, Programs,
Administrative Tools (Common).

— From the User pull down, select New User. ...
Specify Username and Password (the username
and password specified are case-sensitive). Click
Add, then click Groups. Select IBMCSAPI from the
groups list, then click OK.

— Click close to exit.

Step 3: Configure Communications Server
SNA client (on the client machine)

First, configure the user ID and password you defined
in Step 2 to give the SNAAPI client access to
Communications Server. To perform this configuration,
do the following:

1. On the client machine select:
— Programs
— IBM Communications Server SNA Client

— Configuration

2.The Configuration File (*.ini) - Communications Server for
NT SNA Client Configuration window is displayed.

- Highlight Configure Global Data, then
selectNew...

L4 | HMA Clsl Cosbgarohar

Uarbgumion Fde 7 mi

Dl
Chor e g Pl Faulew 19 chidlag o e D0 pos wevm A T pli i st LS R
sEmm 1w oa Senars oed chasge i prarekey o delete i

b Clats
| | Hrw |

Flacrky o

3.The Define Global Data window is displayed.
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— Enter the User ID and Password exactly as you 5.To perform this configuration, do the following: On the

defined them on the server machine in Step 2 Configuration File (*.ini) - Communications Server for NT
(they are case-sensitive) SNA Client Configuration window:
— When you are done, click OK — Highlight Configure APPC Server List, then
select New...

4.Next, configure the APPC server list. When configuring the 6. The Define APPC Server list window is displayed.
server location, specify either the TCP/IP host name or
address of the Communications Server machine. This will — Specify either the TCP/IP host name or address
direct the SNA API client to that machine when requesting of the Communications Server machine
services from Communications Server.

This completes the configuration aspect of the SNA API
client. Be sure to save your configuration before exiting the
client configuration utility.



Step 4:Configure Personal Communications
for Windows NT (on the client machine)

to begin a 5250 session

If you have not already done so, install Personal
Communications for Windows NT.

—

— Programs
- IBM Personal Communications
— Start or Configure Session

2.The Customize Communications window is displayed.
Configure as shown. When you are done, click
Configure....

Sl Carracren b Hieed
[T T Afschuai H

SR 1
=]
A

0

=
{EH

. To configure, click Start on the task bar and then select:

3.When the Customize Communications - 5250 Host
window is displayed, click Configure Link....The
following window is displayed.

— Enter the AS/400 Partner LU alias or
Fully-qualified name
— When you are done, click OK

5250 via WinAPPC APl

PC AS/400
Partner LU

Local LU Refer to by

% pliaz name

™ Eully-qualified name

F' Auto Fecavery Risfresh LU Difinitions

Cancel | Help |

4.The configuration is completed, and you are ready to log
on to the AS/400 host.

65



66

Test Scenario 4

Configuring SNA-API clients, running 3270
or other LUA applications with Personal Communications

In Scenario 4, Windows NT clients want to connect to the S/390° host, using a 3270
emulator over LUA without installing an SNA communication stack on each of
their machines.

The recommended solution is to configure:

— Communications Server for Windows NT server to support SNAAPI

clients and their applications

— SNAAPI client to communicate with Communications Server

— A 3270 emulator
By doing this, employees will be able to run a 3270 emulator, while using the SNA stack on
the Communications Server node to manage the session. Communications Server
establishes and manages a session as though the origin were the local node, but
forwards the application data to the SNA API client instead of to its own application APIs.
To complete this scenario, you will need to perform the following steps:
Step 1: Configure Communications Server (on the server machine)
Step 2: Define a user ID and password (on the server machine)

Step 3: Configure Communications Server SNA client (on the client machine)

Step 4: Configure Personal Communications for Windows NT
(on the client machine) to begin a 3270 session

The figure accompanying Scenario 3 illustrates how Communications Server for Win-
dows NT supports SNA API clients on Windows 95, Windows NT, Windows 3.x, and OS/2.



Scenario 4: Configuring SNA-API clients running 3270
or other LUA applications

Configure Communications Server 3. Select Scenarios, then select SNA API Clients running
(on the server machine) 3270 or other LUA applications...

1. Click Start on the task bar, then select:
21 Untitled - Communications Server SNA Node Configuration [ [ =]
—Programs e [EEERE ptiors Help
~IBM Communications Server SNA Gatenay...
. . TN3270E Server..
—SNA Node Configuration APPH Network Hode.
DLUR/DLUS support for local Ls...
2. The Communication Server SNA Node Configuration DL expp el A e
. . ] AnyMet SNA aver TCP/IP Gateway...
window is d|Sp|ayed- AnyMet Sockets over SNA.
SMA AP Clients running APPC applications...

SHA API Clients runnin or ather LA applications...
LCPI-C. APPC or 5250 Ermulation...
Dependent LU 6.2 Sezsions ko a Host..

— Select File, then select New

Untitled - Communications Server SHA Hode Configuration M= B3 3270/LUA Applications...
Scenarios  Options  Help Eocal-Paitt...
New CkN Advanced...
Open... Ctrl+00 =
Save Ctrl+5
Save Az
Hecent Eis
Exit
Show steps for the SHA AP Clients unning 3270 or other LULA applic
Configure the Node
1. Highlight Configure Node, then click New.
Untitled - Communications 5erver SNA Node Configuration S B3
File Scenarios Options  Help
— Configuration options:
Create a new document Configure the G ateway

— Descriptian:
Click on the Mew button to define the node. ‘'ou can then view and
change itz parameters or delete it.

— Mode:
| Mew... I
UiehEheneelcas |
[IElete |
Ready
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2.The Define the Node window is displayed. Select the 2. The Define a LAN Device window is displayed. Click OK to
Basic tab, and provide the following information. accept the default values.

— Fully qualified CP name=NET1.CP1 Define a LAN Device
— Node Type=End Node
— When you are done, click OK

Define the Node | Part name: LAND 04

B asic I.t'l'l.dvancedl DLU Hequesterl

B asic | Advanced I Performance I

Adapter number: ID = |

— Contral Paint [CF)

Fully qualified CP narme: Local SAP: 04 =
[NETT _er
CF alias:

—

~Local Mode 1D
Block 10 Phwsical Unit 10 Cancel Al Help
050 IEIEIEIEIEI
Configure the gateway
—MNode Type . .
1. Select Configure the Gateway, then select View/
' End Node

Change/Add...
" Network Mode

ntitled - Communications Server SNA Node Configuration ==

File Scenarioz Options  Help

Cancel Sppi Help

— Configuration options:

Configure Mode
Configure Devices
:Configure the [Hateway

Configure Devices
1. Highlight Configure Devices, then click New.

ritiled - Communications Server SNA Node Configuration P 3 N D'ES“E'LDSE’:FB Wiew/Change/Add button to define the Gateway. You can
File Scenarioz Options  Help then wiews ar change its parameters.
— Configuration options:
— Gateway:
[Ewm.. I
Wiew/Change/add... |
[elete |
— Description: - . . .
e ot et . Bl on e et b1 a4 e dettins Ready ] ]
- LAN Devices:
Mew... |
Vienheneekas |
[elete |
Ready [
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2. The Define a Gateway Configuration window is displayed.

— Select the Host Links tab
— Click Create

Bt L | ot | s s |

b Ly

Heowl vl s | L P | sl s |

= | |

[wmepeon
Fpierd oy puciem b e 5 e bl il

1 Cwcdl |

3. When the following window is displayed, click OK to
accept the default DLC type.

Salari +a DLL rppss boe yoar hoot conracien.

IR

Mo ipian
Cicik OF. o apply the: changes snd cioas e dslog

4. The Define a LAN Connection window is displayed.

— Enter the 12-character hexadecimal address of
the S/390 host. In this example the destination
address=001001001001.

— When you are done, select the Advanced tab

Define a LAN Connection E3

B azic | Advanced I Security I

[Cinkooo0
|mw 0_04 -]

Link. station name:

Device name:

Dizcover network. addrezzes. .. |
Destination address: |Dg1 001007 00|
Remnaote SAP: 04 =
Ok I Cancel Apply Help

5.0n the Advanced property page, enter the Local Node ID.

The Local Node ID consists of two parts: the Block ID and
the Physical Unit ID. In this example, the Block ID = 05D,
and the Physical Unit ID = 12345

— After entering the Local Node ID information,
press OK

Define a LAN Connection

Basic Advanced | Securit_l,ll

¥ Activate link at start

™ HPF support

=} AFEH support

W Auto-activate support

= Litike b prefened W senver

¥ Solicit S5ER sessions

PU namne: W
Local Mode (D
Block 1D Fhusical Uit (D

IEIED I'l 2345

Cancel | Apply | Help
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6. The following window is displayed. Click Yes to create
and assign new LUs to this link.

SHA Node Configuration ] |

& Do pou wizh bo create and aszign new LU s to this link?

7. The following window is displayed. Enter the following
information.

—Base LU name = LU1
— Number of LUs= 4
— When you are done, click OK

5 v o 1 1 g g L B e
Atk i L
T Hoge 11 rivbeiers T g L L) dere
Bl LU ey e LU Ll s
[ [ I
‘et AL i EES TR P
I- i2-3H1
I p-=
Ptk L L
|- 1361
T et s ety L ol T
= = 1 “TTETL =
g Lk ko ol
Doty
§ ek 1 b ayaply B vy wvi e S dadag
T [ |

8.The following window is displayed, indicating the host LUs
currently assigned to the specified link definition. Click OK
to accept the values and continue.

[mor . | Orwrwm | b
Fewepie
Chch DF. ko ippds B chargan o <l e dsleg

cwcl || wep |
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9. When the Define a Gateway Configuration property sheet

is displayed, select the SNA Clients tab.

— The SNA Clients page is displayed, indicating that
the SNA API Client Services is supported

— Specify the PUBLIC pool as the default pool for SNA
API Client Services

—When you are done, click OK

St Lt | ot P, 1 Dl |
s o it
1 Fongi 8 Ul e

Niriar i sl w6 Sl Y e v

Lol |

—5]

Now that you have completed the SNA API Clients
Running 3270 or other LUA Applications configuration,
you will want to start the node, and then verify that the link
is active.

Step2: Define a user ID and password

(on the server machine)

You can restrict which SNA API clients can connect with
the Communications Server by defining user IDs and
passwords under the user group IBMCSAPI. Only clients
using a user ID under this group will be allowed access to
Communications Server.

To define a user ID (username) and password and the
IBMCSAPI user group, do the following:

1. Invoke the User Manager for Domains application for
Windows NT under Start, Programs, Administrative Tools
(Common).

2. From the User pull down, select New User.... Specify
Username and Password (the username and password
specified are case-sensitive). Click Add, then click
Groups. Select IBMCSAPI form the groups list, then
click OK.

3. Click Close to exit.



Step 3: Configure Communications Server
SNA client (on the client machine)

First, configure the user ID and password you defined
in Step 2 to give the SNAAPI client access to
Communications Server. To perform this configuration,
do the following:

1. On the machine select:

— Programs
— IBM Communications Server SNA Client
— Configuration

2.The Configuration File (*.ini) - COMMUNICATIONS
SERVER FOR NT SNA Client Configuration window
is displayed.

— Highlight Configure Global Data, then
select New...

Carkbspurmaon Fdw 7 a0 CR T RS Clerel Coskgaisharn

el ]

Chre 6 Wi Pl aln's 1) ihplag i L9 10 5l w1l i T Bl B AN e
mzmm 1w o S e aed chasge b prearrekes o delete i

Sl ehad Dam

3.The Define Global Data window is displayed.

— Enter the User ID and Password exactly as you
defined then on the server machine in Step 2
(they are case-sensitive)

—When you are done, click OK.

Eiubl

Ligss IO
b

Preiscrsond

Peraswnrd: F
Corkimn paswont —

Translafionisla:

4. Next, configure the LUA sessions, When creating the LUA
definition, give a meaningful LUA session name by which
this definition will be known.

B5. Specify the TCP/IP host name or address of the Communi-
cations Server machine. Also, specify whether the session
should use a dedicated LU or an LU from the default pool.
If you specify that a dedicated LU be used, you must
provide the LU name as configured in Communications
Server. The easiest configuration is to specify that an
available LU be chosen from the default pool, which was
configured as the PUBLIC pool on Communications
Server. If the definition requires you to specify a pool
name, use PUBLIC.
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To perform this configuration, do the following:

1. On the Configuration File (*.ini) - Communications Server
for NT SNA Client Configuration window:

— Highlight Configure LUA Sessions, then
select New...

Carlsurmaoe Fde a0

AP HAS Clmesd Cosbgarmhan

Darpdss

‘Wb W01 Eelr D i el LT Dae, el 000 Yaihe 3 Dl B
prrerwparp o daivis | Chok on e s b b ol s dulrsize

LLAS Seppann

Fatry

2.The Define LUA Sessions window is displayed.

— Specify the LUA Session Name
(LUXREC, in this example)

— Specify the TCP/IP host name or address
of the Communications Server machine

— Accept the Default pool

— When you are done, click OK

Ly |
LS S rans
O Loy Spmpi oo Prodsd LU
Vil

| E

I - C

I [oee =

I E

. | Do I Halp |

This completes the configuration aspect of the SNA API
client. Be sure to save your configuration before exiting the
client configuration utility.

Step 4: Configure Personal Communications
for Window NT (on the client machine) to begin
a 3270 session

If you have not already done so, install Personal
Communications for Windows NT.

1. To configure, click Start on the task bar and then select:

— Programs
- IBM Personal Communications
— Start or Configure Session

2.The Customize Communication window is displayed.
Configure as shown. When you are done, click
Configure...

E=gho e oren o besd
| lace ARpcharat
=

o — — m
B
(e — | B
- — -
=l |
[T e L |
—i
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3. The Customize Communication-3270 Host window is
displayed. Click Configure Link...

4. The LUA3270 via WinRUI API window is displayed. Enter
the LU or Profile Name. This is the LUA session name
used when you created the LUA session in Step 3 on the
client. In this example, we specified LUXREC.

5. When you are done, click OK. The PERSONAL COMMU-
NICATIONS configuration is complete, and you are ready
to log on to the S/390 host.



Test Scenario 5

Accessing and using IBM eNetwork Host On-Demand

In Scenario 5, a customer has about 50 employees in its Phoenix branch office who
use Netscape Navigator, a Java™-enabled Web browser, to access the Internet. These
employees, who are on a TCP/IP LAN, must access VM in the company’s corporate
headquarters in Dallas.

The recommended solution is to provide VM access through the Internet using
Host On-Demand.

By doing this, the customer does not have to install a 3270 terminal emulation program
on each employee’s desktop. Rather, employees with Java™-enabled Web browsers can
seamlessly access 3270 SNA applications.
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Scenario 5: Accessing and using Host On-Demand

You will need to perform these steps to complete
Scenario 5.

1. Be sure you have installed the following required software:

Server software requirements:

— Lotus Go Server

— IBM Internet Connection Server (ICS) for
Windows NT, for Windows NT, or Lotus Domino™
Server, Microsoft Internet Information Server (IIS).
The Web server must be running on the same
machine where Communications Server for
Windows NT and Host On-Demand are running.

Client software requirements:
— Netscape Navigator 3.0, or higher, Web browser
— Microsoft Internet Explorer 3.0, or higher,
Web browser
— Any other browser that is Java™-enabled

2.If you haven't already done so, perform the following:

— Configure and start Communications Server for
Windows NT and IBM Internet Connection Server
(or its equivalent) on a remote server

— Configure a TN3270E server

— Provide user access to a remote host

3.Open the Java™-enabled Web browser.

4. Specify the Web site (using either the IP address or
hostname), the appropriate Host On-Demand
subdirectory, and the file access:

http://9.39.67.233/hod/he3270en.htm

5. The following is displayed in the Netscape Navigator
browser window.

e ST
..... — |
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Notes:

The Separate Window option enables users to either
display a host session in the Web browser window or in a
separate window. In this scenario, the host session will
display in a separate window.

The defaults for the options that display on the Host
On-Demand screen are controlled by the configuration file
(httpd.cnf), which resides on the IBM Internet Connection
Server. It can easily be modified using any text editor.
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The TN3270E server port (23 in this example) is a Telnet
well-known port.

6.Click Connect to Host to start a TN3270 session. In our
scenario, the following host emulator screen is displayed.

7. Log onto VM in the usual manner.
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Do not distribute to customers outside the
United States without the consent of country
legal counsel.

Important information

The information contained in this document represents
the current view of IBM Corporation on the issues
discussed at the time of publication.

Because IBM must respond to changing market condi-
tions, it should not be interpreted as a commitment on
the part of IBM, and IBM cannot guarantee the accuracy
of any information presented after the publication date.
This document is for informational purposes only and is
provided as is, without warranty of any kind. IBM is not
liable for any errors or omissions.
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.|l|!

© International Business Machines Corporation
1998

IBM Corporation
Research Triangle Park, NC
USA

1-98
Allrights reserved

IBM, Advanced Peer-to-Peer Networking, APPN,
AnyNet, AIX,AS/400, CICS, DB2, eNetwork, Global
Network, IMS, Micro Channel, MVS, 0S/2, 0S/390,
0S/400, S/390, System/36, and VTAM are trademarks
of International Business Machines Corporation in the
United States and/or other countries.

Domino, Lotus, Lotus Notes, and Lotus Notes Mail are
trademarks of Lotus Development Corporation in the
United States and/or other countries.

Microsoft, Windows, and Windows NT are trademarks
of Microsoft Corporation.

Javais atrademark of Sun Microsystems.

Pentium, MMX, ProShare, LANDesk, and ActionMedia
are trademarks or registered trademarks of Intel
Corporation in the U.S.and other countries.

UNIXis aregistered trademark in the United States
and other countries licensed exclusively through
X/OPEN Company Limited.

Other company, product, and service names may be
trademarks or service marks of others.

@

Printed in the United States of America on recycled
paper containing 10% recovered post-consumer fiber

G325-3779-00



