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About this road map

This road map is designed to help you evaluate

the IBM eNetwork Software solution for host

access. Inside, the advantages and benefits of

this comprehensive solution are highlighted.

Included are selected step-by-step configuration

scenarios for host access. Take a look and start

building your e-business future with the leading

networking provider in the industry.
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Introduction
Today businesses are transformed into new ones just by enhancing and applying
information that was previously overlooked. In the past, you could still be competitive if
you had the best product. But, in this stay-up-or-go-broke time of business computing, the
world no longer beats a path to the door of those who build better, faster widgets. Now, the
name of the game is to build a better path to customers and business partners.

Corporate computing systems house valuable business information. A company’s ability
to make use of information resources is a major factor in its ability to compete in a global
economy. Customer responsiveness; collaboration with customers, suppliers, and
vendors; ability to control cost; and opportunities to reach new markets—all hinge on a
company’s access to useful information. To play the game, you must be able to provide
quick and seamless access to central data repositories. Browser-based access to the
host is just one step toward integrating business computing with intranets, extranets,
and the Internet that can help you deliver quality products to market faster than the
competition.

Along with the promise of benefits gained from the Internet technology, comes the task of
effectively harnessing and leveraging the network and its capabilities. A truly advanced
network communication infrastructure must deliver on certain promises:

• Platform and protocol-independent access to enterprise applications and data

• Internal networks that extend beyond the enterprise

• Seamless integration of heterogeneous environments and networks

• Departmental and workgroup networks that are connected to each other, the Internet,
and the corporate intranet

• Reliable and fast access to enterprise applications for mobile users

The challenge is that all of this must be done cost-effectively, with the reliability and
dependability demanded by the enterprise. IBM® can provide you with the complete
solution to this challenge and, also offer a wide range of services to help you design, plan,
and roll out your solution. IBM eNetwork Software solution for host access is not only a
great technical solution, but it’s a smart business solution.
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eNetwork Software solution for host access

IBM eNetwork Software solution for host access—what is it?
 The IBM eNetwork™ Software solution for host access provides all of the software
necessary to enable secure access for every user, regardless of platform or network
environment, to your mission-critical business systems. It enables you to tie diverse
networks together for seamless communication across the enterprise. Whether you have
an SNA network,TCP/IP network, or both, the IBM eNetwork Software solution for host
access can be easily implemented. It also provides you with the open, standards-based
networking capabilities required to build the foundation for your future e-business
infrastructure. You can choose from best-of-breed Communications Suite or gateway
software to provide your users,whether at the office, at home, or mobile, with access to
critical applications through a familiar user interface.

To be effective, your host access solution must be secure, cost-effective, and able to
leverage existing investments in information technology. The solution must be scalable to
grow with your business and flexible enough to seamlessly integrate new networking
technologies. You need a host access solution that includes communication clients and
servers, border servers, Web-to-host emulation, multiprotocol gateways, and mobile
clients and servers.

IBM eNetwork Software solution for host access offers enterprise-class universal
connectivity and information access for Network Computing with a scalable range of
both communication clients and communication servers. It provides IBM traditional
dependability, any-to-any access, and easy implementation and usability.

The host access solution is:

• Secure. The host access solution provides secure intranet and extranet access to
mission-critical business systems for your users—regardless of platform or network
environment. Even mobile employees can have the same secure and reliable access
to business applications.

• Competitive. Now, with host access, you’ll be open for e-business. Link new customers,
business partners, and business data smoothly, without implementation worries,
and watch your business grow. IBM provides a complete solution for host access
including a wide range of services to help you design, plan, and roll out—yes, transform—
your business.

• Flexible. Host access lets you reach your customers or business partners, regardless of
where they are or what network connectivity they need. When requirements change, you
can handle changes without delay or impact to productivity and profits.
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• Cost-effective. With the host access solution, you can continue to use existing information
technology where it fits and add browser-based access as required, with the confidence
your business will grow at a pace you set. Working with an infrastructure already in place,
you can build a highly scalable and reliable network to meet future needs.

• Simple. The host access solution is so simple. Special offerings from IBM let you quickly
and easily assess the cost of ownership, easing the burdens of evaluation, configuration,
license administration, and pricing complexities. A total solution available at one simple
price per user.

Communications Suite
IBM eNetwork Communications Suite is for customers who have diverse desktop
communication requirements. Communications Suite is an ideal solution for customers
who have, or are in the process of, deploying corporate intranets. Communications Suite
provides the world-class applications necessary to access data on mainframe hosts and
corporate intranets, as well as across the Internet. Access to this data is quick and easy
with the extensive multiprotocol support delivered as an integral part of Communications
Suite, and delivery of all these functions from a single vendor package gives users a
single point of contact for service.

Host On-Demand
eNetwork Host On-Demand, Version 2.0, provides Java™-based host access, so users in
different operating environments get the same look and feel, whether they are using
network computers, traditional PCs, or advanced workstations. This consistency in look
and feel reduces retraining costs when users change operating environments. Service
costs are also reduced because each user has the same version of the code.
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Personal Communications
The IBM Personal Communications products are IBM’s response to the terminal-emula-
tion needs of the PC marketplace. With these emulators, you get 3270, 5250, and VT
emulation support tailored to the operating environment for personal computers running
DOS/Windows®, Windows 95, Windows NT®, and OS/2®. The Personal Communications
clients for Windows 3.1, Windows 95, and Windows NT are available separately or as part
of Communications Suite.

Communications Server
IBM eNetwork Communications Server extends your reach to intranets and the Internet
providing network integration and complete connectivity solutions. With Communications
Server products, IBM delivers the broadest array of networking functions, scalability, and
connectivity available, all based on industry standards and optimized for the platform of
choice. Communications Server includes solutions for Windows NT, AIX®, OS/2, OS/390™,

and Novell NetWare and is fully interoperable with IBM OS/400® networks.

Communications Server products provide powerful multifunction gateways for connect-
ing diverse applications and network environments. With Communications Server, you
have the freedom to choose applications based on your business needs, not your
network protocol, because Communications Server enables workstations to communi-
cate with other workstations and host computers, regardless of platforms and network
configurations. These multiprotocol gateways are also critical for quick integration of
diverse networks. For example, during business mergers, information contained in one
network can be converted for use in the other network with minimal impacts to business
applications.

IBM is the only company that can provide this broad range of clients and scalable servers.
Choosing the host access solution from IBM allows a company to focus on the real
business problems rather than using resources to research, purchase, test, and integrate
parts from many vendors to build an intranet. These benefits continue after the initial
installation because you have only one vendor to call for service questions. No other
networking software provider can even think about providing this full range of products
and services.

5
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IBM eNetwork Software solution for host access—what do you need?
To be competitive in today’s fast-moving marketplace, you must seek new ways to quickly,
securely, and cost-effectively deliver your products and services to new markets on a
global scale. Paramount is the ability to support and effectively use intranets, extranets,
and the Internet to deliver your company’s goods, services, and information. Because the
bulk of the world’s business applications and data resides on host systems from IBM,
integrating these information technology (IT) systems with the new technology of the
Internet is vital. You must deliver connectivity and access across a variety of clients
(traditional PCs, Network Computers, laptops, and hand-held computers), networking
technologies (TCP/IP, SNA, SPX/IPX), operating systems (Windows, OS/2, AIX and UNIX),
and network types (intranets, extranets, Internet, wireless). To build this kind of networking
infrastructure requires a complete host access and network integration solution. When
evaluating the host access solution, you need to be sure that it delivers the following
critical features:

• Internet access to business applications and data on the host

• Access from any client machine to business applications on any host or server over
any networking protocol

• Wireless or disconnected access for mobile users, to business applications and data
on the host

• Seamless integration of diverse networks across the entire enterprise

• Secure access to your corporate intranet from outside business partners, customers,
vendors, and suppliers

• Reliable service and support options for the entire networking infrastructure

• Standard application interfaces across any operating system to improve user
productivity and reduce training costs

• A scalable infrastructure to accommodate growth and new technology within
your business

• The ability to do all of the above while leveraging your existing networking investment

eNetwork Software solution for host access
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IBM eNetwork Software solution for host access—why do you need it?
You need a solution that extends the reach of your business to new target audiences so
you remain competitive in today’s global business environment. IBM eNetwork Software
solution for host access enables the integration of the Internet, intranets, extranets, and
your current critical business data, allowing you to provide access to external users such
as customers and business partners. IBM industry-leading multiprotocol networking
enables secure, reliable access throughout the extranet, letting you focus on business
growth rather than worry about network complexities.

You need a solution that is simple so that you can choose client and server software that
best meets your needs, regardless of platform or network environment. It provides all of
the software necessary to enable secure access for every user, regardless of platform or
network environment. IBM is the only company that can provide this complete solution,
and also offer a wide range of services to help you design, plan, and roll it out.

You need a solution that leverages your existing IT investment so that you can keep using
your current networks as you plan for the future. IBM eNetwork Software solution for host
access is highly scalable and reliable, it helps you get the most out of your investment
today while building for the future. Whether you currently have an SNA network, a TCP/IP
network, or both, the IBM eNetwork Software solution for host access can be easily
implemented, working with what you have today. It gives you the open, standards-based
networking capabilities required to build the foundation for your future e-business
infrastructure.

You need a solution that offers implementation flexibility so you can meet your users’
many different needs, whether it’s type of platform, type of network connectivity, or type of
host system. You can satisfy those needs with IBM eNetwork Software solution host
access products. These choices include the best-of-breed software, eNetwork Commu-
nications Suite, industry-leading emulator, eNetwork Personal Communications, the new
Java™-based eNetwork Host On-Demand, which extends your host access to the Web. All
provide your users with the access they need to 3270, 5250, DEC, or UNIX applications,
with a familiar user interface, reducing training costs and increasing productivity. And
coupled with IBM eNetwork Wireless products, this access can be extended to your
mobile workforce.
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You are also free to implement the IBM Communications Server as many times as you
need in your environment to provide the desired level of performance and reliability.
Choose either eNetwork Communications Server for Windows NT, eNetwork Communi-
cations Server for AIX, eNetwork Communications Server for OS/2 Warp, or any combina-
tion. This solution allows you to make the right choice for your environment, whether it
utilizes SNA, TCP/IP, or a fully integrated global network, including the Internet, intranets,
and extranets.

You need a solution that gives you lower cost of ownership that can change your bottom
line. You can choose to implement the eNetwork Software solution for host access
solution by purchasing individual components to suit your needs, or take advantage of
special offerings from IBM that provide a total solution at one simple price per user,
regardless of platform, or network environment. These special offerings can reduce the
cost of ownership further by simplifying the burden of evaluation, configuration alterna-
tives, license administration, and pricing complexities so you can concentrate on
implementing the best host access solution for your business.

The IBM eNetwork Software solution for host access is the most complete answer to host
access and network integration in the industry and it’s available from a single vendor.
Build your e-business future with the leading networking provider in the industry and take
advantage of the benefits of the most comprehensive solution, with the best support, all
from one company.
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Host access IBM eNetwork Microsoft Host
requirement Software Integration Software

Internet access to host Yes No*
applications and data

Cross-platform Internet Yes No
access to host applications
and data

Consistent host access Yes No
interface across multiple
operating systems,
communication protocols,
and network technologies

Any client-to-any server
connectivity Yes No

Seamless interconnection Yes No
of existing SNA networks
with IP networks, intranets,
and the Internet

Networking technologies Yes No
matched to application
requirements through support
of TCP/IP and SNA WANs

Support for the latest SNA Yes No
technologies for cost-effective
networking (HPR, APPN, DLUR)

Investment protection for Yes No
existing hardware, software,
and applications through
cross platform support and
advanced SNA technology

Secure mobile access over Yes No*
wired and wireless networks

* available through third party software vendors

Host access solutions comparison

9
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Communications Server

Communications Server supports multiprotocol networking, such as TCP/IP Sockets
over SNA. SNA Server does not.

Communications Server supports APPN, High-Performance Routing (HPR), which
enables nondisruptive traffic rerouting around network failures, and dependent LU
requester (DLUR), which provides 3270 support across APPN networks. SNA Server
does not.

Communications Server protects your existing IT investment across multiple operating
systems. SNA Server does not.

Communications Server allows intranet and Internet access across either your TCP/IP
or SNA backbone. SNA Server does not.

Host On-Demand

Host On-Demand is a pure open architecture, no proprietary flows. It runs as a normal
TN3270 emulator on the client, communicating standards-based TN3270 back to the
server. The OpenConnect product WebConnect uses a proprietary data flow from the
browser to the server.

By not requiring a proprietary server like WebConnect,  Host On-Demand has greater
flexibility and scalability on a server-no middle-tier bottleneck. For example, Host
On-Demand can take advantage of CS/390’s multi-processor TN3270 capabilities.

Host On-Demand was built to be a true TN3270 emulator with emulator function-feel-
font resize, file transfer, print screen, cut-copy-paste, keyboard remap, toolbar, and list
of active sessions with the same look and feel as Personal Communications.
WebConnect has no companion emulator product.

Host On-Demand has a full function API set in Java™-“Host Access Class Library”.
Not only does this provide ultimate programmability, but also is the same API set in
Personal Communications. HACL, and future JavaBean™ objects allow for using any
vendor’s Java™ IDE. WebConnect requires its own proprietary development tool.

Host access products comparison

10
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Communications Suite

Communications Suite offers a desktop communication solution on one CD-ROM, with
a common look and feel for all operating systems and host environments. Extra!,
Attachmate, and WallData RUMBA do not share a common look and feel among their
respective operating systems.

Communications Suite offers Personal Communications, Netscape Navigator,
Microsoft® Internet Explorer, TCP/IP applications, and Lotus® Notes Mail® all in one
package, from one vendor. Extra! does not offer this complete solution.

Communications Suite includes support for Internet Protocol, Version 6 (IPv6), IP
multicast, and Winsock 2.0, which are industry-standard technologies that maximize
desktop communication. Extra! and Microsoft Windows operating systems do not
support these technologies.

Communications Suite uses industry-standard technology. Extra! uses Attachmate’s
proprietary developer products.

Personal Communications

Personal Communications offers host access and workstation support on one
CD-ROM with a common look and feel for all operating systems and host environments.
Extra! and RUMBA offer multiple products which do not share a common look and feel.
Mixed and matched, they do not give the same function as Personal Communications.

Personal Communications is a multiprotocol solution, working in S/390®, AS/400, and
System/36™ host environments. RUMBA focuses on AS/400 and appears to be weak
in the other environments.

Personal Communications supports HPR, which enables nondisruptive traffic rerouting
around network failures. Extra! and Wall Data RUMBA do not support HPR.

Personal Communications doesn’t require applications rewriting when migrating to a
TCP/IP backbone, TCP/IP LAN, or different operating system. Extra! does, sometimes
rewriting as much as 30 percent of an application.

Host access products comparison

11
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Extend the reach of your business

SNA host access solutions
Industry analysts estimate that more than 50 percent of the world’s corporations have
SNA backbone networks. In many companies, applications supported by an SNA
backbone are critical to the success of the business. Thus, rapid response times, high
availability, and secure access to sensitive data are crucial.

The IBM eNetwork Software host access solution
eNetwork Communications Servers, Personal Communications clients, and Communica-
tions Suite provide industrial-strength access to host applications over SNA wide area
networks. These eNetwork Software host access solutions incorporate the latest SNA
technologies, such as Advanced Peer-to-Peer Networking® (APPN®), HPR, dependent LU
requester (DLUR), and SNA data compression.

In peer-to-peer implementations, eNetwork Software solutions manage connectivity,
using the APPN protocol. This APPN capability provides a robust, low-maintenance,
networking backbone that scales easily. APPN lowers your network administration and
maintenance costs by utilizing dynamic and simplified configuration, dynamic LU 6.2
session routing, and powerful application programming features. These solutions provide
improved reliability and performance through support for HPR. DLUR extends these
capabilities to dependent logical units, providing investment protection for existing SNA
applications and devices. In addition, IBM eNetwork Software solution for host access
supports compression of SNA data to optimize available bandwidth and improve network
performance. The coupled value of the eNetwork Software clients and servers offers
you the most robust, reliable, secure, manageable SNA host access solution in the
industry.

eNetwork Software advantages
• Advanced SNA technologies for high availability, improved performance,

and optimum bandwidth management

• Reduced network and administration costs

• Investment protection through APPN support for dependent SNA devices
and applications

12
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Scenario 1

3270 and 5250 emulation
In this scenario, a customer has PC workstations requiring 3270 and 5250 emulation on a
LAN to access mainframe and AS/400 applications (with no APPC or APPN).

The recommended solution for this customer is to use Communications Server as a
gateway and use:

• Personal Communications on desktops that need only 3270 emulation

• Personal Communications for AS/400 on desktops that need only 5250 emulation

• Personal Communications on desktops that need both 3270 and 5250 emulation

13
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Scenario 2

32-bit APPC application on a remote LAN to an AS/400
In this scenario, a customer needs APPN connectivity from desktops to a remote AS/400.
The application requiring the APPC support is a new 32-bit client/server application.

The recommended solution for this customer is to use:

• Communications Server as a gateway providing APPN

• Access feature on desktops to provide APPC because the 32-bit application
requires 32-bit Application Programming Interfaces (APIs)
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Scenario 3

APPC application between two LAN desktops
In this scenario, the customer has developed a custom 32-bit APPC application,
running on a desktop, that interacts with another 32-bit APPC application, running
on a Communications Server.

The recommended solution for this customer is to use:

• Access Feature on each desktop, running the 32-bit APPC client application

• Communications Server, running the partner 32-bit APPC server application

In this scenario, a new server was installed (in place of the existing desktop system) in
anticipation of the required additional computing power for the server application.
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Scenario 4

New desktop with APPN and 3270 emulation requirements
In this scenario, the customer is adding a new desktop, primarily running a client for an
AS/400 server application that uses APPN. Additionally, the user of this desktop occasion-
ally needs to access a 3270 application.

The recommended solution for this customer is to use:

• Personal Communications, which includes APPN end node and 3270 emulation on the
new desktop

• Communications Server

16
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Scenario 5

APPN
In this scenario, the customer requires multiple logical protocols to flow over a single,
common transport.

The recommended solution is to define and deploy Advanced Peer-to-peer Networking
(APPN) to allow:

• A single consolidated network

• Network node (NN) auto-backup, rerouting of bad links over efficient links
(optimized for either cost-per-bit or bandwidth)
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Scenario 6

Finance industry application
A bank is rolling out a new IT infrastructure that is positioned for growth and exploitation of
new technological features that can protect its existing investment.

The recommended solution for this customer is to:

Use Communications Server as the gateway for a branch to an outside network to
provide the following network support:

• 3270 gateway

• APPC gateway

• APPN network node

This solution supports today’s investment and positions the customer to exploit
tomorrow’s new technology.
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TCP/IP host access solutions
IBM eNetwork Software products provide access to all network resources for general-
purpose clients and servers. The solution enables network computing access to diverse
sources of data across multiple network types and multiple platforms. Because many
new applications today are being written for TCP/IP, IBM is building on its leadership
foundation to deliver enterprise-class TCP/IP networking software that is reliable, avail-
able, and scalable. For existing applications and data, the goal is to enable the same high
level of access from both SNA and TCP/IP networks, so that you can choose the applica-
tion that’s right for your business, feeling sure the network will accommodate your
application choice.

As enterprises deploy intranets, access to SNA applications over TCP/IP networks is
rapidly becoming a key part of networking strategy. In support of this strategy, IBM is
committed to providing the most reliable, robust, secure TCP/IP host access solution in
the industry.

The IBM eNetwork Software host access solution
With eNetwork Software clients and servers, you can provide TCP/IP users easy access
to 3270 applications with TN3270E server function. You can connect TCP/IP clients on
OS/2, DOS, Windows, Windows 95, and Windows NT to TN3270E servers on OS/2, AIX,
NetWare, and Windows NT. eNetwork Software TN3270E support is compliant with
industry standard Request for Comments (RFCs) 1576, 1646, and 1647. IBM supports
TN3270 in its eNetwork Communications Suite, Personal Communications, and Wireless
software clients. Any other TN3270 or TN3270E client that adheres to these RFCs is also
supported.

The TN3270E server enables SNA APPN connectivity to the host and TCP/IP connectivity
to the clients. TCP/IP connections are mapped to SNA sessions and passed through the
3270 data stream. Because the TCP/IP connections are mapped to SNA sessions, you
can take full advantage of SNA and APPN on the host side of the network, with no TCP/IP
required on the host computer. The 3270 data stream coming from the TN3270 client can
be transported, using dependent LU requester (DLUR).

With DLUR you get the benefit of APPN networking for older SNA devices and applica-
tions. eNetwork TN3270 support also gives you HPR from the TN3270E server all the way
to the host computer, delivering nondisruptive session rerouting. eNetwork Software
servers also support TN3270E IP address filtering, which gives you centralized adminis-
tration of resources.

IBM is working closely with leading networking vendors to ensure interoperability of its
TN3270 implementations. Combined with the multiple platform capabilities of eNetwork
Software, this interoperability assures you maximum flexibility in the deployment of TCP/IP
host access solutions.

Extend the reach of your business

19
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eNetwork Software advantages
• Easy access from IP clients to 3270 applications and print services

• Multiplatform TN3270 server support for maximum flexibility

• Investment protection through support for SNA backbone networks, APPN, and DLUR

Scenario 1

TN3270E server
In this scenario, a customer with TCP/IP desktops can easily access 3270 applications
with the TN3270E server. Either standard or extended Telnet 3270 clients can run interac-
tive 3270 display application programs. With the Telnet 3270 standard extensions
(TN3270E), users can print from 3270 applications to printers attached to their desktops,
or in their TCP/IP network using LU1 or LU3 print sessions. Also, TN3270E clients can send
both positive and negative responses and ATTN and SYSREQ keys.

TN3270E server supports both standard and extended Telnet 3270 clients. Personal
Communications offers a rich set of functions for TN3270E clients.

The recommended solution for this customer is to install a Communications Server with
TN3270E and Personal Communications for the client software.
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Scenario 2

Split-stack client support
In this scenario, the customer has TCP/IP-attached clients that require access to main-
frame or AS/400 applications, using SNA APIs.

The recommended solution is to use Communications Server SNA API client solution that
gives you the ability to run SNA applications without installing an SNA stack on each
client. Because almost all SNA configuration and processing is done on the server, you
can reduce DASD, memory, and processor demands on your clients. The SNA API clients
provide support for CPI-C, APPC, EHNAPPC, and LUA request unit interface (RUI) APIs
and are packaged with the Communications Server.
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Internet host access solutions
To reach new market opportunities, companies are actively deploying intranets and
extranets, and utilizing the Internet to expand the reach of existing and new business
applications. Building an infrastructure to support e-business creates a unique set of
problems:

• How can I provide consistent, reliable, secure host access to existing business applica-
tions and data over my intranet, extranets, and the Internet?

• How can I provide enterprise-wide access to host applications without incurring
significant expenses for training, administration, and support and without rewriting
my applications?

• How can I deliver my business applications over my intranet, extranets, and the Internet
without costly changes to my existing network?

With IBM eNetwork Software you can find answers to these important questions.

The IBM eNetwork Software host access solution
The explosion in the use of the Internet has driven a business requirement to provide
Internet access to the critical data and applications on host systems. Most businesses will
want to provide this access through the browsers Internet-based users already have. This
Web-to-host access can be based on traditional emulation for S/390, AS/400, or UNIX
systems, or it can be based on publishing customized pages of information for the user.
IBM provides both types of access as part of its solution for host access. Businesses may
choose to use one or both forms of Web-to-host access depending on their particular
requirements.

eNetwork Host On-Demand provides an easy-to-use 100 percent Pure Java™-based
3270, 5250, and VT terminal emulation with a standard Web browser. This provides a
high-performance, cost-effective solution for intranet and Internet users who require
access to host-based business applications from a Web browser. By incorporating
Java™ technology, Host On-Demand offers you several key benefits:

• Operating system independence. Host On-Demand provides a consistent user interface
across multiple client, server, and host environments. This allows you to reduce training
expenses if your users change or upgrade their operating environment. In addition, the
common look and feel between Host On-Demand and IBM eNetwork Personal Commu-
nications helps maintain user productivity.

Extend the reach of your business
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• Reduced administration and support costs. The latest level of Host On-Demand software
is automatically downloaded to your users each time they access it.

• User interfaces tailored to business needs. Host On-Demand includes the Host Access
Class Library that allows you to customize user interfaces for existing host applications
and data without rewriting the applications.

Complementing Host On-Demand is eNetwork Communications Server. This powerful
communication gateway gives protocol and platform independence to network commu-
nication. Communications Server allows you to easily incorporate intranets, extranets,
and the Internet as part of your existing network environment, without incurring major
network changes. For example, using eNetwork Communications Server, you can
seamlessly interconnect TCP/IP-based local area networks, an existing SNA-based
intranet, extranets, and the Internet.

In addition, Communications Suite provides diverse desktop communication require-
ments. Communications Suite is made up of market leading products like Personal
Communications, Lotus Notes Mail Client, FTP Software, Netscape Navigator, Microsoft,
and Internet Explorer making it an unparalleled client offering. It is a valued member of the
IBM eNetwork Software products that connect your workstation users to enterprise-wide
information. Communications Suite offers advanced Interent and intranet infrastructure
support to position your business for future technologies, secure connectivity options,
and provide user friendly access no matter where it resides.

With eNetwork Software clients and servers, the Internet becomes simply an extension of
your enterprise network.

eNetwork Software advantages
• Cross-platform Internet access to host applications and data

• Consistent user interface for increased productivity and reduced operating costs

• Easy, seamless interconnection of existing networks and the Internet
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Scenario 1

Host On-Demand
In this scenario, the customer requires the power of Java™ to open the doors of your
enterprise data whenever and wherever it’s needed, straight from a browser. A single click
launches a distinct Java™ applet to give broad access to your intranet data, with TN3270,
TN5250, and VT 52/100/220 emulation in a single package.

The recommended solution for this customer is to use:

• Host On-Demand, Version 2.0

• Communications Server

Scenario 2

Host On-Demand (enhanced security)
To protect your data from the client to the server, you can implement a virtual private
technology using open standard-based IPSEC. This would provide network layer security
to augment the secure sockets layer (SSL) in Host On-Demand. The AIX firewall box acts
as a gateway to protect your corporate intranet from Internet hackers.
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Scenario 3:

Communications Suite
In this scenario, the customer requires their clients to have access to enterprise-wide informa-
tion needs, such as mainframe, AS/400, DEC, and UNIX applications, Web access, collaborate
and exchange e-mail. And they need to share information with colleagues who use the latest
NFS and FTP TCP/IP applications, all “plug and go” with secure network access.

The recommended solution is to install eNetwork Communications Suite on each desktop.
This complete desktop communication solution provides:

• IBM Personal Communications

• Lotus Notes Mail

• FTP Software TCP/IP protocol stacks and applications

• Your choice of browsers: Netscape Navigator or Microsoft Internet Explorer

• Netscape-compatible plug-ins: FirstFloor Smart Bookmarks and Adobe Acrobat Reader

Now the clients have easy access to data on the host computer, corporate intranet, Lotus
Notes®, and the Internet, all in one package.
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Network integration solutions
Most large networks include multiple networking technologies, such as SNA, TCP/IP, IPX,
and NetBIOS. Connecting and managing these diverse technologies can be complex
and expensive. You need a cost-effective way to run any application over any network
type with the reliability and performance required for critical business applications.

The IBM eNetwork Software host access solution
It’s in your best interest to seek a network integration solution that leverages current
investments while capitalizing on a large number of new network capabilities. The IBM
eNetwork Software host access solution offers integrated client and server software to
address your need for:

• Seamless access to your SNA applications over IP networks, without reprogramming
those applications

• Access to your sockets IP applications over SNA networks

• Bridging together networks with different protocols

Using the eNetwork Software host access solution, you can choose the network and
applications that best suit the needs of your business, without compromise. The result is,
you can implement networks based on criteria, such as response time, security, manage-
ability, reliability, and interoperability—not on the operating system. With eNetwork
Software you get an integrated multiprotocol, multiplatform solution, which enables users
to access applications and data using whatever wide area network protocol is most
effective for the application.

eNetwork Software advantages
• Select applications based on business needs, not networking technology

• Optimize network technologies to application requirements

• Enable any-to-any communication

Extend the reach of your business

26



29

Scenario 1

TCP/IP over SNA
Intranets are a very popular way for enterprises to streamline communication internally.
Here is an example of how TCP/IP over SNA technology in Communications Server can
be used to build an intranet in an enterprise that has an SNA and APPN backbone. The
enterprise can choose the Web server platform based on the scalability of its require-
ments. Communications Servers on OS/390, AIX, Windows NT, OS/2, as well as OS/400®

all have integrated TCP/IP over SNA support which allows a Web server to run over SNA .

Once the Web server is established, Web browsers on branch IP LANs can easily get
information from the Web server on the SNA central site through Communications Server
TCP/IP over SNA gateway function. With this implementation, you can easily operate
almost any TCP/IP sockets-based applications, such as FTP, Telnet, SAP R/3, SNMP, and
Lotus Notes.
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Scenario 2

SNA over TCP/IP
In this scenario, a customer with SNA applications, like APPC, printer, and 3270 emulator
programs needs to communicate over a TCP/IP backbone.

The recommended solution for this customer is to install a Communications Server with
an SNA gateway. With this function, existing LU6.2 APPC applications, LU2 terminal
emulator applications, or LU1 and LU3 printer applications can be used across TCP/IP
networks. The dependent LU SNA application support is provided by the VTAM® DLUR
and Communications Server DLUR functions. Examples of SNA applications which
can now run over TCP/IP networks, include CICS®, DB2®, IMS®, DCAF, and TSO. APPC
and SNA applications which were primarily confined to SNA networks are able to
communicate with users in a TCP/IP network, and the application does not need to be
changed. With this configuration, the customer can now reduce the operational and
management costs by enabling network consolidation while leveraging investments in
SNA applications.
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Scenario 3

IPX over SNA
In this scenario, a desktop on an IPX LAN needs to access a NetWare server on another
IPX LAN, connected by an SNA backbone.

Customer can use the Communications Server IPX over SNA gateway capability on each
to connect the IPX LANs across the SNA backbone.
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Mobile and wireless host access solutions
Companies today are extending host data access to mobile workers through the use of
wireless technology. With wireless technology, you can build a competitive advantage
through easy application integration, improved customer service, and reduced communi-
cation costs.

The IBM eNetwork Software host access solution
IBM eNetwork Wireless Software is setting the standard in wireless middleware by
developing key technologies that allow companies to extend vital applications to their
mobile workforces while protecting their existing investments in software and information
technology (IT) infrastructure. Mobile workers can now access applications transparently
over a variety of wireless or dial-up networks with few software modifications. By leverag-
ing industry standards and offering easy installation and simple operation, eNetwork
Wireless Software reduces the expense, complexity, and time required to implement a
complete mobile solution. eNetwork Wireless Software consists of products that provide
your mobile workers with access to mission-critical enterprise information, whether host-
or Web-based. It offers broad network coverage and multiple language support. It
provides anytime-anywhere communication facilities through eNetwork Wireless
Gateway and Client, eNetwork Web Express Server and Client, and eNetwork Emulator
Express Server and Client.

These products incorporate state-of-the-art technology that allow secure access to 3270
and 5250 applications over wireless and/or dial networks from LANs, WANs, intranets,
and the Internet. This gives your mobile workers access to the same data and applica-
tions as though they were in the office, connected directly to the enterprise network.

An open, industry-standard TCP/IP interface is provided for simple application deploy-
ment. eNetwork Wireless solutions support leading client and server platforms so you
can leverage existing IT investments. Multiple applications can be supported across a
single wireless link, using a patented, cost-effective optimized data transmission capabil-
ity. To ensure maximum protection for your important data, eNetwork Wireless Software
solutions incorporate enterprise-level security, data encryption, and built-in authentica-
tion. No other wireless offering delivers the unique combination of features, functions, and
characteristics as the eNetwork Wireless Software solution.

eNetwork Software advantages
• Comprehensive, open, complete wireless solution

• Anytime, anywhere access to business information

• Patented optimization techniques for faster access and lower cost

Extend the reach of your business
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Scenario 1

Mobile desktop with dial 3270 requirements
In this scenario, a mobile desktop needs to attach to a 3270 application, using a switched
asynchronous connection.

The recommended solution, in this case, is to use Personal Communications, with its
switched asynchronous support, directly to IBM Global Services Network™ Services
(IGSNS), Communications Server, or a host controller.
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Scenario 2

Wireless solution using Emulator Express
In today’s marketplace, having the competitive edge in your industry is vital. Workers need
enterprise connections from a home office, hotel room, or even a car to access critical
host data and applications.

Workers are turning to wireless solutions to provide their connectivity, giving them the
edge they need to conduct business while on the move.

eNetwork Emulator Express is specifically designed to extend the reach of host-based
3270 applications to your mobile workforce.

The eNetwork Emulator Express Client resides on the mobile device with a Telnet
emulator, such as IBM eNetwork Personal Communications. The eNetwork Emulator
Express Client communicates with a remote eNetwork Emulator Express Server, using a
TCP protocol, which in turn communicates with a Telnet server, such as IBM eNetwork
Communications Server.

eNetwork Emulator Express Software is designed to run with IBM eNetwork Wireless
Gateway and Client, which supports the leading international data packet radio, analog
and digital cellular, and wireline networks under a single interface.
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Getting started

Getting ready for the test cases using Communications Server for Windows NT
• Review the information found in the README.TXT file on the CD-ROM or in the installation

source directory.

• Obtain access to the installation media (either a CD-ROM or the appropriate LAN
environment).

• Use an administrator user ID with local authority when installing Communications Server
for Windows NT.

• The Communications Server for Windows NT CD-ROM contains:

– Communications Server for Windows NT product files
– Communications Server for Windows NT documentation
– Adobe Acrobat Reader

In addition to the product files, the following can be selectively installed from the CD-ROM,
after installing Communications Server for Windows NT:

• Clients for SNA API client services

– OS/2
– Windows 3.1
– Windows 95
– Windows NT (Intel only)

• Remote administration and configuration clients (Windows NT and Windows 95)

• IBM eNetwork Host On-Demand, Version 1.0 (a Web-based emulator)

• IBM Communications Server for Windows NT (Web-based Server Administration)

• Entry-level eNetwork Personal Communications emulator

Planning and installation
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Software requirements
Communications Server for Windows NT requires either Windows NT Server, Version 3.5.1
or Windows NT Server, Version 4.0. In addition:

• When using Windows NT Server, Version 3.5.1, Service Pack 4, or higher, is required to
support the SNA API clients.

• TCP/IP is required for communication with the remote administration.

• TCP/IP and/or IPX/SPX is required for communication with SNA API clients.

Remote administration clients require either Windows NT Workstation or Server, Versions
3.5.1 or 4.0. TCP/IP is required for communication with Communications Server for
Windows NT (Server).

SNA API client requires either:
• OS/2 Warp, Version 3.0, or higher

• Windows 3.1.1, or higher

• Windows 95, with Service Pack 1 and the following fix:

– Microsoft Knowledge Base article ID: Q128366
– Creation data: 11Mar96
– Web site for downloading fix: www.microsoft.com/windows/software/krnlupd.htm

• Windows NT Workstation or Server

• Windows NT Server 3.5.1 with Service Pack 4, or above

• Windows NT Server 4.0

• TCP/IP and/or IPX/SPX is required for communication with Communications Server for
Windows NT (Server).

Host On-Demand, Version 1.0, requires any Web server capable of serving Java™ applets
to be installed on the same machine as Communications Server for Windows NT.
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Hardware requirements
Following are the minimum recommended hardware requirements for installing
Communications Server for Windows NT:

• Intel Pentium® computer

• 100-MHz CPU

• 75 MB of disk space

• 32 MB of RAM

Notes:
• Communications Server for Windows NT requires 10 MB of disk space on the startup

drive (the drive that contains the Windows NT operating system) to store temporary files
used during installation. These files are deleted after Communications Server is com-
pletely installed.

• Viewing and printing the documentation directly from the CD-ROM is an alternative to
installing it.

• The clients for SNA API client services will automatically be installed on the server.

Communication adapters
One or more network communication adapters (and appropriate cable) may be required.
Communications Server for Windows NT is compatible with the following adapters:

IBM ISA/EISA WAN Adapters
• Multiprotocol communication adapter for SDLC over leased and switched connections

• Wide area connector for SDLC, X.25 over leased and switched connections

• Serial/parallel adapters (asynchronous port) for SDLC

IBM Micro Channel® WAN Adapters
• Multiprotocol communication adapter for SDLC over leased and switched connections

• Wide area connector for SDLC, X.25 over leased and switched connections

• Serial and parallel adapters (asynchronous port) over asynchronous connections
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IBM PCI and PCMCIA WAN Adapters
• Serial and parallel adapters (asynchronous port) over asynchronous connections

• Wide area connector for SDLC, X.25 over leased and switched connections

X.25 and SDLC, using COM port and Autosync modem

SDLC, using COM port and asynchronous modem

IBM Twinaxial Adapters for AS/400
• Enhanced 5250 display station emulation adapter

•5250 AT-BUS communication adapter

•5250 emulation PCMCIA adapter

•System 36/38 workstation emulation adapter/A

•5250 emulation adapter/A

•5250 emulation PCI adapter

Non-IBM ISA/EISA and PCI WAN adapters
• Eicon Technology Corp. for frame relay over leased, switched, and ISDN connections, and

X.25 over leased and switched connections (work in process)

• MicroGate Corp., DSA adapter for SDLC

• Quadron Service Corp., IP and frame relay for IBM ARTIC adapters

• Interphase Corp. (Synaptel), DLSW, SDLC, X.25, and ISDN adapters (work in progress)

Non-IBM direct-attached channel adapters
• Bus Tech, Inc., bus and tag and ESCON adapters over SNA channel connections

• Barr Systems, Inc., bus and tag adapter over SNA channel connections
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Before you install
• Close other application programs you are running.

• Install Communications Server for Windows NT before installing any version of the
Personal Communications product (including the entry-level emulation program). If
Personal Communications is already installed on your server, remove it before installing
Communications Server for Windows NT.

• If you have any version of Communications Server for Windows NT already running,
stop it before starting to install.

Installing Communications Server for Windows NT
1. Insert the Communications Server for Windows NT CD-ROM into the CD-ROM drive and

follow the steps displayed. Use any editor to read the README.TXT file for the latest
product notes. Online help is available during the installation by clicking the HeHeHeHeHelllllppppp button.

2. Click SSSSSeeeeetttttuuuuuppppp to begin the installation of the Install Shield wizard. Once installed, the wizard
guides you through the rest of the installation. Upon completion of the installation of the
wizard, a Welcome to IBM Communications Server window appears. Click NeNeNeNeNexxxxxttttt to
continue.

Note: On Windows NT 4.0, the CD-ROM Installation Graphic Interface will automatically
start. From the Installation window, select CoCoCoCoCommmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiions Sons Sons Sons Sons Seeeeervrvrvrvrveeeeerrrrr icon and click IIIIInsnsnsnsnstttttaaaaallllllllll
to continue with installation.

3. Choose the drive and directory for the installation of Communications Server. The default
is C:\IBMCS, which appears in the Destination Directory box. Click BBBBBrrrrrooooowwwwwssssseeeee to display the
dialog box that allows you to change your drive or directory by typing in a new path name
or choosing a directory from the provided list. Click NeNeNeNeNexxxxxttttt to continue to the Select
Program Folder window.

4. The Select Program Folder window shows which program folder contains the Communi-
cations Server icons. The IBM Communications Server folder is the default. To use a
different folder, type the name of the desired folder in the entry box provided. When you
select a new name, a new folder is created. You can also select a folder from the Existing
Folders list. Click NeNeNeNeNexxxxxttttt to continue.

5. The next window requests the name of one existing user ID to be initially added to the
group; more user IDs can be added later using the Windows NT User Manager. This
window is used to establish the IBMCSADMIN group, which allows users to be authorized
to remotely configure and administer Communications Server.
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The next window requests the number of user licenses purchased for this installation.
Enter the number purchased and click NeNeNeNeNexxxxxttttt to continue.

6. The Start Copying Files window shows your current settings for the installation of
Communications Server. To change a setting, click BBBBBaaaaackckckckck to go backward through the
previously mentioned installation screens and make the necessary changes.

7. Click NeNeNeNeNexxxxxttttt to begin copying the Communications Server files to your system. Once the
horizontal Progress Bar appears on the screen to indicate copying has started, do not
stop the installation.

During the copying procedure, there are vertical Progress Bars at the left of the window
that enable you to watch the installation's progress. The Progress Bar on the far left
monitors how much data remains in each file as it is being transferred. The Progress Bar
in the middle shows the percentage of the installation files that have been copied. The
Progress Bar on the right shows how much disk space remains for you to use during
the installation.

8. Once all product files have been copied, the Installing NT Services window appears.

9. At the end of the installation, a dialog box is displayed enabling you to install the IEEE
802.2 interface for the local area network (LAN) using the IBM LLC2 protocol interface.
If you know that you will use Communications Server over a LAN adapter or if you are not
sure, choose YYYYYeseseseses. If you know that you will not use Communications Server over a LAN
adapter, choose NoNoNoNoNo.

If you select YYYYYeseseseses to install the IBM LLC2 protocol, the install program launches a network
control window with instructions for configuring IBM LLC2 to operate over your LAN
adapters.

10.Once you have completed the installation, you will be prompted to shut down and restart
your computer.
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Installing Host On-Demand
Once you have installed Communications Server for Windows NT, you can optionally
install IBM eNetwork Host On-Demand, Version 1.0, if you want to access host data
through a Java™-enabled Web browser.

To install Host On-Demand, do the following:

1. From the Communications Server for Windows NT Installation window, double-click the
HosHosHosHosHost Ot Ot Ot Ot On-Dn-Dn-Dn-Dn-Demanemanemanemanemanddddd icon to display a welcome message on the first installation window.
Click NeNeNeNeNexxxxxttttt to continue with the installation.

2. Specify the directory where you want the Host On-Demand files extracted. The default
directory is <CCCCCSSSSSNNNNNTTTTT i i i i insnsnsnsnstttttaaaaallllll dl dl dl dl diiiiirrrrreeeeeccccctttttorororororyyyyy> (where CCCCCSSSSSNNNNNTTTTT represents Communications Server
NT), but you can specify the directory of your choice. Click NeNeNeNeNexxxxxttttt to continue.

3. The next installation window provides the program group into which Host On-Demand
icons are to be placed. By default, the choice is the IBM Communications Server program
group. Click NeNeNeNeNexxxxxttttt to continue.

4. The Host On-Demand installation window is displayed to confirm the choices you have
made. Click NeNeNeNeNexxxxxttttt to begin the file extraction.

At the end of installation, you will be prompted for the method to use when configuring any
Web servers on the system. Choose the method and click OOOOOKKKKK. A Web server must exist on
this system and be properly configured to use this function.

Installing Web-based server administration
Once you have installed Communications Server for Windows NT, you can optionally
install Web-based server administration if you want to manage your Communications
Server over the Web. From your Web browser, you can start, stop, and monitor your
network resources.

To install Web-based server administration, do the following:

1. From the Communications Server for Windows NT Installation window, double-click the
WWWWWeeeeeb b b b b AAAAAdmdmdmdmdmiiiiinnnnniiiiissssstttttrrrrratatatatatiiiiiononononon icon to display a welcome message on the first installation window.
Click NeNeNeNeNexxxxxttttt to continue with the installation.

2. Specify the directory where you want the Web-based server administration files extracted.
The default directory is <CCCCCSSSSSNNNNNTTTTT i i i i insnsnsnsnstttttaaaaallllll dl dl dl dl diiiiirrrrreeeeeccccctttttorororororyyyyy> (where CCCCCSSSSSNNNNNTTTTT represents Communica-
tions Server for WindowsNT), but you can specify the directory of your choice. Click NeNeNeNeNexxxxxttttt
to continue.
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3. The next installation window provides the program group into which Web-based Server
Administration icons are to be placed. By default, the choice is the IBM Communications
Server program group. Click NeNeNeNeNexxxxxttttt to continue.

4. The Web-based Server Administration Installation window is displayed to confirm the
choices you have made. Click NeNeNeNeNexxxxxttttt to begin the file extraction.

At the end of installation, you will be prompted for the method to use when configuring any
Web servers on the system. Choose the method and click OOOOOKKKKK. A Web server must exist on
this system and be properly configuredto use this function.

Uninstalling Communications Server for Windows NT
To uninstall Communications Server, do the following:

1. For Windows NT 3.5.1, click the UUUUUnnnnniiiiinsnsnsnsnstttttaaaaallllllllll icon from the IBM Communications Server folder
and follow the procedures provided.

2. For Windows NT 4.0, click the ConConConConContttttrrrrrol Pol Pol Pol Pol Paneaneaneaneanelllll icon. Click the AAAAAdddddd/Rd/Rd/Rd/Rd/Remoemoemoemoemovvvvve Pe Pe Pe Pe Prrrrrogogogogogrrrrramsamsamsamsams
icon. In the list box provided, click your folder name, and then click the RRRRRemoemoemoemoemovvvvveeeee button.

3. If you have the IBM LLC2 protocol interface installed, Help panel helps you uninstall the
LLC2 protocol.

4. Shut down and restart your computer.

Accessing and installing the SNA API clients
Once you have installed Communications Server for Windows NT, you will be able to
access the SNA API clients that work with the server. The SNA API clients are for the
following operating systems:

• OS/2

• Windows 3.x

• Windows 95

• Windows NT
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The client installation packages are located in the following directories under your
Communications Server installation directory:

• Clients\WinNT

• Clients\Win95

• Clients\Win31

• Clients\OS2

To install a package on a client, the client must have access to the information in these
directories (for instance, using net use, FTP, or diskette transfer).

Change to the appropriate drive;and, at the command prompt, type iiiiinsnsnsnsnstttttaaaaallllllllll to access the
OS/2 client and ssssseeeeetttttuuuuuppppp to access all of the other clients.

Alternatively, install the SNA API clients directly from the CD-ROM to a client machine
instead of from a server. Follow the steps provided on the Communications Server
CD-ROM.

Accessing the remote administration clients
Remote administration and configuration clients (for Windows NT) can remotely adminis-
ter and configure the server. To access the remote administration and configuration
clients, specify the following path:

Drive letter: \IBMCS\clients\admin

Note: Do not put the remote administration and configuration clients on the same
machine as your server because they are already available on that machine.
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Host access scenarios

Introducing the test scenarios
These scenarios illustrate common networking problems faced by businesses today, and they
show how Communications Server for Windows NT provides the solutions to those problems.
Before beginning the scenarios, be sure that you have the necessary software and hardware.

Note: The network diagrams included with the scenario descriptions are generic. The actual test
scenarios may only require you to configure selected portions of the illustrated networks.

Test Scenario 1

Configuring a TN3270E server
In Scenario 1, a customer’s computers are connected using a TCP/IP LAN, but employees need to
access critical host applications.

The recommended solution is to configure Communications Server for Windows NT as a TN3270E
server and provide workstations with TN3270 emulation software. The TN3270E server would
function as a gateway, enabling users to access the host system.

To complete this scenario, you will need to perform the following steps:

Step 1: Configure the node, devices, and gateway on the server machine.

Step 2: Configure IBM eNetwork Personal Communications for Windows NT on the
client machine.

The following figure shows how the TN3270E Server function enables you to configure your solution.

TN3270E server with wide area TCP/IP network

SNA host

TN3270
clients

TCP/IP
network

SNA network

Communications
Server

IP
LAN

IP
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Scenario 1: Configuring a TN3270E server

To complete this scenario, you will need to perform the
following:

Step 1:
Configure the node, devices, and gateway
on the server machine

1. Click StStStStStarararararttttt on the task bar, then select:

– PPPPPrrrrrogogogogogrrrrramsamsamsamsams
– IIIIIBBBBBM CoM CoM CoM CoM Commmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiions Sons Sons Sons Sons Seeeeervrvrvrvrveeeeerrrrr
– SSSSSNNNNNAAAAA Nod Nod Nod Nod Node Cone Cone Cone Cone Confffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon

2. The Communications Server SNA Node Configuration
window is displayed.

– Select FiFiFiFiFillllleeeee, then select NeNeNeNeNewwwww

3. Select SSSSScenarcenarcenarcenarcenariiiiiososososos, then select TN3TN3TN3TN3TN322222777770E s0E s0E s0E s0E seeeeervrvrvrvrveeeeerrrrr.

Configure the node
1. Highlight ConConConConConfffffiiiiiggggguuuuurrrrre Node Node Node Node Nodeeeee, then select NeNeNeNeNewwwww.
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2. The Define a LAN Device window is displayed. Click OOOOOKKKKK to
accept the default values.

Configure the Gateway
1. Highlight ConConConConConfffffiiiiiggggguuuuurrrrre the Ge the Ge the Ge the Ge the Gatatatatateeeeewwwwwaaaaayyyyy, then press VVVVViiiiieeeeew/w/w/w/w/

CCCCChanhanhanhanhanggggge/Ae/Ae/Ae/Ae/Adddddd…d…d…d…d….

2. The Define the Node window is displayed. Select the BBBBBaaaaasssssiiiiiccccc
tab, and provide the following information.

– Fully qualified CP name = UUUUUSSSSSIIIIIBBBBBMMMMMSSSSSL.CL.CL.CL.CL.CSWSWSWSWSWNNNNNT0T0T0T0T011111
– Node Type = EEEEEnnnnnd Nodd Nodd Nodd Nodd Nodeeeee

3. When you are done, click OOOOOKKKKK.

Configure Devices
1. Highlight ConConConConConfffffiiiiiggggguuuuurrrrre De De De De Deeeeevvvvviiiiicescescescesces, then select NeNeNeNeNewwwww.
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.

2. The Define a Gateway Configuration window is displayed.
Select the HosHosHosHosHost Lt Lt Lt Lt Liiiiinksnksnksnksnks tab, then press CCCCCrrrrreeeeeatatatatateeeee to define a
new link.

3. The Host Link Type window is displayed. Select DLC type
= LLLLLAAAAANNNNN, then press OOOOOKKKKK.

4. The Define a LAN Connection window is displayed.

– Enter the 111112 char2 char2 char2 char2 charaaaaacccccttttteeeeer her her her her hexxxxxaaaaadddddeeeeecccccimaimaimaimaimal al al al al addddddddddrrrrresesesesessssss
ooooof the S/39f the S/39f the S/39f the S/39f the S/390 hos0 hos0 hos0 hos0 hosttttt. In this example the destination
address = 111110000000000000001111100000000001111100000000001111100000.

5. When you are done, select the AAAAAdddddvvvvvanceanceanceanceanceddddd tab.

6. On the AAAAAdddddvvvvvanceanceanceanceanceddddd property page, enter the LLLLLooooocacacacacal Nodl Nodl Nodl Nodl Nodeeeee
IIIIIDDDDD. The Local Node ID consists of two parts: the Block ID
and the Physical Unit ID. In this example, the Block ID =
05D05D05D05D05D, and the Physical Unit ID = 1111122222333334444455555.

– After entering the Local Node ID information, press
OOOOOKKKKK to create the LAN connection.
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7. This SNA Node Configuration window is displayed. Press
YYYYYeseseseses to create a new LU for this host link.

8. The Define LUs window is displayed. Enter the following
information.

– Base LU name = LLLLLUUUUU
– Number of LUs = 44444

9. When you're done, click OOOOOKKKKK to define the range of LUs.

10. When the Assigned LUs window is displayed, press OOOOOKKKKK.

11. The Define a Gateway Configuration property sheet is
displayed.

– Select the TN3TN3TN3TN3TN322222777770E0E0E0E0E tab
– Select PUPUPUPUPUBBBBBLLLLLIIIIICCCCC from the Default pool dropdown list

12. Press OOOOOKKKKK.

13. The Communications Server SNA Node Configuration
window is displayed. Select FiFiFiFiFillllleeeee, then select SaSaSaSaSavvvvve e e e e As…As…As…As…As….
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 14. The Save As window is displayed.

– Enter File name = cccccssssswnwnwnwnwnt0t0t0t0t011111.a.a.a.a.acgcgcgcgcg
– Press SaSaSaSaSavvvvveeeee

15. When this SNA Node Configuration window is displayed,
select YYYYYeseseseses.

You have completed the TN3270E server configuration.

Next, you will want to start the node, and then verify that
the link is active.

Step 2:
Configure IBM eNetwork Personal Communica-
tions for Windows NT on the client machine
If you have not already done so, install Personal
Communications for Windows NT on a client workstation
where TCP/IP is installed, configured, and attached to a
TCP/IP LAN.

1. To configure, click StStStStStararararart on the task bar and then select:

– PPPPPrrrrrogogogogogrrrrramsamsamsamsams
– IIIIIBBBBBM PM PM PM PM Peeeeerrrrrsssssonaonaonaonaonal Col Col Col Col Commmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiionsonsonsonsons
– StStStStStararararart or Cont or Cont or Cont or Cont or Confffffiiiiiggggguuuuurrrrre Se Se Se Se Sesesesesessssssiiiiiononononon

2. Configure as shown in the following example. When you
are done, double-click TTTTTCP/ICP/ICP/ICP/ICP/IPPPPP in the Attachment column.

3. The Telnet 3270 window is displayed.

– Enter the IIIIIP aP aP aP aP addddddddddrrrrresesesesess os os os os of the f the f the f the f the TN3TN3TN3TN3TN322222777770E s0E s0E s0E s0E seeeeervrvrvrvrveeeeerrrrr. In this
example, the IP address is 99999.....2222244444.....111110000044444.....282828282855555.

4. When you are done, click OOOOOKKKKK.

You have completed the TN3270 client configuration
which will enable you to connect to the TN3270E server
and access an emulation screen.
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Configuring TCP/IP over SNA Gateway
In Scenario 2, a customer has TCP/IP LANs which are represented by Node A and Node E
in the following figure. They would like to access each other’s socket applications over an
SNA network backbone.

The recommended solution is to configure AnyNet® Sockets over SNA Gateway on each
of two Communications Server for Windows NT servers.

To complete this scenario, you will need to perform the following steps:

Step 1: Configure the TCP/IP address for Node A

Step 2: Configure the TCP/IP address for Node B

Step 3: Configure the TCP/IP address for Node D

Step 4: Configure the TCP/IP address for Node E

Step 5: Configure Communications Server for Windows NT on Node B(this includes
configuring the Gateway Adapter device driver)

Step 6: Configure Communications Server for Windows NT on Node D
(this includes configuring the Gateway Adapter device driver)

Step 7: PING Node E from Node A to test your configurations

AnyNet sockets over SNA gateway

Test Scenario 2
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Scenario 2: Configuring TCP/IP over SNA gateway

In this scenario, you will enable communication between
a sockets application on Node A on a TCP/IP network
and a sockets application on Node E on a TCP/IP network.
Node A and Node E, connected by an SNA network, will
communicate through two AnyNet® sockets over SNA
gateways.

Before beginning this scenario, collect the following
information that is unique to your machines:

• Local IP addresses for Nodes A, B, D, and E. (Issue
ipconfig at the command prompt at each node to deter-
mine if you have an adapter installed, and what the native
IP address is once it is configured.)

• 12-character hexadecimal LAN adapter node address
(MAC address) for Node B and Node D. (Issue net config
wksta at the command prompt.)

Note: For purposes of this example, the following values
will be used:

Node A: MMMMMiiiiicccccrrrrrosososososoooooffffft t t t t TTTTTCP/ICP/ICP/ICP/ICP/IP ConP ConP ConP ConP Confffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon
IP address = 10.10.10.1
Subnet mask = 255.255.255.0
Default gateway = 10.10.10.2 (GW B)

Node B: MMMMMiiiiicccccrrrrrosososososoooooffffft t t t t TTTTTCP/ICP/ICP/ICP/ICP/IP ConP ConP ConP ConP Confffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon
IP address interface = 10.10.10.2
Subnet mask = 255.255.255.0

Node D: MMMMMiiiiicccccrrrrrosososososoooooffffft t t t t TTTTTCP/ICP/ICP/ICP/ICP/IP ConP ConP ConP ConP Confffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon
IP address interface = 30.30.30.2
Subnet mask = 255.255.255.0

Node E: MMMMMiiiiicccccrrrrrosososososoooooffffft t t t t TTTTTCP/ICP/ICP/ICP/ICP/IP ConP ConP ConP ConP Confffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon
IP address = 30.30.30.1
Subnet mask = 255.255.255.0
Default gateway = 30.30.30.2 (GW D)

Node B: SSSSSooooockckckckckeeeeettttts os os os os ovvvvveeeeer Sr Sr Sr Sr SNNNNNAAAAA Con Con Con Con Confffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon
Local: sna0 configuration

IP address = 20.20.20.2
Subnet Mask = 255.255.255.0

LUs: IP address to LU mapping;
generate LU names

IP address = 20.20.20.2
Subnet Mask = 255.255.255.0
Netid = NETZ
Template = ITSO

Routes
Route type = Network
Destination address = 30.30.30.0
Destination mask = 255.255.255.0
Router address = 20.20.20.3
Direct connection: No

Gateway Adapter Configuration
IP address interface = 20.20.20.2
Subnet mask = 255.255.255.0
Enable IP forwarding

SNA Configuration
Node: CP name NETZ.CPB
Network Node
Devices: LAN

Connections: Destination address = Address of
Gateway D SNA adapter (use net config wksta from
command line to get this information)

Node D: SSSSSooooockckckckckeeeeettttts os os os os ovvvvveeeeer Sr Sr Sr Sr SNNNNNAAAAA Con Con Con Con Confffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon
Local: sna0 configuration

IP address = 20.20.20.3
Subnet Mask = 255.255.255.0

LUs: IP address to LU mapping;
generate LU names

IP address = 20.20.20.3
Subnet Mask = 255.255.255.0
Netid = NETZ
Template = ITSO
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Routes
Route type = Network
Destination address = 10.10.10.0
Destination mask = 255.255.255.0
Router address = 20.20.20.2
Direct connection: No

Gateway Adapter Configuration
IP address interface = 20.20.20.3
Subnet mask = 255.255.255.0
Enable IP forwarding

SNA Configuration
Node: CP name NETZ.CPD
Network Node
Devices: LAN

Connections: Destination address = Address of Gateway
B SNA adapter (use net config wksta from command line
to get this information)

Step 1: Configure the TCP/IP address for Node A
Using the values provided at the beginning of this
scenario for Node A, perform the following:

To configure the TCP/IP address (and to configure native
TCP/IP mode), go to Control Panel, Network applet.

1. On the Network Settings panel of the NT Network Installa-
tion program, click PPPPPrrrrroooootttttooooocolcolcolcolcolsssss.

2.Select TTTTTCP/ICP/ICP/ICP/ICP/IP PP PP PP PP Prrrrroooootttttooooocolcolcolcolcol.

3. Click PPPPPrrrrropopopopopeeeeerrrrr tttttiiiiieseseseses.

4.Click the IIIIIP P P P P AAAAAddddddddddrrrrresesesesessssss tab and from the Adapter pull down,
select your native adapter.

5. Click the SSSSSpppppeeeeeccccciiiiifffffy an Iy an Iy an Iy an Iy an IP P P P P AAAAAddddddddddrrrrresesesesessssss tab and enter the
TTTTTCP/ICP/ICP/ICP/ICP/IP aP aP aP aP addddddddddrrrrresesesesessssss, sssssuuuuubnebnebnebnebnet mat mat mat mat masksksksksk, and dddddeeeeefffffaaaaauuuuulllllt gt gt gt gt gatatatatateeeeewwwwwaaaaayyyyy
listed for Node A.

6.Click OOOOOKKKKK on the TCP/IP Properties panel. Ignore the
warning that one of the adapters has an empty WINS
address, and click YYYYYeseseseses to continue.

7. When the Network Settings Change warning is displayed,
click YYYYYeseseseses to restart the computer.

Step 2: Configure the TCP/IP address for Node B
Using the values provided at the beginning of this
scenario for Node B, perform the following:

To configure the TCP/IP address (and to configure native
TCP/IP mode), go to Control Panel, Network applet.

1. On the Network Settings panel of the NT Network Installa-
tion program, click PPPPPrrrrroooootttttooooocolcolcolcolcolsssss.

2.Select TTTTTCP/ICP/ICP/ICP/ICP/IP PP PP PP PP Prrrrroooootttttooooocolcolcolcolcol.

3. Click PPPPPrrrrropopopopopeeeeerrrrr tttttiiiiieseseseses.

4. Click the IIIIIP P P P P AAAAAddddddddddrrrrresesesesessssss tab and from the Adapter pull down,
select your native adapter.

5. Click the SSSSSpppppeeeeeccccciiiiifffffy an Iy an Iy an Iy an Iy an IP P P P P AAAAAddddddddddrrrrresesesesessssss tab and enter the
TTTTTCP/ICP/ICP/ICP/ICP/IP aP aP aP aP addddddddddrrrrresesesesessssss, sssssuuuuubnebnebnebnebnet mat mat mat mat masksksksksk, and dddddeeeeefffffaaaaauuuuulllllt gt gt gt gt gatatatatateeeeewwwwwaaaaayyyyy
listed for Node B.

6.Click OOOOOKKKKK on the TCP/IP Properties panel. Ignore the
warning that one of the adapters has an empty WINS
address, and click YYYYYeseseseses to continue.

7. When the Network Settings Change warning is displayed,
click YYYYYeseseseses to restart the computer.

Step 3: Configure the TCP/IP address for Node D
Using the values provided at the beginning of this
scenario for Node D, perform the following:

To configure the TCP/IP address (and to configure native
TCP/IP mode), go to Control Panel, Network applet.

1. On the Network Settings panel of the NT Network Installa-
tion program, click PPPPPrrrrroooootttttooooocolcolcolcolcolsssss.

2.Select TTTTTCP/ICP/ICP/ICP/ICP/IP PP PP PP PP Prrrrroooootttttooooocolcolcolcolcol.

3. Click PPPPPrrrrropopopopopeeeeerrrrr tttttiiiiieseseseses.

4. Click the IIIIIP P P P P AAAAAddddddddddrrrrresesesesessssss tab and from the Adapter pull down,
select your native adapter.

5.Click the SSSSSpppppeeeeeccccciiiiifffffy an Iy an Iy an Iy an Iy an IP P P P P AAAAAddddddddddrrrrresesesesessssss tab and enter the
TTTTTCP/ICP/ICP/ICP/ICP/IP aP aP aP aP addddddddddrrrrresesesesessssss, sssssuuuuubnebnebnebnebnet mat mat mat mat masksksksksk, and dddddeeeeefffffaaaaauuuuulllllt gt gt gt gt gatatatatateeeeewwwwwaaaaayyyyy
listed for Node D.

6.Click OOOOOKKKKK on the TCP/IP Properties panel. Ignore the
warning that one of the adapters has an empty WINS
address, and click YYYYYeseseseses to continue.

7. When the Network Settings Change warning is displayed,
click YYYYYeseseseses to restart the computer.
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Step 4: Configure the TCP/IP address
for Node E
Using the values provided at the beginning of this
scenario for Node E, perform the following:

To configure the TCP/IP address (and to configure native
TCP/IP mode), go to Control Panel, Network applet.

1. On the Network Settings panel of the NT Network
Installation program, click PPPPPrrrrroooootttttooooocolcolcolcolcolsssss.

2.Select TTTTTCP/ICP/ICP/ICP/ICP/IP PP PP PP PP Prrrrroooootttttooooocolcolcolcolcol.

3.Click PPPPPrrrrropopopopopeeeeerrrrr tttttiiiiieseseseses.

4.Click the IIIIIP P P P P AAAAAddddddddddrrrrresesesesessssss tab and from the Adapter pull down,
select your native adapter.

5.Click the SSSSSpppppeeeeeccccciiiiifffffy an Iy an Iy an Iy an Iy an IP P P P P AAAAAddddddddddrrrrresesesesessssss tab and enter the
TTTTTCP/ICP/ICP/ICP/ICP/IP aP aP aP aP addddddddddrrrrresesesesessssss, sssssuuuuubnebnebnebnebnet mat mat mat mat masksksksksk, and dddddeeeeefffffaaaaauuuuulllllt gt gt gt gt gatatatatateeeeewwwwwaaaaayyyyy
listed for Node E.

6.Click OOOOOKKKKK on the TCP/IP Properties panel. Ignore the
warning that one of the adapters has an empty WINS
address, and click YYYYYeseseseses to continue.

7. When the Network Settings Change warning is displayed,
click YYYYYeseseseses to restart the computer.

Step 5: Configure Communications Server for
Windows NT on Node B (this includes configur-
ing the Gateway Adapter device driver)
Using the values provided at the beginning of this
scenario for Node B, perform the following:

1. Click StStStStStarararararttttt on the task bar, then select:

––––– PPPPPrrrrrogogogogogrrrrramsamsamsamsams
––––– IIIIIBBBBBM CoM CoM CoM CoM Commmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiions Sons Sons Sons Sons Seeeeervrvrvrvrveeeeerrrrr
––––– SSSSSNNNNNAAAAA Nod Nod Nod Nod Node Cone Cone Cone Cone Confffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon

2. The Communications Server SNA Node Configuration
window is displayed.

Select FiFiFiFiFillllleeeee, then select NeNeNeNeNewwwww

3. Select SSSSScenarcenarcenarcenarcenariiiiiososososos, then select AAAAAnnnnnyNeyNeyNeyNeyNet St St St St Sooooockckckckckeeeeettttts os os os os ovvvvveeeeerrrrr
SSSSSNNNNNA…A…A…A…A….
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 Configure the Node
1. Highlight ConConConConConfffffiiiiiggggguuuuurrrrre Node Node Node Node Nodeeeee, then click NeNeNeNeNewwwww.

2.The Define the Node window is displayed. Select the
BBBBBaaaaasssssiiiiiccccc tab, and provide the following information.

– Fully qualified CP name = NNNNNEEEEETZTZTZTZTZ.CPB.CPB.CPB.CPB.CPB
– Node Type = NeNeNeNeNetttttwwwwwororororork Nodk Nodk Nodk Nodk Nodeeeee
– When you are done, click OOOOOKKKKK

Configure Devices
1. Highlight ConConConConConfffffiiiiiggggguuuuurrrrre De De De De Deeeeevvvvviiiiicescescescesces, then select NeNeNeNeNewwwww.

2. The Define a LAN Device window is displayed. Click OOOOOKKKKK to
accept the default values.
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Configure Connections
1. Select ConConConConConfffffiiiiiggggguuuuurrrrre Cone Cone Cone Cone Conneneneneneccccctttttiiiiionsonsonsonsons, then select NeNeNeNeNewwwww.

2. The Define a LAN Connection window is displayed.

– Select the BBBBBaaaaasssssiiiiiccccc tab
– Issue the net config wksta command at the

command prompt to obtain the 111112-char2-char2-char2-char2-charaaaaacccccttttteeeeerrrrr
hehehehehexxxxxaaaaadddddeeeeecccccimaimaimaimaimal dl dl dl dl desesesesestttttiiiiinatnatnatnatnatiiiiion aon aon aon aon addddddddddrrrrresesesesessssss requested.
In this example, it is 444440005000000000050000000000500000000005000000000050000000.

– When you are done, click OOOOOKKKKK

Configure AnyNet Sockets over SNA
1. Select ConConConConConfffffiiiiiggggguuuuurrrrre e e e e AAAAAnnnnnyNeyNeyNeyNeyNet St St St St Sooooockckckckckeeeeettttts os os os os ovvvvveeeeer Sr Sr Sr Sr SNNNNNAAAAA, then

click NeNeNeNeNewwwww.

2.The AnyNet Sockets over SNA window is displayed.

– Select the LLLLLooooocacacacacalllll tab
– Click CCCCChanhanhanhanhangggggeeeee
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3. The Local Interface window is displayed.

– Specify the IP address (20(20(20(20(20.....2020202020.....2020202020.....2)2)2)2)2)
and subnet mask (2(2(2(2(25555555555.....222225555555555.....222225555555555.....0)0)0)0)0)

– When you are done, click OK

4. When you return to the AnyNet Sockets over SNA window,
ensure that YYYYYeseseseses is selected for Gateway Adapter Configu-
ration is required. When you are done, select the LLLLLUUUUUsssss tab.

5. The LUs tab is displayed. Click NeNeNeNeNew…w…w…w…w….

6. The IP Address to LU Mapping window is displayed.

– Leave GGGGGeneeneeneeneenerrrrratatatatate Le Le Le Le LU namesU namesU namesU namesU names selected
– Enter the following information for this example:

IP address = 2020202020.....2020202020.....2020202020.....22222
Address mask = 222225555555555.....222225555555555.....222225555555555.....00000
SNA network ID = NNNNNEEEEETZ TZ TZ TZ TZ (Default)
LU Template = IIIIITTTTTSSSSSOOOOO

– When you are done, click OOOOOKKKKK
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7. When you return to the AnyNet Sockets over SNA property
sheet, select the RRRRRoutoutoutoutouteseseseses tab.

8. The Routes property page is displayed. Select NeNeNeNeNew…w…w…w…w….

9. The Route Types window is displayed. Select NeNeNeNeNetttttwwwwworororororkkkkk,
then enter the values listed for Node B. When you are
done, click OOOOOKKKKK.

10.When you return to the AnyNet Sockets over SNA window,
click OOOOOKKKKK.

11. The Communications Server SNA Configuration Help
window is displayed. Be sure to follow the instructions on
this Help window before proceeding.
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12.On the Gateway Adapter Information screen, write down
the Software Location, TCP/IP address, and subnet
mask information (you will need this later), then click
ConConConConConfffffiiiiiggggguuuuurrrrre…e…e…e…e….

13.On the Network panel, select the AAAAAdddddaaaaapppppttttteeeeerrrrrsssss tab, then
click AAAAAdddddd…d…d…d…d….

14. The Select Network Adapter panel is displayed. Click
HaHaHaHaHavvvvve De De De De Diiiiisk…sk…sk…sk…sk….

15. The Insert Disk window is displayed. Enter D:\ID:\ID:\ID:\ID:\IBBBBBMMMMMCCCCCS\GWS\GWS\GWS\GWS\GW,
then click OOOOOKKKKK.

16. The Select OEM Option panel is displayed. Select AAAAAnnnnnyNeyNeyNeyNeyNettttt
GGGGGatatatatateeeeewwwwwaaaaay y y y y AAAAAdddddaaaaapppppttttteeeeerrrrr and click OOOOOKKKKK.
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17. The Network panel is displayed, indicating the AnyNet
Gateway Adapter is installed.

Next, configure the Gateway Adapter device driver.

The following describes the configuration sequence for
Microsoft TCP/IP (this is the same information that appears
on the Communications Server SNA Configuration Help
panel).

1. From the Network panel, click CCCCCloslosloslosloseeeee. TCP/IP Configuration
will be invoked.

2. Click the IIIIIP P P P P AAAAAddddddddddrrrrresesesesessssss tab and from the Adapter pull down,
select AAAAAnnnnnyNeyNeyNeyNeyNet Gt Gt Gt Gt Gatatatatateeeeewwwwwaaaaay y y y y AAAAAdddddaaaaapppppttttteeeeerrrrr.

3. Click the SSSSSpppppeeeeeccccciiiiifffffy an Iy an Iy an Iy an Iy an IP P P P P AAAAAddddddddddrrrrresesesesessssss tab and enter the
TCP/IP address and subnet mask that were displayed in
the Gateway Adapter Information panel. No other fields
should be entered on the IP Address panel.

4. Click the RRRRRoutoutoutoutoutiiiiinnnnnggggg tab, and then click EEEEEnananananabbbbbllllle Ie Ie Ie Ie IPPPPP
FFFFForororororwwwwwararararardddddiiiiinnnnnggggg so that IP forwarding is enabled.

5. Click the WWWWWIIIIINS NS NS NS NS AAAAAddddddddddrrrrresesesesessssss tab and, from the Adapter
pull down, select AAAAAnnnnnyNeyNeyNeyNeyNet Gt Gt Gt Gt Gatatatatateeeeewwwwwaaaaay y y y y AAAAAdddddaaaaapppppttttteeeeerrrrr.

6. Deselect the EEEEEnananananabbbbbllllle De De De De DNS fNS fNS fNS fNS for or or or or WiWiWiWiWinnnnndododododowwwwws Rs Rs Rs Rs Resesesesesolololololutututututiiiiiononononon
option. No other fields should be selected or filled in
on this panel.

Note: The DNS Configuration panel may contain data
pertinent to other adapters. These fields should not be
modified.

7. Click OOOOOKKKKK on the TCP/IP Properties panel. Ignore the
warning that one of the adapters has an empty WINS
address, and click YYYYYeseseseses to continue.

8. When the Network Settings Change warning is displayed,
click NoNoNoNoNo so that the computer is not restarted.

9. Click OOOOOKKKKK on the Gateway Adapter Information panel and
save your configuration. Restart the computer for the
adapter changes to take effect.

Step 6: Configure Communications Server for
Windows NT on Node D (this includes configur-
ing the Gateway Adapter device driver)

1. To configure Node D:

– Repeat the procedure followed when configuring
Node B but do not Configure Connections.

– Substitute the appropriate values provided at the
beginning of this scenario.

2.You have completed the AnyNet Sockets over SNA
Gateway configuration.

3. After configuring and rebooting Nodes A, B, D, and E, start
Communications Server for Windows NT on Nodes B and
D using the configurations that you previously saved.

4. Next, you will want to start the node, and then verify that
the link is active.

Step 7: PING Node E from Node A to
test your configurations
Enter the following from the command line:

pppppiiiiinnnnng 30g 30g 30g 30g 30.....3030303030.....3030303030.....11111
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Test Scenario 3

Configuring SNA-API clients running APPC applications
with Personal Communications
In Scenario 3, Windows NT clients want to connect to a AS/400 host, using a 5250
emulator over APPC without installing an SNA communication stack on their machines.

The recommended solution is to configure:

– Communications Server for Windows NT server to support SNA API clients
and their applications

– SNA API client to communicate with Communications Server
– A 5250 emulator

By doing this, employees will be able to run the 5250 emulator while using the SNA stack
on the Communications Server node to manage the session. Communications Server
establishes and manages a session as if the origin were the local node, but forwards the
application data to the SNA API client instead of to its own application APIs.

58



61

Host

Windows 95 Windows 3.1

Communications
Server

for
Windows NT

AS/400

SNA

Windows NT OS/2

TCP/IP

To complete this scenario, you need to perform the following steps:

Step 1: Configure Communications Server (on the server machine)

Step 2: Define a user ID and password (on the server machine)

Step 3: Configure Communications Server SNA client (on the client machine)

Step 4: Configure eNetwork Personal Communications for Windows NT
(on the client machine) to begin a 5250 session

The following figure illustrates how Communications Server for Windows NT supports
SNA API clients on Windows 95, Windows NT, Windows 3.x, and OS/2.

TCP/IP-attached SNA API clients
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Scenario 3: Configuring SNA-API clients running
APPC applications with Personal Communications

Step 1: Configure Communications Server
(on the server machine)

1. Click StStStStStarararararttttt on the task bar, then select:

– PPPPPrrrrrogogogogogrrrrramsamsamsamsams
– IIIIIBBBBBM CoM CoM CoM CoM Commmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiions Sons Sons Sons Sons Seeeeervrvrvrvrveeeeerrrrr
– SSSSSNNNNNAAAAA Nod Nod Nod Nod Node Cone Cone Cone Cone Confffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon

2.The Communications Server SNA Node Configuration
window is displayed.

– Select FiFiFiFiFillllleeeee, then select NeNeNeNeNewwwww

3.Select SSSSScenarcenarcenarcenarcenariiiiiososososos, then select SSSSSNNNNNAAAAA     AAAAAPPPPPI CI CI CI CI Cllllliiiiienenenenenttttts rs rs rs rs ruuuuunnnnnnnnnniiiiinnnnnggggg
AAAAAPPC aPPC aPPC aPPC aPPC appppppppppllllliiiiicatcatcatcatcatiiiiionsonsonsonsons..... ..... ......

Configure the Node
1. Highlight ConConConConConfffffiiiiiggggguuuuurrrrre Node Node Node Node Nodeeeee, then click NeNeNeNeNewwwww.
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2.The Define the Node window is displayed. Select the
BBBBBaaaaasssssiiiiiccccc tab, and provide the following information.

– Fully qualified CP name = NNNNNEEEEET1T1T1T1T1.CP1.CP1.CP1.CP1.CP1
– Node Type = EEEEEnnnnnd Nodd Nodd Nodd Nodd Nodeeeee
– When you are done, click OOOOOKKKKK

Configure Devices
1. Highlight ConConConConConfffffiiiiiggggguuuuurrrrre De De De De Deeeeevvvvviiiiicescescescesces, then click Ne Ne Ne Ne Newwwww.

2.The Define a LAN Device window is displayed. Click OOOOOKKKKK to
accept the default values.

Configure the Gateway
1. Select ConConConConConfffffiiiiiggggguuuuurrrrre the Ge the Ge the Ge the Ge the Gatatatatateeeeewwwwwaaaaayyyyy, then select VVVVViiiiieeeeew/w/w/w/w/

CCCCChanhanhanhanhanggggge/Ae/Ae/Ae/Ae/Adddddddddd..... ..... ......
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2.The Define a Gateway Configuration window is displayed.

– Ensure that EEEEEnananananabbbbbllllle Se Se Se Se SNNNNNAAAAA     AAAAAPPPPPI CI CI CI CI Cllllliiiiienenenenent St St St St Seeeeervrvrvrvrviiiiicescescescesces
is checked

– Click OOOOOKKKKK

 Configure Connections
1. Select ConConConConConfffffiiiiiggggguuuuurrrrre Cone Cone Cone Cone Conneneneneneccccctttttiiiiionsonsonsonsons, then click NeNeNeNeNewwwww.

2.The Define a LAN Connection window is displayed.

– Select the BBBBBaaaaasssssiiiiiccccc tab
– Enter the 111112 char2 char2 char2 char2 charaaaaacccccttttteeeeer her her her her hexxxxxaaaaadddddeeeeecccccimaimaimaimaimal al al al al addddddddddrrrrresesesesessssss

ooooof the f the f the f the f the AAAAAS/4S/4S/4S/4S/400 hos00 hos00 hos00 hos00 hosttttt..... In this example the destination
address = 00= 00= 00= 00= 0011111000000000011111000000000011111000000000011111.....

– Click OOOOOKKKKK

3.The Communications Server SNA Node Configuration
window is displayed. Click the XXXXX in the upper right corner
of the window.
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4.The following window is displayed. Select YYYYYeseseseses to save the
changes.

5.The Save As window is displayed. Save the file as
snasnasnasnasnaccccclllll.a.a.a.a.acgcgcgcgcg.

6.When the following window is displayed, select YYYYYeseseseses for this
configuration to be the default.

7. Now that you have completed the SNA API Clients
Running APPC Applications configuration, you will want
to start the node and then verify that the link is active.

Step 2: Define a user ID and password
(on the server machine)
You can restrict which SNA API clients can connect with
the Communications Server by defining user IDs and
passwords under the user group IBMCSAPI. Only clients
using a user ID under this group will be allowed access to
Communications Server.

To define a user ID (username) and password and the
IBMCSAPI user group, do the following:

– Invoke the User Manager for Domains application
for Windows NT under Start, Programs,
Administrative Tools (Common).

– From the User pull down, select NeNeNeNeNew Uw Uw Uw Uw Ussssseeeeerrrrr..... ..... ......
Specify UUUUUssssseeeeerrrrrnamenamenamenamename and PPPPPaaaaasssssssssswwwwworororororddddd (the username
and password specified are case-sensitive). Click
AAAAAdddddddddd, then click GGGGGrrrrrouououououpppppsssss. Select IIIIIBBBBBMMMMMCCCCCSASASASASAPPPPPIIIII from the
groups list, then click OOOOOKKKKK.

– Click cccccloslosloslosloseeeee to exit.

Step 3: Configure Communications Server
SNA client (on the client machine)
First, configure the user ID and password you defined
in Step 2 to give the SNA API client access to
Communications Server. To perform this configuration,
do the following:

1. On the client machine select:

– PPPPPrrrrrogogogogogrrrrramsamsamsamsams
– IIIIIBBBBBM CoM CoM CoM CoM Commmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiions Sons Sons Sons Sons Seeeeervrvrvrvrveeeeer Sr Sr Sr Sr SNNNNNAAAAA C C C C Cllllliiiiienenenenenttttt
– ConConConConConfffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon

2.The Configuration File (*.ini) - Communications Server for
NT SNA Client Configuration window is displayed.

– Highlight ConConConConConfffffiiiiiggggguuuuurrrrre Ge Ge Ge Ge Globloblobloblobaaaaal Dl Dl Dl Dl Datatatatataaaaa, then
select NeNeNeNeNewwwww..... ..... .....

3.The Define Global Data window is displayed.
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– Enter the UUUUUssssseeeeer Ir Ir Ir Ir IDDDDD and PPPPPaaaaasssssssssswwwwworororororddddd exactly as you
defined them on the server machine in Step 2
(they are case-sensitive)

– When you are done, click OOOOOKKKKK

4.Next, configure the APPC server list. When configuring the
server location, specify either the TCP/IP host name or
address of the Communications Server machine. This will
direct the SNA API client to that machine when requesting
services from Communications Server.

5.To perform this configuration, do the following: On the
Configuration File (*.ini) - Communications Server for NT
SNA Client Configuration window:

– Highlight ConConConConConfffffiiiiiggggguuuuurrrrre e e e e AAAAAPPC SPPC SPPC SPPC SPPC Seeeeervrvrvrvrveeeeer Lr Lr Lr Lr Liiiiisssssttttt, then
select NeNeNeNeNewwwww..... ..... .....

6.The Define APPC Server list window is displayed.

– Specify either the TTTTTCP/ICP/ICP/ICP/ICP/IP hosP hosP hosP hosP host namet namet namet namet name or addddddddddrrrrresesesesessssss
ooooof the Cof the Cof the Cof the Cof the Commmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiions Sons Sons Sons Sons Seeeeervrvrvrvrveeeeer mar mar mar mar machchchchchiiiiinenenenene

This completes the configuration aspect of the SNA API
client. Be sure to save your configuration before exiting the
client configuration utility.
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Step 4: Configure Personal Communications
for Windows NT (on the client machine)
to begin a 5250 session
If you have not already done so, install Personal
Communications for Windows NT.

1. To configure, click StStStStStarararararttttt on the task bar and then select:

– PPPPPrrrrrogogogogogrrrrramsamsamsamsams
– IIIIIBBBBBM PM PM PM PM Peeeeerrrrrsssssonaonaonaonaonal Col Col Col Col Commmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiionsonsonsonsons
– StStStStStararararart or Cont or Cont or Cont or Cont or Confffffiiiiiggggguuuuurrrrre Se Se Se Se Sesesesesessssssiiiiiononononon

2.The Customize Communications window is displayed.
Configure as shown. When you are done, click
ConConConConConfffffiiiiiggggguuuuurrrrreeeee..... ..... ......
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3.When the Customize Communications - 5250 Host
window is displayed, click ConConConConConfffffiiiiiggggguuuuurrrrre Le Le Le Le Liiiiinknknknknk..... ..... ...... The
following window is displayed.

– Enter the AAAAAS/4S/4S/4S/4S/400 P00 P00 P00 P00 Pararararartnetnetnetnetner Lr Lr Lr Lr LU aU aU aU aU allllliiiiiaaaaasssss or
FFFFFuuuuullllllllllyyyyy-q-q-q-q-quauauauauallllliiiiifffffiiiiieeeeed named named named named name

– When you are done, click OOOOOKKKKK

4.The configuration is completed, and you are ready to log
on to the AS/400 host.
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Configuring SNA-API clients, running 3270
or other LUA applications with Personal Communications
In Scenario 4, Windows NT clients want to connect to the S/390® host, using a 3270
emulator over LUA without installing an SNA communication stack on each of
their machines.

The recommended solution is to configure:

– Communications Server for Windows NT server to support SNA API
clients and their applications

– SNA API client to communicate with Communications Server
– A 3270 emulator

By doing this, employees will be able to run a 3270 emulator, while using the SNA stack on
the Communications Server node to manage the session. Communications Server
establishes and manages a session as though the origin were the local node, but
forwards the application data to the SNA API client instead of to its own application APIs.

To complete this scenario, you will need to perform the following steps:

Step 1: Configure Communications Server (on the server machine)

Step 2: Define a user ID and password (on the server machine)

Step 3: Configure Communications Server SNA client (on the client machine)

Step 4: Configure Personal Communications for Windows NT
(on the client machine) to begin a 3270 session

The figure accompanying Scenario 3 illustrates how Communications Server for Win-
dows NT supports SNA API clients on Windows 95, Windows NT, Windows 3.x, and OS/2.

Test Scenario 4
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Configure Communications Server
(on the server machine)

1. Click StStStStStarararararttttt on the task bar, then select:

– PPPPPrrrrrogogogogogrrrrramsamsamsamsams
– IIIIIBBBBBM CoM CoM CoM CoM Commmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiions Sons Sons Sons Sons Seeeeervrvrvrvrveeeeerrrrr
– SSSSSNNNNNAAAAA Nod Nod Nod Nod Node Cone Cone Cone Cone Confffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon

2. The Communication Server SNA Node Configuration
window is displayed.

– Select FiFiFiFiFillllleeeee, then select NeNeNeNeNewwwww

Scenario 4: Configuring SNA-API clients running 3270
or other LUA applications

3. Select SSSSScenarcenarcenarcenarcenariiiiiososososos, then select SSSSSNNNNNAAAAA     AAAAAPPPPPI CI CI CI CI Cllllliiiiienenenenenttttts rs rs rs rs ruuuuunnnnnnnnnniiiiinnnnnggggg
3333322222777770 or o0 or o0 or o0 or o0 or othethethethether Lr Lr Lr Lr LUUUUUAAAAA a a a a appppppppppllllliiiiicatcatcatcatcatiiiiionsonsonsonsons..... ..... .....

Configure the Node
1. Highlight ConConConConConfffffiiiiiggggguuuuurrrrre Node Node Node Node Nodeeeee,,,,, then click NeNeNeNeNewwwww.
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2.The Define the Node window is displayed. Select the
BBBBBaaaaasssssiiiiiccccc tab, and provide the following information.

– Fully qualified CP name=NNNNNEEEEET1T1T1T1T1.CP1.CP1.CP1.CP1.CP1
– Node Type=EEEEEnnnnnd Nodd Nodd Nodd Nodd Nodeeeee
– When you are done, click OOOOOKKKKK

Configure Devices
1. Highlight ConConConConConfffffiiiiiggggguuuuurrrrre De De De De Deeeeevvvvviiiiicescescescesces, then click NeNeNeNeNewwwww.

2. The Define a LAN Device window is displayed. Click OOOOOKKKKK to
accept the default values.

Configure the gateway
1. Select ConConConConConfffffiiiiiggggguuuuurrrrre the Ge the Ge the Ge the Ge the Gatatatatateeeeewwwwwaaaaayyyyy, then select VVVVViiiiieeeeew/w/w/w/w/

CCCCChanhanhanhanhanggggge/Ae/Ae/Ae/Ae/Adddddddddd..... ..... .....
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2.The Define a Gateway Configuration window is displayed.

– Select the HosHosHosHosHost Lt Lt Lt Lt Liiiiinksnksnksnksnks tab
– Click CCCCCrrrrreeeeeatatatatateeeee

3. When the following window is displayed, click OOOOOKKKKK to
accept the default DLC type.

4. The Define a LAN Connection window is displayed.

– Enter the 111112-char2-char2-char2-char2-charaaaaacccccttttteeeeer her her her her hexxxxxaaaaadddddeeeeecccccimaimaimaimaimal al al al al addddddddddrrrrresesesesess os os os os offfff
the S/39the S/39the S/39the S/39the S/390 hos0 hos0 hos0 hos0 hosttttt. In this example the destination
address= 000000000011111000000000011111000000000011111000000000011111.

– When you are done, select the AAAAAdddddvvvvvanceanceanceanceanceddddd tab

5. On the AAAAAdddddvvvvvanceanceanceanceanceddddd property page, enter the LLLLLooooocacacacacal Nodl Nodl Nodl Nodl Node Ie Ie Ie Ie IDDDDD.
The Local Node ID consists of two parts: the Block ID and
the Physical Unit ID. In this example, the Block ID = 05D05D05D05D05D,
and the Physical Unit ID = 1111122222333334444455555

– After entering the Local Node ID information,
press OOOOOKKKKK
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6. The following window is displayed. Click YYYYYeseseseses to create
and assign new LUs to this link.

7. The following window is displayed. Enter the following
information.

– Base LU name = LLLLLU1U1U1U1U1
– Number of LUs= 44444
– When you are done, click OOOOOKKKKK

8.The following window is displayed, indicating the host LUs
currently assigned to the specified link definition. Click OOOOOKKKKK
to accept the values and continue.

9. When the Define a Gateway Configuration property sheet
is displayed, select the SSSSSNNNNNAAAAA C C C C Cllllliiiiienenenenentttttsssss tab.

– The SNA Clients page is displayed, indicating that
the SNA API Client Services is supported

– Specify the PUPUPUPUPUBBBBBLLLLLIIIIICCCCC pool as the default pool for SNA
API Client Services

– When you are done, click OOOOOKKKKK

Now that you have completed the SNA API Clients
Running 3270 or other LUA Applications configuration,
you will want to start the node, and then verify that the link
is active.

Step2: Define a user ID and password
(on the server machine)
You can restrict which SNA API clients can connect with
the Communications Server by defining user IDs and
passwords under the user group IBMCSAPI. Only clients
using a user ID under this group will be allowed access to
Communications Server.

To define a user ID (username) and password and the
IBMCSAPI user group, do the following:

1. Invoke the User Manager for Domains application for
Windows NT under Start, Programs, Administrative Tools
(Common).

2. From the User pull down, select NeNeNeNeNew Uw Uw Uw Uw Ussssseeeeer….r….r….r….r…. Specify
UUUUUssssseeeeerrrrrnamenamenamenamename and PPPPPaaaaasssssssssswwwwworororororddddd (the username and password
specified are case-sensitive). Click AAAAAdddddddddd, then click
GGGGGrrrrrouououououpppppsssss. Select IIIIIBBBBBMMMMMCCCCCSASASASASAPPPPPIIIII form the groups list, then
click OOOOOKKKKK.

3. Click CCCCCloslosloslosloseeeee to exit.
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Step 3: Configure Communications Server
SNA client (on the client machine)
First, configure the user ID and password you defined
in Step 2 to give the SNA API client access to
Communications Server. To perform this configuration,
do the following:

1. On the machine select:

– PPPPPrrrrrogogogogogrrrrramsamsamsamsams
– IIIIIBBBBBM CoM CoM CoM CoM Commmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiions Sons Sons Sons Sons Seeeeervrvrvrvrveeeeer Sr Sr Sr Sr SNNNNNAAAAA C C C C Cllllliiiiienenenenenttttt
– ConConConConConfffffiiiiiggggguuuuurrrrratatatatatiiiiiononononon

2. The Configuration File (*.ini) - COMMUNICATIONS
SERVER FOR NT SNA Client Configuration window
is displayed.

– Highlight ConConConConConfffffiiiiiggggguuuuurrrrre Ge Ge Ge Ge Globloblobloblobaaaaal Dl Dl Dl Dl Datatatatataaaaa, then
select NeNeNeNeNewwwww..... ..... .....

3. The Define Global Data window is displayed.

– Enter the UUUUUssssseeeeer Ir Ir Ir Ir IDDDDD and PPPPPaaaaasssssssssswwwwworororororddddd exactly as you
defined then on the server machine in Step 2
(they are case-sensitive)

– When you are done, click OOOOOKKKKK.

4. Next, configure the LUA sessions, When creating the LUA
definition, give a meaningful LUA session name by which
this definition will be known.

5. Specify the TCP/IP host name or address of the Communi-
cations Server machine. Also, specify whether the session
should use a dedicated LU or an LU from the default pool.
If you specify that a dedicated LU be used, you must
provide the LU name as configured in Communications
Server. The easiest configuration is to specify that an
available LU be chosen from the default pool, which was
configured as the PUBLIC pool on Communications
Server. If the definition requires you to specify a pool
name, use PUBLIC.
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To perform this configuration, do the following:

1. On the Configuration File (*.ini) - Communications Server
for NT SNA Client Configuration window:

– Highlight ConConConConConfffffiiiiiggggguuuuurrrrre Le Le Le Le LUUUUUAAAAA S S S S Sesesesesessssssiiiiionsonsonsonsons, then
select NeNeNeNeNew…w…w…w…w…

2. The Define LUA Sessions window is displayed.

– Specify the LLLLLUUUUUAAAAA S S S S Sesesesesessssssiiiiion Nameon Nameon Nameon Nameon Name
(LLLLLUUUUUXRXRXRXRXREEEEECCCCC, in this example)

– Specify the TTTTTCP/ICP/ICP/ICP/ICP/IP hosP hosP hosP hosP host namet namet namet namet name or aaaaaddddddddddrrrrresesesesessssss
ooooof the Cof the Cof the Cof the Cof the Commmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiions Sons Sons Sons Sons Seeeeervrvrvrvrveeeeer mar mar mar mar machchchchchiiiiinenenenene

– Accept the Default pool
– When you are done, click OOOOOKKKKK

This completes the configuration aspect of the SNA API
client. Be sure to save your configuration before exiting the
client configuration utility.

Step 4: Configure Personal Communications
for Window NT (on the client machine) to begin
a 3270 session
If you have not already done so, install Personal
Communications for Windows NT.

1. To configure, click StStStStStarararararttttt on the task bar and then select:

– PPPPPrrrrrogogogogogrrrrramsamsamsamsams
– IIIIIBBBBBM PM PM PM PM Peeeeerrrrrsssssonaonaonaonaonal Col Col Col Col Commmmmmumumumumunnnnniiiiicatcatcatcatcatiiiiionsonsonsonsons
– StStStStStararararart or Cont or Cont or Cont or Cont or Confffffiiiiiggggguuuuurrrrre Se Se Se Se Sesesesesessssssiiiiiononononon

2. The Customize Communication window is displayed.
Configure as shown. When you are done, click
ConConConConConfffffiiiiiggggguuuuurrrrreeeee..... ..... .....

3. The Customize Communication-3270 Host window is
displayed. Click ConConConConConfffffiiiiiggggguuuuurrrrre Le Le Le Le Liiiiink…nk…nk…nk…nk…

4. The LUA3270 via WinRUI API window is displayed. Enter
the LLLLLU or PU or PU or PU or PU or Prrrrrooooofffffiiiiillllle Namee Namee Namee Namee Name. This is the LUA session name
used when you created the LUA session in Step 3 on the
client. In this example, we specified LLLLLUUUUUXRXRXRXRXREEEEECCCCC.

5. When you are done, click OOOOOKKKKK. The PERSONAL COMMU-
NICATIONS configuration is complete, and you are ready
to log on to the S/390 host.
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Accessing and using IBM eNetwork Host On-Demand
In Scenario 5, a customer has about 50 employees in its Phoenix branch office who
use Netscape Navigator, a Java™-enabled Web browser, to access the Internet. These
employees, who are on a TCP/IP LAN, must access VM in the company’s corporate
headquarters in Dallas.

The recommended solution is to provide VM access through the Internet using
Host On-Demand.

By doing this, the customer does not have to install a 3270 terminal emulation program
on each employee’s desktop. Rather, employees with Java™-enabled Web browsers can
seamlessly access 3270 SNA applications.

Test Scenario 5
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You will need to perform these steps to complete
Scenario 5.

1. Be sure you have installed the following required software:

Server software requirements:
– Lotus Go Server
– IBM Internet Connection Server (ICS) for

Windows NT, for Windows NT, or Lotus Domino™

Server, Microsoft Internet Information Server (IIS).
The Web server must be running on the same
machine where Communications Server for
Windows NT and Host On-Demand are running.

Client software requirements:
– Netscape Navigator 3.0, or higher, Web browser
– Microsoft Internet Explorer 3.0, or higher,

Web browser
– Any other browser that is Java™-enabled

2.If you haven’t already done so, perform the following:

– Configure and start Communications Server for
Windows NT and IBM Internet Connection Server
(or its equivalent) on a remote server

– Configure a TN3270E server
– Provide user access to a remote host

Scenario 5: Accessing and using Host On-Demand

3.Open the Java™-enabled Web browser.

4.Specify the Web site (using either the IP address or
hostname), the appropriate Host On-Demand
subdirectory, and the file access:

hhhhhttttt tttttp://9p://9p://9p://9p://9.....3939393939.....6666677777.....22222333333/hod/he33/hod/he33/hod/he33/hod/he33/hod/he322222777770en0en0en0en0en.h.h.h.h.htmtmtmtmtm

5.The following is displayed in the Netscape Navigator
browser window.

74



77

Notes:
The Separate Window option enables users to either
display a host session in the Web browser window or in a
separate window. In this scenario, the host session will
display in a separate window.

The defaults for the options that display on the Host
On-Demand screen are controlled by the configuration file
(hhhhhttttt tttttpdpdpdpdpd.cn.cn.cn.cn.cnfffff), which resides on the IBM Internet Connection
Server. It can easily be modified using any text editor.

The TN3270E server port (23 in this example) is a Telnet
well-known port.

6.Click ConConConConConneneneneneccccct tt tt tt tt to Hoso Hoso Hoso Hoso Hosttttt to start a TN3270 session. In our
scenario, the following host emulator screen is displayed.

7. Log on to VM in the usual manner.
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Do not distribute to customers outside the
United States without the consent of country
legal counsel.

Important information
The information contained in this document represents
the current view of IBM Corporation on the issues
discussed at the time of publication.

Because IBM must respond to changing market condi-
tions, it should not be interpreted as a commitment on
the part of IBM, and IBM cannot guarantee the accuracy
of any information presented after the publication date.
This document is for informational purposes only and is
provided aaaaas is is is is isssss, without warranty of any kind. IBM is not
liable for any errors or omissions.
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