First - understand the Project/Request/Task/Activity relationship and map it to how the customer would like to use ClearQuest.  This will require understanding how the teams of people manage work - what is the terminology that is used, what are the roles that people play, how is work assigned to teams or people and so on. 
 
Following are descriptions of the ALM Records in a suggested creation order. 

Creating ALM Records

The order in which you create the ALM Records is important - there are dependencies and required fields to consider, which are described below.  As general categories, you can group the ALM records in the order of creation as follows:

1. UserIDs and Groups 

2. Admin rights and Security 

3. Labels 

4. Label Instances 

5. Project-Related 

6. Process-related 

1.  UserIDs and Groups

Add all UserIDs and their groups using the CQ User Admin tool.

2. Admin rights and Security 

ALMAdmin:  (name doesn't matter, other than it must be unique if you create more than one) and add your id and any other id (or group) that you want to have "all access" to all ALM records.  Once the ALMAdmin entry is created, log out of ClearQuest and log back in - now all of the ALM label records will be available in the New Record dropdown list. You have to login as a UserID already in the ALMAdmins group in order to add your UserID to the ALMAdmins group.

ALMSecurityPolicy:  who can see the record.  This will be associated with a Category, Project and any record associated with a Project- defaults to the other records that are within that project's context.  The ALMSecurityPolicy is tied to the ClearQuest Group(s). When doing Component-based development, there should be one SecurityPolicy for all the Components and their containing Offering.

2.  Labels

ALMResolutionCodeLabel:  used when changing an ALMActivity or ALMTask to the "Completed" State - the resolution code and resolution description are required

ALMReleaseLabel:           used to distinguish different versions of a Project

ALMRoleLabel:  when creating this label, in addition to the textual name, you must specify a set of Approved Actions (ClearQuest actions that can be taken on a particular record type).  The role label is available for any project in the repository, so think of it as a standard set of names and default approved actions.  The actual role will be in the context of a project (see ALMRole).

ALMCategoryTypeLabel:               used to subselect Request->Categories.

ALMStatusLabel:           used to indicate the health of a Phase, Iteration or BTBuild
ALMTypeLabel:  a standard set of types that will be applied to the ALMRecordTypes (such as Request, Task, Activity or BTBuild) later.  Here also are some 'special" values that will be used for ALMRequest.Severity and ALMTask.Priority or BTBuild.ALMBuildType.  As this label has a mixed use, you may need to consider some "smart names" for the values, so that you will more easily be able to differentiate them when creating ALMType records later.  (See ALMType). 
ALMIterationLabel:     used to set standard Iteration

ALMPhaseLabel:          used to set standard Phases

3.  Label Instances

ALMResolutionCode:    A combination of the ALMRecordType (Request/Task/Activity), ResolutionCodeType (Blank except for ResolutionCodes used to indicate Request is Rejected, Unreproducible or WorksAsDesigned)  and ResolutionCodeLabel (described above)
ALMSecurityPolicy:     Composed of a Name and one or more CQ User groups (Only updatable by a CQ Security Administrator)
ALMCategory:  generic name aligning with RTC Categories indicating a Product, Application Feature, etc that may have one or more SuperCategories.  Used to set default SecurityPolicy when creating a Project that references the Category.  May be grouped by its CategoryTypeLabel.  When creating a New Request, Categories with no SuperCategories are presented as Category Choices.(All if no CategoryTypeLabel specified, or only those associated with that CategoryTypeLabel if CategoryTypeLabel is specified on the Request.) Once a Category is selected, the Drill Down button can be clicked and those Categories that have the current Category as their SuperCategories can be chosen from the Category Drop Down and the Current Catregory will be added to the two Current Path fields displayed.  A CategoryTypeLabel can be chosen to restrict the set of these choices as well.

ALMType:  Primary use is to define "kinds" or "subtypes" of Requests, Tasks, Activities and Builds (i.e. to associate type labels to the ALMRecordTypes).  To accomplish this, first select the ALMRecordType, such as ALMRequest, set the TypeIndicator to "type" and then select the Type Label that you created previously (see ALMTypeLabel).  In order to define the field choice lists for ALMRequest.Severity and ALMTask.Priority, select the ALMRecordType, such as ALMRequest, set the TypeIndicator to "Severity" and then select the Type label that you created previously that reflects severity choices.  You must create a unique ALMType record for each choice list value that you want to appear in the drop down list for those fields. 

4.  Project-related

ALMProject:  Required fields:  Security Policy, Category, Owner
From here on, the project defines the context for the remaining records - however, you had to have most of the preceding building blocks in order to create the project record. The ALMProject->Name must be unique across all ALMProjects.  The combination of Category and ReleaseLabel must be unique across all ALMProjects also.  A ReleaseLabel is not required, but there cannot be more than one ALMProject with a Category value and a blank ReleaseLabel.

When are different projects required?

If different teams of people work with different kinds of requests, this would require different work configurations (See ALMWorkConfiguration), so separate projects are required.  If a request can be created for one team of people, but then some of the work assigned (tasked) to other sets of people, then different projects are required.

A Project is considered a version of a Category.
ALMPhase:       Project, PhaseLabel, SecurityPolicy (defaults from selected Project) uniquely keyed by a combination of ALMProject and PhaseLabel
ALMIteration:  Phase, IterationLabel,SecurityPolicy(defaults from selected Project) uniquely keyed by a combination of Phase (ALMProject and PhaseLabel) and IterationLabel.

ALMRole:  Required fields:  Project, Role Label, Members (or Groups), Primary, SecurityPolicy (defaults from selected Project)- here you are specifying the actual roles for a project, utilizing the standard set of role labels.  You will associate the actual users (or groups) that will play that role on a project, one user that will act as the primary (useful when spawning tasks from a request, for example, to automatically assign an owner or used to set mastership of Activities spawned from a Task).  In addition, you may override the approved CQactions that may be taken, that were defaulted based on the selected role label.  Roles are only relevant for Tasks and Activities.  Requests are individual-related: the Submitter and the Owner. For example, if the Role Label is "Analyst" and generically this Role Label specifies that all approved actions available for an ALMTask may be taken - when I create an instance of that ALMRole for a specific project, I'm specifying the users that will fulfill the Analyst role, and for my project, they will not be able to take the "ReOpen" action on an ALMTask..

5.  Process-related

ALMWorkConfiguration:  Required fields:  Project, Security Policy (defaults from selected Project), ALMRecordType, ALMTypeLabel (dependent on ALMRecordType and Type records). 
For certain ALMRecordTypes (Task, Activity) the Roles are also required. 
In order to specify the record types that will be spawned with a CQaction, (i.e. for a Request of a certain type, spawn these tasks using Utilities->CreateTask and for a task of a certain type, spawn these activities using Utilities->CreateActivity), the work configuration for the lowest level (activity) must exist before it can be specified as a "child" (aka "to be spawned") so create ALNMWorkCOnfigurations for ALMActivities first, then ALMTasks then ALMRequests within a given Project. 
PrimaryChildren are the sets of records generated when there are no children yet: Secondary Children are records generated when there are children already
Role(s) are used to provide the Owner Choices on the records of the ALMRecordType specified on the ALMWorkConfiguration. The Role_>Primary is used to set the Owner of a Task when it is created using CreateTask Action or the mastership of the Activity when the CreateActivity creates an ALMActivity into the Submitted State even though it is not used to set the Owner.
There may be ALMWorkConfigurations specified that are not referenced in another record's Primary or Secondary Children.  Though these Types of ALMTask or ALMActivity will never be generated by a CreateTask or CreateActivity, a generated ALMTask or ALMActivity can be modified and the Type changed to one of these additional types.
When are different ALMWorkConfiguration records useful?
For ALMRequests, use work configuration records to specify the kind of requests that may occur for a project.  For each different kind of request, specify the valid kinds of tasks (with associated owners) that may be automatically created with one push of a button.
For ALMTasks, use work configuration records to specify the kind of tasks that may occur for a project.  For each different kind of task, specify the valid kinds of activities that may be automatically created with one push of a button.  Additionally, the work configuration for ALMTasks requires the specification of one or more ALMRole - this will populate the choice list for owner, when assigning an ALMTask. 
For ALMActivities, use work configuration records to specify the ALMRole(s) which are associated with a particular kind of activity.  This will populate the choice list for owner, when assigning an ALMActivity.  Ther are no Primary or Secondary Children supported for ALMActivities because these are the lowest level of the hierarchy.

Once the above setup has been completed, the ALMRequest, ALMTask and ALMActivity records may now be created.

