& satisnet

555555 living secur ly managemen:

Total Intelligence and Visibility for
Todays Security Ecosystems

Simon McDowell
Technical Manager, Satisnet

Chris Payne
Senior Security Consultant, Satisnet

BRin

www.satisnet.co.uk




Agenda

Welcome

Unintelligent Security Practice
Security Intelligence Explained
Applying Intelligence with QRadar
Demonstration — Data Leakage

Demonstration — Suspected Malware

Q&A

o

satisnet

sireambnng secur iy managemen:

Business

Partner




Satisnet Overview & Satisnet

sireambnng secur iy managemen:

Leading UK IT Integrator Specialists in Information Security & Application Performance
Optimisation

Over 10 years’ experience with a strong, professional reputation across all market sectors
600+ major corporate customers
IBM Business Partner

A dedicated in-house technical team with the skills and expertise to fully support all
products, therefore guaranteeing customers the highest service standards available

Focus on key problem areas ....... Managing security intelligently
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Security Intelligence

-- noun

1. the real-time collection, normalisation, and analytics of the
data generated by users, applications and infrastructure that
impacts the IT security and risk posture of an enterprise
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How does QRadar work?
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One Console Security

Radar
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Built on a Single Data Architecture
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Video Demonstration
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Scenario: Suspect Malware  satisnet
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Video Demonstration
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Satisnet Success Stories W Satisnet

Leading Law Firm

Top Insurance e-Commerce
Large Global Defence Contractor
Major High Street Retail Bank
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Q&A

Thank You
Talk to us at Stand H80
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